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	ID
	Open Date
	Spec
Section
	Description
	Status

	
	
	CP 2.1
	Technical:

According to guidelines we need to give expected stability dates to referenced internet drafts.
	

	
	
	CP 3.3
	Editorial:

XDM abbreviation is missing

Need to add  "XDM XML Document Management"
	

	
	
	CP 6.1.1.1
	Technical:

The PoC Client SHALL register, re-register and de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following subclauses.

The PoC Client

1. SHALL include the PoC feature-tag '+g.poc.talkburst'.
2. SHALL include the PoC feature-tag '+g.poc.groupad' if receiving of Group Advertisement messages are supported; 

3. SHALL include the User-Agent header to indicate the PoC release version. 

The first sentence talks about de-register but the bullet list conflicts with the de-registration procedure.
	

	
	
	CP 6.1.1.2
	Editorial

Add bullet numbers to bullets
	

	
	
	CP 6.1.1.3
	The current text does not cover the case where the PoC Client  deregisters for PoC Sessions but remains able to receive Group Advertisements 
	

	
	
	CP 6.1.2
	Editorial:

To set or update the PoC service settings, the PoC Client:

Change to:

Whenever the PoC User changes the any of the PoC service settings (Answer Mode, Incoming Session Barring, Incoming Alert Barring) the PoC Client:
	

	
	
	CP 6.1.2
	Editorial

On receiving the SIP 200 “OK” response to the SIP PUBLISH request the PoC Client MAY indicate the result of the setting to the PoC User.

Modify to:

"On receiving the SIP 200 “OK” response to the SIP PUBLISH request the PoC Client MAY indicate to the PoC User the successful communication of the PoC service settings to the PoC Server.


	

	
	
	CP 6.1.2
	Technical

Nothing is mentioned about the Authenticated Originator's PoC Address
	

	
	
	CP 6.1.3.1
	Technical

Missing Inclusion of the Authenticated Originator's PoC Address (P-Preferred-Identity header in IMS) in the INVITE
	

	
	
	CP 6.1.3.1
	Technical

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client SHALL start the SIP Session timer usingthe value received in the Session-Expires header according to rules and procedures of [draft-ietf-sip-session-timer].

ACK is missing.

Add to the end of this sentence 

"and send a SIP ACK request according to rules and procedures of [RFC3261]"
	

	
	
	CP 6.1.3.1
	Technical

On receipt of a final response to the SIP INVITE request, the PoC Client SHALL store the list of SIP methods that the PoC Server supports if received in the Allow header.

Text only covers an Allow header in a final response but in On-demand case the Allow header couldl be received in the 180 ringing.

Either handle here or in 6.1.3.3.1
	

	
	
	CP 6.1.3.2.1
	Technical:

Upon receiving a request from a PoC User to initiate a Pre-established Session the PoC Client: 

Is creation of the Pre-established session only or always initiated by the Poc User?

This may be an automatic thing that happens after PoC Service Registration. 

Modify to:

When the PoC Client needs to initiate a Pre-established Session the PoC Client: 


	

	
	
	CP 6.1.3.2.1
	Editorial

b) set the supported codecs of the PoC Client
Modify to

b) Include the set of codecs supported by the PoC Client for the PoC service
	

	
	
	CP 6.1.3.2.1
	Technical:

d) set the offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol
Talk Burst parameters missing

Modify to: 

d) The offered Talk Burst Control Protocol, Talk Burst Parameters and the port number(s) for the Talk Burst Control Protocol.
	

	
	
	CP 6.1.3.2.2
	Technical:
4. SHALL include the "'method'" parameter with the value "INVITE" in the Refer-To header;
REFER defaults to INVITE if no Method URI Parameter is specified. Since we want the REFER to be as short as possible this is therefore redundant and unnecessary.

It is proposed to delete bullet 4. 
.
	

	
	
	CP 6.1.3.2.2
	Technical:

Session Type URI parameter is missing (1-1 or adhoc).

Add bullet

Include Session Type uri-parameter "session=1-1” or  “session=adhoc”, respectively as defined in C.5.1 “Session Type uri-parameter”
	

	
	
	CP 6.1.3.2.2
	Technical:

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP REFER request the PoC Client SHALL handle the request according to rules and procedures of [RFC3515]. 
Need to add reference to RFC 3265 here


	

	
	
	CP 6.1.3.2.3
	Technical:

and include Session Type uri-parameter "session” set to “pre-arranged” or “chat”, respectively as defined in C.5.1 “Session Type uri-parameter”
Modify to:

and include Session Type uri-parameter "session=pre-arranged” or “session=chat”, respectively as defined in C.5.1 “Session Type uri-parameter”
	

	
	
	CP 6.1.3.2.3
	Technical:

4. SHALL include the "'method'" parameter with the value "INVITE" in the Refer-To header;
REFER defaults to INVITE if no Method URI Parameter is specified. Since we want the REFER to be as short as possible this is therefore redundant and unnecessary.

It is proposed to delete bullet 4. 
	

	
	
	CP 6.1.3.2.4
	Technical

Upon receiving a request from a PoC User to leave a Pre-established Session as created in subclause 6.1.3.2.1"PoC Client initiates a Pre-established Session",  the PoC Client:

Is releasing a Pre-established session only specifically requested by the PoC User?

Modify to 

When a PoC Client needs to release a Pre-established Session as created in subclause 6.1.3.2.1"PoC Client initiates a Pre-established Session",  the PoC Client:

	

	
	
	CP 6.1.3.3.1
	Editorial

b) Set the supported codecs of the PoC Client
Modify to

b) Include the set of codecs supported by the PoC Client for the PoC service
	

	
	
	CP 6.1.3.3.1
	Technical:

d) Set the offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol
Talk Burst parameters missing

Modify to: 

d) The offered Talk Burst Control Protocol, Talk Burst Parameters and the port number(s) for the Talk Burst Control Protocol.
	

	
	
	CP 6.1.3.3.1
	Technical

On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client MAY indicate the progress of the PoC Session establishment to the Inviting PoC User.
The Allow header is not handled in the 180 ringing. Either handle here or in 6.1.3.1
	

	
	
	CP 6.1.3.3.2
	Editorial

b) Set the supported codecs of the PoC Client
Modify to

b) Include the set of codecs supported by the PoC Client for the PoC service
	

	
	
	CP 6.1.3.3.2
	Technical:

d) Set the offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol
Talk Burst parameters missing

Modify to: 

d) The offered Talk Burst Control Protocol, Talk Burst Parameters and the port number(s) for the Talk Burst Control Protocol.
	

	
	
	CP 6.1.3.3.3
	Editorial

b) Set the supported codecs of the PoC Client
Modify to

b) Include the set of codecs supported by the PoC Client for the PoC service
	

	
	
	CP 6.1.3.3.3
	Technical:

d) Set the offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol
Talk Burst parameters missing

Modify to: 

d) The offered Talk Burst Control Protocol, Talk Burst Parameters and the port number(s) for the Talk Burst Control Protocol.
	

	
	
	CP 6.1.4.1
	Technical

Why do we mandate the User-Agent header here?

The User-Agent information can be learned from the initial request and response. If we are going to mandate it here then why don’t we mandate for all subsequent requests?
	

	
	
	CP 6.1.4.2
	Editorial

Should be SDP not sdp
	

	
	
	CP 6.1.4.4
	Technical

2. SHALL set the Request-URI of the request to the PoC Session Identity;
The User Plane Adaption is part of an existing dialog therefore RFC 3251 dictates that the Request URI must be set to the contact received in the 200 OK response that created the dialog.

Delete bullet 2.
	

	
	
	CP 6.1.5.1
	Editorial

b) Set the supported codecs of the PoC Client
Modify to

b) Include the set of codecs supported by the PoC Client for the PoC service
	

	
	
	CP 6.1.5.1
	Technical:

d) Set the offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol
Talk Burst parameters missing

Modify to: 

d) The offered Talk Burst Control Protocol, Talk Burst Parameters and the port number(s) for the Talk Burst Control Protocol.
	

	
	
	CP 6.1.5.2
	Technical:

4. SHALL include the "'method'" parameter with the value "INVITE" in the Refer-To header;
REFER defaults to INVITE if no Method URI Parameter is specified. Since we want the REFER to be as short as possible this is therefore redundant and unnecessary.

It is proposed to delete bullet 4. 
.
	

	
	
	CP 6.1.5.2
	Technical:

3. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to be re-joined with including the Session Type uri-parameter indicating the session type e.g. “pre-arranged”, “chat” or “ad-hoc” as defined in C.X.1 “Session Type uri-parameter”; 

SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to be re-joined with including the Session Type uri-parameter "session=pre-arranged" or  “session=chat", respectively as defined in C.5.1 “Session Type uri-parameter”
	

	
	
	CP 6.1.5.2
	Technical:

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP REFER request the PoC Client SHALL handle the request according to rules and procedures of [RFC3515]. 
Need to add reference to RFC 3265 here


	

	
	
	CP 6.1.5.2
	Technical

Upon receiving a SIP 2xx response to the SIP REFER request
Shouldn’t this be a 202 Accepted?
	

	
	
	CP 6.1.6.1
	Technical

3. SHALL set the Request-URI to the PoC Session Identity of the PoC Session to leave.
BYE is part of a dialog so the Request URI should be the contact received during the creation of the dialog
Delete this bullet
	

	
	
	CP 6.1.6.2
	Technical:

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515];

Need to add reference to RFC 3265 here


	

	
	
	CP 6.1.6.2
	Technical

Is the REFER sent within the Pre-established Session dialog. It doesn’t clearly state that it is
	

	
	
	CP 6.1.7
	Technical:

6. SHALL include the "'method'" parameter with the value "INVITE" in the Refer-To header;
REFER defaults to INVITE if no Method URI Parameter is specified. Since we want the REFER to be as short as possible this is therefore redundant and unnecessary.

It is proposed to delete bullet 6. 

	

	
	
	CP 6.1.7
	Technical:

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP REFER request the PoC Client SHALL handle the request according to rules and procedures of [RFC3515]. 
Need to add reference to RFC 3265 here


	

	
	
	CP 6.1.8
	Technical
Nothing is stated here about the Authenticated Originator's PoC Address
	

	
	
	CP 6.1.7
	Technical:

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client SHALL handle the request according to rules and procedures of [RFC3515];

Need to add reference to RFC 3265 here


	

	
	
	CP 6.1.8
	Technical

Do we want to include an Allow header in the Instant Personal Alert?
	

	
	
	CP 6.1.8
	Technical

Do we need to also include the User-Agent header in Instant Personal Alert?
	

	
	
	CP 6.1.9
	Technical

Nothing is stated here about the Authenticated Originator's PoC Address
	

	
	
	CP 6.1.9
	Technical

Do we want to include an Allow header in the Group Advertisement?
	

	
	
	CP 6.1.9
	Technical

Do we need to also include the User-Agent header in Group Advertisement?
	

	
	
	CP 6.1.10
	Technical

Nothing is stated here about the Authenticated Originator's PoC Address
	

	
	
	CP 6.1.12.1
	Editorial

1. SHALL generate a SDP offer using a SIP INVITE or re-INVITE or UPDATE request as specified in subclause 6.1.4.1 "General";

Modify to

1. SHALL generate a SDP offer according to rules and procedures of [RFC2327] and [RFC 3264] using a SIP INVITE or re-INVITE or UPDATE request as specified in subclause 6.1.4.1 "General";


	

	
	
	CP 6.1.12.1
	Editorial

2. SHALL include a MIME SDP body with the PoC Session attribute “poc-group-scan” according to subclause C.3.2 “SDP Simultaneous Sessions MIME registration”,

Change attribute to parameter and correct Appendix C reference 

2. SHALL include a MIME SDP body with the PoC Session parameter “poc-group-scan” according to subclause C.3.1 “SDP Simultaneous Sessions MIME registration”,


	

	
	
	CP 6.1.12.1
	Technical
On receipt of the SIP 200 "OK" response the PoC Client:

Checking that the request was accepted needs to be added.
	

	
	
	CP 6.1.12.2
	Editorial

1. SHALL generate a SDP offer using a SIP INVITE or re-INVITE or UPDATE request as specified in subclause 6.1.4.1 "General";

Modify to

1. SHALL generate a SDP offer according to rules and procedures of [RFC2327] and [RFC 3264] using a SIP INVITE or re-INVITE or UPDATE request as specified in subclause 6.1.4.1 "General";


	

	
	
	CP 6.1.12.2
	Editorial

2. SHALL include a MIME SDP body an PoC Session Locking attribute “poc_ lock” according to subclause C.3.2 “SDP Simultaneous Sessions MIME registration”,

Change attribute to parameter and correct Appendix C reference 

2. SHALL include a MIME SDP body an PoC Session Locking parameter “poc_ lock” according to subclause C.3.1 “SDP Simultaneous Sessions MIME registration”,


	

	
	
	CP 6.1.12.2
	Technical

On receipt of the SIP 200 "OK" response the PoC Client:

Checking that the request was accepted needs to be added.
	

	
	
	CP 6.2.1.1
	Technical

The following headers need to be included in the responses:

Allow

Contact with feature-tag +g.poc.talkburst
	

	
	
	CP 6.2.1.1
	Technical

Need to include a Require timer in the 200 OK
	

	
	
	CP 6.2.1.2
	Editorial
b) The selected codec

Modify to
b) The codec selected from those in the SDP offer contained in the SIP INVITE request; 


	

	
	
	CP 6.2.1.2
	Technical

d) The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.
Modify to

d) The Talk Burst Control Protocol and Talk Burst Control Parameters selected from those in the SDP offer contained in the SIP INVITE request 
e) the port number to be used for the Talk Burst Control Protocol.

	

	
	
	CP 6.2.1.3
	Editoral

b) The selected codec 

Modify to

b) The codec selected from those in the SDP offer contained in the SIP INVITE request; 


	

	
	
	CP 6.2.1.3
	Technical

d) The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.
Modify to

d) The Talk Burst Control Protocol and Talk Burst Control Parameters selected from those in the SDP offer contained in the SIP INVITE request 
e) the port number to be used for the Talk Burst Control Protocol.

	

	
	
	CP 6.2.1.3
	Editorial

4. SHALL send a SIP 480 “Temporarily Unavailable” response towards the PoC Server if the PoC User declines the PoC Session invitation or a SIP 408 "Request Timeout" response. 

Move this between bullet 1 and bullet 2 and add on the end of the sentence "if the Invitation times out"
	

	
	
	CP 6.2.1.4
	Editoral

b) The selected codec

Modify to
b) The codec selected from those in the SDP offer contained in the SIP INVITE request; 


	

	
	
	CP 6.2.1.4
	Technical

d) The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.
Modify to

d) The Talk Burst Control Protocol and Talk Burst Control Parameters selected from those in the SDP offer contained in the SIP INVITE request 
e) the port number to be used for the Talk Burst Control Protocol.

	

	
	
	CP 6.2.2
	Technical

b) reject the request with a SIP 488 "Not Acceptable Here" response.  Otherwise, continue with the rest of the steps;
Should the PoC Client include SDP in the body of the 488 that specifies what Codecs would have been acceptable
	

	
	
	CP 6.2.4
	Technical

Do we want to include an Allow header in the response to theInstant Personal Alert?
	

	
	
	CP 6.2.4
	Technical

Do we need to also include the Server header in the Instant Personal Alert?
	

	
	
	CP 6.2.5
	Technical

Do we want to include an Allow header in the response to the Group Advertisement?
	

	
	
	CP 6.2.5
	Technical

Do we need to also include the Server header in the response to the Group Advertisement?
	

	
	
	CP 7.1
	Technical

Upon receiving an initial SIP INVITE request the PoC Server:

· 1. SHALL determine if it is a mobile originating or mobile terminating trigger detection point.

· 2. SHALL analyze the Request-URI if it is the mobile originating trigger detection point and
· 3. SHALL analyze the Request-URI If it is the mobile terminating trigger detection point and

We do not define how the PoC Server determines the mobile originating or mobile terminating trigger detection point or define these concepts. This issue also exists for MESSAGE method handling in subclause 7.1 as well
Contribution Required
	

	
	
	CP 7.1
	Technical

c) If the SIP URI corresponds to a pre-arranged group known by the PoC Server the PoC Server: 

i. SHALL perform the role of  Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request"; or,

ii. SHALL perform the role of the Participating PoC Function and continue as specified in subclause 7.3.1.4 "PoC Session initiation on-demand".
There are two alternatives but no guidance is given as which branch to take
	

	
	
	CP 7.2.1.1
	Editorial

2. SHOULD include the Allow header with the supported SIP methods.
Modify to:

2. SHOULD include an Allow header with all the supported SIP methods.

	

	
	
	CP 7.2.1.1
	Technical

Allow header is not specified to be included in the Provisional Response and the Authenticated Originator's PoC Address is also not specified to be included in the provisional response.
	

	
	
	CP 7.2.1.1
	Technical

The following additional items need to be Specified for this 200 OK response:

Server Header (if a provisional response not previously sent)
Authenticated Originator's PoC Address (if a provisional response not previously sent)
Require: timer


	

	
	
	CP 7.2.1.1
	Technical

4. SHALL include in a Contact header the PoC Session Identity with the feature-tag ‘isfocus’ and the feature-tag ´+g.poc.talkburst’ and the Session-Type uri-parameter set to the type of the PoC Session.

Modify

4. SHALL include in a Contact header the PoC Session Identity with the feature-tag ‘isfocus’ and the feature-tag ´+g.poc.talkburst’ and the Session-Type uri-parameter "session=1-1” or  “session=adhoc” or "session=prearranged” or  “session=chat” as appropriate for the type of PoC Session as defined in C.5.1 
	

	
	
	CP 7.2.1.2
	Editorial

SHALL needs to be on each line of bullet list
	

	
	
	CP 7.2.1.2
	Technical

The case of receiving a 408 Timeout or 480 “Temporarily Unavailable response n the Unconfirmed indication case

is not covered. 

Seems the right thing to do is send a BYE to the originating PoC Client, (or a Notify of the 4xx error in the combined Controlling and Participating Server case)
	

	
	
	CP.7.2.1.2
	Technical

5. validate that the new Media Parameters are acceptable by the PoC Server and if not reject the request with a SIP 488 “Not Acceptable Here” response.
Does the 488 response contain SDP with the codecs and Talk Burst parameters supported?
	

	
	
	CP.7.2.1.2
	Editorial

a) SHALL include a MIME SDP body as a SDP answer in the 200 “OK” response according to rules and procedures of [RFC3264] and [RFC2327] as follows:

Modify to 

a) SHALL include a MIME SDP body in the SIP 200 “OK” response as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:


	

	
	
	CP.7.2.1.2
	Technical

ii. The selected codec; 

Be more specific here and cover transcoding:

PROPOSAL:

ii. A codec selected from that contained in the original SDP offer from the PoC Client that were also contained in the SDP offer sent by the PoC Server or can be transcoded to the codec(s) contained in the SDP offer sent by the PoC Server
This occurs twice in this subclause
	

	
	
	CP 7.2.1.2
	Technical 

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol and optionally “tb-granted” indication as specified in C.3 “SDP Extensions”.
Modify to:
iv The selected Talk Burst Control Protocol and Talk Burst Parameters from those contained in the original  SDP offer from the PoC Client that were also contained in the SDP offer sent by the PoC Server or are supported by the PoC Server and can be translated by the PoC Server to those that were contained in the SDP offer sent by the PoC Server

v. optionally “tb-granted” indication as specified in C.3 “SDP Extensions”.
vi. the PoC server's port number for the Talk Burst Control Protocol.

This issue appears in two places in this subclause
	

	
	
	CP 7.2.1.3
	Technical

SHALL validate that the Media Parameters are acceptable for the PoC Server and if not reject the request with a SIP 488 “Not Acceptable Here” response
Should the PoC Server include SDP in the 488 response to inform what codecs would be acceptable
	

	
	
	CP 7.2.1.3
	Technical

The case of receiving a 408 Timeout or 480 “Temporarily Unavailable response n the Unconfirmed indication case

is not covered. 

Seems the right thing to do is send a BYE to the originating PoC Client, (or a Notify of the 4xx error in the combined Controling and Participating Server case
	

	
	
	CP.7.2.1.3
	Technical

ii. The selected codec; 

Be more specific here and cover transcoding:

PROPOSAL:

ii. A codec selected from that contained in the original SDP offer from the PoC Client that were also contained in the SDP offer sent by the PoC Server or can be transcoded to the codec(s) contained in the SDP offer sent by the PoC Server

This occurs three times in this subclause
	

	
	
	CP 7.2.1.3
	Technical 

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol and optionally “tb-granted” indication as specified in C.3 “SDP Extensions”.
Modify to:
iv The selected Talk Burst Control Protocol and Talk Burst Parameters from those contained in the original  SDP offer from the PoC Client that were also contained in the SDP offer sent by the PoC Server or are supported by the PoC Server and can be translated by the PoC Server to those that were contained in the SDP offer sent by the PoC Server
v. optionally “tb-granted” indication as specified in C.3 “SDP Extensions”.
vi. the PoC server's port number for the Talk Burst Control Protocol.

This issue appears in three places in this subclause
	

	
	
	CP.7.2.1.4
	Technical

3. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 4xx response to the originating network. Otherwise, continue with the rest of the steps
4xx response should be 403 "Forbiden" response
	

	
	
	CP.7.2.1.4
	Technical

ii. The selected codec; 

Be more specific here and cover transcoding:

PROPOSAL:

ii. A codec selected from that contained in the original SDP offer from the PoC Client that were also contained in the SDP offer sent by the PoC Server or can be transcoded to the codec(s) contained in the SDP offer sent by the PoC Server


	

	
	
	CP 7.2.1.4
	Technical 

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol and optionally “tb-granted” indication as specified in C.3 “SDP Extensions”.
Modify to:
iv The selected Talk Burst Control Protocol and Talk Burst Parameters from those contained in the original  SDP offer from the PoC Client that were also contained in the SDP offer sent by the PoC Server or are supported by the PoC Server and can be translated by the PoC Server to those that were also contained in the SDP offer sent by the PoC Server

v. optionally “tb-granted” indication as specified in C.3 “SDP Extensions”.
vi. the PoC server's port number for the Talk Burst Control Protocol.


	

	
	
	CP.7.2.1.5
	Editorial

8. SHALL accept the SIP request and generate with a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 “General”. The SIP 200 "OK" response SHALL 

· a) include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

Modify to

8. SHALL accept the SIP request and generate with a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 “General”. The PoC Server: 

· a) SHALL include a MIME SDP body in the SIP 200 "OK" response as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:


	

	
	
	CP.7.2.1.5
	Technical

ii. The selected codec; 

Be more specific here and cover transcoding:

PROPOSAL:

ii. A codec selected from that contained in the original SDP offer from the PoC Client that were also contained in the SDP offer sent by the PoC Server or can be transcoded to the codec(s) contained in the SDP offer sent by the PoC Server


	

	
	
	CP 7.2.1.5
	Technical 

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol and optionally “tb-granted” indication as specified in C.3 “SDP Extensions”.
Modify to:
iv The selected Talk Burst Control Protocol and Talk Burst Parameters from those contained in the original  SDP offer from the PoC Client that were also contained in the SDP offer sent by the PoC Server or are supported by the PoC Server and can be translated by the PoC Server to those that were also contained in the SDP offer sent by the PoC Server

v. optionally “tb-granted” indication as specified in C.3 “SDP Extensions”.
vi. the PoC server's port number for the Talk Burst Control Protocol.


	

	
	
	CP 7.2.1.7
	Technical

1. SHALL validate that the new Media Parameters are acceptable by the PoC Server and if not reject the request with a SIP 406 “Not Acceptable” response. Otherwise, continue with the rest of the steps;

406 "Not Acceptable" is not an acceptable response here. 406 means that the body MIME type is not acceptable.

Change to SIP 488 "Unacceptable Here" response. Do we include SDP in the body of the 488 response that indicates what media parameters would be acceptable?
	

	
	
	CP 7.2.1.7
	Editorial:

b) send a SIP 200 "OK"  response to the SIP/IP Core along the signalling path.
Modify to

b) send the SIP 200 "OK"  response to the SIP/IP Core along the signalling path.

	

	
	
	CP 7.2.1.8
	Technical:

Upon receiving a SIP REFER request with the method parameter set to “INVITE” the PoC Server: 

This text duplicates that in 7.3.1.5 but is needed when Acting as Controling function.

Also text is incorrect and should be modified to: 

"Upon receiving a SIP REFER request without a “method” uri-parameter in the URI in the Refer-To header or with the URI containing the uri parameter “method”=INVITE” the PoC Server:"

PROPOSAL Split out this subclause to contain a general " SIP REFER request received" subclause that references this text (Similar to 7.3.1.8)

Contribution Required
	

	
	
	CP 7.2.1.8
	Technical:

5. SHALL check whether the "method" parameter is set to "INVITE" and if it is set; then the PoC Server
This text duplicates that in the first line.

Delete this part of bullet 5. 
	

	
	
	CP 7.2.1.8
	Technical

Upon receiving a SIP 406 “Not Acceptable” response with the text "isfocus already assigned" in the Warning header, the PoC Server SHALL send the PoC Client a SIP NOTIFY request containing at least a SIP response Status-Line, Warning and To headers as specified in this subclause.
406 "Not Acceptable" is not an acceptable response here. 406 means that the body MIME type is not acceptable.

Modify to: use SIP 403 "Forbidden" response

	

	
	
	CP  7.2.1.8
	Technical

3. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP INVITE request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

This check is in the wrong place should be in 7.3.1.5

Move bullet to 7.3.1.5
	

	
	
	CP 7.2.1.8
	Technical:

Nothing is mentioned about the Contact header in the NOTIFY. Do we include the +g.poc.talkburst feature-tag in the contact? Presumably the URI in the Contact is the same pre-established Session Identity as was in the R-URI of the REFER.

Contribution Required?
	

	
	
	CP 7.2.1.8
	Technical:

We require that the To Header from the response is inserted in the sipfrag body of the NOTIFY but we never define what the To header is set to in the INVITE that goes to the destination network. If the PoC client is to use this To header in the sipfrag to identify the joiner. We don’t state anywhere filling in the To header with the value of the destination PoC Address.

Wouldn’t it be better to have the Originator's Authenticated PoC Address (P-Asserted-Identity in IMS) header referred to here and inserted in the sipfrag?

Contribution Required 
	

	
	
	CP 7.2.1.8
	Technical

The PoC Server MAY terminate the implicit subscription created by the SIP REFER request and indicate the termination to the PoC Client according to rules and procedures of [RFC3265] and [RFC3515].

Modify to:

"After the SIP final response is received the PoC Server MAY terminate the implicit subscription created by the SIP REFER request and indicate the termination to the PoC Client according to rules and procedures of [RFC3265] and [RFC3515]."

	

	
	
	CP 7.2.1.8
	Editorial:

Two bullets c)

correct
	

	
	
	CP 7.2.1.9.1
	Technical

4. SHALL send a notification to the PoC Addresses of the PoC Group members who have subscribed to the conference state event package that a PoC Group member has left the PoC Group Session.

Add reference 

"as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"
	

	
	
	CP 7.2.1.9.2
	Technical

Upon receiving from the PoC Client a SIP REFER request with the method parameter set to value “BYE” in the Refer-To header the PoC Server: 

1. SHALL perform the actions to verify the Authenticated Originators PoC Address of the PoC Client and authorize the request and if it is not authorized the PoC Server SHALL return a  SIP 403 “Forbidden” response;
This text should be covered in a new subclause as proposed in a comment on 7.2.1.8
PROPOSAL Split out this text to a new general " SIP REFER request received" subclause that references this 7.2.1.9.2 (Similar to 7.3.1.8)

Also Modify wording to:

Upon receiving from the PoC Client a SIP REFER request with the URI in Refer-To header containing the uri parameter “method”=BYE” the PoC Server:"

Contribution Required 
	

	
	
	CP 7.2.1.9.2
	Technical

3. SHALL extract identity from the Refer-To header and 

a) if the identity is an identity of an existing PoC Session and the originator is participating in the PoC Session  then the PoC Server 
b) if the identity is not an identity of an existing PoC Session or the originator is not participating in the PoC Session  then the PoC Server:

Modify to:

3. SHALL examine the URI in the Refer-To header and 
a) if the URI is an identity of an existing PoC Session and the originator is participating in the PoC Session  then the PoC Server 
b) if the URIis not an identity of an existing PoC Session or the originator is not participating in the PoC Session  then the PoC Server:


	

	
	
	CP 7.2.1.9.2
	Technical

4. SHALL send SIP NOTIFY request(s) concerning the SIP REFER request according to rules and procedures of [RFC3515]
This does not have a similar level of detail as 7.3.1.5 in terms of the Notify and sipfrag contents and subscription state termination.

Contribution Required
	

	
	
	CP 7.2.1.9.2
	Technical

Upon receiving a SIP BYE request within a Pre-established Session the PoC Server:

· 1. SHALL perform for every Participant of the PoC Session (except for the owner of the Pre-established Session) the procedures as specified in subclause 7.2.2.4 “Remove of PoC Participant from the PoC Session”:

· 2. SHALL remove the owner from the PoC Session by performing the procedures as specified in subclause 7.3.2.6.2 “BYE request – on pre-established case”;

· 3. SHALL send a notification of the current state of the PoC Session terminating the existing subscription to the conference state event package for each PoC Address of the PoC Group members who have subscribed conference state event package, as specified in subclause 7.2.1.10 “PoC Session Participant Information Request”;

The above text is a different function to the rest of this subclause.

Proposal move to a new subclause

7.2.1.9.3 SIP BYE request received within a Pre-established Session

And replace reference to 7.2.1.10 “PoC Session Participant Information Request”;
With 

7.2.1.11.2 “Generating a SIP NOTIFY request”;
	

	
	
	CP 7.2.1.11.1
	Technical:

Upon receiving a SIP SUBSCRIBE request with the Event header according to rules and procedures of [draft-conference-state] the PoC Server:
Event header parameter not identified


	

	
	
	CP 7.2.1.11.2
	Technical

The PoC Server SHOULD limit the rate of SIP NOTIFY requests sent toward a PoC Client.

There is no guidance on how this is done.
	

	
	
	CP 7.2.1.11.3
	Editorial

b) SHALL set the Subscription-State to “terminated;noresources”

Modify to

b) SHALL set the Subscription-State header to “terminated;noresources”
	

	
	
	CP 7.2.2.1
	Technical

5. SHALL include a Referred-By header with the PoC Address of the inviting PoC Client according to rules and procedures of [RFC3892];  
This only applies to Invitations generated in response to a REFER.

Contribution Required
	

	
	
	CP 7.2.2.1
	Technical:

5. SHALL include in the Contact header the contact address of the conference with the PoC feature-tag '+g.poc.talkburst' and the feature tag “isfocus” and a Session Type uri-parameter set according to the type of the PoC Session.
Modify to:

5. SHALL include in the Contact header the contact address URI of the conference and include the Session Type uri-parameter "session=1-1” or "session=adhoc” or "session=pre-arranged” or “session=chat”, according to the type of the PoC Session as defined in C.5.1 “Session Type uri-parameter” along with the PoC feature-tag '+g.poc.talkburst' and the feature-tag “isfocus”

	

	
	
	CP 7.2.2.1
	Technical:

No recommendation on use of the Allow header. This is needed so that support for Update Method can be learned.

Proposal 

Add a bullet:

SHOULD include an Allow header with all supported SIP methods. 



	

	
	
	CP 7.2.2.1
	Technical

On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the PoC Server SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer].

ACK is missing.

Add to the end of this sentence 

"and send a SIP ACK request according to rules and procedures of [RFC3261]"
	

	
	
	CP 7.2.2.2
	Technical

b) Set the supported codecs of the PoC Client
The PoC Server may be willing to do transcoding for the PoC Client and in this case needs to also offer a codec it can transcode to that supported by the PoC Client.

Modify:

b) The codecs offered by the PoC Client and optionally any additional codecs supported by the PoC Server that the PoC Server is able to transcode to a codec offered by the PoC Client.


	

	
	
	CP 7.2.2.2
	Technical

d) The offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol.

Talk Burst parameters missing and needs clarification that  these must be a subset of those offered by the PoC Client in the Invite
Modify to: 

d) The offered Talk Burst Control Protocol, Talk Burst Parameters which must either be a subset of those contained in the original SDP offer or are supported by the PoC Server and can be translated by the PoC Server to those contained in the original SDP offer.
e) the port number(s) for the Talk Burst Control Protocol.

	

	
	
	CP 7.2.2.2
	Technical

4.  SHALL,  if the incoming request contained a P-Alerting-Mode header containing the value "MAO" as specified in [draft-poc-p-headers] then perform authorisation to ensure that the Authenticated Originator's PoC Address is authorised to use the Manual Answer Override and if authorised then include a P-Alerting-Mode header with the value "MAO" according to the rules and procedures of [draft-poc-p-headers]
This check is in the wrong place should be in 7.3.1.1

Move bullet to 7.3.1.1
	

	
	
	CP 7.3.1.1
	Editorial:

1. SHALL forward the Privacy header if it exists towards the PoC Server performing the Controlling PoC Function according to rules and procedures of  [RFC3323] and [RFC3325]

Modify to:

1. SHALL if the incoming request contained a Privacy header include the Privacy header unmodified according to rules and procedures of  [RFC3323] and [RFC3325].


	

	
	
	CP 7.3.1.1
	Technical:

There is no "SHALL include a Server header with the PoC release version" in the 200 OK. Which is required if the 200 OK is the first response.
Contribution Required
	

	
	
	CP 7.3.1.1
	Technical

need to add a bullets about sending a SIP ACK request according to rules and procedures of [RFC3261] in response to 200 OK
	

	
	
	CP 7.3.1.1
	Editorial

7. SHOULD include the Allow header all the supported SIP methods.
Correct to:

7. SHOULD include an Allow header with all supported SIP methods. 


	

	
	
	CP 7.3.1.1
	Editorial

5. SHOULD include the Allow header with the supported SIP methods.
Correct to:

5. SHOULD include an Allow header with all supported SIP methods. 


	

	
	
	CP.7.3.1.2
	Technical

5. SHALL validate that the new Media Parameters are acceptable by the PoC Server and if not reject the request with a SIP 488 “Not Acceptable Here” response.
Does the 488 response contain SDP with the codecs and Talk Burst parameters supported?
	

	
	
	CP.7.3.1.2
	Technical

7. SHALL generate and sends a SIP 200 "OK" response to the SIP INVITE request to the SIP/IP Core along the signalling path, indicating the Group Identity identifying the Pre-established Session in the Contact header and indicating the "isfocus" feature parameter and the PoC feature-tag '+g.poc.talkburst'. The SIP 200 "OK" response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

The following items need to be Specified for this 200 OK:

Server Header

Authenticated Originator's PoC Address

Session Expires and Require timer

Start the Session timer

Allow Header

The send should be broken out into a separate bullet after all the 200 Ok contents are filled out.

Contribution required
	

	
	
	CP.7.3.1.2
	Technical

b) The selected codec;

What happens if the PoC Client offers more than one Codec (e.g. both AMR and EVRC)? Can the PoC Server select more than one of them and then use the most appropriate one during the Poc Session?

This clause also needs to indicate that the codec(s) in the answer must be from those that were offered.
	

	
	
	CP 7.3.1.2
	Editorial:

Remove "Optionally" from bullet 7.c
	

	
	
	CP 7.3.1.4
	Technical:

"PoC Session initiation on-demand"
This subclause seems to only apply to pre-arranged groups and the title is confusing.
Propose re-title as Pre-arranged Group Session initiation on-demand
	

	
	
	CP 7.3.1.5
	Technical

What happens if the Media is "Inactive" when the REFER is received?
	

	
	
	CP 7.3.1.5
	Technical:

"Upon receiving a SIP REFER request where the “method” uri parameter in the Refer-To header is set to “INVITE” the PoC Server:"

Modify to:

"Upon receiving a SIP REFER request without a “method” uri-parameter in the Refer-To header or with the uri parameter “method”=INVITE” the PoC Server:"

NOTE this subclause conflicts with 7.3.1.8 so this modified line should then be moved there.
	

	
	
	CP  7.3.1.5
	Technical

Need to add this (move from 7.2.1.8)

SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP INVITE request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;


	

	
	
	CP 7.3.1.5
	Technical:

4. SHALL check the SIP URI in the Refer-To header whether it includes the Session-Type URI-parameter “adhoc”, “pre-arranged” or “chat” and if it does not include one of these Session Type URI-parameters, then continue at step 5..  Otherwise the PoC Server SHALL

Modify to:

4. SHALL check the SIP URI in the Refer-To header. If the SIP URI in the Refer-To header includes aSession-Type uri-parameter “session =adhoc”, or “session=pre-arranged” or “session=chat” the PoC Server SHALL:"


	

	
	
	CP 7.3.1.5
	Technical:

5. The PoC Server SHALL perform the procedures as specified in 7.2.1.8 “Adding Participants to PoC Session Request”.

Modify to:

5. SHALL perform the procedures as specified in 7.2.1.8 “Adding Participants to PoC Session Request”, if the SIP URI in the Refer-To header includes a Session-Type uri-parameter "session =1-1" or no Session Type uri-parameter is included.
	

	
	
	CP 7.3.1.5
	Editorial

c) SHALL include the media parameters of the PoC Server in the SIP INVITE request as follows;
i. the SIP INVITE request SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows;
Merge these together as follows so as to avoid two levels of bullets and read better:

c) SHALL include in the SIP INVITE request a MIME SDP body containing the media parameters of the PoC Server as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

	

	
	
	CP 7.3.1.5
	Technical

b) SHALL generate a SIP INVITE request as specified in sub-clause 7.3.1.1 "General" using the URI out of the Refer-To in the SIP REFER request;

7.3.1.1 is for the on-demand case only and contains functionality that is not compatible with REFER initiated invitations (such as forwarding 200 OK and provisional responses)

Contribution Required
	

	
	
	CP 7.3.1.5
	Technical

b) Set the supported codecs of the PoC Client
The PoC Server may be willing to do transcoding for the PoC Client and in this case needs to also offer a codec it can transcode to that supported by the PoC Client.

Modify:

b) The codecs offered by the PoC Client and optionally any additional codecs supported by the PoC Server that the PoC Server is able to transcode to a codec offered by the PoC Client.


	

	
	
	CP 7.3.1.5
	Editorial:

Remove "Optionally" from bullet 4.c.i.3
	

	
	
	CP 7.3.1.5
	Technical:

4. The offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol.
Modify to:

4. The offered Talk Burst Control Protocol, Talk Burst Parameters which must either be a subset of those that were either agreed with the PoC Client during the Pre-established Session establishment as specified in subclause " 7.3.1.2" or are supported by the PoC Server and can be translated by the PoC Server to those agreed with the PoC Client during the Pre-established Session establishment
5.  the port number(s) for the Talk Burst Control Protocol.

	

	
	
	CP 7.3.1.5
	Editorial:

Bullet d) correct English to " Do not continue with the rest of the steps"
	

	
	
	CP 7.3.1.6
	Technical

1. SHALL validate that the Media Parameters are acceptable to the PoC Client and if not reject the request with a SIP 406 "Not Acceptable" response
Change to SIP 488 "Unacceptable Here" response. Do we include SDP in the body of the 488 response that indicates what media parameters would be acceptable?
	

	
	
	CP 7.3.1.8
	Technical:

This subclause overlaps with subclause 7.3.1.5 and duplicates some of the functionality but not all functions (Record-Routing) of the Proxying of the REFER if the REFER is not for the Pre-established Session.

Proposal 

Have 7.3.1.8 reference 7.3.1.5 instead of 7.2.1.8 and do the checking of the Pre-established session and method=INVITE and method=BYE in 7.3.1.8.

Remove Checking and bullets 1, 2 and 3 from 7.3.1.5

Contribution Required here
	

	
	
	CP 7.3.1.8
	This clause assumes that if the REFER is not part of a Pre-established session then it is not part of an existing dialog and hence the PoC Server can proxy it. This is a bad assumption as if the REFER is part of an existing dialog terminated at the PoC Server the PoC Server cannot Proxying it but must act as a B2BUA. 

However a REFER outside of a dialog conflicts with text in 7.1 Determination of PoC Server Role

"Upon receiving a SIP REFER request outside an existing dialog the PoC Server SHALL return a SIP 481 “Call/Transaction Does Not Exist” response."
Contribution Required here
	

	
	
	CP 7.3.1.8
	Editorial:

Re-title to SIP REFER request received
	

	
	
	CP 7.3.1.12.2
	Technical

1. SHALL validite that the the Session priority in the SDP offer is acceptable to Poc Server and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps; 
Correct validate 
Do we include SDP in the body of the 488 response that indicates what media parameters would be acceptable?
	

	
	
	CP 7.3.1.12.2
	Technical

2. SHALL check the Session priority value;

a) if the PoC Session priority value ‘poc-group-scan’ is 0 then the PoC Server SHALL set the Session priority to secondary, perform procedures specified in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User”;

Need to cover the case when no poc-group-scan parameter is included

Modify to:

2. SHALL check the Session priority parameter if included in the SDP offer;

a) if the PoC Session priority parameter ‘poc-group-scan’ is 0 or no 'poc-group-scan' parameter is included then the PoC Server SHALL set the Session priority to secondary, perform procedures specified in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User”;
	

	
	
	CP 7.3.1.12.2
	Technical

3. SHALL remove the Session priority attribute in the SDP payload in case  the request will be forwarded to Controlling PoC Function

Modify to

3. SHALL remove the Session priority parameter in the SDP payload when the request is forwarded to Controlling PoC Function and the PoC Server supports the Session Priority.
	

	
	
	CP 7.3.1.12.2
	Editorial

4. SHALL generate a SIP 200 "OK" containing the SDP answer that indicates the selected priority value.
Modify to 

4. SHALL generate a SIP 200 "OK" containing an SDP answer that indicates the selected priority parameter according to rules and procedures of [RFC2337] and [RFC3264].

	

	
	
	CP 7.3.1.12.3
	Technical

1. SHALL validate that the Session priority in the SDP offer are acceptable to the PoC Server and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps;
Do we include SDP in the body of the 488 response that indicates what media parameters would be acceptable?
	

	
	
	CP 7.3.1.12.3
	Technical

2. SHALL check the Poc Session locking value;

a) if the PoC Session locking value ‘poc_ lock’  is 1 then the PoC Server SHALL perform procedures as specifed in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User” ; 

b) if the PoC Session locking value ‘poc_lock’ is 0 then the PoC Server SHALL perform procedures as specified in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User” 
Need to cover the case when no poc_lock parameter is included
2. SHALL check the Poc Session locking parameter if included in the SDP offer;

a) if the PoC Session locking parameter ‘poc_ lock’  is 1 or no 'poc_lock' parameter is included then the PoC Server SHALL perform procedures as specifed in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User” ; 

b) if the PoC Session locking parameter ‘poc_lock’ is 0 then the PoC Server SHALL perform procedures as specified in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User” 
And delete "The PoC Server SHALL set the locking value by default to "unlocked" if the PoC Client does not indicate the locking in the initial request." As it is now normatively covered unambiguously
	

	
	
	CP 7.3.1.12.3
	Technical

3. SHALL remove the Poc Session locking attribute in the SDP payload in case the request will be forwarded to the PoC Server performing the Controlling PoC Function.
3. SHALL remove the Poc Session locking parameter in the SDP payload when the request is to the PoC Server performing the Controlling PoC Function and the PoC Server supports Session locking 
	

	
	
	CP 7.3.1.12.3
	Editorial

4. SHALL generate a SIP 200 "OK" containing the SDP answer that indicates the selected locking parameter:

Modify to:

4. SHALL generate a SIP 200 "OK" containing the SDP answer that indicates the selected locking parameter according to rules and procedures of [RFC2337] and [RFC3264].

	

	
	
	CP 7.3.2.1
	Technical

Nothing is mentioned about the setting of the Authenticated Originator's PoC Address (P-Asserted-Identity header in IMS) in the INVITE. Is it a copy of that received in the incoming INVITE? Is it set to the Address of the PoC Server. 
	

	
	
	CP 7.3.2.1
	Technical

Allow header is not specified to be included in the Provisional Response and the Authenticated Originator's PoC Address is also not specified to be included in the provisional response. Neither is the addition of the g.poc.talkburst feature-tag to the contact.
	

	
	
	CP 7.3.2.1
	Technical

On receipt of a SIP provisional responses with the exception of the SIP 100 “Trying” response to the SIP request, the PoC Server :
This wording doesn’t fit with the 183 Session Progress Provisional response which is originated by the PoC Server. Also what do we use for the Authenticated Originator's PoC Address for the 183 Session Progress? And the Privacy header usage is also a question with 183 Session Progress
	

	
	
	CP 7.3.2.1
	Technical

Nothing is stated about the Contact and including the +g.poc.talkburst feature-tag
	

	
	
	CP 7.3.2.1
	Technical

Needs to include an Allow header in the Provisional response
	

	
	
	CP 7.3.2.1
	Technical

· 2. SHOULD include value 'id' in the Privacy header according to rules and procedures of [RFC3323] and [RFC3325], if the privacy is requested with the value 'id' in the Privacy header the PoC Server.

This doesn’t make sense
	

	
	
	CP 7.3.2.1
	Technical

Nothing is mentioned about the including a Require header set to 'timer' in the 200 OK response compliant with session timers draft even though we mandate the use of Supported 'timer' in the INVITE.
	

	
	
	CP 7.3.2.1
	Technical

Nothing is mentioned about the Contact header in responses. What is the URI in the Contact? Is +g.poc.talkburst included in the Contact?
	

	
	
	CP 7.3.2.1
	Technical

Nothing is mentioned about the setting of the Authenticated Originator's PoC Address (P-Asserted-Identity header in IMS) in responses. Is it forwarded if received in responses from the PoC Client? Is it set to the Address of the PoC Server. Based on another comment  this identity may appear in the sipfrag in the Notfiy sent as a result of the REFER that initiated the Session. 
	

	
	
	CP 7.3.2.1
	Technical

On receipt of the SIP 200 "OK" response to the SIP INVITE request or the SIP UPDATE request the PoC Server

This text does not align with the pre-established case where the 200 OK is sent without receipt of a 200 OK but is referred to as how to send a 200 OK by 7.3.2.2.2

Contribution Required
	

	
	
	CP 7.3.2.1
	Technical

On receipt of the SIP 200 "OK" response to the SIP INVITE request or the SIP UPDATE request the PoC Server

This text does not include adding a Server header in the event that no provisional response id received before the 200 OK response
	

	
	
	CP 7.3.2.2
	Technical

1. SHALL check that the PoC Address in the Request-URI is served by the PoC Server and if it is not then return a SIP 404 "Not Found" response without continuing the rest of the steps;

We get here from 7.1 based on:

· . SHALL analyze the Request-URI If it is the mobile terminating trigger detection point and

a) If the SIP URI corresponds to an known pre-arranged group the PoC Server SHALL perform the role of  Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request";

b) If the SIP-URI corresponds to a PoC User served by the PoC Server the PoC Server SHALL perform the role of  Participating PoC Function and continue as specified in subclause 7.3.2.2 "PoC Session invitation request"; or,
c) If the SIP URI is unknown to the PoC Server the PoC Server SHALL return a SIP 404 “Not Found” response.

The 404 “Not Found” response is handled by 7.1 so we can delete bullet 1
Propose deletion of bullet 1


	

	
	
	CP 7.3.2.2
	Technical

2. SHALL check whether the Accept-Contact header including the PoC feature-tag '+g.poc.talkburst' is included and if it is not then the PoC Server SHALL return a SIP 406 "Not Acceptable" response  without continuing the rest of the steps;

3. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a SIP 406 "Not Acceptable" response including "isfocus not assigned" text in the Warning header without continuing the rest of the steps;

406 "Not Acceptable" is not an acceptable response here. 406 means that the body MIME type is not acceptable.

Modify to: use SIP 403 "Forbidden" response
	

	
	
	CP 7.3.2.2
	Technical

6. SHALL check the invited user's Answer Mode associated to the PoC Address received in the Request-URI. If the invited user is using Automatic Answer Mode the PoC Server SHALL perform the actions specified in subclause 7.3.2.2.2 "Automatic answer using the Pre-established Session" or 7.3.2.2.1 "Automatic answer on-demand" depending on whether the invited User has or has not an ongoing Session pre-established with the PoC Address.  Otherwise the PoC Server SHALL perform actions specified in subsclause 7.3.2.2.3 "Manual answer".
This doesn’t cover the Manual Answer Override case.

Contribution Required
	

	
	
	CP 7.3.2.2
	Editorial

3. SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer].

4. SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer].

Duplicate

Delete bullet 4.
	

	
	
	CP 7.3.2.2
	Technical

5.  SHALL include a methods parameter with supported SIP methods including the “UPDATE” method in an Allow header

This is not correct .

RFC 3261 states the UAS SHOULD include an Allow header we want to make it a SHALL if UPDATE is supported.

Proposal

5. SHALL include an Allow header containing all supported SIP methods if the SIP UPDATE method is supported and if the Allow header has not been previously sent as part of this Invite transaction. 

	

	
	
	CP 7.3.2.2.1
	Technical
b) The offered codecs;
Be more specific here and cover transcoding:

PROPOSAL:

ii.  A list of codecs supported by the PoC Server that were either contained in the SDP offer in the incoming SIP INVITE request or can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request
	

	
	
	CP 7.3.2.2.1
	Technical 

d) The offered Talk Burst Control Protocols and the port number(s) to be used for the Talk Burst Control Protocol.

Modify to:

iv The Talk Burst Control Protocol and Talk Burst Parameters either from those contained in the SDP offer in the incoming SIP INVITE request or can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst Parameters contained in the SDP offer in the incoming SIP INVITE request
v. the PoC server's port number for the Talk Burst Control Protocol.


	

	
	
	CP 7.3.2.2.1
	Technical
b) The supported codecs.

Be more specific here and cover transcoding:

PROPOSAL:

b)  A Codec contained in the SDP answer in the SIP 200 OK from the PoC Client or a Codec contained in the original SDP offer in the incoming SIP INVITE request that can be transcoded by the PoC Server to a codec contained in the SDP answer in the SIP 200 OK from the PoC Client
	

	
	
	CP 7.3.2.2.1
	Technical 

d) The supported Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol..
Modify to:

d) The Talk Burst Control Protocol and Talk Burst Parameters either from those in the SDP answer contained in the SIP 200 "OK" from the PoC Client or from those from the original SDP offer in the incoming SIP INVITE request that can be translated by the PoC Server to those Talk Burst Control Protocol and Talk Burst Parameters in the SDP answer contained in the SIP 200 "OK" from the PoC Client 

e) the PoC server's port number for the Talk Burst Control Protocol.


	

	
	
	CP 7.3.2.2.2
	Technical

If the Authenticated Originator's PoC Address in the initial SIP INVITE request is “accepted” by the rules associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC-XDMS] and the Answer Mode setting in the PoC Settings of the Invited PoC User is set to Automatic Answer then the PoC Server

This Text overlaps with text in parent subclause 7.3.2.2,

Contribution required
.
	

	
	
	CP 7.3.2.2.2
	Technical

1. SHALL validate that the Media Parameters are acceptable for the PoC Server and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps

What the PoC Server needs to do here is check that the Media Parameters in the SDP offer either contain a Codec and Talk Burst Control Protocol Parameters with the Codec and Talk Burst Control Protocol Parameters agreed with the PoC Client during the establishment of the Pre-established Session or that the SDP offer contains  a Codec /Talk Burst Control Protocol Parameters that can be transcoded/translated by the PoC Server to those agreed with the PoC Client during the establishment of the Pre-established Session.

We should be more specific here along the lines of the comment above. Also if a 488 response needs to be returned does it contain SDP that would be acceptable?

Contribution Required
	

	
	
	CP 7.3.2.2.2
	Technical

2. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as described in the subclause 7.3.2.1 “General”.

As above this reference doesn’t handle the Pre-established case. Also the Server Header is not included in the 200 OK response in 7.3.2.1 which would be required in this scenario.

Contribution required
	

	
	
	CP 7.3.2.2.2
	Technical

Nothing is mentioned about the setting of the Authenticated Originator's PoC Address (P-Asserted-Identity header in IMS) in the 200 OK response.

 Is it set to PoC Address of the invited PoC Client? Is it set to the Address of the PoC Server. Based on another comment this identity may appear in the sipfrag in the Notfiy sent as a result of the REFER that initiated the Session. 

Contribution Required
	

	
	
	CP 7.3.2.2.2
	Technical
ii. The selected codec; 

Be more specific here and cover transcoding:

PROPOSAL:

ii. Either the codec agreed with the PoC Client during the Pre-established Session establishment as specified in subclause "7.3.1.2"  or a codec contained in the SDP offer that is supported by the PoC Server and can be transcoded by the PoC Server to the codec agreed with the PoC Client during the Pre-established Session establishment
	

	
	
	CP 7.3.2.2.2
	Technical 

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.
Modify to:
iv The selected Talk Burst Control Protocol and Talk Burst Parameters from those contained in the SDP offer that were either agreed with the PoC Client during the Pre-established Session establishment as specified in subclause "7.3.1.2"  or are supported by the PoC Server and can be translated by the PoC Server to those agreed with the PoC Client during the Pre-established Session establishment
v. the PoC server's port number for the Talk Burst Control Protocol.


	

	
	
	CP 7.3.2.2.2
	Technical 

No text about including in the 200 OK the P-Answer-State header indicating that this is an Unconfirmed Indication.

Add following bullet between bullet 2 and 3

SHALL include the P-Answer-State header set to “Unconfirmed”.
	

	
	
	CP 7.3.2.2.3
	Technical

Setting the Request-URI of the outgoing INVITE to the PoC Address contained in the Request-URI of the incoming INVITE is not mentioned for the B2BUA mode
	

	
	
	CP 7.3.2.2.3
	Technical
ii. A list of codecs supported by the PoC Server.

Be more specific here and cover transcoding:

PROPOSAL:

ii.  A list of codecs supported by the PoC Server that were either contained in the SDP offer in the incoming SIP INVITE request or can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request
	

	
	
	CP 7.3.2.2.3
	Technical 

iv. The offered Talk Burst Control Protocols and the port number(s) for the Talk Burst Control Protocol.
Modify to:

iv The Talk Burst Control Protocol and Talk Burst Parameters either from those contained in the SDP offer in the incoming SIP INVITE request or can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst Parameters contained in the SDP offer in the incoming SIP INVITE request
v. the PoC server's port number for the Talk Burst Control Protocol.


	

	
	
	CP 7.3.2.2.3
	Technical
ii. The selected Codec.

Be more specific here and cover transcoding:

PROPOSAL:

ii.  A Codec contained in the SDP answer in the SIP 200 OK from the PoC Client or a Codec contained in the original SDP offer in the incoming SIP INVITE request that can be transcoded by the PoC Server to a codec contained in the SDP answer in the SIP 200 OK from the PoC Client
	

	
	
	CP 7.3.2.2.3
	Technical 

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol..
Modify to:

iv The Talk Burst Control Protocol and Talk Burst Parameters either from those in the SDP answer contained in the SIP 200 "OK" from the PoC Client or from those from the original SDP offer in the incoming SIP INVITE request that can be translated by the PoC Server to those Talk Burst Control Protocol and Talk Burst Parameters in the SDP answer contained in the SIP 200 "OK" from the PoC Client 

v. the PoC server's port number for the Talk Burst Control Protocol.


	

	
	
	CP 7.3.2.2.3
	Technical

If acting as a Proxy the PoC Server needs to include a Record-Route header in the Invite
	

	
	
	CP 7.3.2.3
	Technical

2. SHALL validate that the Media Parameters are acceptable to the PoC Client and if not reject the request with a SIP 406 "Not Acceptable" response. Otherwise continue with the rest of the steps.
406 "Not Acceptable" is not an acceptable response here. 406 means that the body MIME type is not acceptable.

Modify to: use SIP 403 "Forbidden" response
	

	
	
	CP 7.4.1.1
	Technical

Does the PoC Server act as a proxy or B2BUA?

If as a B2BUA when need to state that it copies the Request-URI and the other header values.
	

	
	
	CP 7.4.1.2
	Technical

Does the PoC Server act as a proxy or B2BUA?

If as a B2BUA when need to state that it copies the Request-URI and the other header values.
	

	
	
	CP 7.4.1.2
	Technical

The Reject List and Instant Personal Alert Barring Settings needs to be consistent with the XDM and PoC Settings terminology.
	

	
	
	CP C.3.1
	Technical

Why do we use poc-group-scan as the token for PoC Session Priority? The token doesn’t fit the description and this might cause issues with the IANA registration.

Propose to change poc-group-scan to poc_sess_priority and priority to tb_priority to avoid confusion
	

	
	
	CP C.3.1
	Technical

No description of SDP offer-answer usage of these SDP fmtp parameters is currently included as required by RFC 3264

"The interpretation of fmtp parameters in an offer depends on the parameters.  In many cases, those parameters describe specific configurations of the media format, and should therefore be processed as the media format value itself would be.  This means that the same fmtp parameters with the same values MUST be present in the answer if the media format they describe is present in the answer.  Other fmtp parameters are more like parameters, for which it is perfectly acceptable for each agent to use different values.  In that case, the answer MAY contain fmtp parameters, and those MAY have the same values as those in the offer, or they MAY be different. SDP extensions that define new parameters SHOULD specify the proper interpretation in offer/answer.
Include SDP offer-answer usage description.

	

	
	
	CP C.3.1
	Technical

It was decided previously that the "piggy backing" of Talk Burst Granted in SDP was an optional feature. This should be optional for both the PoC Client and the PoC Server and therefore needs to be negotiated. 

A change to include negotiation of support for SDP "piggy backed" Talk Burst Granted is needed.


	

	
	
	CP D.1.2
	Technical:

Step 8. "The PoC Server B informs the PoC Client B of the incoming invitation using Talk Burst control mechanism"
This is not shown in the Figure and needs to be a separate step in the flow.
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