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1 Reason for Contribution

At PoC consistency review CC on 29 Nov, it was decided to remove all normative statements from the informative SDP extension Appendix C.3. In addition December 3rd CC it was decided to remove subclause C.3.2 from this Appendix since this text is already covered in C.3.1

2 Summary of Contribution

The above changes have been made and also the text has been refined to indicate the Offer-Answer usage of these fmtp parameters compliant with the registration requirements of RFC 3264:

   The interpretation of fmtp parameters in an offer depends on the

   parameters.  In many cases, those parameters describe specific

   configurations of the media format, and should therefore be processed

   as the media format value itself would be.  This means that the same

   fmtp parameters with the same values MUST be present in the answer if

   the media format they describe is present in the answer.  Other fmtp

   parameters are more like parameters, for which it is perfectly

   acceptable for each agent to use different values.  In that case, the

   answer MAY contain fmtp parameters, and those MAY have the same

   values as those in the offer, or they MAY be different.  SDP

   extensions that define new parameters SHOULD specify the proper

   interpretation in offer/answer. [RFC 3264]

It was also decided previously that the "piggy backing" of Talk Burst Granted in SDP was an optional feature. This should be optional for both the PoC Client and the PoC Server and therefore needs to be negotiated. A change to clarify negotiation of support for SDP "piggy backed" Talk Burst Granted is also made.
This contribution resolves the following Consistency Review comments
	1105
	2004.12.01
	CP C.3.1
	Technical:

Normative text used in Informative section. 

(OMA-POC-2004-1104)
	[Allen]
Normative language removed from C.3.1

	1107
	2004.12.01
	CP C.3.1
	Is tb_granted usedin the fmt_list for TBCP???

(OMA-POC-2004-1104)
	[Allen] 
Yes

	1197
	2004.12.01
	CP C.3.1
	Please specify in which direction are the SDP parameters sent (UE→server, or server→UE)?

Please specify the meaning for each direction.

(OMA-POC-2004-1106)
	[Allen]
Valid Comment

	1199
	2004.12.01
	CP C.3.1
	The “poc-group-scan” and “poc_lock” parameters are described in next chapters C3.2.

Please delete the description here.

(OMA-POC-2004-1106)
	[Allen]
Valid Comment

	1684
	2004.12.06
	CP C.3.1
	Technical

No description of SDP offer-answer usage of these SDP fmtp parameters is currently included as required by RFC 3264

"The interpretation of fmtp parameters in an offer depends on the parameters.  In many cases, those parameters describe specific configurations of the media format, and should therefore be processed as the media format value itself would be.  This means that the same fmtp parameters with the same values MUST be present in the answer if the media format they describe is present in the answer.  Other fmtp parameters are more like parameters, for which it is perfectly acceptable for each agent to use different values.  In that case, the answer MAY contain fmtp parameters, and those MAY have the same values as those in the offer, or they MAY be different. SDP extensions that define new parameters SHOULD specify the proper interpretation in offer/answer.

Include SDP offer-answer usage description.

(OMA-POC-2004-1118)
	[Allen]
Offer Answer usage added

	1685
	2004.12.06
	CP C.3.1
	Technical

It was decided previously that the "piggy backing" of Talk Burst Granted in SDP was an optional feature. This should be optional for both the PoC Client and the PoC Server and therefore needs to be negotiated. 

A change to include negotiation of support for SDP "piggy backed" Talk Burst Granted is needed.

(OMA-POC-2004-1118)
	[Allen]
Negotiation of tb_granted added

	172 (172)
	2004.11.29
	CP C.3.1
	Editorial:

Delete “is” to correct a grammatical error in description of priority.

e.g.
If not present, Talk Burst Request messages from the PoC Client are handled using normal priority.

(OMA-POC-2004-1073)
	[2004.11.26]

Valid comment.

AI: correction assigned to CP Editor as proposed in OMA-POC-2004-1074

	173 (173)
	2004.11.29
	CP C.3.1
	Change “MAY” into “SHALL” in description of timestamp.

e.g. If 1, timestamp SHALL be sent in the Talk Burst request message. If 0 or if not present, timestamp SHALL NOT be sent.
(OMA-POC-2004-1073)
	[2004.11.26]

As this part is TBCP negotiation phase, even if value 1 is included, it does not mean the timestamp feature is mandatorily supported. Leave "MAY" as it is. However there was another comment that the description in this section was not clear.

Decision pending.

AI: contribution assigned by LG.


3 Detailed Proposal

Appendix C. Documentation of SIP, SDP and XML extensions (Informative)

C.3 SDP extensions

C.3.1 Talk Burst Control Protocol MIME registration

This MIME registration covers transport over UDP. 

Type name:

application

Subtype name:

TBCP

Required parameters: 
none

Optional parameters:

queuing: 
This parameter is used to negotiate the optional Talk Burst Request queuing feature. Permissible values are 0 and 1. If set equal to 1, Talk Burst Request queuing operation is supported.  If set equal to 0 or if not present, no Talk Burst Request queuing operation is employed. If queuing=1 is present in a SDP offer then the offerer is indicating that it supports and is willing to support Talk Burst Request queuing operation. The answerer can include the queuing parameter in a SDP answer if it was present in the SDP offer. If the answerer wishes to indicate that it supports and is willing to perform Talk Burst Request queuing operation it includes queuing=1 in the SDP answer. If queuing=0 or no queuing parameter is present in the SDP answer then Talk Burst Request queuing operations are not to be performed.
priority: 
This parameter is used to negotiate  that priority levels can be used in Talk Burst Request messages and defines the maximum priority that a PoC Client is allowed to specify.. The allowed values for priority are:

“0” – listen only – the PoC Client is not authorised to request to talk.
“1” – normal priority – the normal priority for Talk Burst Requests from PoC Clients and that is granted to PoC Clients that don’t support priority queuing .
“2” – high priority – the PoC Client Talk Burst Requests are handled with a higher priority than those of  the normal priority level.
“3” – preemptive priority – the PoC Client Talk Burst Requests pre-empt those in the queue of all other priority levels and any current speaker of a lower priority level Right to Speak is revoked and the PoC Client is granted the Right to Speak immediately.
The offerer can request priority based queuing operation by including the priority parameter in a SDP offer. The answerer can include the priority parameter in the SDP answer if it was present in the SDP offer. The answerer may change the value of the priority parameter to a lower value but does not increase the value. The only exception to this rule is that priority levels and the priority parameter are not supported and the priority parameter is not present in the SDP answer. In this case Talk Burst Request messages from the PoC Client are handled using the normal priority and then the priority level can be effectively promoted from listen only to normal priority. When the priority parameter is included in SDP the queuing parameter queuing=1 also has to be included.
timestamp:
This parameter is used to negotiate the use of the optional timestamp feature in Talk Burst Request messages. Permissible values are 0 and 1.  If set equal to 1, then timestamp based queuing is supported and timestamps can be included in the Talk Burst Request messages.  If set equal to 0 or if not present, timestamp based queuing is not supported. If timestamp=1 is present in a SDP offer then the offerer is indicating that it supports and is willing to support timestamp based queuing operation. The answerer can include the timestamp parameter in a SDP answer if it was present in the SDP offer. If the answerer wishes to indicate that it supports and is willing to perform timestamp based queuing operation it includes timestamp=1 in the SDP answer. If timestamp=0 or no queuing parameter is present in the SDP answer then timestamp based queuing operations are not to be performed and timestamps are not included in Talk Burst Request messages.. When the timestamp parameter is included in SDP the queuing parameter queuing=1 also has to be included.
tb_granted:     
This optional parameter is used to negotiate and indicate using SDP thatpermission to send a Talk Burst is being granted to the PoC Client. Permissible values are 0 and 1. If tb_granted=1 is present in a SDP offer from the PoC Client the PoC Client is indicating support for receiving an indication of Talk Burst granted in the SDP answer. If tb_granted=0 or if the tb_granted parameter is not present in a SDP offer from the PoC Client the PoC Client is indicating that it does not support receiving an indication of Talk Burst granted in the SDP answer. The PoC Server performing the Controlling PoC Function can include a tb_granted = 1 in the SDP answer if tb_granted=1 was included in the SDP offer. If the SDP answer contains tb_granted=1, the PoC Client, behaves as if a TBCP Talk Burst Granted message  had been received. If tb_granted=0 or if no tb_granted parameter is present in the SDP answer, the PoC Client behaves as if no TBCP Talk Burst Granted message has been received. The PoC Server does not include the tb_granted parameter in a SDP offer and the PoC Client does not include the tb_granted parameter in a SDP answer, however the PoC Server does forward the tb_granted parameter in forwarded requests and responses.
poc-group-scan: 
This parameter is used to negotiate and indicate that the optional PoC Session priority is used, as it applies to handling of the RTP Media stream. Permissible values are 0 and 1.  If poc-group-scan=1 is present in a SDP offer from the PoC Client the PoC Client is indicating support for PoC Session priority and that it wishes to assign the Primary PoC Session priority to this PoC Session. If poc-group-scan=0 or if the poc-group-scan parameter is not present in a SDP offer from the PoC Client the PoC Client is indicating that it wishes to assign the Secondary PoC Session priority to this PoC Session. The PoC Server can include a poc-group-scan parameter in the SDP answer if it was present in the SDP offer from the PoC Client. If poc-group-scan =1 was present in the SDP offer the PoC Server indicates that it has set the priority of this PoC Session to Primary PoC Session priority by including poc-group-scan=1 in the answer. If poc-group-scan=0 was present in the SDP offer the PoC Server indicates that it has set the priority of this PoC Session to Secondary PoC Session priority by including poc-group-scan=0 in the SDP answer. If no poc-group-scan parameter is included in the SDP answer then Secondary PoC Session priority is assigned for this PoC Session. The PoC Server does not include the poc-group-scan parameter in a SDP offer and the PoC Client does not include the poc-group-scan parameter in a SDP answer, however the PoC Server does forward the poc-group-scan parameter in forwarded requests and responses.
poc_ lock: 
This parameter is used to negotiate and indicate the PoC Session locking priority as it applies to the handling of the RTP Media stream during Simultaneous PoC Sessions. Permissible values are 0 and 1. If poc_lock=1 is present in a SDP offer from the PoC Client the PoC Client is indicating support for PoC Session locking priority and that it wishes to lock this PoC Session.  If poc_lock= 0 or if the poc_lock parameter is not present in a SDP offer from the PoC Client the PoC Client is indicating that it wishes to unlock this PoC Session. The PoC Server can include a poc-lock parameter in the SDP answer if it was present in the SDP offer from the PoC Client. If poc_lock=1 was present in the SDP offer the PoC Server indicates that it has locked this PoC Session by including poc-lock=1 in the answer. If poc_lock=0 was present  in the SDP offer the PoC Server indicates that it has unlocked this PoC Session by including poc-lock=0 in the SDP answer. If no poc_lock parameter is included in the SDP answer then this PoC Session is unlocked. The PoC Server does not include the poc_lock parameter in a SDP offer and the PoC Client does not include the poc_lock parameter in a SDP answer, however the PoC Server does forward the poc_lock parameter in forwarded requests and responses.

Encoding considerations:
This type is defined for transfer over UDP and uses the same encoding as RTCP (RFC3550). 

Restrictions on usage:
None

Security considerations:
See Section 14 in RFC3550

Interoperability considerations:
None

Published specification:
OMA-CP-POC-V1_0
Applications which use this media type: OMA Push-to-Talk over Cellular applications

Additional information:
None

Intended usage:
 
COMMON 

C.3.1.1
Mapping TBCP MIME parameters into SDP

The information carried in the MIME application type has a specific mapping to fields in SDP and are used in a SDP offer and a SDP answer to negotiate the chosen talk burst control protocol and the talk burst control protocol options.

A TBCP connection SHALL be described by using an SDP m line. According to [RFC2327] the m-line format is the following:

m=<media> <port> <transport> <fmt list>

For TBCP: 

· The media type field (MIME type) SHALL have a value of “application”. 

· The port field SHALL include the transport port for the TBCP. 

· The transport field SHALL have the value of “udp” 

· The format list field (MIME type) SHALL have the value of “TBCP”.

NOTE: 
TBCP is the only talk burst control protocol specified in this release.  Future releases may specify additional talk burst control protocols that could be added to the format list.

The following is an example of an m line for a TBCP connection


m=application 20000 udp TBCP

· TBCP options go in the SDP "a=fmtp" attribute by copying them directly from the MIME media type string as a semicolon separated list of parameter=value pairs. 

The following is an example of an attribute line for TBCP options.

a=fmtp:TBCP queuing=1; priority=2; timestamp=1; tb_granted=1; poc-group-scan=0; poc_lock=1

C.3.2 



· 
· 



· 
· 


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

PoC WG agree the changes above.
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