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	CP

6.1.1.1
	Text does not state, where to include the feature tags.

Proposal: 

The PoC Client

· 1. SHALL include the PoC feature-tag '+g.poc.talkburst' in the Contact header
· 2. SHALL include the PoC feature-tag '+g.poc.groupad' in the Contact header if receiving of Group Advertisement messages are supported; 
	

	
	
	CP

6.1.3.2.3
	Privacy header is missing.

Proposal:

Add (after appropriate renumbering):

“5a”: SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3323] and [RFC3325];
	

	
	
	CP 

6.1.3.2.4
	Privacy header is missing.

Rationale: “Privacy:id” acc. to [RFC3325] has the own purpose to ask the network to remove a network-supplied P-Asserted-Identity header before passing the message to an untrusted element. Network elements can add P-Asserted-Identity headers also to the BYE (see RFC3325), so a client wishing privacy must explicitly ask for removal also in this case. 

Proposal:

Add (after renumbering):

“4a”: SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3323] and [RFC3325];
	

	
	
	CP 

6.1.5.2
	Privacy header is missing.

Proposal:

Add (after appropriate renumbering):

“5a”: SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3323] and [RFC3325];
	

	
	
	CP 

6.1.6.1
	Privacy header is missing. 

Rationale: “Privacy:id” acc. to [RFC3325] has the own purpose to ask the network to remove a network-supplied P-Asserted-Identity header before passing the message to an untrusted element. Network elements can add P-Asserted-Identity headers also to the BYE (see RFC3325), so a client wishing privacy must explicitly ask for removal also in this case. 

Proposal:

Add (after appropriate renumbering):

“3a”: SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3323] and [RFC3325];
	

	
	
	CP 

6.1.6.2
	Privacy is missing.

Proposal:

Add (after appropriate renumbering):

“5a”: SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3323] and [RFC3325];
	

	
	
	CP

General
	 The “rules and procedures of [RFC3892] say that the Referred-By header is a copy of the Referred-By received in the Refer that triggered the INVITE. 

An RFC-compliant PoC function does not populate that header itself; it only copies. 

As in OMA PoC in case of on-demand also INVITE triggered INVITEs including a Refered-by header, we propose the following CR:

Proposal: Replace “bullet 5” with

[Start]-------------------------------

“5. SHALL include a Referred-By header.  

That header SHALL be a copy of the Referred-By header of the REFER request that triggered the INVITE, in accordance with [RFC3892] 

If this INVITE was triggered by a REFER or INVITE that did not contain such a header, the Referred-By SHALL be set to the content of the Authenticated Originator’s PoC address of these trigger messages.

NOTE: This use of Referred-By is not in full accordance with [RFC3892].

[Stop ]-------------------------------

	

	
	
	CP

7.2.2.1
	The content of the FROM and Referred-By header is not clearly defined. This is especially is important when the caller required privacy.

In the case of using P-Asserted-Identity the FROM in the INVITE originated at the initiating PoC client could already be anonymous, if the network not supports P-Asserted-Identity the FROM of the initiating client will probably also be in the case of privacy the real Public ID.

Therefore in case of privacy the controlling PoC server should only insert anonymous IDs in Refered-by and FROM header.

The P-Asserted-Identity if available might just be copied because it will be deleted by the terminating SIP/IP core before sent to the terminating client.
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