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1 Reason for Contribution

This contributions provides a requested proposal on how to solve the following comments agreed to be valid during the consistency review conference calls:

Chapter 6

	2192
	2004.12.06
	CP 6.1.3.2.3
	Privacy header is missing.

Proposal:

Add (after appropriate renumbering):

“5a”: SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3323] and [RFC3325];

(OMA-POC-2004-1138)
	[2004.12.13]

Privacy header and subsequent dialogue need further investigation. Open.

	2193
	2004.12.06
	CP 6.1.3.2.4
	Privacy header is missing.

Rationale: “Privacy:id” acc. to [RFC3325] has the own purpose to ask the network to remove a network-supplied P-Asserted-Identity header before passing the message to an untrusted element. Network elements can add P-Asserted-Identity headers also to the BYE (see RFC3325), so a client wishing privacy must explicitly ask for removal also in this case. 

Proposal:

Add (after renumbering):

“4a”: SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3323] and [RFC3325];

(OMA-POC-2004-1138)
	

	2194
	2004.12.06
	CP 6.1.5.2
	Privacy header is missing.

Proposal:

Add (after appropriate renumbering):

“5a”: SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3323] and [RFC3325];

(OMA-POC-2004-1138)
	

	2195
	2004.12.06
	CP 6.1.6.1
	Privacy header is missing. 

Rationale: “Privacy:id” acc. to [RFC3325] has the own purpose to ask the network to remove a network-supplied P-Asserted-Identity header before passing the message to an untrusted element. Network elements can add P-Asserted-Identity headers also to the BYE (see RFC3325), so a client wishing privacy must explicitly ask for removal also in this case. 

Proposal:

Add (after appropriate renumbering):

“3a”: SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3323] and [RFC3325];

(OMA-POC-2004-1138)
	

	2196
	2004.12.06
	CP 6.1.6.2
	Privacy is missing.

Proposal:

Add (after appropriate renumbering):

“5a”: SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3323] and [RFC3325];

(OMA-POC-2004-1138)
	


Chapter 7

	2198
	2004.12.06
	CP 7.2.2.1
	The content of the FROM and Referred-By header is not clearly defined. This is especially is important when the caller required privacy.

In the case of using P-Asserted-Identity the FROM in the INVITE originated at the initiating PoC client could already be anonymous, if the network not supports P-Asserted-Identity the FROM of the initiating client will probably also be in the case of privacy the real Public ID.

Therefore in case of privacy the controlling PoC server should only insert anonymous IDs in Refered-by and FROM header.

The P-Asserted-Identity if available might just be copied because it will be deleted by the terminating SIP/IP core before sent to the terminating client.

(OMA-POC-2004-1138)
	


2 Summary of Contribution

This contribution wants to clean up some open issues regarding privacy handling in prior in chapter 6 but also making a change into chapter 7.

3 Detailed Proposal

--- 1st change ---

6.1.3.2.2 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or 1-1 PoC Session within a Pre-established Session the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2.SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;

· 3. SHALL  in case of a 1-1 PoC Session set the Refer-To header of the SIP REFER request to the PoC Address of the invited PoC User according to rules and procedures of [RFC3515]; 

· 4. SHALL in case of Ad-hoc PoC Group Session modify the SIP REFER request according to rules and procedures of  [draft-multiple-refer] with the following clarifications:

a) include in the Refer-To header of the SIP REFER request the identity of the URI list with the Invited PoC Users 

c) include a MIME resource-lists body according to rules and procedures of [draft-multiple-refer] with the list of the Invited PoC Users.

· 4. SHALL include the "'method'" parameter with the value "INVITE" in the Refer-To header;

· 5. SHALL set the Accept-Contact header of the SIP REFER request to '+g.poc.talkburst';

· 6. SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
· 7. SHALL include a P-Alerting-Mode header with the value "MAO" according to the rules and procedures of  [draft-poc -p-headers] if the PoC User has requested Manual Answer Override.  

· 8. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to the rules and procedures of the SIP/IP core. 

Upon receiving a SIP 202 “Accepted” response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".  
Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP REFER request the PoC Client SHALL handle the request according to rules and procedures of [RFC3515]. The PoC Client MAY display information to the PoC User based on the information in the SIP NOTIFY request. 

NOTE:
The PoC Server does not send any SIP NOTIFY request in case more than one PoC User is invited.

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.3.2.3 PoC Client initiates a Pre-arranged or Chat PoC Group Session

Upon receiving a request from a PoC User to establish a Pre-arranged or Chat PoC Group Session within the Pre-established Session the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;

· 3. SHALL set the Refer-To header of the SIP REFER request to the URI of the Pre-arranged Group or Chat Group according to rules and procedures of [RFC3515] and include Session Type uri-parameter "session” set to “pre-arranged” or “chat”, respectively as specified in C.5.1 “Session Type uri-parameter”;   

· 4. SHALL include the "method" parameter with the value "INVITE" in the Refer-To header;

· 5. SHALL set the Accept-Contact header of the SIP REFER request to '+g.poc.talkburst'; 

· 6. SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
· 7. SHALL include a P-Alerting-Mode header with the value "MAO" according to the rules and procedures of  [draft-poc -p-headers] if the PoC User has requested Manual Answer Override;  
· 8. SHALL send the SIP REFER request towards the SIP/IP Core within the dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 

Upon receiving a SIP 202 “Accepted” response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-POC-UP] “PoC Client procedures at PoC Session initialization”.
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client SHALL handle the request according to rules and procedures of [RFC3515]. The PoC Client MAY display information to the PoC User based on the information in the SIP NOTIFY request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms  according to rules and procedures of [TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause.

6.1.3.2.4 PoC Client terminates a Pre-established Session

Upon receiving a request from a PoC User to leave a Pre-established Session as created in subclause 6.1.3.2.1"PoC Client initiates a Pre-established Session",  the PoC Client:

· 1. SHALL generate a SIP BYE request within the Pre-established Session according to rules and procedures of [RFC3261];

· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at Pre-established Session termination";

· 3. SHALL set the Request-URI of the SIP BYE request to the PoC Session Identity of the Pre-established Session;

· 4. SHALL set the Accept-Contact header of the SIP BYE request to '+g.poc.talkburst';

· 5. SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
· 6. SHALL send the SIP BYE request towards the PoC Server according to the rules and procedures of the SIP/IP core.  

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub-clause.

--- 2nd change ---

6.1.5.2 Pre-established Session

Upon receiving a request from a PoC User to re-join a PoC Session within a Pre-established Session established as specified in subclause 6.1.3.2.6 “PoC Client initiates a Pre-established Session”, the PoC Client:

· 1. SHALL generate a SIP REFER request according to the rules and procedures of [RFC3515].

· 2. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;

· 3. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to be re-joined with including the Session Type uri-parameter indicating the session type e.g. “pre-arranged”, “chat” or “ad-hoc” as defined in C.X.1 “Session Type uri-parameter”; 

· 4. SHALL include the "method" parameter with the value "INVITE" in the Refer-To header;

· 5. SHALL set the Accept-Contact header of the SIP REFER request to ’+g.poc.talkburst’;

· 6. SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
· 7. SHALL send the SIP REFER request towards the PoC Server via SIP/IP Core within the SIP dialog of the Pre-established Session according to the procedures of the SIP/IP core.

Upon receiving a SIP 2xx response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in the [OMA-POC-UP] “PoC Client procedures at PoC Session initialization”.  
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client SHALL handle the request according to rules and procedures of [RFC3515]. The PoC Client MAY display information to the PoC User based on the information in the SIP NOTIFY body.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of in [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

--- 3rd change ---

6.1.6 PoC Client leaving a PoC Session 

6.1.6.1 Leaving a PoC Session - On-demand Session case

When the Participant wants to leave the PoC Session and the PoC Session was established using On-demand signaling as specified in subclause 6.1.3.3 "On-demand Session establishment", the PoC Client:

· 1. SHOULD release the granted permission to talk or cancel the queued Talk Burst requests and interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session termination".

· 2. SHALL generate a SIP BYE request according to the rules and procedures of [RFC3261].

· 3. SHALL set the Request-URI to the PoC Session Identity of the PoC Session to leave.

· 4. SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
· 5. SHALL send a SIP BYE request towards PoC Server according to rules and procedures of SIP/IP core.  

Upon receiving a SIP 200 "OK" response to the SIP BYE request, the PoC Client SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session termination".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.1.6.2 Leaving a PoC Session – Pre-established Session case 

Upon receiving a request to leave a PoC Session, the PoC Client:  
· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request-URI of the SIP REFER request to the Pre-established Session Identity;

· 3. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to leave;

· 4. SHALL include the "method" parameter with the value "BYE" in the Refer-To header;

· 5. SHALL set the Accept-Contact header of the SIP REFER request to ’+g.poc.talkburst’;

· 6. SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
· 7. SHALL send the SIP REFER request towards the PoC Server according to the procedures of SIP/IP Core.  

Upon receiving response(s) to the SIP REFER request, the PoC Client SHALL handle them according to rules and procedures of [RFC3515].

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515];

· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

--- 4th change ---

7.2.2 Request initiated by the Controlling PoC Function

7.2.2.1 General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Server

· 1. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' with "require" and "explicit" feature parameters according to the rules and procedures of [RFC 3841]in all initial INVITE requests. 
· 2. SHALL include User-Agent header to indicate the PoC release version

NOTE:
The use of the option tag ‘precondition’, as specified in [RFC3312], is not defined for the POC-2 reference point.

· 3. SHALL include an option tag '100rel' in a Supported header according to rules and procedures of [RFC3262].
· 4. SHALL include Authenticated Originator’s PoC Address 

a) set to the PoC Address of the inviting PoC Client in case of 1-1 and ad-hoc PoC Group Session or

b) set to the PoC Group Identity with the Session Type uri-parameter with the value “prearranged” or “chat” in case of the Pre-arranged or Chat PoC group respectively;

· 5. SHALL include a Referred-By header with the PoC Address of the inviting PoC Client according to rules and procedures of [RFC3892];




· 6. SHALL include in the Contact header the contact address of the conference with the PoC feature-tag '+g.poc.talkburst' and the feature tag “isfocus” and a Session Type uri-parameter set according to the type of the PoC Session. 

· 7. SHOULD include the Session-Expires header with the refresher parameter set to 'uas' according to rules and procedures of [draft-ietf-sip-session-timer] in all initial SIP INVITE requests.

· 8. SHALL include the Supported header set to "timer" in all initial SIP INVITE requests.

· 9. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3323] and [RFC3325], if anonymity is requested with the "Privacy: id" header by the inviting PoC Client;

· 10. SHALL include unmodified a P-Alerting-Mode header if a P-Alerting-Mode header was present in the incoming SIP INVITE request or SIP REFER request that caused the outgoing SIP INVITE request to be generated.

On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the PoC Server SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

4 Intellectual Property Rights Considerations

None known.

5 Recommendation

It is proposed to discuss the provided material in the meeting and adopt the text to the CP.
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