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1 Reason for Contribution

This contributions provides a requested proposal on how to solve the following comments agreed to be valid during the consistency review conference calls:

1944
2004.12.06
CP
Use of MAO depends on some authorization rules, where are these defined?

(OMA-POC-2004-1128) 
[2004.12.13]

AI:Siemens to write contribution

1593
2004.12.06
CP 7.2.1.8
Technical

3. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP INVITE request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

This check is in the wrong place should be in 7.3.1.5

Move bullet to 7.3.1.5

(OMA-POC-2004-1118)
[2004.12.13]

Siemens contribution will cover this issue.

245 (243)
2004.11.30
CP 7.2.1.8
1. MAO should be authorized in the originators participating PoC server, as this is the only server which knows if this e.g. premium service is allowed for a certain user (This needs no XDM interaction).

2. Therefore only authorized MAO requests will arrive at the controlling PoC, which should just copy the MAO indication out of a received request into a new generated request (controlling PoC server has no initiating or terminating subscriber specific information)

3. Additionally the terminating participating PoC server should check based on the terminating PoC subscribers XDM settings, if MAO is allowed for a certain initiating subscriber.

To summarize:

1. Participating checks if MAO is allowed

2. Controlling just copies MAO in new generated request

Item 3 is well described, where as Item 1 and 2 are mixed up in the actual CP specification.

This is the first comment to get this aligned.

Delete bullet 3 regarding authorization of MAO, which is already done in 7.3.1.5 in the participating PoC server:

Copying of MAO is done in 7.2.2.2 which is referenced by 7.2.1.8 in bullet 8

(OMA-POC-2004-1091)
[2004.12.03]

Valid comment.

AI: contribution assigned to Siemens

246 (244)
2004.11.30
CP 7.2.2.2
Controlling PoC server should just copy received MAO indication and not perform any authorization. Authorization is already done in participating PoC server in chapter 7.3.1.4 for on-demand or 7.3.1.5 for per-established in case of 7.2.2.2 is referenced by 7.2.1.8.

“SHALL, if the incoming request contained a P-Alerting-Mode header containing the value "MAO" as specified in [draft-poc-p-headers] (then perform authorisation to ensure that the Authenticated Originator's PoC Address is authorised to use the Manual Answer Override and if authorised) then include a P-Alerting-Mode header with the value "MAO" according to the rules and procedures of [draft-poc-p-headers]”

Note: Inside ( ) deleted.

(OMA-POC-2004-1091)
[2004.12.03]

Valid comment.

AI: contribution assigned to Siemens

250 (248)
2004.11.30
CP 7.3.1.5
Check if MAO is allowed before step 4. 

If passed Chapter 7.2.1.8 and 7.3.1.5 in some dub-sequent steps only executed for pre-defined PoC sessions (see below) should only copy the MAO out of the REFER in the INVITE without checking.

“x. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP REFER request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized proceed with the next step otherwise the PoC Server SHALL return a SIP 403 “Forbidden” response and not continue with the rest of the steps.”

Additionally the MAO copying has also to be described in Bullet ii of bullet 4:

“ii. the SIP INVITE request SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP REFER request include a P-Alerting-Mode header with the value "MAO" “

(OMA-POC-2004-1091)
[2004.12.03]

Valid comment.

AI: contribution assigned to Siemens

1625
2004.12.06
CP 7.3.1.5
Technical

Need to add this (move from 7.2.1.8)

SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP INVITE request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

(OMA-POC-2004-1118)
[2004.12.13]

Siemens contribution will cover this issue.

251 (249)
2004.11.30
CP 7.3.1.8
Delete whole chapter as already included in 7.3.1.5 which should be renamed to also include the “add” use case in the title:

“7.3.1.5 PoC Session initiation [and adding of PoC participants to Poc session] using Pre-established Session”

Note: Inside [ ] added.

(OMA-POC-2004-1091)
[2004.12.03]

Valid comment.

Not "completely" to be removed, but to keep this section with modified title and other supplimental information.

AI: contribution assigned to Siemens

2 Summary of Contribution

1. MAO should be authorized in the originators participating PoC server, as this is the only server which knows if this e.g. premium service is allowed for a certain user (This needs no XDM interaction).

2. Therefore only authorized MAO requests will arrive at the controlling PoC, which should just copy the MAO indication out of a received request into a new generated request (controlling PoC server has no initiating or terminating subscriber specific information)

3. Additionally the terminating participating PoC server should check based on the terminating PoC subscribers XDM settings, if MAO is allowed for a certain initiating subscriber.

Item 3 is well described, where as Item 1 and 2 are mixed up in the actual CP specification for the pre-established case only (on-demand is well described) and should be aligned with this contribution.
3 Detailed Proposal

-----1st change ------

7.2.1.8 Adding PoC Participants to PoC Session request

Upon receiving a SIP REFER request with the method parameter set to “INVITE” the PoC Server: 

· 1. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.15 “Session adding policy” and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the privacy is allowed in this Group, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the PoC Server SHALL respond with a SIP 403 “Forbidden” error response to the originating network.  Allowing privacy in the Group is defined using <provide-anonymity> element as specified in [POC XDM Specification].  Otherwise, continue with the rest of the steps;

· 
· 4. SHALL generate a final SIP response to the SIP REFER request according to rules and procedures of [RFC3515] and send it according to the rules and procedures of  SIP/IP Core;

· 5. SHALL check whether the "method" parameter is set to "INVITE" and if it is set; then the PoC Server SHALL extract the PoC Address(es) of the PoC User(s) to be invited  either:

a) from the Refer-To header according to rules and procedures of [RFC3515];

b) from the MIME resource-list body according to rules and procedures of [draft-multiple-refer]; 

· 6. SHALL for each PoC User to invite: perform the actions described in sub-clause 7.2.2.2 “PoC Session invitation request”.;  and,
· 7. SHALL if only one PoC User is invited and the “norefersub” option-tag is missing in the Require header of the SIP REFER request, generate and send SIP NOTIFY request(s) as specified in this subclause based on the progress of the invitation. 
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] is an implicit subscription to event refer. A SIP REFER request according to rules and procedures of [draft-multiple-refer] is also an implicit sunbscription to event refer in case only one PoC User is invited and “norefersub” option-tag is missing in the Require header.
Upon receiving a SIP 406 “Not Acceptable” response with the text "isfocus already assigned" in the Warning header, the PoC Server SHALL send the PoC Client a SIP NOTIFY request containing at least a SIP response Status-Line, Warning and To headers as specified in this subclause.

When generating a SIP NOTIFY request the PoC Server: 

· 1. SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265], [RFC3515], and the rules and procedures of the SIP/IP core;

· 2. SHALL include a MIME sipfrag body as specified in the [RFC3420] with:

a) the status line received in the final SIP response; 

b) the To header received in the final SIP response; and

c) the Warning header if it is received in the final SIP response;

c) the P-Answer-State header if it is received in the final SIP response from the Invited PoC User.

· 3. SHALL send the SIP NOTIFY request to PoC Client according to the rules and procedures of the SIP/IP Core.

The responses to the SIP NOTIFY request SHALL be handled in according to rules and procedures of [RFC3265], [RFC3515], and the rules and procedures of the SIP/IP core.

The PoC Server MAY terminate the implicit subscription created by the SIP REFER request and indicate the termination to the PoC Client according to rules and procedures of [RFC3265] and [RFC3515].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS, mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

----- 2nd change -----

7.2.2.2 PoC Session invitation requests

This subclause describes the procedures for inviting a PoC User to a PoC Session. The procedure is initiated by the PoC Server as the result of an action specified in subclause 7.2.1. "Requests terminated at the Controlling PoC Function"
The PoC Server:

· 1.  SHALL generate a SIP INVITE request as specified in subclause 7.2.2.1 "General";

· 2.  SHALL set the  Request-URI  to the  PoC Address of the PoC User;

· 3.  SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) set the IP address and port number for the RTP Session,

b) set the supported codecs of the PoC Server,

c) if another IP address or port number shall be used instead of the default IP address and port number as specified in [RFC3550, the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605],

d) The offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol.

· 4.  SHALL,  if the incoming request contained a P-Alerting-Mode header containing the value "MAO" as specified in [draft-poc-p-headers] include a P-Alerting-Mode header with the value "MAO" according to the rules and procedures of [draft-poc-p-headers]
· 5.  SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP core.

Upon receiving a SIP 183 "Session Progress" response containing a Require header with the Option-tag '100rel' and containing a P-Answer-State header with the value "Unconfirmed" in response to the SIP INVITE request the PoC Server SHALL according to the rules and procedures of [RFC3262] send a SIP PRACK request to the other PoC Server according to rules and procedures of the SIP/IP core.
''Upon receiving SIP 200 "OK" response for the SIP INVITE request the PoC Server shall interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

NOTE: 
Procedures towards inviting PoC Clients, when SIP 183 "Session Progress", SIP 180 "Ringing" SIP 200 "OK" or other SIP final  response (4xx, 5xx, 6xx) is received, are specified subclause 7.2.1 "Requests Terminated at the Controlling PoC Function".

----- 3rd change ----

7.3.1.5 PoC Session initiation using Pre-established Session

Upon receiving a SIP REFER request where the “method” parameter in the Refer-To header is set to “INVITE” the PoC Server:

· 1. SHALL check whether the request is acceptable and if it isn’t return a SIP 4xx response according to rules and procedures of [RFC3515]. Otherwise, continue with the rest of the steps;
· 2. SHALL check the identity in the Request-URI and if it does not belong to a Pre-established Session owned by the PoC Server, then the PoC Server SHALL send the SIP REFER request back to the SIP/IP Core according to the procedures of the SIP/IP Core. Otherwise, continue with the rest of the steps;

· 3. SHALL send SIP 202 “Accepted” response according to rules and procedures of [RFC3515];

· 4. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP REFER request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized proceed with the next step otherwise the PoC Server SHALL return a SIP 403 “Forbidden” response and not continue with the rest of the steps.

· 4. SHALL check the SIP URI in the Refer-To header whether it includes the Session-Type URI-parameter “adhoc”, “pre-arranged” or “chat” and if it does not include one of these Session Type URI-parameters, then continue at step 5..  Otherwise the PoC Server SHALL 

a) SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session;

b) SHALL generate a SIP INVITE request as specified in sub-clause 7.3.1.1 "General" using the URI out of the Refer-To in the SIP REFER request;

c) SHALL include the media parameters of the PoC Server in the SIP INVITE request as follows;
i. the SIP INVITE request SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows;
1. The IP address and port number at the PoC Server for the RTP Session;

2. Set the supported codecs of the PoC Client;

3. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605];
4. The offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol.
ii. the SIP INVITE request SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP REFER request include a P-Alerting-Mode header with the value "MAO"

d) SHALL send the SIP INVITE request towards the PoC server performing the Controlling PoC Function according to rules and procedures of the SIP/IP core. Do not continue the rest step.

· 5. The PoC Server SHALL perform the procedures as specified in 7.2.1.8 “Adding Participants to PoC Session Request”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

---- 4th change ----

7.3.1.8 Adding participants to Poc session 
Upon receiving a SIP REFER request the PoC Server: 

· 1. SHALL check the SIP REFER request.

a) If the PoC Server cannot accept the SIP REFER request, it SHALL return a 4xx response according to rules and procedures of [RFC3515]. Otherwise, continue with the rest of the steps;
2. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP REFER request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized proceed with the next step otherwise the PoC Server SHALL return a SIP 403 “Forbidden” response and not continue with the rest of the steps
· 3. SHALL check the identity contained in the Request-URI

a) If the identity in the Request-URI belongs to a Pre-established Session owned by the PoC Server, then the PoC Server SHALL 

i. Send a SIP 202 "Accepted" response according to rules and procedures of [RFC3515].

ii. Perform the procedures specified in subclause 7.2.1.8. "Adding PoC Participants to PoC Session request"

b) Otherwise the PoC Server:

i. SHALL based on Policy add its own address to a Record-Route header in the SIP REFER request if the PoC Server requires to be on the route of SIP NOTIFY requests sent as part of the SIP REFER dialog. 

ii. SHALL proxy the SIP REFER request back to the SIP/IP Core according to rules and  procedures of the SIP/IP core. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

---- 5th possible change not included by now base on comment # 1944 ----


By now there is no XDM rule for MAO defined by OMA PAG and the OMA CP description regarding authorization is an implementation issue and therefore inline with XDM.  Such a authorization will not be able to change via a terminal and requires a operator based solution e.g. web-access. 

OMA PAG will not change this if not requested by OMA PoC
---------------------------------------------------------------------------------------------
7.3.2.2.3 Manual-answer 

If the Authenticated Originator's PoC Address in an initial SIP INVITE request is not present on the Accept List of the Invited PoC User indicated by the Request-URI or the Answer Mode setting in the PoC Settings of the Invited PoC User is set to Manual Answer then the PoC Server:

· 1. SHALL, if the P-Alerting-Mode header is included with the value “MAO”, check the authorization of  the Authenticated Originator’s PoC Address to override the Invited PoC User’s Answer Mode setting  and if authorized continue as specified in subclause 7.3.2.2.1 “Automatic answer on demand” or as specified in subclause 7.3.2.2.2 “Automatic answer using Pre-established session” depending on if a Pre-established Session exists or not. If not authorized continue with the following steps.
· 2. SHALL determine if the PoC Server stays in the media path and Talk Burst Control message path or not, as specified in  [OMA-PoC-UP] ”User Plane routing”.
· 3. SHALL, if the PoC Server stays on the media path the PoC Server

a) SHALL either

i. generate a SIP INVITE request as specified in  subclause 7.3.2.1 “General” if a Pre-established Session is not going to be used; or,
ii. generate a SIP re-INVITE according to the  rules and procedures of  [RFC3261] if a Pre-established Session is going to be used.
b) SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:

i. The IP address and port number at the PoC Server for the RTP Session.

ii. A list of codecs supported by the PoC Server.

iii. If another IP address or port number is used instead of the default IP address and port number as specified by [RFC3550], set the IP address and port number at the PoC Server for the RTCP session according to the rules and procedures of [RFC3605].

iv. The offered Talk Burst Control Protocols and the port number(s) for the Talk Burst Control Protocol.

c) SHALL Continue, for the duration of the SIP session, acting as a B2BUAaccording to the rules and procedures of [RFC 3261].

· 4. SHALL, if the PoC Server does not stay in the media path, 
a) for the duration of the SIP Session and as long as the PoC Client is a Participant in the PoC Session, act as a SIP proxy according to the rules and procedures of [RFC 3261]; and,

b) use the content of the received SIP INVITE to generate the SIP INVITE request according to rules and procedures in [RFC3261].

· 5. SHALL include the P-Alerting-Mode header set to “Manual”.

· 6. SHALL send the SIP INVITE request towards the PoC Client according to the rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 “Ringing” response to the SIP INVITE request the PoC Server:

· 1. SHALL generate a SIP 180 “Ringing” response as specified in subclause 7.3.2.1 “General” if acting as a B2BUA;
· 2. SHALL generate a SIP 180 “Ringing” response according to the rules and procedures of [RFC3261] if acting as a SIP proxy.

· 3. SHALL send the SIP 180 “Ringing” response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core;

Upon receiving a SIP “200 OK” response to the SIP INVITE request the PoC Server:

· 1. SHALL, if the PoC Server acts as B2BUA the PoC Server 

a) SHALL generate a “200 OK” response as specified in the subclause 7.3.2.1 “General”.

b) SHALL include a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected Codec;

iii. if another IP address or port number is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP session according to the rules and procedures of  [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

c) SHALL interact with the User Plane as specified in [OMA-POC-UP] “Participating PoC Function procedure at initialization”.

· 2. SHALL, if the PoC Server acts as a SIP proxy the PoC Server

a) SHALL generate a SIP “200 OK” response according to the rules and procedures of [RFC3261].

b) SHALL include the same MIME SDP body as the SDP answer received in the SIP “200 OK” response.

· 3. SHALL send the SIP 200 “OK” response to the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to the rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to the rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

4 Intellectual Property Rights Considerations

None known.

5 Recommendation

It is proposed to discuss the provided material in the meeting and adopt the text to the CP.
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