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1 Reason for Contribution

This contributions provides a requested proposal on how to solve the following comments agreed to be valid during the consistency review conference calls:

	234 (232)
	2004.11.30
	CP 3.2
	Access List, User Accept List, User reject List are not longer used in this document and should be deleted here

(OMA-POC-2004-1091)
	[2004.12.01]

Valid comment.

Use of term "access rule" accepted.

AI: contribution assigned to Siemens

	1171
	2004.12.01
	CP 7.2.1.4
	The <max-participant-count> parameter stored in PoC XDMS should be checked here.

(OMA-POC-2004-1106)
	

	1173
	2004.12.01
	CP 7.2.1.4
	Change “Group Identity of an active PoC Session” to “PoC session identity” which defines an active instance of a session and is received in the contact during initial session setup

(OMA-POC-2004-1106)
	

	1177
	2004.12.01
	CP 7.2.1.6
	Please remove phrase “are members of the pre-arranged group” and “are members of the Chat PoC group”.

It’s confusing. The authorization is based on the <join-handling> action only. There are no member lists defined.

(OMA-POC-2004-1106)
	

	1163
	2004.12.01
	CP 7.2.1.11.1
	The <allow-conference-state> action stored in PoC XDMS shall be checked here.

(OMA-POC-2004-1106)
	

	1166
	2004.12.01
	CP 7.2.1.14
	The authorization is based on the <allow-initiate-conference> action only. There are no member lists defined.

Please remove the bullet list and rephrase as follows, ( ) shall be removed:

The PoC Server performing the Controlling PoC Function SHALL initiate the PoC Session (according to one of the following procedures) depending on whether the requesting PoC User is allowed the action “allow-initiate-conference” as specified in [PoC XDM Specification].

(OMA-POC-2004-1106)
	

	1167
	2004.12.01
	CP 7.2.1.15
	The authorization is based on the <allow-invite-users-dynamically> action only. There are no member lists defined.

Please remove the bullet list and rephrase as follows:

The PoC Server performing the Controlling PoC Function SHALL invite the PoC Clients (according to the following procedures) depending on whether the requesting PoC User is allowed the action “allow-invite-users-dynamically” as (the Group attribute) specified in [POC XDM Specification].:

(OMA-POC-2004-1106)
	

	1188
	2004.12.01
	CP 7.3.2.2
	Checking authorization rules needs clarification:

“4. SHALL check the invited user's access rules associated to the PoC Address received in the Request-URI stored in the PoC XDMS as specified in [POC XDM Specification] against the Authenticated Originator's PoC Address and the Refereed-by header in the initial SIP INVITE.  If the “allow-invite” action does not allow at least one of these identities to continue the Session the PoC Server SHALL respond with a SIP 403 “Forbidden” response and do not continue the rest of the steps”

(OMA-POC-2004-1106)
	

	1189
	2004.12.01
	CP 7.3.2.2.1
	According to the requirements the user and group ID have to be check, therefore enhance:

“If the Authenticated Originator's PoC Address or the Refereed-by header in the initial SIP INVITE …”

(OMA-POC-2004-1106)
	

	1190
	2004.12.01
	CP 7.3.2.2.2
	According to the requirements the user and group ID have to be check, therefore enhance:

“If the Authenticated Originator's PoC Address or the Refereed-by header in the initial SIP INVITE …”

(OMA-POC-2004-1106)
	

	1191
	2004.12.01
	CP 7.3.2.2.3
	According to the requirements the user and group ID have to be check, therefore enhance:

“If the Authenticated Originator's PoC Address or the Refereed-by header in the initial SIP INVITE …”

(OMA-POC-2004-1106)
	

	255 (253)
	2004.11.30
	CP 7.3.2.2.3
	Please replace first paragraph with text below, similar as for auto answer in 7.3.2.2.1 but using “passed” instead of “ accepted”, as access and reject list are not longer defined by PoC XDM:

“If the Authenticated Originator's PoC Address in the initial SIP INVITE request is “passed” by the rules associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC-XDMS] and the Answer Mode setting in the PoC Settings of the Invited PoC User is set to Manual Answer then the PoC Server :”

(OMA-POC-2004-1091)
	[2004.12.03]

Valid comment.

AI: contribution assigned to Siemens

	1193
	2004.12.01
	CP 7.3.2.7
	The statement in bullet (1) is wrong: there are no access lists.

Proposal: The group advertisement can be authorized using “allow-invite” action in PoC user access policy, or PAG can define another advertisement specific action. To be decided.

(OMA-POC-2004-1106)
	

	256 (254)
	2004.11.30
	CP 7.4.1.2
	Shall check authorization rules as defined in PoC XDM and not reject list, therefore replace first sentence (not whole paragraph) of bullet 1 with:

“SHALL check if the Authenticated Originator's PoC Address in the initial SIP MESSAGE request is “passed” by the rules associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC-XDMS]”

(OMA-POC-2004-1091)
	[2004.12.03]

Valid comment.

AI: contribution assigned to Siemens


2 Summary of Contribution

This contribution tries to align OMA PoC CP with definitions and rules used in OMA PAG Poc XDM. Additionally all not longer used definitions are requested to be deleted out of the definitions section
R1: As the result of the allow-invite action is “pass”, “accept” or “reject” and not “accepted” or “passed” the double quotes with accepted and passed are deleted where mentioned to not give a wrong information about the XDM status.

Another possibility would have been to completely re-write the paragraphs and to explicit use “pass” and “accept”. As this explicit usage of the result value is also not foreseen with all other XDM related descriptions this proposal was withdrawn.
R2: Is the version including comments taken during the presentation
One comment was that in subclause 7.3.2.2.1, 7.3.2.2.2 and 7.3.2.2.3 there is no 403 Response if the condition in the first paragraphs is not fulfilled.
The condition of 7.3.2.2.3 is always fulfilled; because at least the manual answer mode is always on if the request was forwarded to this subclause.  
Additionally as a first checking was already done in 7.3.2.2 and only if this checking was passed, one of the above mentioned subclauses will be reached by the request and the request will not be rejected anymore.

Nevertheless there should be a second branch for the if-condition in 7.3.2.2.1 and 7.3.2.2.2. But in contradiction to the comment this should not lead to a 403 response but should lead to the manual answer subclause 7.3.2.2.3.

This change is part of R2.
3 Detailed Proposal

---- 1st change -----
3.1 Definitions

	1-1 PoC Session
	A feature to establish a PoC Session with another PoC User

	1-many-1 Session
	A PoC Group Session for a Pre-arranged PoC Group in which one participant is a Distinguished Participant and each other participant is an Ordinary Participant.

	Access Control
	Each PoC User can define rules that describe who is allowed to contact him using the PoC Service. The PoC Server implements the access control policy according to these defined rules

	
	

	Active PoC Session
	One of the Simultaneous Sessions established for a particular PoC User that has both TBCP Messages and RTP media packets relayed by the PoC Server performing the Participating PoC function between the PoC Client and the PoC Server performing the Controlling PoC function.

	Ad-hoc PoC Group
	A feature enabling a PoC User to establish a PoC Session with multiple PoC Users without first creating  a PoC Group

	Answer Mode
	The current Answer Mode setting preference of the PoC User.

	Answer Mode Indication
	A service attribute that indicates the current Answer Mode setting of the PoC Client.

	Application Server
	In the 3GPP IMS an Application Server is a functional entity that implements service logic for IMS sessions. When the SIP/IP core used for PoC is 3GPP IMS the PoC Server implements Application Server functionality.

	Authenticated Originator's PoC Address
	The PoC Address of the originating PoC Client that has been authenticated by the SIP/IP core

	Automatic Answer Mode
	A mode of operation where the PoC Client accepts the PoC Session invitations immediately and plays out the media as soon as it is received without requiring the intervention of the invited PoC User

	Chat PoC Group
	A persistent Group for which each Group member individually joins the PoC Session

	Chat PoC Group Session
	A PoC Session established for a Chat PoC Group

	Conference-factory-URI
	Provisioned SIP URI for the PoC service in the Home PoC Network.

	Confirmed Indication
	The Confirmed Indication is returned by the PoC Server to confirm that it and all  downstream elements are ready to receive media

	Contact List
	A list available to the PoC User containing the addresses of other PoC Users or PoC Groups

	Control Plane
	Signaling and control between the PoC Client and PoC Server for push to talk over cellular (PoC) service.

	Controlling PoC Function
	The Controlling PoC Function provides centralized PoC Session handling, RTP Media distribution, Talk Burst Control including Talker Identification, policy enforcement for participation in Group Sessions and the Participant information.

	Conversation
	A set of Talk Bursts within one PoC Session, which are followed by each other within a given time and typically are associated to each other.    

	Distinguished Participant
	The Participant in a One-many-one Session who is heard by all Ordinary Participants, and who can hear each individual Ordinary Participant.

	Dormant PoC Session
	One of the Simultaneous Sessions established for a particular PoC User, which may have TBCP messages, but not RTP media packets, relayed by the PoC Server performing the Participating PoC function between the PoC Client and the PoC Server performing the Controlling PoC function.

	Exploder URI
	Address of a SIP URI-list service, which is a specialized application service, that receives a SIP MESSAGE request and sends a similar MESSAGE request to each of the URIs in the list included in the request. Each of these MESSAGE requests contains a copy of the body included in the original MESSAGE request.

	Filter Criteria
	Filter Criteria is routing logic used in the 3GPP IMS to trigger the routing of SIP requests to Application Servers

	Group
	Group is a predefined set of Users together with its attributes. The Group is used for easy PoC Session establishment and/or for defining PoC Session access policy. Each Group is identified by its SIP URI

	Group Advertisement
	A feature providing the capability to inform other PoC Users of the existence of a PoC Group

	Home PoC Network
	The network comprising of the SIP/IP core and the PoC Server serving the PoC Client of the Served PoC User

	Home PoC Server
	The PoC Server in the Home PoC Network

	Incoming Instant Personal Alert Barring
	A service attribute, which enables the PoC User to block all incoming Instant Personal Alerts.

	Incoming PoC Session Barring
	A service attribute, which enables the PoC User to block all incoming PoC Session invitations.

	Instant Personal Alert
	A feature providing a PoC User with the capability to send a callback request to another PoC User

	Invited PoC Client
	The PoC client who has been invited to a PoC session

	Inviting PoC Client
	The PoC client inviting other PoC user(s) to a PoC session

	Invited PoC User
	The PoC User who has been invited to a PoC Session

	Manual Answer Mode
	A mode of operation where the PoC Client requires the PoC User to manually accept the session invitation before media is accepted and played.  

	Media Parameters
	The information transmitted between the PoC Server and the PoC client in order to alter the settings of the PoC client.  Media parameters are transmitted by SIP/SDP messages

	On-demand Session
	A PoC session set-up mechanism, where all media parameters are negotiated at the same time the PoC session is set-up.

	Ordinary Participant
	A Participant in a 1-many-1 Session who is only heard by the Distinguished Participant, and who can only hear the Distinguished Participant.

	Participant
	A PoC User in a PoC Session

	Participating PoC Function
	The Participating PoC Function provides PoC Session handling and policy enforcement for incoming PoC Sessions and may provide the media relay function between PoC Client and the PoC Server performing the Controlling PoC Function, and the Talk Burst Control message relay function between the PoC Client and the PoC Server performing the Controlling PoC Function.

	PDP Context
	Packet Data Protocol Context is a logical connection between a terminal and network for 3GPP General Packet Radio Service.  PDP Context, as logical connections, is mapped onto the physical layer radio connections.  A PDP Context may be closely tied to a single application level flow, e.g., a voice service instance, or may support multiple application level flows, e.g., a best effort packet data service instance.

	PoC Address
	Identifies a PoC User. The PoC Address can be used by one PoC User to request communication with other PoC Users. 

	PoC Client
	A PoC functional entity on the PoC User Equipment that supports the PoC Service

	PoC Group
	A PoC Group is a predefined set of PoC Users together with its attributes.

	PoC Group Identity
	SIP URI of the Pre-arranged PoC Group or Chat PoC Group.

	PoC Group Session
	A Pre-arranged PoC Group, Ad-hoc PoC Group or Chat PoC Group Session

	PoC Server
	The PoC Server implements the application level network functionality for the PoC service. The PoC Server may perform the role of the Controlling PoC Function and Participating PoC Function.

	PoC Session
	A Session established by 1-1 PoC, Ad-hoc PoC Group,Pre-arranged PoC Group or Chat PoC Group Session

	PoC Session Identifier
	An identifier associated with a PoC Session, the value of which uniquely distinguishes the associated PoC Session from all other instances of a PoC Session, both concurrent and non-concurrent.

	PoC Session Identity
	SIP URI received by the PoC Client during the PoC Session establishment in the Contact header.

	PoC Subscriber
	A subscriber whose service subscription includes the PoC Service.

	PoC User
	A User using the PoC service.

	Pre-arranged PoC Group
	A persistent Group created for PoC Group Session. 

	Pre-established Session
	A signalling exchange to negotiate Media Parameters between the PoC Client and the Home PoC Server before establishing a PoC Session.

	Primary PoC Session
	The session the PoC user prefer to listen and speech to.  In case of Simulatenous PoC Sessions the Primary PoC Session has a priority over the Secondary PoC Sessions.

	Remote PoC Network
	Network comprising of the SIP/IP core and the PoC Server, that hosts the remote PoC Client and/or remote Pre-arranged or Chat PoC Group.

	RTCP Session
	A RTCP Session is considered as an exchange of RTCP control information between two PoC functional entities

	RTP Media
	Media carried as an RTP payload

	RTP Session
	A RTP Session is considered as an exchange of RTP media streams between two PoC functional entities

	Secondary PoC Session
	The session, which the PoC User wants to listen, when there is no voice stream in the Primary PoC Session.

	Session Type
	SIP uri-parameter used to express the type of the PoC Group or the PoC Group Session the associated SIP URI refers: adhoc, prearranged, chat or 1-1.

	Served PoC User
	A PoC User who obtains a PoC Service from a PoC Server located in the Home PoC Network

	Service Instance
	The instantiation of a logical connection across the radio interface associated with a particular protocol stack. Service Instances, as logical connections, are mapped onto the physical layer radio connections.  A Service Instance may be closely tied to a single application level flow, e.g., a voice service instance, or may support multiple application level flows, e.g., a best effort packet data service instance.

	SigComp
	Text based signaling compression mechanism specified in [RFC3320]

	Simultaneous PoC Session
	When a PoC User is a Participant in more then one PoC Session simultaneously using the same PoC Client.

	SIP Session
	A SIP Session is considered as an exchange of  SIP signaling between two SIP User Agents that establishes and  deletes a SIP dialog.

	SIP URI
	URI used by the SIP protocol to address SIP User Agents

	SIP User Agent
	A SIP endpoint involved in SIP signaling defined in [RFC3261]

	Talk Burst
	The media recording, transport and playback that occurs from the point the PoC Client has got the permission to send a media until the permission is released.

	Talk Burst Control
	A control mechanism that arbitrates requests, from the PoC Clients, for the right to send media

	Talk Burst Control Protocol
	A protocol for performing Talk Burst Control.

	Talker Identification
	The procedure by which the current Talker's Identity may be established and made known to other PoC Session participants.

	Unconfirmed Indication
	The indication of readiness to receive media before PoC Server has received confirmation from downstream elements of readiness to receive media

	Unrestricted group
	A Group that can be joined by any User

	User
	A human using the described features through the User Equipment

	
	

	User Equipment
	A hardware device e.g. phone

	User Plane
	Media and media control signaling between the PoC Client and PoC Server for push to talk over cellular (PoC) service.

	
	


.--- 2nd change ---

7.2.1.2 Ad-hoc PoC Group and 1-1 PoC Session setup request

Upon receiving of an initial SIP INVITE request the PoC Server SHALL:

· 1. check whether the Conference-factory-URI is allocated and perform the actions specified in subclause 7.5.1 "Conference-factory URI does not exist" if it is not allocated;

· 2. check that the Contact header includes the feature-tag '+g.poc.talkburst' as a caller capability and if it is not included the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 
· 3. perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14 “Session initiation policy” and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 4. allocate a Group Session Identity for the PoC Session;

· 5. validate that the new Media Parameters are acceptable by the PoC Server and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps;

· 6. invite the PoC Users listed in the MIME resource-list body as specified in subclause 7.2.2.2 "PoC Session invitation request".

NOTE:
How the multiple invited members are conveyed in the SIP INVITE request is specified in [draft-URI-list].

Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value "Unconfirmed" as specified in [draft-poc-p-headers] and as specified in subclause  7.2.2.2 "PoC Session invitation request" the PoC Server:

· 1. SHALL generate 200 "OK" response as specified in the subclause 7.2.1.1 “General” and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and  the final response is not yet sent to the inviting PoC Client, otherwise do not proceed with the rest of the steps;

a) SHALL include a MIME SDP body as a SDP answer in the 200 “OK” response according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected codec; 

iii. If another IP address or port is used instead of the default IP address and port number, set the IP address and port number as specified in [RFC3550], at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol and optionally “tb-granted” indication as specified in C.3 “SDP Extensions”.

· 2. SHALL include a P-Answer-State header with the value "Unconfirmed";

· 3. SHALL send the SIP 200 "OK" response towards the inviting PoC Client;

· 4. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session Invitation Request" the PoC Server 

· 1. SHALL generate a SIP 180 “Ringing” response to the SIP INVITE request as specified in the subclause 7.2.1.1 “General”.

· 2. SHALL send the SIP 180 "Ringing" response towards the inviting PoC Client according to rules and procedures of SIP/IP Core if it is the first SIP 180 "Ringing" response and no SIP final response is not yet sent to the inviting PoC Client.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server

· 1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 “General” and continue with the rest of the steps if the SIP final response is not yet sent to the inviting PoC Client otherwise do not proceed with the rest of the steps;

· 2. SHALL include a MIME SDP body in the SIP 200 “OK” response as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected codec; 

iii. If another IP address or port is  used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol and optionally “tb-granted” indication as specified in C.3 “SDP Extensions”.

· 3. SHALL send a SIP 200 "OK" response to the Inviting PoC Client;

· 4. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP final response other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx responses the PoC Server SHALL either
· 1. send the SIP final response towards the inviting PoC Client, if SIP final response was received from all the invited PoC Clients and the SIP 200 "OK" response is not yet sent.  The SIP final response SHALL include the Status-Code with the lowest value received from the Invited PoC User(s); or, 

· 2. remove inviting PoC Client from the PoC Session as specified in subclause 7.2.2.4 "Remove of PoC Participant from PoC Session", if a SIP final response other than 2xx or 3xx was received from all the invited PoC Clients and the SIP 200 "OK" response is already sent.

7.2.1.3 Pre-arranged PoC Group Session setup request

Upon receiving an initial SIP INVITE request the PoC Server:

· 1. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return the 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 2. SHALL check that the Group Identity in the Request-URI identifying the Pre-arranged PoC Group is hosted at this PoC Server if it is not then perform the actions specified in subclause 7.5.2 "Conference URI does not exist";

· 3. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL reject the request with a SIP 403 “Forbidden” response including "isfocus already assigned" text in the Warning header. Otherwise, continue with the rest of the steps;

· 
· 4. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14 “Session initiation policy” and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 5. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 4xx response to the originating network. Otherwise, continue with the rest of the steps;

· 6. SHALL check whether the privacy is allowed in this PoC Group, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the PoC Server SHALL respond with a SIP 403 “Forbidden” error response to the originating network. Allowing privacy in the Group is defined using <provide-anonymity> element as specified in [POC XDM Specification].  Otherwise, continue with the rest of the steps;

· 7. SHALL validate that the Media Parameters are acceptable for the PoC Server and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps;

· 8. if the group does not have already an active Session then the PoC Server:

a) SHALL invite members of the Pre-arranged PoC Group as specified in subclauses 7.2.1.14 “Session initiation policy” and 7.2.2.2 "PoC Session invitation request";

b) SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

if the group  has already an active PoC Session then PoC Server:

· 1. SHALL generate a SIP 200 "OK" response as specified in the 7.2.1.1 “General”. 

· 2. SHALL include a MIME SDP body in the SIP 200 “OK” response as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the following information

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected codec; 

iii. If another IP address or port is used instead of the default IP address and port number, set the IP address and port number as specified in [RFC3550], at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

· 3. SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value "Unconfirmed" as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session Invitation Request" the PoC Server:

· 1. SHALL generate a SIP 200 "OK" response to SIP INVITE request as specified in the subclause 7.2.1.1 “General” and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and  the SIP final response is not yet sent to the inviting PoC Client, otherwise do not proceed with the rest of the steps;

· 2. SHALL include a MIME SDP body in the SIP 200 “OK” response as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected codec; 

iii. If another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol and optionally “tb-granted” indication as specified in C.3 “SDP Extensions”.

· 3. SHALL include a P-Answer-State header with the value "Unconfirmed";

· 4. SHALL send the SIP 200 "OK" reponse towards the inviting PoC Client according to the rules and procedures of SIP/IP Core;

· 5. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP 180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session invitation request" and no SIP final response has been sent to the inviting PoC Client the PoC Server 

· 1. SHALL generate a SIP 180 “Ringing” to the SIP INVITE request response as specified in the subclause 7.2.1.1 “General”.

· 2. SHALL send the SIP 180 "Ringing" response towards the inviting PoC Client if it is the first SIP 180 "Ringing" response.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server

· 1. SHALL generate SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 “General” and continue with the rest of the steps if the SIP final response is not yest sent to the inviting PoC Client otherwise do not proceed with the rest of the steps;

· 2. SHALL include a MIME SDP body in the SIP 200 “OK” response as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as folows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected codec; 

iii. If another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol and optionally “tb-granted” indication as specified in C.3 “SDP Extensions”.

· 3. SHALL send a SIP 200 "OK" response to the Inviting PoC Client;

· 4. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP final response other than 2xx or 3xx that is one of the SIP xx, 5xx or 6xx final responses the PoC Server either: 
· 1. SHALL send the SIP final response towards the inviting PoC Client, if the SIP final response was received from all the invited PoC Clients and the SIP 200 "OK" response is not yet sent. The SIP final response SHALL include the Status-Code with the lowest value received from the Invited PoC User(s); or,

· 2. SHALL remove inviting PoC Client from the PoC Session as specified  in subclause 7.2.2.4 "Removal of PoC Participant from PoC Session", if a SIP final  response other than 2xx or 3xx was received from all the invited PoC Clients and the SIP 200 "OK" response is already sent.

---- 3rd change -----

7.2.1.4 Rejoining PoC Session request

Upon receipt of a SIP INVITE request that includes a PoC Session Identity in the Request-URI the PoC Server:

· 1. SHALL perform actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 404 “Not Found” response. Otherwise, continue with the rest of the steps; 

· 3. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 4xx response to the originating network. Otherwise, continue with the rest of the steps;

· 4. SHALL check if joining PoC user , if joining a chat or pre-arranged PoC group, is according to the “max-participant-count” parameter as specified in [PoC XDM Specification] allowed to join. If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;
· 5. SHALL check whether the privacy is allowed in this Group, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the PoC Server SHALL respond with a SIP 403 “Forbidden” error response to the originating network. Allowing privacy in the Group is defined using <provide-anonymity> element as specified in [POC XDM Specification].   Otherwise, continue with the rest of the steps;

· 6. SHALL accept the SIP request and generate  a SIP 200 "OK" response to the SIP request as specified in the subclause 7.2.1.1 “General”. 

· 7. SHALL include a MIME SDP body as a SDP answer in the SIP 200 “OK” response according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The selected codec; 

C) if another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

d) The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

· 8. SHALL send the SIP 200 “OK” response towards the PoC Client according to the rules and procedures of SIP/IP Core.

· 9. SHALL initiate the Talk Burst Control procedures as specified in [OMA-PoC- UP] "Controlling PoC Function procedures at PoC Session initialization".

NOTE:
A notification can be sent to PoC Addresses of the PoC Group members who have subscribed to the conference state event package that a PoC Group member has joined in the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

---- 4th change ----

7.2.1.6 PoC Session joining policy

The PoC Server performing the Controlling PoC Function SHALL allow only those PoC Users to join in the Ad-hoc and 1-1 PoC Session that it hosts who

· have been invited in the original invitation

· have been invited during the PoC Session by the owner or by another PoC Participant of the PoC Session

The PoC Server performing the Controlling PoC Function SHALL allow only those PoC Users to join in the Pre-arranged PoC Session that it hosts who

· are members of the pre-arranged group i.e. authenticated originators PoC Adrress of the joining user matches to the authorization rule allowing ”join-handling“ action as specified  in [POC XDM Specification].
The PoC Server performing the Controlling PoC Function SHALL allow only those PoC Users to join in the chat Session that it hosts who

· are members of the Chat PoC group i.e. authe nticated originated originatoräs PoC Address of joining user matches to the authorization rule allowing ”join-handling“ action as specified in [POC XDM Specification].

---- 5th change ----

7.2.1.8 Adding PoC Participants to PoC Session request

Upon receiving a SIP REFER request with the method parameter set to “INVITE” the PoC Server: 

· 1. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.15 “Session adding policy” and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 2. SHALL check if joining PoC user, if joining a chat or pre-arranged PoC group, is according to the “max-participant-count” parameter as specified in [PoC XDM Specification] allowed to join. If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;
· 3. SHALL check whether the privacy is allowed in this Group, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the PoC Server SHALL respond with a SIP 403 “Forbidden” error response to the originating network.  Allowing privacy in the Group is defined using <provide-anonymity> element as specified in [POC XDM Specification].  Otherwise, continue with the rest of the steps;

· 4. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP INVITE request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 5. SHALL generate a final SIP response to the SIP REFER request according to rules and procedures of [RFC3515] and send it according to the rules and procedures of  SIP/IP Core;

· 6. SHALL check whether the "method" parameter is set to "INVITE" and if it is set; then the PoC Server SHALL extract the PoC Address(es) of the PoC User(s) to be invited  either:

a) from the Refer-To header according to rules and procedures of [RFC3515];

b) from the MIME resource-list body according to rules and procedures of [draft-multiple-refer]; 

· 7. SHALL for each PoC User to invite: perform the actions described in sub-clause 7.2.2.2 “PoC Session invitation request”.;  and,
· 8. SHALL if only one PoC User is invited and the “norefersub” option-tag is missing in the Require header of the SIP REFER request, generate and send SIP NOTIFY request(s) as specified in this subclause based on the progress of the invitation. 
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] is an implicit subscription to event refer. A SIP REFER request according to rules and procedures of [draft-multiple-refer] is also an implicit sunbscription to event refer in case only one PoC User is invited and “norefersub” option-tag is missing in the Require header.
Upon receiving a SIP 406 “Not Acceptable” response with the text "isfocus already assigned" in the Warning header, the PoC Server SHALL send the PoC Client a SIP NOTIFY request containing at least a SIP response Status-Line, Warning and To headers as specified in this subclause.

When generating a SIP NOTIFY request the PoC Server: 

· 1. SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265], [RFC3515], and the rules and procedures of the SIP/IP core;

· 2. SHALL include a MIME sipfrag body as specified in the [RFC3420] with:

a) the status line received in the final SIP response; 

b) the To header received in the final SIP response; and

c) the Warning header if it is received in the final SIP response;

c) the P-Answer-State header if it is received in the final SIP response from the Invited PoC User.

· 3. SHALL send the SIP NOTIFY request to PoC Client according to the rules and procedures of the SIP/IP Core.

The responses to the SIP NOTIFY request SHALL be handled in according to rules and procedures of [RFC3265], [RFC3515], and the rules and procedures of the SIP/IP core.

The PoC Server MAY terminate the implicit subscription created by the SIP REFER request and indicate the termination to the PoC Client according to rules and procedures of [RFC3265] and [RFC3515].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS, mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

----- 6th change ----

7.2.1.11.1 Subscribing to PoC Participant information

Upon receiving a SIP SUBSCRIBE request with the Event header according to rules and procedures of [draft-conference-state] the PoC Server:

· 1. SHALL check whether the PoC Group identified with the Group Identity in the Request-URI is hosted by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not hosted;

· 2. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst'  and if it is not included the PoC Server SHALL return  a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps; 

· 3. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

NOTE: 
A local policy, e.g. number of simultaneous subscriptions exceeded, may cause the PoC Server to reject the subscription request.
· 4. SHALL check whether the Authenticated Originator’s PoC Address is allowed to subscribe to PoC Participant information according to the “allow-conference-state” action as specified in [PoC XDM specification]. If it is not allowed the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;
· 5. SHALL create a subscription to the conference state of the PoC Group identified with the Group Identity according to rules and procedures of [RFC3265] and [draft-conference-state];

· 6. SHALL generate a SIP 200 "OK" or a SIP 202 “Accepted” response to the SIP SUBSCRIBE request according to rules and procedures of  [RFC3265] [draft-conference-state]; and

· 7. SHALL set the Contact header of the SIP response to a Group Identity identifying the PoC Group;

· 8.  SHALL send SIP response towards the PoC Client according to the rules and procedures of the SIP/IP Core.

· 9. SHALL generate and send an initial SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".

When a change in the subscribed state occurs, the PoC Server SHOULD generate and send a SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".

When needed the PoC Server SHALL terminate the subscription and indicate it to the PoC Client as described in the subclause 7.2.1.11.3 "Terminating the subscription".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

--- 7th change ---

7.2.1.14 Session initiation policy


The PoC Server performing the Controlling PoC Function SHALL initiate the PoC Session depending on whether the requesting PoC User is allowed the action “allow-initiate-conference” as specified in [PoC XDM Specification]:

· 
· 
· 
In case of pre-arranged PoC Group the PoC Server performing the Controlling PoC Function SHALL invite users listed in the <dialout-list> element of the PoC Group document as specified in [POC XDM Specification].


--- 8th change ---

7.2.1.15 Session adding policy


The PoC Server performing the Controlling PoC Function SHALL invite the PoC Clients depending on whether the requesting PoC User is allowed by the action “allow-invite-users-dynamically” as specified in [POC XDM Specification]:
· 
· 
· 
--- 9th change ---

7.3.2.2 PoC Session invitation request

Upon receipt of an initial SIP INVITE request that includes a PoC Address in the Request- the PoC Server: 

· 1. SHALL check that the PoC Address in the Request-URI is served by the PoC Server and if it is not then return a SIP 404 "Not Found" response without continuing the rest of the steps;

· 2. SHALL check whether the Accept-Contact header including the PoC feature-tag '+g.poc.talkburst' is included and if it is not then the PoC Server SHALL return a SIP 406 "Not Acceptable" response  without continuing the rest of the steps;

· 3. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a SIP 406 "Not Acceptable" response including "isfocus not assigned" text in the Warning header without continuing the rest of the steps;

· 4. SHALL check the invited user's access rules associated to the PoC Address received in the Request-URI stored in the PoC XDMS as specified in [POC XDM Specification] against the Authenticated Originator’s PoC Address and the Referred-by header in the initial SIP INVITE request. If the “allow-invite” action does not allow to continue the Session the PoC Server SHALL respond with a SIP 403 “Forbidden” response and do not continue the rest of the steps; 

· 5. SHALL check the invited user's Incoming PoC Session Barring setting associated to the PoC Address received in the Request-URI. If the Incoming PoC Session Barring is activated the PoC Server SHALL respond with a SIP 403 “Forbidden” response and do not continue the rest of the steps.

· 6. SHALL check the invited user's Answer Mode associated to the PoC Address received in the Request-URI. If the invited user is using Automatic Answer Mode the PoC Server SHALL perform the actions specified in subclause 7.3.2.2.2 "Automatic answer using the Pre-established Session" or 7.3.2.2.1 "Automatic answer on-demand" depending on whether the invited User has or has not an ongoing Session pre-established with the PoC Address.  Otherwise the PoC Server SHALL perform actions specified in subsclause 7.3.2.2.3 "Manual answer".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.2.1 Automatic-answer using On-demand Session

Editor’s note: It is for further study whether the PoC Server can act as a SIP Proxy. 

If the Authenticated Originator's PoC Address or the Referred-by header in the initial SIP INVITE request are accepted by the “allow-invite” action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC XDM Specification] and the Answer Mode setting in the PoC Settings of the Invited PoC User is set to Automatic Answer then continue here. Otherwise the PoC Server SHALL perform the actions specified in subclause 7.3.2.2.3 “Manual answer”
The PoC Server:
· 1. SHALL generate a SIP “183 Session Progress” response to the SIP INVITE request as specified in subclause 7.3.2.1 “General” and according to the rules and procedures of [RFC3261] and [RFC3262].
· 2. MAY include a Require header set to ‘100rel’ according to the rules and procedures of [RFC3262].
Editor’s note: How the PoC Server knows which codec to select is FFS.

· 3. SHALL include the P-Answer-State header set to “Unconfirmed”.
· 4. SHALL send the 183 ‘Session Progress’ response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.
Editor's Note: Whether it is feasible to send SDP in 183 Session progress needs to be investigated.
The PoC Server 

· 1. SHALL generate a SIP INVITE request as specified in subclause 7.3.2.1 “General”.
· 2. SHALL if a P-Alerting-Mode header is included with the value set to “MAO” the PoC Server SHALL authorize the Authenticated Originator's PoC Address to override the Invited PoC User’s Answer Mode setting and if authorized, include a P-Alerting-Mode header with the value “MAO”.

· 3. SHALL if a P-Alerting-Mode header is not included or if the Authenticated Originator’s PoC Address is not authorized to override the Invited PoC User’s Answer Mode setting include a P-Alerting-Mode header with the value “Auto”.

· 4. SHALL include an MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:
a) The IP address and port number at the PoC Server for the RTP session;

b) The offered codecs;

c) if another IP address or port is used instead of the default IP address and port number according to rules and procedures of [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

D) the offered Talk Burst Control Protocols and the port number(s) to be used for the Talk Burst Control Protocol.

· 5. SHALL send the SIP INVITE request towards the PoC Client according to the rules and procedures of the SIP /IP Core.

Upon receiving a SIP 200 “OK” response to the SIP INVITE request the actions in the PoC Server depends, according to the rules and procedures of [RFC3261] and [RF3262], on if the SIP 183 ”Session progress” was sent reliable or not as follow:

· SHALL, if the SIP 183 ”Session progress” was sent unreliable, send the SIP 200 “OK” response immediately (since the PoC Server does not have to wait for a SIP PRACK request).

· SHALL, if the SIP 183 ”Session progress” was sent reliable, send the SIP 200 “OK” according to rules and procedures of [RFC3262] and [RFC3261].

Whenever the PoC Server sends the SIP 200 “OK” response the PoC Server:

· 1. SHALL generate a 200 “OK” response as described in the sub-clause 7.3.2.1 “General”.
· 2. SHALL include a MIME SDP body with a SDP answer according to rules and procedures of  [RFC3264] and [RFC2327] with the following information:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The supported codecs; 

c) if another IP address or port is used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session according to rules and procedures of [RFC3605].

d) The supported Talk Burst Control Protocols and the port number(s) to be used for the Talk Burst Control Protocol.
· 3. SHALL send the SIP 200 “OK” response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.

· 4. SHALL interact with the User Plane as specified in [OMA-POC-UP] “Participating PoC Function procedure at initialization”.

· 5. SHALL act as a B2BUA for the duration of the PoC session according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub-clause.


7.3.2.2.2 Automatic-answer using Pre-established Session

If the Authenticated Originator's PoC Address or the Referred-by header in the initial SIP INVITE request are acceptedby the “allow-invite” action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC-XDMS] and the Answer Mode setting in the PoC Settings of the Invited PoC User is set to Automatic Answer then continue here. Otherwise the PoC Server SHALL perform the actions specified in subclause 7.3.2.2.3 “Manual answer”.
The PoC server:
· 1. SHALL validate that the Media Parameters are acceptable for the PoC Server and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps

· 2. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as described in the subclause 7.3.2.1 “General”.

a) Include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264] and [RFC2327] as follows:   

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number as specified by [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

· 3. SHALL send the SIP 200 "OK" Response to the SIP INVITE request according to the rules and procedures of  

3. SHALL interact with the User Plane as described in [OMA-POC-UP] “Participating PoC Function procedure at initialization”. When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.2.3 Manual-answer 

If the Authenticated Originator's PoC Address or the Referred-by header  in the initial SIP INVITE request are passed by the “allow-invite” action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC-XDMS] or the Answer Mode setting in the PoC Settings of the invited PoC User is set to Manual Answer then the PoC Server

:

· 1. SHALL, if the P-Alerting-Mode header is included with the value “MAO”, check the authorization of  the Authenticated Originator’s PoC Address to override the Invited PoC User’s Answer Mode setting  and if authorized continue as specified in subclause 7.3.2.2.1 “Automatic answer on demand” or as specified in subclause 7.3.2.2.2 “Automatic answer using Pre-established session” depending on if a Pre-established Session exists or not. If not authorized continue with the following steps.

· 2. SHALL determine if the PoC Server stays in the media path and Talk Burst Control message path or not, as specified in  [OMA-PoC-UP] ”User Plane routing”.
· 3. SHALL, if the PoC Server stays on the media path the PoC Server

a) SHALL either

i. generate a SIP INVITE request as specified in  subclause 7.3.2.1 “General” if a Pre-established Session is not going to be used; or,
ii. generate a SIP re-INVITE according to the  rules and procedures of  [RFC3261] if a Pre-established Session is going to be used.
b) SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:

i. The IP address and port number at the PoC Server for the RTP Session.

ii. A list of codecs supported by the PoC Server.

iii. If another IP address or port number is used instead of the default IP address and port number as specified by [RFC3550], set the IP address and port number at the PoC Server for the RTCP session according to the rules and procedures of [RFC3605].

iv. The offered Talk Burst Control Protocols and the port number(s) for the Talk Burst Control Protocol.

c) SHALL Continue, for the duration of the SIP session, acting as a B2BUAaccording to the rules and procedures of [RFC 3261].

· 4. SHALL, if the PoC Server does not stay in the media path, 
a) for the duration of the SIP Session and as long as the PoC Client is a Participant in the PoC Session, act as a SIP proxy according to the rules and procedures of [RFC 3261]; and,

b) use the content of the received SIP INVITE to generate the SIP INVITE request according to rules and procedures in [RFC3261].

· 5. SHALL include the P-Alerting-Mode header set to “Manual”.

· 6. SHALL send the SIP INVITE request towards the PoC Client according to the rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 “Ringing” response to the SIP INVITE request the PoC Server:

· 1. SHALL generate a SIP 180 “Ringing” response as specified in subclause 7.3.2.1 “General” if acting as a B2BUA;
· 2. SHALL generate a SIP 180 “Ringing” response according to the rules and procedures of [RFC3261] if acting as a SIP proxy.

· 3. SHALL send the SIP 180 “Ringing” response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core;

Upon receiving a SIP “200 OK” response to the SIP INVITE request the PoC Server:

· 1. SHALL, if the PoC Server acts as B2BUA the PoC Server 

a) SHALL generate a “200 OK” response as specified in the subclause 7.3.2.1 “General”.

b) SHALL include a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected Codec;

iii. if another IP address or port number is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP session according to the rules and procedures of  [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

c) SHALL interact with the User Plane as specified in [OMA-POC-UP] “Participating PoC Function procedure at initialization”.

· 2. SHALL, if the PoC Server acts as a SIP proxy the PoC Server

a) SHALL generate a SIP “200 OK” response according to the rules and procedures of [RFC3261].

b) SHALL include the same MIME SDP body as the SDP answer received in the SIP “200 OK” response.

· 3. SHALL send the SIP 200 “OK” response to the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to the rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to the rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

--- 10th change ---

7.3.2.7 Group Advertisement request

Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header  and a PoC Address in the Request -URI served by the PoC Server performing the Participating PoC Function the PoC Server: 

· 1. SHALL check if the Authenticated Originator's PoC Address in the initial SIP MESSAGE request is passed or accepted by the “allow-invite” action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC-XDMS] and if not the Participating PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps
;

· 2. SHALL forward the SIP MESSAGE request towards the PoC Client according to rules and  procedures of the SIP/IP core.

· 3. SHALL forward the SIP response as described below along the signalling path to the originating network when the invited PoC Client responds and a SIP response  is received from the invited PoC Address.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
--- 11th change ---

7.4.1.2 Instant Personal Alert procedure at terminating PoC Server

Upon receipt of a SIP MESSAGE request containing the PoC  feature tag  '+g.poc.talkburst' in the Accept-Contact header and the request includes a PoC Address in the Request-URI that is served by the PoC Server then, the PoC Server:

· 
1. SHALL check if the Authenticated Originator's PoC Address in the initial SIP MESSAGE request is passed or accepted by the “allow-invite” action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC-XDMS] and if not the Participating PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;  

· 2. SHALL check the terminating user's Incoming Instant Personal Alert Barring setting associated to the PoC Address received in the Request-URI. If the Incoming Instant Personal Alert Barring is activated the PoC Server performing the Participating PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network.. The response is sent along the signalling path. Otherwise, continue with the rest of the steps;

· 3. SHALL forward the SIP MESSAGE request towards the PoC Client of the terminating user according to rules and procedures of the SIP/IP core.

Upon receiving a SIP final response, forward the SIP final response along the signalling path towards the originating PoC Client. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
4 Intellectual Property Rights Considerations

None known.

5 Recommendation

It is proposed to discuss the provided material in the meeting and adopt the text to the CP.
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