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1 Reason for Change

In the PoC Consistency review resolution the comment 1548 resolving was allocated to Nokia.  This CR is a proposal for this clarification.  Also some other comments are covered.

R01: some other comments covered as allocated on the PoC WG 10.01.2005. 
	ID
	Open Date
	Spec
Section
	Description
	Status

	1548
	2004.12.06
	CP 6.1.12.1
	Technical

On receipt of the SIP 200 "OK" response the PoC Client:

Checking that the request was accepted needs to be added.

(OMA-POC-2004-1118)
	[2004.12.13]

AI: Nokia to write contribution for clarification
Taken account in this contribution.

	1640
	2004.12.06
	CP 7.3.1.12.2
	Technical

3. SHALL remove the Session priority attribute in the SDP payload in case  the request will be forwarded to Controlling PoC Function

Modify to

3. SHALL remove the Session priority parameter in the SDP payload when the request is forwarded to Controlling PoC Function and the PoC Server supports the Session Priority.

(OMA-POC-2004-1118)
	Taken account in R01.

	1641
	2004.12.06
	CP 7.3.1.12.2
	Editorial

4. SHALL generate a SIP 200 "OK" containing the SDP answer that indicates the selected priority value.

Modify to 

4. SHALL generate a SIP 200 "OK" containing an SDP answer that indicates the selected priority parameter according to rules and procedures of [RFC2337] and [RFC3264].

(OMA-POC-2004-1118)
	[2004.12.06]

Valid comment.

AI: correction assigned to CP Editor
Taken account in this contribution.

	2084
	2004.12.06
	CP 7.3.1.12 and sub clauses
	Editorial:

Change “Simultaneous Sessions” to “Simultaneous PoC Sessions” several times.

(OMA-POC-2004-1132)
	[2004.12.07]

Valid comment.

AI: correction assigned to CP Editor
Taken account in this contribution.

	1067
	2004.12.01
	CP 7.3.1.12.2
	Editorial: 

Session priority value --> PoC Session priority value in 5 places

(OMA-POC-2004-1104)
	[2004.12.03]

Valid comment.

AI: correction assigned to CP Editor
Taken account in this contribution.

	1179
	2004.12.01
	CP 7.3.1.12.2
	As defined in C.3.2 the “poc-group-scan” has value “normal” or “selected”.

In (2a) replace “0” → “normal”

In (2b) replace “1” → “selected”

(OMA-POC-2004-1106)
	Proposed to reject.  C3.2 should be removed.

	1180
	2004.12.01
	CP 7.3.1.12.3
	As defined in C.3.2 the “poc-lock” has value “lock” or “unlock”.

In (2a) replace “poc_lock” → “poc-lock” and “1” → “lock”

In (2b) replace “poc_lock” → “poc-lock” and “0” → “unlock

(OMA-POC-2004-1106)
	Proposed to reject in R01.  C.3.2 should be removed.

	1181
	2004.12.01
	CP 7.3.1.12.3
	What’s the difference between (2a) and (2b)? In both cases the server follows the reference in [OMA-PoC-UP].

Perhaps these bullets can be merged.

(OMA-POC-2004-1106)
	Clarified 2a) and 2b) differences in R01.

	1182
	2004.12.01
	CP 7.3.1.12.3
	In last paragraph and note 3 please replace “unlocked” → “unlock”.

(OMA-POC-2004-1106)
	Taken account in the R01, but the wording is changed, because definitions in C.3.2 are not anymore valid.

	1638
	2004.12.06
	CP 7.3.1.12.2
	Technical

1. SHALL validite that the the Session priority in the SDP offer is acceptable to Poc Server and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps; 

Correct validate 

Do we include SDP in the body of the 488 response that indicates what media parameters would be acceptable?

(OMA-POC-2004-1118)
	“Validate” covered.

SDP in 488 will be covered in another contribution..

	1639
	2004.12.06
	CP 7.3.1.12.2
	Technical

2. SHALL check the Session priority value;

a) if the PoC Session priority value ‘poc-group-scan’ is 0 then the PoC Server SHALL set the Session priority to secondary, perform procedures specified in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User”;

Need to cover the case when no poc-group-scan parameter is included

Modify to:

2. SHALL check the Session priority parameter if included in the SDP offer;

a) if the PoC Session priority parameter ‘poc-group-scan’ is 0 or no 'poc-group-scan' parameter is included then the PoC Server SHALL set the Session priority to secondary, perform procedures specified in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User”;

(OMA-POC-2004-1118)
	Taken account in this contribution.

	1643
	2004.12.06
	CP 7.3.1.12.3
	Technical

2. SHALL check the Poc Session locking value;

a) if the PoC Session locking value ‘poc_ lock’  is 1 then the PoC Server SHALL perform procedures as specifed in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User” ; 

b) if the PoC Session locking value ‘poc_lock’ is 0 then the PoC Server SHALL perform procedures as specified in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User” 

Need to cover the case when no poc_lock parameter is included

2. SHALL check the Poc Session locking parameter if included in the SDP offer;

a) if the PoC Session locking parameter ‘poc_ lock’  is 1 or no 'poc_lock' parameter is included then the PoC Server SHALL perform procedures as specifed in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User” ; 

b) if the PoC Session locking parameter ‘poc_lock’ is 0 then the PoC Server SHALL perform procedures as specified in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User” 

And delete "The PoC Server SHALL set the locking value by default to "unlocked" if the PoC Client does not indicate the locking in the initial request." As it is now normatively covered unambiguously

(OMA-POC-2004-1118)
	Taken account in the R1.

	1644
	2004.12.06
	CP 7.3.1.12.3
	Technical

3. SHALL remove the Poc Session locking attribute in the SDP payload in case the request will be forwarded to the PoC Server performing the Controlling PoC Function.

3. SHALL remove the Poc Session locking parameter in the SDP payload when the request is to the PoC Server performing the Controlling PoC Function and the PoC Server supports Session locking 

(OMA-POC-2004-1118)
	Taken account in this contribution.

	1645
	2004.12.06
	CP 7.3.1.12.3
	Editorial

4. SHALL generate a SIP 200 "OK" containing the SDP answer that indicates the selected locking parameter:

Modify to:

4. SHALL generate a SIP 200 "OK" containing the SDP answer that indicates the selected locking parameter according to rules and procedures of [RFC2337] and [RFC3264].

(OMA-POC-2004-1118)
	[2004.12.06]

Valid comment.

AI: correction assigned to CP Editor
Taken account in this contribution.

	2089
	2004.12.06
	CP 7.3.1.12.3
	Editorial:

Upon receiving an INVITE or UPDATE or re-INVITE request containing the Session locking attribute in the SDP offer as specified in C.3.2 “SDP Simultaneous Sessions MIME registration” the PoC Server:

To

Upon receiving a SIP INVITE or SIP UPDATE or SIP re-INVITE request containing the PoC Session locking attribute in the SDP offer as specified in C.3.1 “Talk Burst Control Protocol MIME registration” the PoC Server:

(OMA-POC-2004-1132)
	Taken account in this contribution – also in 7.3.1.12.2.

	2090
	2004.12.06
	CP 7.3.1.12.3
	Editorial:

Change “Poc” to “PoC” in the bullet 2.

(OMA-POC-2004-1132)
	[2004.12.07]

Valid comment.

AI: correction assigned to CP Editor
Taken account in this contribution.

	2091
	2004.12.06
	CP 7.3.1.12.3
	Technical:

Add in the bullet 2. a) after SHALL

“set PoC Session locked and”. 

(OMA-POC-2004-1132)
	Taken account in the R01.

	2092
	2004.12.06
	CP 7.3.1.12.3
	Technical:

Add in the bullet 2. b) after SHALL

“set PoC Session unlocked and”. 

(OMA-POC-2004-1132)
	Taken account in the R01.

	2093
	2004.12.06
	CP 7.3.1.12.3
	Editorial:

Change in the NOTE 3 “lockin” to “locking”.

(OMA-POC-2004-1132)
	[2004.12.07]

Valid comment.

AI: correction assigned to CP Editor
Taken account in this contribution.

	
	
	
	
	

	
	
	
	
	


2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To make the corrections according to the chapter below:

6 Detailed Change Proposal

6.1.12 Simultaneous PoC Session control procedures

The PoC Client MAY use Simultaneous PoC Session control procedures if Simultaneous PoC Sessions are supported by the Home PoC Network.

6.1.12.1 PoC Client setting PoC Session priority

The PoC Client MAY set a PoC Session priority while initiating a PoC Session with a SIP INVITE request or at any time later when a valid PoC Session exists with a SIP UPDATE or SIP re-INVITE request. 

When the PoC User wants to change PoC Session priority the PoC Client:

· 1. SHALL generate a SDP offer using a SIP INVITE or re-INVITE or UPDATE request as specified in subclause 6.1.4.1 "General";

· 2. SHALL include a MIME SDP body with the PoC Session attribute “poc-group-scan” according to subclause C.3.2 “SDP Simultaneous Sessions MIME registration”,

· 3. SHALL send the SIP request towards the PoC Server according to rules and procedures of the SIP/IP core.
On receipt of the SIP 200 "OK" response the PoC Client:
· 1. SHALL check and store the attribute “poc-group-scan” in the SDP answer,
· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Simultaneous PoC Sessions"

If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed setting. 

The PoC Client MAY indicate the PoC Session priority and locking setting in the same SIP request.

6.1.12.2 PoC Client handling of PoC Session locking

The PoC Client MAY request to lock itself in a particular PoC Session while initiating a PoC Session with a SIP INVITE request or at any time later when a valid PoC Session exists with  a SIP UPDATE or SIP re-INVITE request. 

When the PoC User wants to change PoC Session locking state the PoC Client:

· 1. SHALL generate a SDP offer using a SIP INVITE or re-INVITE or UPDATE request as specified in subclause 6.1.4.1 "General";

· 2. SHALL include a MIME SDP body an PoC Session Locking attribute “poc_ lock” according to subclause C.3.2 “SDP Simultaneous Sessions MIME registration”,

· 3. SHALL send the request towards the PoC Server according to rules and procedures of the SIP/IP core.
On receipt of the SIP 200 "OK" response the PoC Client 

· 1. SHALL check and store the attribute “poc_lock” in the SDP answer,
· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Simultaneous PoC Sessions" 

If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed setting.

NOTE 1: The PoC Session locking is automatically released when the PoC Session is ended. 

NOTE 2: Sending a TBCP Talk Burst Request message from the PoC Client in a PoC Session will cause the locking value to change to “unlocked” in any other PoC Session.

The PoC Client MAY indicate PoC Session priority and PoC Session locking setting in the same SIP request.

7.3.1.12 Simultaneous PoC Session control procedures

7.3.1.12.1 General

The support of Simultaneous PoC Sessions is optional for the PoC Server. Following procedures in this subclause are only applicable in case the PoC Server supports the Simultaneous PoC Sessions.
7.3.1.12.2 PoC Session priority request

Upon receiving a SIP INVITE or SIP UPDATE or SIP re-INVITE request containing the PoC Session priority attribute as specified in C.3.1 “Talk Burst Control Protocol MIME registration”in the SDP offer the PoC Server:

· 1. SHALL validate that the PoC Session priority in the SDP offer is acceptable to PoC Server and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps; 
· 2. SHALL check the PoC Session priority parameter, if included in the SDP offer;

a) if the PoC Session priority parameter ‘poc-group-scan’ is 0 or no ‘poc-group-scan’ is included and the local policy allows then the PoC Server SHALL set the PoC Session priority to secondary, perform procedures specified in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User”;

b) if the PoC Session priority value ‘poc-group-scan’ is 1 and the local policy allows then the PoC Server SHALL set the PoC Session priority to primary and ensure that all other PoC Sessions have the secondary priority, and perform procedures specified in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User”.

· 3. SHALL remove the PoC Session priority attribute in the SDP payload when  the request is forwarded to Controlling PoC Function and the PoC Server supports the PoC Session priority.

· 4. SHALL generate a SIP 200 "OK" containing the SDP answer that indicates the selected priority  parameter according to rules and procedures of [RFC2337] and [RFC3264].
· 5. SHALL send the SIP 200 "OK" response to the SIP/IP Core along the signalling path.
NOTE 1: 
The PoC Server performing Participating PoC Function if not recognizing an attribute will ignore it and pass it towards PoC Server performing the Controlling PoC Function.  The PoC Server SHALL set the PoC Session priority by default to Secondary if the PoC Client does not indicate the priority in the request. 

NOTE 2: 
Only one PoC Session can be set a Primary PoC Session at the given time.

7.3.1.12.3 PoC Session locking request

Upon receiving a SIP INVITE or SIP UPDATE or SIP re-INVITE request containing the Session locking attribute in the SDP offer as specified in C.3.1 “Talk Burst Control Protocol MIME registration” the PoC Server:

· 1. SHALL validate that the Session priority in the SDP offer are acceptable to the PoC Server and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps;
· 2. SHALL check the PoC Session locking parameter if included in the SDP offer;

a) if the PoC Session locking value ‘poc_ lock’  is 1 then the PoC Server SHALL set PoC Session locked and perform procedures as specified in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User”; 

b) if the PoC Session locking value ‘poc_lock’ is 0 or no 'poc_lock' parameter is included then the PoC Server SHALL set PoC Session unlocked and perform procedures as specified in [OMA-PoC-UP] “Simultaneous PoC Session state diagram – per User” 
· 3. SHALL remove the PoC Session locking parameter in the SDP payload when the request is to the PoC Server performing the Controlling PoC Function and the PoC Server supports PoC Session locking.

· 4. SHALL generate a SIP 200 "OK" containing the SDP answer that indicates the selected locking parameter according to rules and procedures of [RFC2337] and [RFC3264].
· 5. SHALL send the SIP 200 "OK" response to the SIP/IP Core along the signalling path.

NOTE 1:
 The PoC Server performing the Participating PoC Function if not recognizing an attribute will ignore it and pass it towards the PoC Server performing the Controlling PoC Function.


NOTE 2: 
Only one PoC Session can be set locked at the given time. 

NOTE 3:
Receipt of a TBCP Talk Burst Request message from the PoC Client for a PoC Session will cause the locking to be changed to unlocked in any other PoC Session.















NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 7)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20040305]

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 7 (of 7)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20040305]

