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1 Reason for Contribution

See attachment.

R02: Moved to another contribution the case when privacy is requested in 200 OK (both client and server part).  Template changed.
2 Summary of Contribution

See attachment.  

3 Detailed Proposal

See attachment.
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4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed change to cover the consistency review comments is discussed and approved by the PoC WG.
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		Title:
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		Classification:
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 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical



		Source:

		Tapio Paavonen, Nokia, tapio.paavonen@nokia.com
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		n/a





1 Reason for Change


In the PoC Consistency review resolution the comment 1980 resolving will be (?) allocated to Nokia.  This CR is a proposal for this clarification.  Also some other comments are covered.


R01: Added comments 1174, 1175 and 1176.

R02: Moved to another contribution the case when privacy is requested in 200 OK( both client and server part).

		ID

		Open Date

		Spec
Section

		Description

		Status



		1980

		2004.12.06

		CP 6.2.1.1

		Technical:


Shall be defined what happens, when privacy is requested in 200 OK, but privacy is not allowed in the group.  In this subclause only a short note is needed, but in the server side is needed additional normative text.


Nokia will contribute.


(OMA-POC-2004-1132)

		Partially covered in this contribution.



		1996

		2004.12.06

		CP 6.2.4

		Technical:


Describe how the IPA MESSAGE is handled if anonymity is requested.


Nokia will contribute.


(OMA-POC-2004-1132)

		Not valid in the terminating PoC Client.  Withdrawn.



		1997

		2004.12.06

		CP 6.2.5

		Technical:


Describe how the GA MESSAGE is handled if anonymity is requested.


Nokia will contribute.


(OMA-POC-2004-1132)

		Not valid in the terminating PoC Client.  But shall be taken account in the PoC Server originating side.



		2034

		2004.12.06

		CP 7.2.1.12

		Technical:


Add bullet to state, that if anonymity is requested, then the request is rejected by 403 “Forbiden”.


Nokia to contribute.


(OMA-POC-2004-1132)

		Covered in this contribution.



		2051

		2004.12.06

		CP 7.2.2.2

		Technical:


Re-structure the last paragraph and add bullet to cover anonymity request in 200 OK.


Nokia to contribute. 


(OMA-POC-2004-1132)

		Covered in this contribution.



		2133

		2004.12.06

		CP 7.4.1.1 

		Technical:


Not defined what happens if privacy is requested in IPA.  Shall be clarified that the MESSAE request is rejected.


Nokia to contribute.


(OMA-POC-2004-1132)

		Covered in this contribution.



		

		

		

		

		



		

		

		

		

		





Should be taken account also that PoC RD says (see yellow highlighted part):


6.1.11 Privacy


A PoC service entity SHALL allow a PoC participant to hide his identity from all of the other PoC participants and SHOULD be able to hide his identity from some of the PoC participants.  However, a PoC group administrator SHOULD NOT be compelled to accept unidentified participants into a PoC session.

=> My interpretation is that privacy is not always allowed.


2 Impact on Backward Compatibility


None.


3 Impact on Other Specifications


None.


4 Intellectual Property Rights


Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.


5 Recommendation


To make the corrections according to the chapter below:


6 Detailed Change Proposal


6.1.9 PoC Client sending a Group Advertisement


Upon a request from a PoC User to send a Group Advertisement, the PoC Client: 


· 1. SHALL generate a SIP MESSAGE request according to  rules and procedures of  [RFC3428]; 


· 2. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.groupad' along with ‘require’ and ‘explicit’ parameters according to the rules and procedures of [RFC 3841];


· 3. SHALL include PoC specific content in form of application/vnd.poc.advertisement+xml indicating ‘'Group Advertisement’'. The content:

 a) SHALL include the Group Address; 

b) SHALL include the group type; and

c) MAY include the Display name; and 

d) SHALL optionally include text.  

· The exact content information is described in the Appendix C.1.1 "Group Advertisement";

· 4. SHALL set the Request-URI to a PoC Address of a PoC User, or to a PoC Group Identity identifying a Chat PoC Group or a Pre-arranged PoC Group, or to an exploder URI with a MIME uri-list body containing a list of PoC Addresses of PoC Users according to rules and procedures of [draft-uri-list-message][based on the PoC User's selection;


· 5. SHALL send the SIP MESSAGE request towards the PoC Server according to the procedures of the SIP/IP core.


NOTE:
Privacy cannot be applied with Group Advertisement. If anonymity is required by the sending PoC User Group Advertisement should not be sent.  If sent the PoC Server rejects the request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.8  PoC Client sending an Instant Personal Alert 


Upon a request from a PoC User to send a PoC Instant Personal Alert with a PoC Address identifying the receiving PoC Client, the PoC Client: 


· 1. SHALL construct a SIP MESSAGE request according to  rules and procedures of [RFC3428];


· 2. SHALL include Request-URI with the PoC Address of the PoC user to be alerted;


· 3. SHALL include an Accept-Contact header with the PoC feature-tag, '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to the rules and procedures of [RFC3841];


NOTE:
 It is has not been determined whether anything needs to be added about the value of the content-type


· 4. SHALL send the SIP MESSAGE request towards the SIP/IP Core according to rules and procedures of the SIP/IP core.


NOTE: 
Privacy cannot be applied with the Instant Personal Alert. If anonymity is required by the sending PoC User then the Instant Personal Alert should not be sent.  If sent the PoC Server rejects the request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.12  Group Advertisement request


Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header the PoC Server:


· 1. SHALL reject the SIP MESSAGE request with a SIP 403 “Forbidden” response if group advertisement is not supported by the PoC Server. Otherwise continue with next step.


· 2. SHALL check whether the PoC Group identified with the Group Identity in the Request-URI is hosted by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not hosted;


· 3. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response.  Otherwise, continue with the rest of the steps;

· 4. SHALL return a SIP 403 “Forbidden” response, if anonymity is requested. Otherwise, continue with the rest of the steps; 


· 5. SHALL obtain the PoC Addresses of the members belonging to the PoC Group;


· 6. SHALL send the SIP MESSAGE request towards each PoC Address as specified in the subclause 7.2.2.6 "Group Advertisement request";

· 7. SHALL send a SIP 202 "Accepted" response along the signalling path towards the initiating PoC Client , if the Request-URI identifies either:


a) Chat PoC Group, or


b) Pre-arranged PoC group, or


c) An Exploder URI with a MIME type body containing an URI-list of PoC Addresses of the PoC Users, as specified in [draft-uri-list-message].


NOTE: 
If a Group Advertisement is sent to a single recipient then the PoC Server shall forward the response when it receives it from the terminating PoC Client.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


7.3.1.11  Group Advertisement request


Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header field and an identity in the Request-URI not hosted at this PoC Server the PoC Server: 


· 1. SHALL return a SIP 403 “Forbidden” response, if anonymity is requested. Otherwise, continue with the rest of the steps;

· 2. SHALL check the Authenticated Originator's PoC Address of the PoC user for permission to send a Group Advertisement, and if the PoC User is not allowed to send a Group Advertisement the PoC Server SHALL send a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;;


· 3. SHALL forward the SIP MESSAGE request to the SIP/IP Core. 

Upon receiving a SIP final response, forward the final response along the signalling path towards the initiating PoC Client

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


7.4.1.1 Instant Personal Alert procedure at Originating PoC Server


Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.talkburst' in the Accept-Contact header , the PoC Server:


· 1. SHALL return a SIP 403 “Forbidden” response, if anonymity is requested. Otherwise, continue with the rest of the steps;


· 2. SHALL check whether the Authenticated Originator's PoC Address is of a PoC User that is allowed to send an Instant Personal Alert and if it is not the PoC Server serving the originating PoC Client SHALL respond with a SIP 403 “Forbidden” response to the PoC Client . Otherwise, continue with the rest of the steps;


· 3. SHALL forward the SIP MESSAGE request to the SIP/IP Core.


Upon receiving a SIP final response, forward  the SIP final response along the signalling path towards the originating PoC Client.  


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 


NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.


THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.


USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.


THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.


© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20040305]


© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 3 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20040305]




