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1 Reason for Contribution

This contributions provides a requested proposal on how to solve the following comments agreed to be valid during the consistency review conference calls:

Chapter 2

	1147
	2004.12.01
	CP 2.1
	The [draft-conference-draft] reference is old. It’s recommended to use the “07” instead of 06 as below:

http://www.ietf.org/internet-drafts/draft-ietf-sipping-conference-package-07.txt

(OMA-POC-2004-1106)
	[2004.12.13]

AI: Siemens to check the version and parameters included int he draft.

	1148
	2004.12.01
	CP 2.1
	The [draft-norefersub] should be referenced (will be used in 6.1.7).

draft-ietf-sip-refer-with-norefersub-00.txt

(OMA-POC-2004-1106)
	[2004.12.13]

AI: Siemens to write contribution

	2279
	2004.12.06
	CP 2.1
	Technical:

Add the following as a new step after the “first” step 4:

“MAY in case only one PoC User is invited include “norefersub” option tag in a Require header according to rules and procedures of draft-olson-sipping-refer-extensions-01;”

Add the mentioned Internet-Draft to the sub-clause 2.1 Normative References.

(OMA-POC-2004-1141)
	[2004.12.13]

Check Siemens contribution

	2286
	2004.12.06
	CP 2.1
	Technical:

Add the following as a new step after the step 4:

“MAY include “norefersub” option tag in a Require header according to rules and procedures of draft-olson-sipping-refer-extensions-01;”

Add the mentioned Internet-Draft to the sub-clause 2.1 Normative References.

(OMA-POC-2004-1141)
	[2004.12.13]

Check Siemens contribution

	2414
	2004.12.07
	CP 2.1
	Technical:

Add the following as a new step after the step 4:

Add:

“MAY include “norefersub” option tag in a Require header according to rules and procedures of draft-olson-sipping-refer-extensions-01;”

Add the mentioned Internet-Draft to the sub-clause 2.1 Normative References.

(OMA-POC-2004-1142)
	[2004.12.13]

Check Siemens contribution


Chapter 6

	1153
	2004.12.01
	CP 6.1.3.2.2
	The bullet 4a could lead to misinterpretation that SIP URI is included in Refer-To.

Please clarify that the “Refer-To” contains a “CID URI as defined in [RFC 2392] identifying the body part containing the resource list body” and not “the identity of the URI list”

(OMA-POC-2004-1106)
	[2004.12.13]

Valid, contribution requested.

AI: Siemens to write contribution

	1158
	2004.12.01
	CP 6.1.7 (4b)
	Please clarify that the “Refer-To” contains a “CID URI as defined in [RFC 2392] identifying the body part containing the resource list body” and not “the identity of the URI list”

(OMA-POC-2004-1106)
	

	1161
	2004.12.01
	CP 6.1.9 (4)
	Please clarify that the “Refer-To” contains a “CID URI as defined in [RFC 2392] identifying the body part containing the resource list body” and not “the identity of the URI list”

(OMA-POC-2004-1106)
	


Chapter 7

	247 (245)
	2004.11.30
	CP 7.3.1.4
	Whole checking procedure regarding feature-tag, authenticated user, … is missing.

The paragraph below should be added into this subcluase after the first line and before the first below:

“1. SHALL check that the Contact header includes the feature-tag '+g.poc.talkburst' as a caller capability and if it is not included the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

2. SHALL perform the actions to verify the PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

3. SHALL validate that the new Media Parameters are acceptable by the PoC Server when staying on the media path and Talk Burst Control path and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps;”

(OMA-POC-2004-1091)
	[2004.12.03]

Valid comment.

The proposal was not fully discussed.

AI: contribution assigned to Siemens

	249 (247)
	2004.11.30
	CP 7.3.1.5
	Missing description of generating NOTIFY reporting progress.

This text is aligned with 7.2.1.8 but not needs some condition checking before as in 7.2.1.8, because in 7.3.1.5 always only one INVITE request is generated.

“e) SHALL generate and send SIP NOTIFY request as specified in 7.2.1.8 based on the progress of the invitation.”

(OMA-POC-2004-1091)
	[2004.12.03]

Valid comment.

AI: contribution assigned to Siemens

	253 (251)
	2004.11.30
	CP 7.3.1.10.3
	Also session setup of pre-arranged and chat group session has to be included here:

“1. SHALL check if there is a PoC Session established within the Pre-established Session as specified in subclause 6.1.4.2.2 “PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session” [or 6.1.4.2.3 “PoC Client initiates a Pre-arranged or Chat PoC  Group Session]. If there is then the PoC Server”

Note: Inside [ ] added.

(OMA-POC-2004-1091)
	[2004.12.03]

Valid comment.

The proposal was found inappropriate, needs correction.

AI: contribution assigned to Siemens


R01 includes consistency review report comments and other comments to 7.3.1.10.3 agreed taken during the Vienna meeting:
	2081
	2004.12.06
	CP 7.3.1.10.3
	Technical:

Reword the bullet 2 to say:

“2. SHALL check if there is a PoC Session using  the Pre-established Session, but the PoC Session is controlled by another PoC Server, then the PoC Server:”

(OMA-POC-2004-1132)
	[2005.01.10]

Editor will take care of this comment.


R2: includes some editorial comment taken during the presentation of revision 1
2 Summary of Contribution

This contribution is a summary of all Siemens AI on the CP collected during the consistency review by now not handled in separate input contributions.

3 Detailed Proposal

--- 1st change ---

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[RFC2046]
	IETF: RFC 2046 (November 1996) "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types",

URL http://www.ietf.org/rfc/rfc2046.txt

	[RFC2119]
	"Key words for use in RFCs to Indicate Requirement Levels", S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	"Augmented BNF for Syntax Specifications: ABNF". D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[RFC2327]
	IETF RFC 2327 (April 1998): "SDP: Session Description Protocol", 

URL: http://www.ietf.org/rfc/rfc2327.txt

	[RFC3108]
	IETF RFC 3108 (May 2001): "Conventions For the Use of The Session Description Protocol (SDP) for ATM Bearer Connections",

URL:http://www.ietf.org/rfc/rfc3108.txt

	[RFC3261]
	IETF RFC 3261 (June 2002): "SIP: Session Initiation Protocol", URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3262]
	IETF RFC 3262 (June 2002): "Reliability of Provisional Responses in the Session Initiation Protocol (SIP)",

URL:http://www.ietf.org/rfc/rfc3262.txt

	[RFC3264]
	IETF RFC 3264 (June 2002): "An Offer/Answer Model with the Session Description Protocol (SDP)",

URL:http://www.ietf.org/rfc/rfc3264.txt

	[RFC3265]
	IETF RFC 3265 (June 2002): "Session Initiation Protocol (SIP)-Specific Event Notification",

URL:http://www.ietf.org/rfc/rfc3265.txt

	[RFC3311]
	IETF RFC 33 11 "The Session Initiation Protocol (SIP) UPDATE Method",

URL:http://www.ietf.org/rfc/rfc3311.txt

	[RFC3312]
	IETF RFC 3312 (October 2002) “Integration of Resource Management and Session Initiation Protocol (SIP)”

URL:http://www.ietf.org/rfc/rfc3312.txt

	[RFC3320]
	IETF RFC 3320 (January 2003): "Signaling Compression (SigComp)", 

URL: http://www.ietf.org/rfc/rfc3320.txt

	[RFC3321]
	IETF RFC 3321 (January 2003): "Signaling Compression (SigComp) - Extended Operations", URL: http://www.ietf.org/rfc/rfc3321.txt

	[RFC3325]
	IETF RFC 3325 "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks",

URL:http://www.ietf.org/rfc/rfc3325.txt

	[RFC3420]
	IETF RFC 3420 (November 2002): "Internet Media Type message/sipfrag", 

URL:http://www.ietf.org/rfc/rfc3420.txt

	[RFC3428]
	IETF RFC 3428 (December 2002):  "Session Initiation Protocol (SIP) Extension for Instant Messaging",

URL:http://www.ietf.org/rfc/rfc3428.txt

	[RFC3485]
	IETF RFC 3485(February 2003): "The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)", 

URL: http://www.ietf.org/rfc/rfc3485.txt

	[RFC3486]
	IETF RFC3486(February 2003): "Compressing the Session Initiation Protocol (SIP)", 

URL: http://www.ietf.org/rfc/rfc3486.txt

	[RFC3515]
	IETF RFC 3515 (April 2003): "The Session Initiation Protocol (SIP) REFER Method", URL:http://www.ietf.org/rfc/rfc3515.txt

	[RFC3605]
	IETF RFC 3605 (October 2003): "Real Time Control Protocol (RTCP) attribute in Session Description Protocol (SDP)",

URL:http://www.ietf.org/rfc/rfc3605.txt

	[RFC3840]
	IETF RFC 3840 (August 2004):  "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)".

URL:http://www.ietf.org/rfc/rfc3840.txt

	[RFC3841]
	IETF RFC 3841(August 2004):  "Caller Preferences for the Session Initiation Protocol (SIP)",

URL:http://www.ietf.org/rfc/rfc3841.txt

	[RFC3892]
	IETF RFC 3892 (September 2004):"The Session Initiation Protocol (SIP) Referred-By Mechanism",

URL:http://www.ietf.org/rfc/rfc3892.txt

	[RFC3903]
	IETF RFC 3903 (October 2004):"Session Initiation Protocol (SIP) Extension  for Event State Publication",

URL:http://www.ietf.org/rfc/rfc3903.txt

	[draft-no-refersub]
	draft-ietf-sip-refer-with-norefersub-00.txt (October 2004): "Referring to Multiple Resources in the Session Initiation Protocol (SIP)", expires April 2005.

http://www.ietf.org/internet-drafts/draft-ietf-sip-refer-with-norefersub-00.txt

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

	[draft-URI-list]
	draft-ietf-sipping-uri-list-conferencing-01 (September 2004):  "Conference Establishment Using Request-Contained Lists in the Session Initiation Protocol (SIP)", expires March 2005. http://www.ietf.org/internet-drafts/draft-ietf-sipping-uri-list-conferencing-01.txt
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

	[draft-conference-state]
	draft-ietf-sipping-conference-package-08 (December 2004): "A Session Initiation Protocol (SIP) Event Package for Conference State" , expires June 2005
URL:http://www.ietf.org/internet-drafts/draft-ietf-sipping-conference-package-08.txt
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

	[draft-ietf-sip-session-timer]
	draft-ietf-sip-session-timer-15(July 2004): "Session Timers in the Session Initiation Protocol (SIP)", expires January 2005
http://www.ietf.org/internet-drafts/draft-ietf-sip-session-timer-15.txt
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

	[draft-multiple-refer]
	draft-ietf-sipping-multiple-refer-01 (September 2004): "Refering to Multiple Resources in the Session Initiation Protocol (SIP)", expires March 2005.

http://www.ietf.org/internet-drafts/draft-ietf-sipping-multiple-refer-01.txt
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

	[draft-poc-isb-am]
	draft-garcia-sipping-poc-isb-am-00 (October 2004): "Session Initiation Protocol (SIP) Event Package and Data Format for Incoming Session Barring and Answer Mode in support for the Push-to-talk Over Cellular (PoC) service", expires April 2005,

http://www.ietf.org/internet-drafts/draft-garcia-sipping-poc-isb-am-00.txt

	[draft-poc-p-headers]
	draft-allen-sipping-poc-p-headers-00 (November 2004): "Private Header (P-Header)Extensions to the Session Initiation Protocol (SIP) for the Open Mobile Alliance (OMA) Push to talk over Cellular (PoC)", expires May 2005,

http://www.ietf.org/internet-drafts/draft-allen-sipping-poc-p-headers-00.txt
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

	[draft-uri-list-message]
	draft-ietf-sipping-uri-list-message-01 (October 2004) “Multiple-Recipient MESSAGE Requests in the Session Initiation Protocol (SIP)” expires April 2005.

http://www.ietf.org/internet-drafts/draft-ietf-sipping-uri-list-message-01.txt
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

	[3GPP2 X.S0013.4]
	3GPP2 X.S0013.4 "All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3"
http://www.3gpp2.com/Public_html/specs/X.S0013-004-0_v1.0_022604.pdf

	[TS24.229]
	3GPP TS 24.229 "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3" (Release 6) http://www.3gpp.org/ftp/Specs/latest/Rel-6/24_series/

	[OMA-PoC-UP]
	OMA Push to talk over Cellular (PoC) – User Plane

	[POC XDM Specification]
	OMA-PoC_XDM_Specification-V1_0.


--- 2nd change ---

6.1.3.2.2 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or 1-1 PoC Session within a Pre-established Session the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2.SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;

· 3. SHALL  in case of a 1-1 PoC Session set the Refer-To header of the SIP REFER request to the PoC Address of the invited PoC User according to rules and procedures of [RFC3515]; 

· 4. SHALL in case of Ad-hoc PoC Group Session modify the SIP REFER request according to rules and procedures of  [draft-multiple-refer] with the following clarifications:

a) include in the Refer-To header of the SIP REFER request a URL identifying the body part containing the MIME resourcelist body with the Invited PoC Users 

c) include a MIME resource-lists body according to rules and procedures of [draft-multiple-refer] with the list of the Invited PoC Users.

· 4. SHALL include the "'method'" parameter with the value "INVITE" in the Refer-To header;

· 5. SHALL set the Accept-Contact header of the SIP REFER request to '+g.poc.talkburst';

· 6. SHALL include value “id” in the Privacy header if anonymity is requested according to rules and procedures of [RFC3323] and [RFC3325];

· 7. SHALL include a P-Alerting-Mode header with the value "MAO" according to the rules and procedures of  [draft-poc -p-headers] if the PoC User has requested Manual Answer Override.  

· 8. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to the rules and procedures of the SIP/IP core. 

Upon receiving a SIP 202 “Accepted” response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".  
Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP REFER request the PoC Client SHALL handle the request according to rules and procedures of [RFC3515]. The PoC Client MAY display information to the PoC User based on the information in the SIP NOTIFY request. 

NOTE:
The PoC Server does not send any SIP NOTIFY request in case more than one PoC User is invited.

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

--- 3rd change ---

6.1.7 PoC Client adding PoC User(s) to a PoC Session

Upon receiving a request from the PoC User to add one or more PoC Users to an ongoing PoC Session, the PoC Client:

· 1. SHALL generate a SIP REFER request according to the rules and procedures of [draft-multiple-refer] or [RFC3515].

· 2.  SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

· 3. SHALL if only one PoC User is invited set the Refer-To header of the SIP REFER request to the PoC Address of the invited PoC User, and skip the next step;

· 4. SHALL modify the SIP REFER request according to rules and procedures of  [draft-multiple-refer] and the PoC Server:

a) SHALL include a Refer-To header with a URL identifying the body part containing the MIME resource-list body according to rules and procedures of [draft-multiple-refer];

b) SHALL include a MIME resource-list body with the list of the PoC Users to be added according to rules and procedures of [draft-multiple-refer];

· 5. MAY include in the Require header the option-tag “norefersub” according to rules and procedures of [draft-multiple-refer];

· 6.  SHALL include the "method" parameter with the value "INVITE" in the Refer-To header;
· 7. SHALL include value ”id”  in a Privacy header if anonymity is requested according to rules and procedures of [RFC3323] and [RFC3325]. 

NOTE :
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [POC XDM Specification] the PoC Session will not be allowed by the PoC server hosting the PoC Group. 

· 8. SHALL include a P-Alerting-Mode header with the value "MAO" according to the rules and procedures of  [draft-poc -p-headers] if the PoC User has requested Manual Answer Override.  

· 9.  SHALL send the SIP REFER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core. 

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP REFER request, the PoC Client SHALL handle the request according to the rules and procedures of [RFC3515]. The PoC Client MAY display information to the PoC User based on the information in the SIP NOTIFY request. 

NOTE:
The PoC Server does not send any SIP NOTIFY request in case more than one PoC User is invited or if the PoC Client inserted the option-tag “norefersub” in the Require header when only one PoC User is invited..

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
--- 4th change ---

6.1.9 PoC Client sending a Group Advertisement

Upon a request from a PoC User to send a Group Advertisement, the PoC Client: 

· 1. SHALL generate a SIP MESSAGE request according to  rules and procedures of  [RFC3428]; 

· 2. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.groupad' along with ‘require’ and ‘explicit’ parameters according to the rules and procedures of [RFC 3841];

· 3. SHALL include PoC specific content in form of application/vnd.poc.advertisement+xml indicating ‘'Group Advertisement’'. The content:
 a) SHALL include the Group Address; 
b) SHALL include the group type; and
c) MAY include the Display name; and 
d) SHALL optionally include text.  
· The exact content information is described in the Appendix C.1.1 "Group Advertisement";
· 4. SHALL set the Request-URI to a PoC Address of a PoC User, or to a PoC Group Identity identifying a Chat PoC Group or a Pre-arranged PoC Group, or to a URL identifying the body part containing the MIME resource-list body of PoC Addresses of PoC Users according to rules and procedures of [draft-uri-list-message][based on the PoC User's selection;

· 5. SHALL send the SIP MESSAGE request towards the PoC Server according to the procedures of the SIP/IP core.

NOTE:
Privacy cannot be applied with Group Advertisement. If anonymity is required by the sending PoC User Group Advertisement should not be sent.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

--- 5th change ---

7.3.1.4 PoC Session initiation using On-demand Session

Upon receiving an initial SIP INVITE request that contains a Request-URI not hosted at this PoC Server either:

1. SHALL check that the Contact header includes the feature-tag '+g.poc.talkburst' as a caller capability and if it is not included the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

2. 2. SHALL perform the actions to verify the PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

3. 3. SHALL validate that the new Media Parameters are acceptable by the PoC Server when staying on the media path and Talk Burst Control path and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps
· 4. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session, when staying on the media path and Talk Burst Control path and;

· 5. SHALL generate a SIP INVITE request as specified in subclause 7.3.1.1 "General";

· 6. SHALL insert its address in the Contact-header of the SIP INVITE request. 

· 7. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP INVITE request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized then include a P-Alerting-Mode header with the value "MAO" otherwise the PoC Server SHALL return a SIP 403 “Forbidden” response and not continue with the rest of the steps.
· 8. SHALL include the media parameters of the PoC Server in the SIP INVITE request as follows:

a) SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. Set the supported codecs of the PoC Client; 

iii. If another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol.

· 9. SHALL send the SIP INVITE request towards the PoC server performing the Controlling PoC Function according to rules and procedures of the SIP/IP core.

or 

· 1. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the PoC Session, when not staying in media and Talk Burst Control message path the PoC Server;

· 2. SHALL forward the SIP INVITE request towards the PoC Server performing the Controlling PoC Function.

Upon receiving a SIP 180 "Ringing" response and when the PoC Server is acting as a B2BUA, the PoC Server 

· 1. SHALL generate a SIP 180 “Ringing” response to the SIP INVITE request as specified in the subclause 7.3.1.1 “General”.

· 2. SHALL forward the SIP 180 "Ringing" response to the PoC Client according to the rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response and when the PoC Server is acting as a SIP proxy the PoC Server SHALL forward the SIP response according to rules and procedures of [RFC3261].

Upon receiving a SIP 200 "OK" response, the PoC Server is acting  as a B2BUA

· 1. SHALL generate a SIP 200 "OK" response as specified in the subclause 7.3.1.1 “General”. 

· 2 SHALL include a MIME SDP body  as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a). The IP address and port number at the PoC Server for the RTP Session;

b) The selected codec; 

c) If another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

d) The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol and optionally “tb-granted” indication as specified in C.3 “SDP Extensions”.  

· 3. SHALL send the SIP 200 “OK” response to the PoC Client according to the rules and procedures of SIP/IP Core.

· 4. interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization".

· 5. SHALL include unmodified a P-Answer-State header if a P-Answer-State header was present in the incoming SIP 200 "OK" response.
· 6. SHALL send the SIP 200 "OK" response towards the initiating PoC Client

Upon receiving a SIP 200 "OK" response, when the PoC Server is acting  as a SIP proxy

· 1. SHALL forward the SIP 200 "OK" response toward the initiating PoC Client according to rules and procedures of [RFC3261] and SIP/IP Core.

· 2. SHALL Continue to act as a SIP proxy for the duration of the PoC Session.

Upon receiving a SIP final response other than a SIP 200 “OK”, the PoC Server SHALL forward the SIP final response along the signalling path towards the initiating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

--- 6th change ---

7.3.1.5 PoC Session initiation using Pre-established Session

Upon receiving a SIP REFER request where the “method” parameter in the Refer-To header is set to “INVITE” the PoC Server:

· 1. SHALL check whether the request is acceptable and if it isn’t return a SIP 4xx response according to rules and procedures of [RFC3515]. Otherwise, continue with the rest of the steps;
· 2. SHALL check the identity in the Request-URI and if it does not belong to a Pre-established Session owned by the PoC Server, then the PoC Server SHALL send the SIP REFER request back to the SIP/IP Core according to the procedures of the SIP/IP Core. Otherwise, continue with the rest of the steps;

· 3. SHALL send SIP 202 “Accepted” response according to rules and procedures of [RFC3515];

· 4. SHALL check the SIP URI in the Refer-To header whether it includes the Session-Type URI-parameter “adhoc”, “pre-arranged” or “chat” and if it does not include one of these Session Type URI-parameters, then continue at step 5..  Otherwise the PoC Server SHALL 

a) SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session;

b) SHALL generate a SIP INVITE request as specified in sub-clause 7.3.1.1 "General" using the URI out of the Refer-To in the SIP REFER request;

c) SHALL include the media parameters of the PoC Server in the SIP INVITE request as follows;
i. the SIP INVITE request SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows;
1. The IP address and port number at the PoC Server for the RTP Session;

2. Set the supported codecs of the PoC Client;

3. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605];
4. The offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol.
d) SHALL send the SIP INVITE request towards the PoC server performing the Controlling PoC Function according to rules and procedures of the SIP/IP core. Do not continue the rest step.
e) SHALL generate and send SIP NOTIFY request as specified in 7.2.1.8 based on the progress of the invitation

· 5. The PoC Server SHALL perform the procedures as specified in 7.2.1.8 “Adding Participants to PoC Session Request”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
--- 7th change ---

7.3.1.10.3 Pre-established Session termination request from PoC Client

Upon receiving a SIP BYE request from the PoC Client within a Pre-established Session the PoC Server:

· 1. SHALL check if there is a PoC Session using the Pre-established Session and the PoC Session is controlled by this PoC Server. If there is then the PoC Server 
a) SHALL perform the procedures as specified in subclause 7.2.1.9.2 “Leaving a PoC session request – pre-established case”;

· 2. SHALL check if there is a PoC Session using the Pre-established Session,  but the PoC Session is controlled by another PoC Server , then the PoC Server
a) SHALL generate a SIP BYE request and set the Request-URI to the PoC Session Identity;

b) SHALL send the SIP BYE request towards the Controlling PoC Function according to the procedures of the SIP/IP core;

Upon receiving a SIP 200 “OK” response for the SIP BYE request to remove the Pre-established Session, the PoC Server 

· 1. SHALL release User Plane resources towards the Controlling PoC Function as specified in [OMA-PoC-UP] “Participating PoC function procedures at PoC session termination”;

· 2. SHALL release User Plane resources associated with the SIP Session with the PoC Client;

· 3. SHALL send a 200 "OK" response to the PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

4 Intellectual Property Rights Considerations

None known.

5 Recommendation

It is proposed to discuss the provided material in the meeting and adopt the text to the CP.
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