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1 Reason for Contribution

This contribution proposes modifications to the PoC CP Specification, to resolve the following consistency review comment:

	ID
	Section
	Description

	1495
	CP 7.2.x.x
	“PoC Group members” is a vague and undefined term.  Propose to globally change this to “PoC Group Session Participants”.


Since, in some contexts, PoC Group Members have certain permissions/privileges allowed them (i.e. subscribing to conference-state event package, sent INVITE during session initiation, etc) it is important that the term be used consistently and correctly.
2 Summary of Contribution

This contribution proposes a definition for “PoC Group Member”, and corrects instances where it is misused in the CP Specification.
3 Detailed Proposal

3.2 Definitions
	PoC Group Member
	A PoC User on the predefined list of those who are to be invited during initial session establishment (in the case of Pre-arranged PoC Group), or allowed to join the session (in the case of Restricted Chat PoC Group).  Note: there are no PoC Group Members in an Ad-Hoc PoC Group or “open” Chat PoC Group.


[…]

6.1.10 PoC Client subscription to the conference state event package 

A PoC Client MAY subscribe to the Conference State Event Package by sending a SIP SUBSCRIBE request to obtain information of the status of a PoC Session. 

The PoC Client SHALL generate a SIP SUBSCRIBE request, using a new SIP-dialog, according to rules and procedures of [RFC3265] and [draft-conference-state]. The PoC Client: 

· 1. SHALL set the Request-URI of the SIP SUBSCRIBE request to PoC Session Identity or the PoC Group Identity 

· 2. SHALL include an Accept-Contact header with the PoC feature-tag +g.poc.talkburst along with ‘require’ and ‘explicit’ parameters according to the rules and procedures of [RFC 3841];

· 3. SHALL include in the SIP SUBSCRIBE request an User-Agent header to indicate the PoC release version; 
· 4. send the SIP SUBSCRIBE request towards the PoC Server according to rules and  procedures of the SIP/IP core.
The responses to the SIP SUBSCRIBE request SHALL be handled according to rules and procedures of [RFC3265] and [draft-conference-state], and the rules and procedures of the SIP/IP core with the clarifications given in this subclause.
Upon receiving a SIP 200 "OK" response to the SIP SUBSCRIBE request the PoC Client: 

· 1. SHALL store the content of the received Contact header as the PoC Session Identity for the PoC Group Session.

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP SUBSCRIBE request the PoC Client: 

· 1. SHALL handle the request according to rules and procedures of [RFC3265] and [draft-conference-state]. The PoC Client MAY display the current state information of the PoC Session or PoC Group to the PoC User based on the information in the SIP NOTIFY request body.

When needed the PoC Client SHALL terminate the subscription and indicate it terminated according to rules and procedures of [RFC3265].

The contents of the SIP NOTIFY request body is specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
[…]
7.2.1.1 Rejoining PoC Session request

Upon receipt of a SIP INVITE request that includes a Group Identity of an active PoC Session in the Request-URI the PoC Server:

· 1. SHALL perform actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 404 “Not Found” response. Otherwise, continue with the rest of the steps; 

· 3. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 4xx response to the originating network. Otherwise, continue with the rest of the steps;
· 4. SHALL check whether the privacy is allowed in this Group, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the PoC Server SHALL respond with a SIP 403 “Forbidden” error response to the originating network. Allowing privacy in the Group is defined using <provide-anonymity> element as specified in [POC XDM Specification].   Otherwise, continue with the rest of the steps;
· 5. SHALL accept the SIP request and generate  a SIP 200 "OK" response to the SIP request as specified in the subclause 7.2.1.1 “General”. 

· 6. SHALL include a MIME SDP body as a SDP answer in the SIP 200 “OK” response according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The selected codec; 

C) if another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

d) The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

· 7. SHALL send the SIP 200 “OK” response towards the PoC Client according to the rules and procedures of SIP/IP Core.

· 8. SHALL initiate the Talk Burst Control procedures as specified in [OMA-PoC- UP] "Controlling PoC Function procedures at PoC Session initialization".

NOTE:
A notification can be sent to PoC Clients which have subscribed to the conference state event package that a PoC User has joined in the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.2 Joining Chat PoC Group Session request

Upon receipt of a SIP INVITE request that includes a Group Identity, which identifies the Chat PoC Group in the request URI that is hosted in the PoC Server, the PoC Server: 

· 1. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL reject the request with  a SIP 404 “Not Found” response. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Group Identity is allocated and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not allocated;

· 3. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the PoC Server SHALL reject the request with a SIP 403 “Forbidden” response including "isfocus already assigned" text in the Warning header. Otherwise, continue with the rest of the steps;

· 4. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server SHALL reject the request with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 5. SHALL check whether the privacy is allowed in this Group, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the PoC Server SHALL respond with a SIP 403 “Forbidden” error response to the originating network. Allowing privacy in the Group is defined using <provide-anonymity> element as specified in [POC XDM Specification].  Otherwise, continue with the rest of the steps;

· 6. SHALL validate that the Media Parameters are acceptable for the PoC Server and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps;

· 7. SHALL check whether the Chat PoC Group Session already exists. If it doesn't exist, the PoC Server creates a Chat PoC Group Session. 

· 8. SHALL accept the SIP request and generate with a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 “General”. The SIP 200 "OK" response SHALL 

· a) include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected codec; 

iii. If another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol

· 9. SHALL send the SIP 200 “OK” response towards the PoC Client according to the rules and procedures of SIP/IP Core.

· 10. SHALL initiate the Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

· 11. SHALL send a notification to the PoC Clients which have subscribed to the conference state event package that a PoC User has joined in the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

[…]

7.2.1.3 Leaving PoC Session request

7.2.1.3.1 Leaving PoC Session request – On-demand Session case 

Upon receiving a SIP BYE request the PoC Server:

· 1. SHALL send a SIP 200 "OK" response towards the PoC Client according to the rules and procedures of the SIP/IP core;

· 2. SHALL release User Plane resource associated with the SIP Session towards the Participating PoC Function by interacting with the User Plane as specified in [OMA-POC-UP] "Controlling PoC Function Procedures at PoC Session termination" ;

· 3. SHALL check PoC Session termination policy and perform for each Participant of the PoC Session  the procedures as specified in the sub-clause 7.2.2.4 “Remove of PoC Participant from the PoC Session”, if needed;

· 4. SHALL send a notification to the PoC Clients which have subscribed to the conference state event package that a PoC User has left the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.3.2 Leaving PoC Session request – Pre-established Session case 

Upon receiving from the PoC Client a SIP REFER request with the method parameter set to value “BYE” in the Refer-To header the PoC Server:

· 1. SHALL perform the actions to verify the Authenticated Originators PoC Address of the PoC Client and authorize the request and if it is not authorized the PoC Server SHALL return a  SIP 403 “Forbidden” response;

· 2. SHALL generate a final response to the SIP REFER request according to rules and procedures of [RFC3515] and send it to the SIP/IP Core along the signalling path;

· 3. SHALL extract identity from the Refer-To header and 

a) if the identity is an identity of an existing PoC Session and the originator is participating in the PoC Session  then the PoC Server: 

i. SHALL remove the owner from the PoC Session by performing the procedures specified in subclause 7.3.2.6.2 “BYE request – on pre-established case”;

ii. SHALL check the PoC Session termination policy and perform for each Participant of the PoC Session  (except for the owner of the Pre-established Session) the procedures specified in subclause 7.2.2.4 “Remove of PoC Participant from the PoC Session”, if needed;

iii. SHALL send a notification of the current state of the PoC Session to the PoC Clients which have subscribed to the conference state event package, as specified in subclause 7.2.1.10 “PoC Session Participant Information Request”;

iv. SHALL check the subscription termination policy and for each PoC Client (except the owner of the Pre-established Session) terminate the existing subscription to the conference state event package, if needed;

b) if the identity is not an identity of an existing PoC Session or the originator is not participating in the PoC Session  then the PoC Server:

i. SHALL return a SIP 403 “Forbidden” response.

· 4. SHALL send SIP NOTIFY request(s) concerning the SIP REFER request according to rules and procedures of [RFC3515];
Upon receiving a SIP BYE request within a Pre-established Session the PoC Server:

· 1. SHALL perform for every Participant of the PoC Session (except for the owner of the Pre-established Session) the procedures as specified in subclause 7.2.2.4 “Remove of PoC Participant from the PoC Session”:

· 2. SHALL remove the owner from the PoC Session by performing the procedures as specified in subclause 7.3.2.6.2 “BYE request – on pre-established case”;

· 3. SHALL send a notification of the current state of the PoC Session terminating the existing subscription to the conference state event package for each PoC Client which has subscribed to the conference state event package, as specified in subclause 7.2.1.10 “PoC Session Participant Information Request”;

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Appendix E. The parameters to be provisioned for PoC service  (Normative)          
This Appendix describes the parameters that are needed for initiation of PoC service, as well as continues provisioning by service provider. These parameters are specified in Client Provisioning Application Characteristics document (AC file) and Device Management Management Object (DM MOs). The bootstrap function specfied in [Provisioning Bootstrap] and [OMA DM] SHALL be used to enforce the security of provisioning.  Existing parameters in [Provisioning Content] and [OMA DM] are re-used; those without corresponding parameters are defined in present specification and to be registered in OMNA through OMA official registration proceduress.  

· 1. APPID (Application ID): The application characteristics name for this application, to be used by DM Client to uniquely identify the application.
· 2. PROVIDER-ID: provides an identifier for the application service access point described by an APPLICATION characteristic. 

· 3. NAME: Application name. To be displayed in equipment, it's specific for each service provider.

· 4. TO-NAPID: This parameter allows an application to refer to a network access point with a matching NAPID parameter. It is only possible to refer to network access points defined within the same provisioning document.

· 5. TO-APPREF: The TO-APPREF parameter links the APPLICATION characteristics to another secondary APPLICATION characteristic with a matching APPREF parameter.
· 6. Conference Factory URI: A SIP URI used for setting up an Ad-hoc PoC Group or 1-1 PoC Session.

· 7. Max Ad-hoc Group size: Maximum number of Participants allowed for an Ad-hoc PoC Group PoC Session.

· 8. Pre-established Session support: A flag to inform whether the PoC Server supports the Pre-established Session functionality

· 9. Support for Simultaneous Sessions: A flag to inform whether the PoC Server supports Simultaneous Sessions functionality

· 10. Talk burst release timer: This parameter indicates the value of the talk burst release timer (T10) in milliseconds
· 11. Talk burst request timer: This parameter indicates the value of the talk burst request timer (T11) in milliseconds
· 12. PoC client end RTP media timer: This parameter indicates the value of the talk burst request timer (T13) in milliseconds
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve for inclusion in the latest version of the PoC CP Specification.
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