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1. Reason for Contribution

This contribution is made as a common effort during the last day in the Vienna meeting by the contributing companies in order to improve readability and correct errors in the chapter 7.1 “Determination of PoC Server role”.

2. Summary of Contribution

The contribution contains:

· Restructure of chapter 7.1 Determination of PoC Server role (A separate subchapter per SIP method to increase readability)

· Siplified algorithm to determine the PoC Server Role

· Updates in chapter belonging to resp. role inorder to align with new text in 7.1.

The B2 and B3 annex is added at the end of the contribution in order to simplifiy reading of this contribution.

3. Detailed Proposal

7  Procedures at the PoC Server

7.1   Determination of PoC Server role

This subclause describes how a PoC Server determines its role when receiving an initial or a stand-alone SIP request.
The behaviour in the PoC Server when receiving SIP requests within an existing SIP dialog is described under the respective PoC Server role.

Once the role is decided the role SHALL be kept until the SIP dialog is terminated or until the stand-alone transaction is done.
7.1.1    Reception of an initial SIP INVITE request
Upon receiving an initial SIP INVITE request the PoC Server:

1. SHALL if it is the mobile originating trigger detection point and

a) if the SIP URI corresponds to the Conference-factory-URI of the PoC service in the network served by the PoC Server but does not include a list of Users to invite the PoC Server SHALL perform the role of Participating PoC Function and continue as specified in subclause 7.3.1.2 "Pre-established Session";

b) otherwise the PoC Server SHALL perform the role of the Participating PoC Function as specified in 7.3.1.4 “PoC Session initiation using On-demand Session”.







2. SHALL if it is the mobile terminating trigger detection point and
· 
a) if the SIP URI corresponds to a known Pre-arranged PoC Group the PoC Server SHALL perform the role of  Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request"; or,
b) if the SIP URI corresponds to a known Chat PoC Group the PoC Server SHALL perform the role of  Controlling PoC Function and continue as specified in subclause 7.2.1.5 "Joining Chat PoC Group Session request"; or,

c) if the SIP URI corresponds to a PoC Session Identity generated by the PoC Server, the PoC Server SHALL perform the role of  Controlling PoC Function and continue as specified in subclause 7.2.1.4 "Rejoining PoC Session request"; or,
d) if the SIP-URI corresponds to a PoC User served by the PoC Server the PoC Server SHALL perform the role of  Participating PoC Function and continue as specified in subclause 7.3.2.2 "PoC Session invitation request"; or,

e) if the SIP URI is unknown to the PoC Server the PoC Server SHALL return a SIP 404 "Not Found" response.

7.1.2      Reception of a SIP REFER request
Upon receiving a SIP REFER request outside an existing SIP dialog the PoC Server SHALL return a SIP 481 "Call/Transaction Does Not Exist" response.
7.1.3      Reception of a SIP MESSAGE request
Upon receiving a SIP MESSAGE request containing the PoC feature-tag '+g.poc.talkburst' in the Accept-Contact header the PoC Server:

1.    SHALL 
if it is the mobile originating trigger detection point continue as specified in subclause 7.4.1.1 "Instant Personal Alert procedure at originating PoC Server".

2.    SHALL if it is the mobile terminating trigger detection point continue as specified in subclause 7.4.1.2 "Instant Personal Alert procedure at terminating PoC Server".

Upon receiving a SIP MESSAGE request containing the PoC feature-tag '+g.poc.groupad' in the Accept-Contact header the PoC Server SHALL:

1. SHALL if it is the mobile originating trigger detection point continue as specified in subclause 7.3.1.11 "Group Advertisement request".
2. SHALL if the mobile terminating trigger detection point and the Request-URI contains a SIP URI corresponding to a PoC Group known by the PoC Server, continue as specified in the subclause 7.2.1.12 "Group Advertisement request".
3. SHALL if it is the mobile terminating trigger detection point and the Request-URI contains a SIP-URI corresponding to a PoC User served by the PoC Server continue as specified in subclause 7.3.2.7 "Group Advertisement request".

7.1.4       Reception of a SIP subscribe request

Upon receiving a SIP SUBSCRIBE request outside of an existing SIP dialog the PoC Server:
· 1. SHALL if it is the mobile originating trigger detection point continue as specified in 7.3.1.7 “SIP SUBSCRIBE request”.
· 2. SHALL if it is the mobile terminating trigger detection point 
· continue as specified in subclause 7.2.1.11 "PoC Session Participant information Request".
· 
7.2.1.12    Group Advertisement request

Upon receipt of a SIP MESSAGE request containing the PoC feature-tag '+g.poc.groupad' in the Accept-Contact header the PoC Server:

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response if group advertisement is not supported by the PoC Server. Otherwise continue with next step.

· 2. SHALL check whether the Request-URI contains a PoC Group Identity hosted by the PoC Server or an Exploder URI known by the PoC Server. Otherwise perform the actions specified in subclause 7.5.2 "Conference URI does not exist";

· 3. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response.  Otherwise, continue with the rest of the steps; 

· 4. SHALL obtain the PoC Addresses of the members belonging to the PoC Group;

· 5. SHALL send the SIP MESSAGE request towards each PoC Address as specified in the subclause 7.2.2.6 "Group Advertisement request";
· -      6. SHALL send a SIP 202 "Accepted" response along the signalling path towards the initiating PoC Client.
a) 
b) 
c) 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.1.4      PoC Session initiation using On-demand Session

Upon receiving an initial SIP INVITE request that contains a Request-URI with a Conference Factory URI hosted on this PoC Server the PoC Server:

· 1. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP INVITE request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized then include a P-Alerting-Mode header with the value "MAO" otherwise the PoC Server SHALL return a SIP 403 "Forbidden" response and not continue with the rest of the steps.
· 2. SHALL also adapt the role of a Controlling PoC Function and continue as specified in the subclause 7.2.1.2 “Ad-hoc PoC Group and 1-1 PoC Session setup request”.

NOTE: 
The handling of SIP requests and SIP responses within the SIP dialoge created by this SIP INVITE request is described in the 7.2.1.2 “Ad-hoc PoC Group and 1-1 PoC Session setup request”.
Upon receiving an initial SIP INVITE request containing a Request-URI that is not a Conference Factory URI hosted by this PoC Server the PoC Server either:

· 1. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session, when staying on the media path and Talk Burst control path and;

· 2. SHALL generate a SIP INVITE request as specified in subclause 7.3.1.1 "General";

· 3. SHALL insert its address in the Contact-header of the SIP INVITE request; 

· 4. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP INVITE request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized then include a P-Alerting-Mode header with the value "MAO" otherwise the PoC Server SHALL return a SIP 403 "Forbidden" response and not continue with the rest of the steps.
· x. SHALL insert a Request-URI as follow:

· a) copy the received Request-URI; or,
· b) resolve back the received Request-URI to the SIP URI received in the Contact header from the PoC Server performing the Controlling PoC Function within the SIP 200 “OK” response to the initial SIP INVITE request in the case of rejoin. 

· 5. SHALL include the Media Parameters of the PoC Server in the SIP INVITE request as follows:

a) SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. the IP address and port number at the PoC Server for the RTP Session;

ii. set the supported codecs of the PoC Client; 

iii. if another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605];

iv. the offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol.

· 6. SHALL send the SIP INVITE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core.

or 

· 7. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the PoC Session, when not staying in media and Talk Burst control message path the PoC Server;

· 8. SHALL forward the SIP INVITE request towards the PoC Server performing the Controlling PoC Function.

Upon receiving a SIP 180 "Ringing" response and when the PoC Server is acting as a B2BUA, the PoC Server 

· 1. SHALL generate a SIP 180 "Ringing" response to the SIP INVITE request as specified in the subclause 7.3.1.1 "General";

· 2. SHALL forward the SIP 180 "Ringing" response to the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response and when the PoC Server is acting as a SIP proxy the PoC Server SHALL forward the SIP response according to rules and procedures of [RFC3261].

Upon receiving a SIP 200 "OK" response, the PoC Server is acting  as a B2BUA

· 1. SHALL generate a SIP 200 "OK" response as specified in the subclause 7.3.1.1 "General"; 

· 2. SHALL include a MIME SDP body  as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The selected codec; 

c) If another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605];

d) The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol and optionally "tb-granted" indication as specified in C.3 "SDP Extensions".  

· 3. SHALL send the SIP 200 "OK" response to the PoC Client according to rules and procedures of SIP/IP Core;

· 4. interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization";

· 5. SHALL include unmodified a P-Answer-State header if a P-Answer-State header was present in the incoming SIP 200 "OK" response;
· 6. SHALL send the SIP 200 "OK" response towards the initiating PoC Client.

Upon receiving a SIP 200 "OK" response, when the PoC Server is acting  as a SIP proxy

· 1. SHALL forward the SIP 200 "OK" response toward the initiating PoC Client according to rules and procedures of [RFC3261] and SIP/IP Core;

· 2. SHALL continue to act as a SIP proxy for the duration of the PoC Session.

Upon receiving a SIP final response other than a SIP 200 "OK", the PoC Server SHALL forward the SIP final response along the signalling path towards the initiating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.1.7 SIP SUBSCRIBE request

Upon receiving a SIP SUBSCRIBE request that contains a SIP URI corresponding to a PoC Session hosted by this PoC Server the PoC Server:

· 1. SHALL perform the Controlling PoC Function as specified in subclause 7.2.1.11.1 “Subscribing to Participant information”.
If the PoC Server receives a SIP SUBSCRIBE request that contains a SIP URI of a PoC Session not hosted at this PoC Server then the PoC Server: 

· 1. SHALL, if the PoC Server wants to stay on the signalling path insert a Record-Route header containing its own address;

· 2. SHALL, if the PoC Server is acting as a B2BUA for the PoC Session insert a Request-URI by resolving back the received Request-URI to the SIP URI received in the Contact header from the PoC Server performing the Controlling PoC Function within the SIP 200 “OK” response to the initial SIP INVITE request. 

· 3. SHALL forward the SIP SUBSCRIBE request towards the SIP/IP Core.

Upon receiving a SIP final response PoC Server SHALL forward the SIP final response along the signalling path towards the initiating PoC Client according to rules and procedures of [RFC3261].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.1.11   Group Advertisement request

Upon receiving a SIP MESSAGE request containing the PoC feature-tag '+g.poc.groupad' in the Accept-Contact header field and an identity in the Request-URI not hosted at this PoC Server the PoC Server: 

· 1. SHALL check the Authenticated Originator's PoC Address of the PoC user for permission to send a Group Advertisement, and if the PoC User is not allowed to send a Group Advertisement the PoC Server SHALL send a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;
· 2. SHALL if the Request-URI contains a SIP URI corresponding to the Exploder URI known by the PoC Server, continue as specified in subclause 7.2.1.12 "Group Advertisement request". Otherwise, continue with the following step.
· 3. SHALL forward the SIP MESSAGE request to the SIP/IP Core. 
Upon receiving SIP final response the PoC Server SHALL forward the SIP final response according to rules and procedures of [RFC3261].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.7     Group Advertisement request

Upon receiving a SIP MESSAGE request containing the PoC feature-tag '+g.poc.groupad' in the Accept-Contact header  and a PoC Address in the Request -URI served by the PoC Server performing the Participating PoC Function the PoC Server: 

· 1. SHALL check the PoC User's access list (accept and reject lists) associated to the PoC Address received in the Request-URI. If the policy does not allow to continue the processing, the PoC Server performing the Participating PoC Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. The response is sent along the signalling path. Otherwise, continue with the rest of the steps;

· 2. SHALL forward the SIP MESSAGE request towards the PoC Client according to rules and  procedures of the SIP/IP Core;

· 3. SHALL forward the SIP response as described below along the signalling path to the originating network when the invited PoC Client responds and a SIP response  is received from the invited PoC Address.

Upon receiving SIP final response the PoC Server SHALL forward the SIP final response according to rules and procedures of [RFC3261].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.4   Handling of requests unrelated to PoC Sessions

7.4.1   Instant Personal Alert

7.4.1.1    Instant Personal Alert procedure at originating PoC Server

Upon receipt of a SIP MESSAGE request containing the PoC feature-tag '+g.poc.talkburst' in the Accept-Contact header , the PoC Server:

· 1. SHALL check whether the Authenticated Originator's PoC Address is of a PoC User that is allowed to send an Instant Personal Alert and if it is not the PoC Server serving the originating PoC Client SHALL respond with a SIP 403 "Forbidden" response to the PoC Client . Otherwise, continue with the rest of the steps;

· 2. SHALL forward the SIP MESSAGE request to the SIP/IP Core.

Upon receiving a SIP final response PoC Server SHALL forward  the SIP final response along the signalling path towards the originating PoC Client according to rules and procedures of [RFC3261].  

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

7.4.1.2    Instant Personal Alert procedure at terminating PoC Server

Upon receipt of a SIP MESSAGE request containing the PoC  feature-tag  '+g.poc.talkburst' in the Accept-Contact header and the request includes a PoC Address in the Request-URI that is served by the PoC Server then, the PoC Server:

· 1. SHALL check the terminating PoC User's reject list associated to the PoC Address received in the Request-URI. If the policy does not allow continuing then the PoC Server performing the Participating PoC Function serving the terminating PoC Client SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;  

· 2. SHALL check the terminating PoC User's Incoming Instant Personal Alert Barring setting associated to the PoC Address received in the Request-URI. If the Incoming Instant Personal Alert Barring is activated the PoC Server performing the Participating PoC Function SHALL respond with a SIP 403 "Forbidden" response to the originating network.. The response is sent along the signalling path. Otherwise, continue with the rest of the steps;

· 3. SHALL forward the SIP MESSAGE request towards the PoC Client of the terminating PoC User according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP final response PoC Server SHALL forward the SIP final response along the signalling path towards the originating PoC Client according to rules and procedures of [RFC3261]. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
B.2    Originating Filter Criteria

NOTE:  Originating Filter Criteria is indexed on the P-Asserted-Identity header.

CASE method="INVITE" AND header="Accept-Contact" = "+g.poc.talkburst"  


THEN: ROUTE request to the specified PoC Server Originating Port Address

CASE method="MESSAGE" AND header="Accept-Contact" = "+g.poc.talkburst"   


THEN: ROUTE request to the specified PoC Server Originating Port Address

CASE method="MESSAGE" AND header="Accept-Contact" = "+g.poc.groupad"  


THEN: ROUTE request to the specified PoC Server Originating Port Address

CASE method="SUBSCRIBE" AND header="Accept-Contact" = "+g.poc.talkburst"  

THEN:  ROUTE request to the specified PoC Server Originating Port Address

CASE method="PUBLISH" AND header="Accept-Contact" = "+g.poc.talkburst"   


THEN: ROUTE request to the specified PoC Server Originating Port Address.

B.3  Terminating Filter Criteria

NOTE:  Terminating Filter Criteria is indexed based on the Request-URI.

CASE method="INVITE" AND header="Accept-Contact" = "+g.poc.talkburst"  


THEN: ROUTE request to the specified PoC Server Terminating Port Address

CASE method="MESSAGE" AND header="Accept-Contact" = +g.poc.talkburst" 


THEN: ROUTE request to the specified PoC Server Terminating Port Address

CASE method="MESSAGE" AND header="Accept-Contact" = "+g.poc.groupad"  


THEN: ROUTE request to the specified PoC Server Terminating Port Address

CASE method="SUBSCRIBE" AND header="Accept-Contact" = "+g.poc.talkbusrt"  

THEN:  ROUTE request to the specified PoC Server Terminating Port Address

4. Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5. Recommendation

It is recommended that the proposed text shall be included in the next revision of the CP.
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