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1 Reason for Contribution

Here are collected the comments concerning the media parameters on the PoC Server terminating leg (7.2.2 and 7.3.2).  This CR is a proposal for solving the corresponding media parameter comments.  Also included some comments already allocated to the CP editor.  Status column is updated by using the revision marks.
	ID
	Open Date
	Spec
Section
	Description
	Status

	1054
	2004.12.01
	CP 7.2.2.2
	Technical: 

Change: IP address and port number at the PoC Client for the RTCP Session   to: IP address and port number at the PoC Client to be used for RTCP 

(OMA-POC-2004-1104)
	Valid comment.

Resolution proposed in attachment.  

	1610
	2004.12.06
	CP 7.2.2.2
	Technical

b) Set the supported codecs of the PoC Client

The PoC Server may be willing to do transcoding for the PoC Client and in this case needs to also offer a codec it can transcode to that supported by the PoC Client.

Modify:

b) The codecs offered by the PoC Client and optionally any additional codecs supported by the PoC Server that the PoC Server is able to transcode to a codec offered by the PoC Client.

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  Combined with other comments to this same subclause.

	1611
	2004.12.06
	CP 7.2.2.2
	Technical

d) The offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol.

Talk Burst parameters missing and needs clarification that  these must be a subset of those offered by the PoC Client in the Invite

Modify to: 

d) The offered Talk Burst Control Protocol, Talk Burst Parameters which must either be a subset of those contained in the original SDP offer or are supported by the PoC Server and can be translated by the PoC Server to those contained in the original SDP offer.

e) the port number(s) for the Talk Burst Control Protocol.

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  

	2047
	2004.12.06
	CP 7.2.2.2
	Technical:

Media parameters shall be taken account also.

Nokia to contribute.

(OMA-POC-2004-1132)
	Valid comment.

Resolution proposed in attachment.  Combined with other comments to this same subclause.

	2521
	2004.12.07
	CP 7.2.2.2
	Technical:

Because there may be other media parameters, make the following changes in step 3b:

Change:

“b) set the supported codecs of the PoC Server,”

To:

“b) set the supported codecs and other media parameters of the PoC Server,”

(OMA-POC-2004-1143)
	Valid comment.

Resolution proposed in attachment.  Combined with other comments to this same subclause.

	2523
	2004.12.07
	CP 7.2.2.2
	Technical:

Because several protocols may be offered, make the following changes in step 3d:

Change:

“d) The offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol.”

To:

“d) The offered Talk Burst Control Protocols and the port numbers for the Talk Burst Control Protocol.”

(OMA-POC-2004-1143)
	Valid comment.

Resolution proposed in attachment.  Combined with other comments to this same subclause.

	1662
	2004.12.06
	CP 7.3.2.2.1
	Technical

b) The offered codecs;

Be more specific here and cover transcoding:

PROPOSAL:

ii.  A list of codecs supported by the PoC Server that were either contained in the SDP offer in the incoming SIP INVITE request or can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  

	192 (192)
	2004.11.29
	CP 7.3.2.2.1
	Technical:

Need to resolve Editor’s note: How the PoC Server knows which codec to select is FFS

Proposal: Replace the Editor's Note with "NOTE: How the PoC Server determines which codec to provide in the SDP answer when multiple codecs are included in the SDP offer is implementation and service provider policy dependent".

(OMA-POC-2004-1077)
	[2004.12.01]

Valid comment.

Various opinion, either providing the solution or leaving it as FFS.

Solution how it is resovled open

AI: Nokia try to obtain the company's position by Friday 3 Dec.
Resolution proposed, see comment # 1662.

Editor’s note is proposed to delete.

	1663
	2004.12.06
	CP 7.3.2.2.1
	Technical 

d) The offered Talk Burst Control Protocols and the port number(s) to be used for the Talk Burst Control Protocol.

Modify to:

iv The Talk Burst Control Protocol and Talk Burst Parameters either from those contained in the SDP offer in the incoming SIP INVITE request or can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst Parameters contained in the SDP offer in the incoming SIP INVITE request

v. the PoC server's port number for the Talk Burst Control Protocol.

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  

	1664
	2004.12.06
	CP 7.3.2.2.1
	Technical

b) The supported codecs.

Be more specific here and cover transcoding:

PROPOSAL:

b)  A Codec contained in the SDP answer in the SIP 200 OK from the PoC Client or a Codec contained in the original SDP offer in the incoming SIP INVITE request that can be transcoded by the PoC Server to a codec contained in the SDP answer in the SIP 200 OK from the PoC Client

(OMA-POC-2004-1118)
	Duplicate

	1665
	2004.12.06
	CP 7.3.2.2.1
	Technical 

d) The supported Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol..

Modify to:

d) The Talk Burst Control Protocol and Talk Burst Parameters either from those in the SDP answer contained in the SIP 200 "OK" from the PoC Client or from those from the original SDP offer in the incoming SIP INVITE request that can be translated by the PoC Server to those Talk Burst Control Protocol and Talk Burst Parameters in the SDP answer contained in the SIP 200 "OK" from the PoC Client 

e) the PoC server's port number for the Talk Burst Control Protocol.

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  

	2106
	2004.12.06
	CP 7.3.2.2.1 and generally
	Technical

The codec selection is mentioned, but no other media parameters. At least the amount of codec (AMR) frames in one RTP message shall be negotiated.

Nokia to contribute.

(OMA-POC-2004-1132)
	Valid comment.

Resolution proposed in attachment.  

	1088
	2004.12.01
	CP 7.3.2.2.2
	Technical:

Change: IP address and port number at the PoC Client for the RTCP Session   to: IP address and port number at the PoC Client to be used for RTCP 

(OMA-POC-2004-1104)
	Valid comment.

Resolution proposed in attachment.  

	1670
	2004.12.06
	CP 7.3.2.2.2
	Technical

ii. The selected codec; 

Be more specific here and cover transcoding:

PROPOSAL:

ii. Either the codec agreed with the PoC Client during the Pre-established Session establishment as specified in subclause "7.3.1.2"  or a codec contained in the SDP offer that is supported by the PoC Server and can be transcoded by the PoC Server to the codec agreed with the PoC Client during the Pre-established Session establishment

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  

Combined with other comments to this subclause.

	1671
	2004.12.06
	CP 7.3.2.2.2
	Technical 

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

Modify to:

iv The selected Talk Burst Control Protocol and Talk Burst Parameters from those contained in the SDP offer that were either agreed with the PoC Client during the Pre-established Session establishment as specified in subclause "7.3.1.2"  or are supported by the PoC Server and can be translated by the PoC Server to those agreed with the PoC Client during the Pre-established Session establishment

v. the PoC server's port number for the Talk Burst Control Protocol.

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  

Combined with other comments to this subclause.

	2113
	2004.12.06
	CP 7.3.2.2.2
	Technical:

Change: “codec” to “codecs” as used elsewhere in 7.3.  As commented earlier also media parameters shall be taken account.

Nokia to contribute. 

(OMA-POC-2004-1132)
	Valid comment.

Resolution proposed in attachment.  

Combined with other comments to this subclause.

	2575
	2004.12.07
	CP 7.3.2.2.2
	Add “codecs and other media parameters” into the second substep of MIME SDP generation. There may be two instances in the sub-clause.

(OMA-POC-2004-1147)
	Valid comment.

Resolution proposed in attachment.  

Combined with other comments to this subclause.

	2577
	2004.12.07
	CP 7.3.2.2.2
	Technical:

In the fourth substep of MIME SDP generation, make the following change (add "s" after "Protocol") to align with the 7.3.2.2.1:

“The selected Talk Burst Control Protocols and the port number(s) to be used for the Talk Burst Control Protocol.”

(OMA-POC-2004-1147)
	Valid comment.

Resolution proposed in attachment.  

Combined with other comments to this subclause.

	1091
	2004.12.01
	CP 7.3.2.2.3
	Technical:

Change: IP address and port number at the PoC Client for the RTCP Session   to: IP address and port number at the PoC Client to be used for RTCP  [in 2 places]

(OMA-POC-2004-1104)
	Valid comment.

Resolution proposed in attachment.  

	1674
	2004.12.06
	CP 7.3.2.2.3
	Technical

ii. A list of codecs supported by the PoC Server.

Be more specific here and cover transcoding:

PROPOSAL:

ii.  A list of codecs supported by the PoC Server that were either contained in the SDP offer in the incoming SIP INVITE request or can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  

Combined with other comments to this subclause.

	1675
	2004.12.06
	CP 7.3.2.2.3
	Technical 

iv. The offered Talk Burst Control Protocols and the port number(s) for the Talk Burst Control Protocol.

Modify to:

iv The Talk Burst Control Protocol and Talk Burst Parameters either from those contained in the SDP offer in the incoming SIP INVITE request or can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst Parameters contained in the SDP offer in the incoming SIP INVITE request

v. the PoC server's port number for the Talk Burst Control Protocol.

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  

Combined with other comments to this subclause.

	1676
	2004.12.06
	CP 7.3.2.2.3
	Technical

ii. The selected Codec.

Be more specific here and cover transcoding:

PROPOSAL:

ii.  A Codec contained in the SDP answer in the SIP 200 OK from the PoC Client or a Codec contained in the original SDP offer in the incoming SIP INVITE request that can be transcoded by the PoC Server to a codec contained in the SDP answer in the SIP 200 OK from the PoC Client

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  

Combined with other comments to this subclause.

	1677
	2004.12.06
	CP 7.3.2.2.3
	Technical 

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol..

Modify to:

iv The Talk Burst Control Protocol and Talk Burst Parameters either from those in the SDP answer contained in the SIP 200 "OK" from the PoC Client or from those from the original SDP offer in the incoming SIP INVITE request that can be translated by the PoC Server to those Talk Burst Control Protocol and Talk Burst Parameters in the SDP answer contained in the SIP 200 "OK" from the PoC Client 

v. the PoC server's port number for the Talk Burst Control Protocol.

(OMA-POC-2004-1118)
	Valid comment.

Resolution proposed in attachment.  

Combined with other comments to this subclause.

	2576
	2004.12.07
	CP 7.3.2.2.3
	Add “codecs and other media parameters” into the second substep of MIME SDP generation. There may be two instances in the sub-clause.

(OMA-POC-2004-1147)
	Valid comment.

Resolution proposed in attachment.  

Combined with other comments to this subclause.

	2578
	2004.12.07
	CP 7.3.2.2.3
	Technical:

In the fourth substep of MIME SDP generation, make the following change (add "s" after "Protocol") to align with the 7.3.2.2.1:

“The selected Talk Burst Control Protocols and the port number(s) to be used for the Talk Burst Control Protocol.”

(OMA-POC-2004-1147)
	Valid comment.

Resolution proposed in attachment.  

Combined with other comments to this subclause.

	1679
	2004.12.06
	CP 7.3.2.3
	Technical

2. SHALL validate that the Media Parameters are acceptable to the PoC Client and if not reject the request with a SIP 406 "Not Acceptable" response. Otherwise continue with the rest of the steps.

406 "Not Acceptable" is not an acceptable response here. 406 means that the body MIME type is not acceptable.

Modify to: use SIP 403 "Forbidden" response

(OMA-POC-2004-1118)
	Proposed to reject, because in conflict with the comment # 2124.  Response code 488 is used elsewhere in the document.

	2124
	2004.12.06
	CP 7.3.2.3
	Technical:

Change the second bullet “2. SHALL validate that the Media Parameters are acceptable to the PoC Client and if not reject the request with a SIP 406 "Not Acceptable" response. Otherwise continue with the rest of the steps.”

to

2. SHALL validate that the Media Parameters are acceptable to the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise continue with the rest of the steps.

(OMA-POC-2004-1132)
	Valid comment.

Resolution proposed in attachment.  



	2574
	2004.12.07
	CP 7.3.3.2.1
	Add “codecs and other media parameters” into the second substep of MIME SDP generation. There may be two instances in the sub-clause.

(OMA-POC-2004-1147)
	Wrong subclause number.

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To make the corrections according to the chapter below:

6 Detailed Change Proposal

See the detailed proposal as revision marked in the attachment:
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1. Scope

2. References


3. Terminology and Conventions


4. Introduction


5. Common procedures


6. Procedures at the PoC Client


7. Procedures at the PoC Server


7.1 Determination of PoC Server role


This subclause describes how a PoC Server determines its role on receipt of initial and stand-alone SIP requests. The behaviour in the PoC Server when receiving SIP requests within an existing SIP dialog is described under the respective PoC Server role.


Once the role is decided the role SHALL be kept until the SIP dialog is terminated, or until the stand-alone transaction is done or, in the case of a Pre-established Session, until the PoC Session is terminated.


Upon receiving an initial SIP INVITE request the PoC Server:


· 1. SHALL determine if it is a mobile originating or mobile terminating trigger detection point.


· 2. SHALL analyze the Request-URI if it is the mobile originating trigger detection point and


a) If the SIP URI corresponds to the Conference-factory-URI of the PoC service in the network served by the PoC Server and includes a list of Users to invite the PoC Server SHALL perform the role of  the Participating PoC Function and the Controlling PoC Function and continue as specified in subclause 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request"; or,


b) If the SIP URI corresponds to the Conference-factory-URI of the PoC service in the network served by the PoC Server but does not include a list of Users to invite the PoC Server SHALL perform the role of  Participating PoC Function and continue as specified in subclause 7.3.1.2 "Pre-established Session"; or,


c) If the SIP URI corresponds to a pre-arranged group known by the PoC Server the PoC Server: 


i. SHALL perform the role of  Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request"; or,


ii. SHALL perform the role of the Participating PoC Function and continue as specified in subclause 7.3.1.4 "PoC Session initiation on-demand".


d) If the SIP URI corresponds to a Group Identity for a PoC Session the PoC Server SHALL act as a Controlling PoC Function and


i. If the PoC Session is active continue as specified in subclause 7.2.1.4 "Rejoining PoC Session request";


ii. If a PoC Session is not longer active the PoC Server SHALL continue as specified in subclause 7.5.2 "Conference URI does not exist".


e) If the SIP URI is unknown to the PoC Server the PoC Server SHALL perform the role of  the Participating PoC Function and continue as specified  in subclause 7.3.1.4 "PoC Session initiation on-demand".


· 3. SHALL analyze the Request-URI If it is the mobile terminating trigger detection point and


a) If the SIP URI corresponds to an known pre-arranged group the PoC Server SHALL perform the role of  Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request";


b) If the SIP-URI corresponds to a PoC User served by the PoC Server the PoC Server SHALL perform the role of  Participating PoC Function and continue as specified in subclause 7.3.2.2 "PoC Session invitation request"; or,


c) If the SIP URI is unknown to the PoC Server the PoC Server SHALL return a SIP 404 “Not Found” response.


Upon receiving a SIP REFER request outside an existing dialog the PoC Server SHALL return a SIP 481 “Call/Transaction Does Not Exist” response.


Upon receiving a SIP MESSAGE request containing the PoC feature tag '+g.poc.talkburst' in the Accept-Contact header the PoC Server:


· 1. SHALL Determine if it is a mobile originating or mobile terminating trigger detection point.


a) If it is the mobile originating trigger detection point the PoC Server SHALL perform the role of  the Participating PoC Function and continue as specified in subclause 7.4.1.1 "Instant Personal Alert procedure at originating PoC Server".


b) If it is the mobile terminating trigger detection point the PoC Server SHALL perform the role of  the Participating PoC Function and continue as specified in subclause 7.4.1.2 "Instant Personal Alert procedure at terminating PoC Server".


Upon receiving a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header the PoC Server SHALL:


· TBD.


Editor’s Note:  Shall be added the rules how the role is determined in the case of Group Advertisement.

Upon receiving a SIP SUBSCRIBE request outside of an existing SIP dialog the PoC Server:


· 1. SHALL analyze the SIP URI in the Request-URI and


a) If the SIP URI corresponds to a Group Identity identifying a  PoC Group (controlled by the PoC Server) the PoC Server SHALL perform the role of  Controlling PoC Function and continue as specified in subclause 7.2.1.11 "PoC Session Participant information Request"; or,


b) If the SIP URI does not correspond to a Group Identity identifying a PoC Group (controlled by the PoC Server) the PoC Server SHALL perform the role of the Participating PoC Function and continue as specified in subclause 7.3.1.7 "SIP Subscribe request".


7.2 Controlling PoC Function procedures


7.2.1 Request terminating at the Controlling PoC Function


7.2.2 Request initiated by the Controlling PoC Function


7.2.2.1 General


The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Server


· 1. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' with "require" and "explicit" feature parameters according to the rules and procedures of [RFC 3841]in all initial INVITE requests. 

· 2. SHALL include User-Agent header to indicate the PoC release version


NOTE:
The use of the option tag ‘precondition’, as specified in [RFC3312], is not defined for the POC-2 reference point.


· 3. SHALL include an option tag '100rel' in a Supported header according to rules and procedures of [RFC3262].

· 4. SHALL include Authenticated Originator’s PoC Address 


a) set to the PoC Address of the inviting PoC Client in case of 1-1 and ad-hoc PoC Group Session or


b) set to the PoC Group Identity with the Session Type uri-parameter with the value “prearranged” or “chat” in case of the Pre-arranged or Chat PoC group respectively;

· 5. SHALL include a Referred-By header with the PoC Address of the inviting PoC Client according to rules and procedures of [RFC3892];


· 6. SHALL include in the Contact header the contact address of the conference with the PoC feature-tag '+g.poc.talkburst' and the feature tag “isfocus” and a Session Type uri-parameter set according to the type of the PoC Session. 


· 7. SHOULD include the Session-Expires header with the refresher parameter set to 'uas' according to rules and procedures of [draft-ietf-sip-session-timer] in all initial SIP INVITE requests.


· 8. SHALL include the Supported header set to "timer" in all initial SIP INVITE requests.


· 9. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3323] and [RFC3325], if anonymity is requested with the "Privacy: id" header by the inviting PoC Client;


· 10. SHALL include unmodified a P-Alerting-Mode header if a P-Alerting-Mode header was present in the incoming SIP INVITE request or SIP REFER request that caused the outgoing SIP INVITE request to be generated.


On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the PoC Server SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer].


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


7.2.2.2 PoC Session invitation requests


This subclause describes the procedures for inviting a PoC User to a PoC Session. The procedure is initiated by the PoC Server as the result of an action specified in subclause 7.2.1. "Requests terminated at the Controlling PoC Function"

The PoC Server:


· 1.  SHALL generate a SIP INVITE request as specified in subclause 7.2.2.1 "General";


· 2.  SHALL set the Request-URI  to the  PoC Address of the PoC User;


· 3.  SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:


a) set the IP address and port number for the RTP Session,


b) include the set of the codec(s) and Media Parameters supported by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request and if transcoding is supported by the PoC Server also the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request,   

c) if another IP address or port number is used instead of the default IP address and port number as specified in [RFC3550, the IP address and port number to be used for RTCP at the PoC Server according to rules and procedures of [RFC3605],


d)The offered Talk Burst Control Protocols and Talk Burst parameters selected by the PoC Server from those contained in the original SDP offer or are supported by the PoC Server and can be translated by the PoC Server to those contained in the original SDP offer. 

e) The PoC Server’s port number(s) for the Talk Burst Control Protocol(s).


· 4.  SHALL,  if the incoming request contained a P-Alerting-Mode header containing the value "MAO" as specified in [draft-poc-p-headers] then perform authorisation to ensure that the Authenticated Originator's PoC Address is authorised to use the Manual Answer Override and if authorised then include a P-Alerting-Mode header with the value "MAO" according to the rules and procedures of [draft-poc-p-headers]

· 5.  SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP core.


Upon receiving a SIP 183 "Session Progress" response containing a Require header with the Option-tag '100rel' and containing a P-Answer-State header with the value "Unconfirmed" in response to the SIP INVITE request the PoC Server SHALL according to the rules and procedures of [RFC3262] send a SIP PRACK request to the other PoC Server according to rules and procedures of the SIP/IP core.

''Upon receiving SIP 200 "OK" response for the SIP INVITE request the PoC Server shall interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".


NOTE: 
Procedures towards inviting PoC Clients, when SIP 183 "Session Progress", SIP 180 "Ringing" SIP 200 "OK" or other SIP final  response (4xx, 5xx, 6xx) is received, are specified subclause 7.2.1 "Requests Terminated at the Controlling PoC Function".


7.2.2.3 Cancel of PoC Session invitation requests


When the PoC Server needs to cancel the PoC Session invitation request and when it has not received a SIP final response, the PoC Server SHALL cancel the SIP INVITE request acting as UAC according to rules and procedures of [RFC3261].;

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.2.4 Removal of PoC Participant from PoC Session


When a PoC Participant needs to be removed from the PoC Session the PoC Server:


· 1. SHALL interact with User Plane as specifed in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session termination";


· 2. SHALL generate a SIP BYE request according to rules and procedures of  [RFC3261] 


· 3. SHALL send the SIP BYE request towards the PoC Client of the PoC Participant according to rules and procedures of the SIP/IP core;


Editor's Note:  Checking the PoC Session termination policies needs to be enhanced to indicate what what is done according to the policy


Upon receiving a SIP 200 "OK" for the SIP BYE request, the PoC Server SHALL release User Plane resources towards the Participating PoC Function (or towards the PoC Client if there is no Participating PoC Function on the User Plane path) by interacting with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session termination".


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


7.2.2.5 PoC Session modification


This subclause describes the optional procedures for modifying Media Parametersfor one SIP Session in an ongoing PoC Session. The procedure MAY be initiated by the PoC Server as the result of an action specified in subclause 7.2.1. "Requests terminated at the Controlling PoC Function"

The PoC Server


· 1. SHALL generate either a SIP UPDATE request or a SIP re-INVITE request. A SIP UPDATE request MAY be used only if the PoC Server performing the Participating PoC Function has indicated support for the SIP UPDATE method.

· 2. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified Media Parameters.


· 3. SHALL send the SIP request towards PoC Client according to the rules and procedures of SIP/IP Core .


Upon receipt of a SIP 200 "OK" response the PoC Server SHALL:


· 1. activate the new according to the new Media Parameters as specified in [OMA-PoC-UP] "User Plane adaptation".

The PoC Server SHALL continue to use the current Media Parameters until received a SIP 200 “OK” response.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


7.2.2.6 Group Advertisement request


When the PoC Server supports the sending of a Group Advertisement to a PoC Address, the PoC Server: 


· 1. SHALL generate a SIP MESSAGE request according to rules and procedures of [RFC3428];


· 2. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.groupad' along with ‘require’ and ‘explicit’ parameters according to the rules and procedures of [RFC 3841];


· 3. SHALL include PoC specific content in form of application/vnd.poc.advertisement+xml indicating 'Group Advertisement'. If this procedure has been initiated by a request received from a SIP/IP Core then the content SHALL be the same as in the request received from the SIP/IP Core; 

· 4. SHALL set the Request-URI to the PoC Address;


· 5. SHALL forward the SIP MESSAGE request towards the SIP/IP Core according to rules and  procedures of the SIP/IP core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3 Participating PoC Function procedures


7.3.1 Requests initiated by the served User


7.3.2 Requests terminated by the served User


7.3.2.1 General


The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] with the clarifications in this subclause.


The PoC Server


· 1. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3323] and [RFC3325] if anonymity is requested with the Privacy header containing the tag "id".

· 2. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' with "require" and "explicit" parameters according to the rules and procedures of [RFC 3841]. 

· 3. SHALL include User-Agent header to indicate the PoC release version


· 4. SHOULD include the Session-Expires header in the INVITE with the refresher parameter set to 'uas' according to rules and procedures of [draft-ietf-sip-session-timer].


· 5. SHALL include the option-tag “timer” in the Supported header.

· 6. SHALL include a Contact header as follows:


a) a SIP URI constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the SIP INVITE request by the Controlling PoC Function. 

b) include the PoC Feature tag ‘+g.poc.talkburst’.


c) include the Session-Type URI-parameter provided in the SIP INVITE request by the Controlling PoC Function.


NOTE:
The use of the option tag ‘precondition’, as specified in [RFC3312] and the option tag ‘100rel’, as specified in [RFC3262] is not defined in the POC-1 reference point.


On receipt of a SIP provisional responses with the exception of the SIP 100 “Trying” response to the SIP request, the PoC Server :


· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261].


· 2. SHOULD include value 'id' in the Privacy header according to rules and procedures of [RFC3323] and [RFC3325], if the privacy is requested with the value 'id' in the Privacy header the PoC Server.


· 3. SHALL include a Server header with the PoC release version.


On receipt of the SIP 200 "OK" response to the SIP INVITE request or the SIP UPDATE request the PoC Server


· 1. SHALL generate the SIP 200 “OK” response according to rules and procedures in [RFC3261] and [RFC3262].


· 2. SHALL include the Session-Expires header in the SIP 200 "OK" before sending the response towards the PoC Server performing the Controlling PoC Function with the refresher parameter set to 'uas'; and,

· 3. SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer].


· 4. SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer].


· 5. SHALL include a methods parameter with supported SIP methods including the “UPDATE” method in an Allow header


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.2 PoC Session invitation request


Upon receipt of an initial SIP INVITE request that includes a PoC Address in the Request- the PoC Server: 


· 1. SHALL check that the PoC Address in the Request-URI is served by the PoC Server and if it is not then return a SIP 404 "Not Found" response without continuing the rest of the steps;


· 2. SHALL check whether the Accept-Contact header including the PoC feature-tag '+g.poc.talkburst' is included and if it is not then the PoC Server SHALL return a SIP 406 "Not Acceptable" response  without continuing the rest of the steps;


· 3. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a SIP 406 "Not Acceptable" response including "isfocus not assigned" text in the Warning header without continuing the rest of the steps;


· 4. SHALL check the invited user's access rules associated to the PoC Address received in the Request-URI stored in the PoC XDMS as specified in [POC XDM Specification]. If the “allow-invite” action does not allow to continue the Session the PoC Server SHALL respond with a SIP 403 “Forbidden” response and do not continue the rest of the steps; 


· 5. SHALL check the invited user's Incoming PoC Session Barring setting associated to the PoC Address received in the Request-URI. If the Incoming PoC Session Barring is activated the PoC Server SHALL respond with a SIP 403 “Forbidden” response and do not continue the rest of the steps.


· 6. SHALL check the invited user's Answer Mode associated to the PoC Address received in the Request-URI. If the invited user is using Automatic Answer Mode the PoC Server SHALL perform the actions specified in subclause 7.3.2.2.2 "Automatic answer using the Pre-established Session" or 7.3.2.2.1 "Automatic answer on-demand" depending on whether the invited User has or has not an ongoing Session pre-established with the PoC Address.  Otherwise the PoC Server SHALL perform actions specified in subsclause 7.3.2.2.3 "Manual answer".


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.2.1 Automatic-answer using On-demand Session


Editor’s note: It is for further study whether the PoC Server can act as a SIP Proxy. 


If the Authenticated Originator's PoC Address in the initial SIP INVITE request is “accepted” by the rules associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC XDM Specification] and the Answer Mode setting in the PoC Settings of the Invited PoC User is set to Automatic Answer then the


The PoC Server:

· 1. SHALL generate a SIP “183 Session Progress” response to the SIP INVITE request as specified in subclause 7.3.2.1 “General” and according to the rules and procedures of [RFC3261] and [RFC3262].

· 2. MAY include a Require header set to ‘100rel’ according to the rules and procedures of [RFC3262].



· 3. SHALL include the P-Answer-State header set to “Unconfirmed”.

· 4. SHALL send the 183 ‘Session Progress’ response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.

Editor's Note: Whether it is feasible to send SDP in 183 Session progress needs to be investigated.

The PoC Server 


· 1. SHALL generate a SIP INVITE request as specified in subclause 7.3.2.1 “General”.

· 2. SHALL if a P-Alerting-Mode header is included with the value set to “MAO” the PoC Server SHALL authorize the Authenticated Originator's PoC Address to override the Invited PoC User’s Answer Mode setting and if authorized, include a P-Alerting-Mode header with the value “MAO”.


· 3. SHALL if a P-Alerting-Mode header is not included or if the Authenticated Originator’s PoC Address is not authorized to override the Invited PoC User’s Answer Mode setting include a P-Alerting-Mode header with the value “Auto”.


· 4. SHALL include an MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:

a) The IP address and port number at the PoC Server for the RTP session;

b) The set of codec(s) and Media Parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request and if transcoding is supported by the PoC Server also the the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request;


c) If another IP address or port is used instead of the default IP address and port number according to rules and procedures of [RFC3550], set the IP address and port number to be used for RTCP  at the PoC Server according to rules and procedures of [RFC3605].

d) The Talk Burst Control Protocol(s) and Talk Burst Parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request and if interworking between Talk Burst Control Protocols are supported by the PoC Server also the ones that can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst parameters contained in the SDP offer in the incoming SIP INVITE request 

e) the PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s).


· 5. SHALL send the SIP INVITE request towards the PoC Client according to the rules and procedures of the SIP /IP Core.


Upon receiving a SIP 200 “OK” response to the SIP INVITE request the actions in the PoC Server depends, according to the rules and procedures of [RFC3261] and [RF3262], on if the SIP 183 ”Session progress” was sent reliable or not as follow:


· SHALL, if the SIP 183 ”Session progress” was sent unreliable, send the SIP 200 “OK” response immediately (since the PoC Server does not have to wait for a SIP PRACK request).


· SHALL, if the SIP 183 ”Session progress” was sent reliable, send the SIP 200 “OK” according to rules and procedures of [RFC3262] and [RFC3261].


Whenever the PoC Server sends the SIP 200 “OK” response the PoC Server:


· 1. SHALL generate a 200 “OK” response as described in the sub-clause 7.3.2.1 “General”.

· 2. SHALL include a MIME SDP body with a SDP answer according to rules and procedures of  [RFC3264] and [RFC2327] with the following information:


a) The IP address and port number at the PoC Server for the RTP Session;


b) The codec(s) and Media Parameters selected by the PoC Server from those contained in the SDP answer from the Invited PoC Client(s) in the Confirmed Indication case or selected by the PoC Server according to the local policy from those contained in the SDP offer in the incoming SIP INVITE request taking account the available information of the codecs and Media Parameters supported by other PoC Session Participant(s) in the Unconfirmed Indication case; 

NOTE: The codec and Media Parameter selected according to the local policy may be a default set defined by the PoC system or operator.

c) If another IP address or port is used instead of the default IP address and port number according to rules and procedures of [RFC3550], set the IP address and port number to be used for RTCP at the PoC Server according to rules and procedures of [RFC3605].


d) The Talk Burst Control Protocol(s) and Talk Burst parameters selected by the PoC Server from those contained in the SDP answer from the Invited PoC Client(s) in the Confirmed Indication case or selected by the PoC Server according to the local policy from those contained in the SDP offer in the incoming SIP INVITE request taking account the available information of Talk Burst Control Protocols supported by other PoC Session participant(s) in the Unconfirmed Indication case;  

e) The PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s).

· 3. SHALL send the SIP 200 “OK” response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.

· 4. SHALL interact with the User Plane as specified in [OMA-POC-UP] “Participating PoC Function procedure at initialization”.


· 5. SHALL act as a B2BUA for the duration of the PoC session according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub-clause.

7.3.2.2.2 Automatic-answer using Pre-established Session


If the Authenticated Originator's PoC Address in the initial SIP INVITE request is “accepted” by the rules associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC-XDMS] and the Answer Mode setting in the PoC Settings of the Invited PoC User is set to Automatic Answer then the PoC Server :


· 1. SHALL validate that the Media Parameters are acceptable for the PoC Server and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps


· 2. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as described in the subclause 7.3.2.1 “General”.


a) Include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264] and [RFC2327] as follows:   


i. The IP address and port number at the PoC Server for the RTP Session;


ii. The codec(s) and Media Parameters negotiated during the Pre-established Session is established as specified in the subclause 7.3.1.2 “Pre-established Session” in case they are a subset of those contained in the original SDP offer or the subset of those contained in the original SDP offer selected by the PoC Server, in cases transcoding is supported by the PoC Server also the the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request or the codec(s) and Media Parameters are re-negotiated with the PoC Client as specified in the [OMA-PoC-UP] User Plane Adaptation; 


iii. If another IP address or port are used instead of the default IP address and port number as specified by [RFC3550], set the IP address and port number to be used for RTCP  at the PoC Server according to rules and procedures of [RFC3605].


iv. The Talk Burst Control Protocol and Talk Burst parameters negotiated during the Pre-established Session is established as specified in the subclause 7.3.1.2 “Pre-established Session” in case they are a subset of those contained in the original SDP offer or the subset of those contained in the original SDP offer selected by the PoC Server, in case interworking between Talk Burst Control Protocols are supported by the PoC Server also the ones that can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst parameters contained in the SDP offer in the incoming SIP INVITE request;  

v. The PoC Server’s port number to be used for the Talk Burst Control Protocol.


· 3. SHALL send the SIP 200 "OK" Response to the SIP INVITE request according to the rules and procedures of  


3. SHALL interact with the User Plane as described in [OMA-POC-UP] “Participating PoC Function procedure at initialization”. When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.2.3 Manual-answer 


If the Authenticated Originator's PoC Address in an initial SIP INVITE request is not present on the Accept List of the Invited PoC User indicated by the Request-URI or the Answer Mode setting in the PoC Settings of the Invited PoC User is set to Manual Answer then the PoC Server:


· 1. SHALL, if the P-Alerting-Mode header is included with the value “MAO”, check the authorization of  the Authenticated Originator’s PoC Address to override the Invited PoC User’s Answer Mode setting  and if authorized continue as specified in subclause 7.3.2.2.1 “Automatic answer on demand” or as specified in subclause 7.3.2.2.2 “Automatic answer using Pre-established session” depending on if a Pre-established Session exists or not. If not authorized continue with the following steps.


· 2. SHALL determine if the PoC Server stays in the media path and Talk Burst Control message path or not, as specified in  [OMA-PoC-UP] ”User Plane routing”.

· 3. SHALL, if the PoC Server stays on the media path the PoC Server


a) SHALL either


i. generate a SIP INVITE request as specified in  subclause 7.3.2.1 “General” if a Pre-established Session is not going to be used; or,

ii. generate a SIP re-INVITE according to the  rules and procedures of  [RFC3261] if a Pre-established Session is going to be used.

b) SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:


i. The IP address and port number at the PoC Server for the RTP Session.


ii. The codec(s) and Media Parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request and if transcoding is supported by the PoC Server also the the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request.


iii. If another IP address or port number is used instead of the default IP address and port number as specified by [RFC3550], set the IP address and port number  to be used for RTCP at the PoC Server according to the rules and procedures of [RFC3605].


iv. The Talk Burst Control Protocol(s) and Talk Burst parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request and if interworking between Talk Burst Control Protocols are supported by the PoC Server also the ones that can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst parameters contained in the SDP offer in the incoming SIP INVITE request.  

v. The PoC Server’s port number(s) for the Talk Burst Control Protocol(s).


c) SHALL continue, for the duration of the SIP session, acting as a B2BUAaccording to the rules and procedures of [RFC 3261].


· 4. SHALL, if the PoC Server does not stay in the media path, 

a) for the duration of the SIP Session and as long as the PoC Client is a Participant in the PoC Session, act as a SIP proxy according to the rules and procedures of [RFC 3261]; and,


b) use the content of the received SIP INVITE to generate the SIP INVITE request according to rules and procedures in [RFC3261].


· 5. SHALL include the P-Alerting-Mode header set to “Manual”.


· 6. SHALL send the SIP INVITE request towards the PoC Client according to the rules and procedures of the SIP/IP Core.


Upon receiving a SIP 180 “Ringing” response to the SIP INVITE request the PoC Server:


· 1. SHALL generate a SIP 180 “Ringing” response as specified in subclause 7.3.2.1 “General” if acting as a B2BUA;

· 2. SHALL generate a SIP 180 “Ringing” response according to the rules and procedures of [RFC3261] if acting as a SIP proxy.


· 3. SHALL send the SIP 180 “Ringing” response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core;


Upon receiving a SIP “200 OK” response to the SIP INVITE request the PoC Server:


· 1. SHALL, if the PoC Server acts as B2BUA the PoC Server 


a) SHALL generate a “200 OK” response as specified in the subclause 7.3.2.1 “General”.


b) SHALL include a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:


i. The IP address and port number at the PoC Server for the RTP Session;


ii. The codec(s) and Media Parameters selected by the PoC Server from those contained in the SDP answer from the Invited PoC Client(s) or if transcoding is supported by the PoC Server also the the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request;

iii. if another IP address or port number is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number  to be used for RTCP at the PoC Server according to the rules and procedures of  [RFC3605].


iv. The Talk Burst Control Protocol(s) and Talk Burst parameters contained in the SDP answer from the Invited PoC Client(s) or if interworking between Talk Burst Control Protocols are supported by the PoC Server also the ones that can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst parameters contained in the SDP offer in the incoming SIP INVITE request;   

v. The PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s).


c) SHALL interact with the User Plane as specified in [OMA-POC-UP] “Participating PoC Function procedure at initialization”.


· 2. SHALL, if the PoC Server acts as a SIP proxy the PoC Server


a) SHALL generate a SIP “200 OK” response according to the rules and procedures of [RFC3261].


b) SHALL include the same MIME SDP body as the SDP answer received in the SIP “200 OK” response.


· 3. SHALL send the SIP 200 “OK” response to the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.


The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to the rules and procedures of SIP/IP Core.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to the rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


7.3.2.3 PoC Session modifications


Upon receiving a SIP UPDATE request or a SIP re-INVITE request and when the PoC Server acts as a B2BUA during an active PoC Session the PoC Server: 


· 1. SHALL generate a SIP UPDATE request according to rules and procedures of [RFC 3311] or a SIP re-INVITE request according to rules and procedures of [RFC3261]. A SIP UPDATE request MAY be used only if the PoC Server has indicated support for the SIP UPDATE method.


· 2. SHALL validate that the Media Parameters are acceptable to the PoC Client and if not reject the request with a SIP 406 "Not Acceptable" response. Otherwise continue with the rest of the steps.


· 3. SHALL include a MIME SDP body of a SIP UPDATE request or a SIP re-INVITE request with a SDP offer according to the rules and procedures of [RFC3264] and [RFC 2327] with the new Media Parameters.


· 4. SHALL send the SIP request towards the PoC Client within the existing SIP dialog according to rules and procedures of the SIP / IP Core.

Editor’s note: Should  be added the case that other response than 200 “OK” 4XX is received from Client.


Upon receiving a SIP UPDATE request or a SIP re-INVITE request during an active PoC Session and when the PoC Server acts as a SIP proxy the PoC Server SHALL forward the SIP request according to the rules and procedures of [RFC3261]. A SIPUPDATE request MAY be used only if the PoC Client has indicated support for the SIP UPDATE method.

On receipt of a SIP 200 "OK" response and when the PoC Server acts as a B2BUA the PoC Server:


· 1. SHALL generate a SIP 200 “OK” to the SIP UPDATE request or the SIP re-INVITE request according to the rules and procedures of the [RFC3261].


· 2. SHALL include a MIME SDP body in the SIP 200 “OK” response as the SDP answer according to the rules and procedures of [RFC3264] and [RFC 2327] with the new Media Parameters.

· 3. SHALL send a SIP 200 "OK" response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.

· 4. SHALL if the PoC Server is in the media path, activate the Media Parameters received in the MIME SDP body as SDP answer as specified in [OMA-PoC-UP] "User Plane adaptation".

On receipt of a SIP 200 "OK" response and when the PoC Server acts as a SIP proxy the PoC Server SHALL forward the SIP 200 “OK” response according to the rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.4 SIP NOTIFY request


If the PoC Server performing the Participating PoC Function receives an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP SUBSCRIBE request the PoC Server:


· 1. SHALL send the SIP NOTIFY request towards the PoC Client along the signalling path.

· 2. SHALL forward the response along the signalling path to the originating network when the Invited PoC Client responds and a response is received from the invited PoC Address.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms and procedures according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.5 SIP CANCEL request


Upon receiving a SIP CANCEL request from the PoC Server peforming the Controlling PoC Function, a PoC Server acting as a B2BUA:


· 1. SHALL act as UAS according to rules and procedures of [RFC 3261];


· 2. SHALL cancel the SIP INVITE request towards the PoC Client acting as UAC according to rules and procedures of [RFC 3261]


When acting as a SIP proxy rules and procedures as specified in [RFC3261] SHALL be applied.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.6 SIP BYE request


7.3.2.6.1 SIP BYE request – On-demand Session case


Upon receiving a SIP BYE request from the PoC Server performing the Controlling PoC Function a PoC Server acting as a B2BUA:


· 1. SHALL generate a SIP 200 "OK" response and send it towards the PoC Server performing the Controlling PoC Function according to rules and  procedures of the SIP/IP core;


· 2. SHALL interact with the User Plane as specified in [OMA POC UP] “Participating PoC function procedures at PoC session termination”;

· 3. SHALL release User Plane resource associated with the SIP Session with the PoC Server performing the Controlling PoC Function as specified in [OMA-PoC-UP] "Participating PoC Function procedures at Session termination";


· 4. SHALL send a SIP BYE request towards the PoC Client according to rules and procedures of the SIP/IP core;


Upon receiving a SIP 200 "OK" response  to the SIP BYE request the PoC Server SHALL release User Plane resources associated with the SIP Session with the PoC Client as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session termination".When acting as a SIP proxy rules and procedures as specified in [RFC3261] SHALL be applied.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


7.3.2.6.2 SIP BYE request – Pre-established Session case


Upon receiving a SIP BYE request from the Controlling PoC Function the PoC Server: 


· 1. SHALL disconnect the Pre-established Session towards the PoC Client from the SIP session towards the Controlling PoC Function;


· 2. SHALL send a 200 “OK” response to the Controlling PoC Function;


· 3. SHALL disconnect the User Plane resources towards the PoC Client from the User Plane resources towards the Controlling PoC Function by interacting with the User Plane as specified in [OMA-PoC-UP] “Participating PoC function procedures at PoC session termination”;


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.7 Group Advertisement request


Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header  and a PoC Address in the Request -URI served by the PoC Server performing the Participating PoC Function the PoC Server: 


· 1. SHALL check the PoC User's access list (accept and reject lists) associated to the PoC Address received in the Request-URI. If the policy does not allow to continue the processing, the PoC Server performing the Participating PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. The response is sent along the signalling path. Otherwise, continue with the rest of the steps;


· 2. SHALL forward the SIP MESSAGE request towards the PoC Client according to rules and  procedures of the SIP/IP core.


· 3. SHALL forward the SIP response as described below along the signalling path to the originating network when the invited PoC Client responds and a SIP response  is received from the invited PoC Address.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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