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1 Reason for Contribution

Various Consistency Review comments, 1574 as example, considers SIP 488 responses and its possible contents in the OMA PoC Control Plane specification. Example comment below from consistency review.

Technical

5. validate that the new Media Parameters are acceptable by the PoC Server and if not reject the request with a SIP 488 “Not Acceptable Here” response.

Does the 488 response contain SDP with the codecs and Talk Burst parameters supported?

(OMA-POC-2004-1118)

Also during the process of investigating both the 488 usage and the possible places in PoC Control Plane, it appeared that currently there is not even specified chances for client to send SIP 488 “Not Accetable Here” message, but instead according to current version of Control Plane, client always needs to respond with 200 OK. That’s wrong.

This input contribution proposes solution for 488 responses in PoC Control Plane specification.
2 Summary of Contribution

This Input Contribution contains proposal for the text in PoC Control Plane specification for SIP 488 responses. It also addresses the issue whether SDP may be included in 488 message.

This contribution also adds a possibility for Client to check and verify the Media Parameters whether they are acceptable and if not, then reject the session with 488, instead of always needing to respond with 200 OK and to accept the session even though Media Parameters were unacceptable for the client.

Note that another contribution is needed to cover the functionality what to do when 488 with SDP is received.
R01: The 24.229 specification was read in more detailed and it appeared that there the P-CSCF and/or S-CSCF may send back SIP 488 “Not Acceptable Here” if any of the codecs offered are not allowed by the network local policy and/or users’ subscription data. 
According to that, it is always the entity i.e. originating client, PF A, CF or PF B that sends the INVITE which may get 488 response back from the P-CSCF or S-CSCF. Those should be prepared to receive the 488 with SDP and then perform correctly e.g. if 3GPP IMS is used. There are already in OMA PoC CP specs sentences stating that e.g.: 
“When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.”

Those are sufficient references to state on how to proceed in cases where SIP 488 with SDP is received.
This contribution is now aligned with 24.229 and adds the missing 488 cases for client receiving the initial INVITE and also corrects other 488 related issues from CP spec.
R02: Yellow instruction box for the editor added to note that for the SDP definitions, there may become additional sentences from 0187, if agreed.
3 Detailed Proposal

6.2.1.2         Auto-answer case
On receipt of an initial SIP INVITE request containing the P-Alerting-Mode header with the value "Auto" as specified in [draft-poc-p-headers] and when the PoC Client is set to Auto Answer Mode the PoC Client:

· 1. SHALL validate that the Media Parameters are acceptable to the PoC Client and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. SHALL accept the request and generate a SIP 200 "OK" response as specified in the subclause  6.2.1.1 "General".towards the PoC Server; 

· 3. SHALL include in a SIP 200 "OK" response a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Client for the RTP Session;

b) The codec selected from those in the SDP offer contained in the SIP INVITE request;

c) if another IP address or port shall be used instead of the default IP address and port number specified by [RFC3550], set the IP address and port number at the PoC Client to be used for RTCP  according to rules and procedures of [RFC3605];

d) The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.

· 4. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core.

· 5. SHALL interact with the User Plane as specified in [OMA-POC-UP] “PoC Client procedures at PoC Session initialization”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.2.1.3        Manual-answer case
On receipt of an initial SIP INVITE request containing the P-Alerting-Mode header with the value "Manual" as specified in [draft-poc-p-headers] or when the PoC Client is set to Manual Answer Mode the PoC Client:

· 1. SHALL validate that the Media Parameters are acceptable to the PoC Client and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
· 2. SHALL generate and send a SIP 180 'Ringing' response towards the PoC Server as specified in the subclause 6.2.1.1 "General". If the user accepts the PoC Session invitation, perform steps 2, 3, and 5. If the user declines the PoC Session invitation, perform step 4;
· 3. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 6.2.1.1 "General" if the PoC User accepts the PoC Session invitation  

· 4. SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Client for the RTP Session;

b) The codec selected from those in the SDP offer contained in the SIP INVITE request;

c) if another IP address or port is used instead of the default IP address and port number as specified by [RFC3550], set the IP address and port number at the PoC Client to be used for RTCP  according to rules and procedures of [RFC3605];

d) The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.

· 5. SHALL send a SIP 480 "Temporarily Unavailable" response towards the PoC Server if the PoC User declines the PoC Session invitation or a SIP 408 "Request Timeout" response if the invitation times out. 

· 6. SHALL, if the PoC User accepts the PoC Session invitation.

a. send the  SIP 200 "OK" response to the PoC Server 

b. interact with the User Plane as specified in [OMA-POC-UP] “PoC Client procedures at PoC Session initialization”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.1.4        Manual-answer override case
On receipt of an initial SIP INVITE request containing the P-Alerting-Mode header with the value "MAO" as specified in [draft-poc-p-headers] then if Manual Answer Override is supported by the PoC Client or the Answer Mode of the PoC Client is Automatic Answer then the PoC Client:
· 1. SHALL validate that the Media Parameters are acceptable to the PoC Client and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. SHALL accept the request and generate a SIP 200 "OK" response as specified in the subclause 6.2.1.1 "General". 

· 3. SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264] and [RFC2327] with the following information as follows;

a) The IP address and port number at the PoC Client for the RTP Session: 

b) The codec selected from those in the SDP offer contained in the SIP INVITE request;

c) if another IP address or port is used instead of the default IP address and port number, set the IP address and port number number as specified by [RFC3550] at the PoC Client to be used for RTCP according to rules and procedures of [RFC3605];

d) The selected Talk Burst Control Protocol and the port number to be used for the talk burst control protocol.

· 4. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core

· 5. SHALL interact with the User Plane as specified in [OMA-POC-UP] “PoC Client procedures at PoC Session initialization”.

NOTE: 
If Manual Answer Override is not supported by the PoC Client and the Answer Mode of the PoC Client is Manual Answer then the PoC Client procedures are as the Manual-answer specified in subclause 6.2.1.3 "Manual-answer case".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this subclause.
6.2.2        PoC Client receiving a PoC Session modification request
Upon receiving a SIP UPDATE request, or a SIP re-INVITE request with a MIME SDP body including a new SDP offer as specified by [RFC3264] and [RFC2327], the PoC Client:

· 1. SHALL validate that the Media Parameters are acceptable to the PoC Client and if not,

a) select a subset of the received Media Parameters; or,

b) reject the request with a SIP 488 "Not Acceptable Here" response towards the PoC Server according to the rules and procedures of  SIP/IP Core; Otherwise, continue with the rest of the steps;
· 2. SHALL activate new Media Parameters as specified in [OMA-PoC-UP] "User Plane adaptation";

· 3. SHALL generate a SIP 200 "OK" as specified in the subclause 6.2.1.1 "General";

· 4. SHALL include the accepted Media Parameters in a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327]; and,

· 5. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of SIP/IPCore 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

******************NEXT CHANGE******************************************

7.2.1.4        Rejoining PoC Session request
Upon receipt of a SIP INVITE request that includes a PoC Session Identity in the Request-URI the PoC Server:

· 1. SHALL perform actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 404 "Not Found" response. Otherwise, continue with the rest of the steps; 

· 3. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 ”Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 4. SHALL check if joining PoC user , if joining a chat or pre-arranged PoC group, is according to the “max-participant-count” parameter as specified in [PoC XDM Specification] allowed to join. If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 5. SHALL check whether the privacy is allowed in this Group, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" error response to the originating network. Allowing privacy in the Group is defined using <provide-anonymity> element as specified in [POC XDM Specification].   Otherwise, continue with the rest of the steps;

· 6. SHALL validate that the Media Parameters are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 7. SHALL accept the SIP request and generate  a SIP 200 "OK" response to the SIP request as specified in the subclause 7.2.1.1 "General"; 

· 8. SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) the IP address and port number at the PoC Server for the RTP Session;

b) the selected codec; 

c) if another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605];

d) the selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

· 9. SHALL send the SIP 200 "OK" response towards the PoC Client according to rules and procedures of SIP/IP Core;

· 10. SHALL initiate the Talk Burst Control procedures as specified in [OMA-PoC- UP] "Controlling PoC Function procedures at PoC Session initialization".

· 11. SHALL send a notification to the PoC Addresses of the PoC Group members who have subscribed conference state event package that a PoC Group member has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".

NOTE:
A notification can be sent to PoC Addresses of the PoC Group members who have subscribed to the conference state event package that a PoC Group member has joined in the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

***************NEXT CHANGE*******************************************

7.2.1.7        PoC Session modification
Upon receiving a SIP UPDATE request or a SIP re-INVITE request within an existing PoC Session including a new SDP offer as specified by [RFC3264] and [RFC2327] the PoC Server:

· 1. SHALL validate that the new Media Parameters are acceptable by the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
· 2. SHALL update the User Plane with the new Media Parameters as specified in [OMA-PoC-UP] "User Plane adaptation".
· 3. SHALL generate a SIP 200 "OK" response as follows:

a) include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the new Media Parameters;

b) send the SIP 200 "OK"  response to the SIP/IP Core along the signalling path.
NOTE: 
The PoC Server may determine to update the Media Parameters of the other Participants according to the local policy.  The modification is specified in subclause 7.2.2.5. "PoC Session modification".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

************************NEXT CHANGE******************************************

7.3.1.6        PoC Session modifications
Upon receiving a SIP UPDATE request or a SIP re-INVITE request from the PoC Client during an active PoC Session including a new SDP offer as specified by [RFC3264] and [RFC2327] a PoC Server acting as a B2BUA: 

· 1. SHALL validate that the Media Parameters are acceptable to the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise continue with the rest of the steps.

· 2. SHALL generate a SIP UPDATE request according to rules and procedures of [RFC3311] or a SIP re-INVITE request according to rules and procedures of [RFC3261]. A SIP UPDATE request MAY be used only if the PoC Server performing the Controlling PoC Function has indicated support for the SIP UPDATE method;
· 3. SHALL include a MIME SDP body as a SDP offer in the SIP UPDATE request and SIP re-INVITE request according to rules and procedures of [RFC3264] and [RFC2327] with the new Media Parameters;
· 4. SHALL send the SIP request towards the PoC Server performing the Controlling PoC Function within the existing SIP dialog according to rules and  procedures of  the SIP / IP Core.
On receipt of a SIP 200 "OK" response the PoC Server:

· 1. SHALL generate a SIP 200 "OK" response to the SIP UPDATE request and SIP re-INVITE according to rules and procedures of [RFC3261];

· 2.  SHALL, if the PoC Server is in the media path, update the User Plane with the new Media Parameters received in the MIME SDP body as specified in [OMA-PoC-UP] "User Plane adaptation";

· 3. SHALL send a SIP 200 "OK" response towards the PoC Client according to rules and procedures of SIP/IP Core.

Upon receiving a SIP UPDATE request or a SIP re-INVITE request from the PoC Client during an active PoC Session a PoC Server acting as a SIP proxy SHALL act according to rules and procedures of [RFC3261].

Upon receiving SIP final response other than SIP 200 “OK” the PoC Server SHALL forward the SIP response to the PoC Client according to rules and procedures of  SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
4 Intellectual Property Rights Considerations

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended and proposed to agree the changes as presented in section 3 of this input contribution and incorporate the changes in the OMA PoC Control Plane specification.




Instructions for the editor:


 These changes as presented below are agreed by PoC WG. However, there may become additional changes e.g. sentences related to SDP, contents of SDP, handling of SDP from the RIM input contribution 0187, if agreed case by case.
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