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1 Reason for Contribution

This contribution proposes to solve some unresolved CP comments listed in Nokia contribution 221R05. 
	ID
	Open Date
	Section
	Description
	Status
	Priority

	191 (191)
	2004.11.29
	CP 7.3.2.2.1
	Technical:

Need to determine if Proxy mode is possible and if so add the procedures.

(OMA-POC-2004-1077)
	[2004.12.01]

Valid comment. Solution pending. Discussion based on a contribution will take place.

AI: contribution assigned to Siemens.
Solution proposed in this contribution.
	A0



	1943
	2004.12.06
	CP
	Re-INVITE is used optionally to make various session modifications (eg put user on hold) this might generate unnecessary charging events in the S-CSCF. UPDATE is more appropriate for that purpose

(OMA-POC-2004-1128)
	[2004.12.13]

Some concern using UPDATE expressed.

AI: Vodafone to check the company opinion.
No change proposed, because UPDATE is also covered.  
	A1



	2440
	2004.12.07
	CP 2.1
	Technical:

Fallback solution is need when the Exploder URI is not provisioned.

Exploder Internet-Draft seems to be missing in Normative References.

Reference to the Internet-Draft shall be added in step 4.

(OMA-POC-2004-1142)
	[2004.12.13]

AI: Nokia to check whether it is correct
Solution proposed in this contribution.
	A1



	952
	2004.12.01
	CP 6.1.3.2.1 bullet 1
	Technical: 

A reference is made to the 6.1.3.1. "General" chapter. The general chapter includes setting of privacy and it seems strange to set privacy on the pre-established session. Should it be done when establishing a PoC Session instead?

(OMA-POC-2004-1104)
	[2004.12.13]

Further consistent investigation needed. Open.
Solution proposed in this contribution.
	A1



	958
	2004.12.01
	CP 6.1.3.2.2 bullet 6
	Technical: 

Privacy is already sent in the initial INVITE (see earlier comment)

(OMA-POC-2004-1104)
	[2004.12.13]

Open
Solution proposed in this contribution.
	A1



	2096
	2004.12.06
	CP 7.3.1.14
	Technical: 

Should we specify the PoC settings in the bullet 5 to cover ISB, IAB and AM.

(OMA-POC-2004-1132)
	[2005.01.10]

Contribution required.
Solution proposed in this contribution.
	A1



	2439
	2004.12.07
	CP 6.1.9
	Technical:

Fallback solution is need when the Exploder URI is not provisioned.

Exploder Internet-Draft seems to be missing in Normative References.

Reference to the Internet-Draft shall be added in step 4.

(OMA-POC-2004-1142)
	[2005.01.10]

Nokia will write the contribution.

NOKIA comment:

2439 (OPEN):

Solution proposed in this contribution.

	B1

	2564
	2004.12.07
	CP 7.3.1.4
	Technical:

Should B2BUA and proxy functionalities be totally separated for better readability?

(OMA-POC-2004-1146)
	[2005.01.10]

Nokia will write the contribution

NOKIA comment:

This can be closed. Withdraw

OPEN
Nice to improve the wording to increase the readability, but the comment is proposed to be rejected, because it is not necessary.
	A1



	1185
	2004.12.01
	CP 7.3.1.5
	In bullet (4): The session type is not needed, just a differentiation between users and groups is needed.

(OMA-POC-2004-1106)
	[2005.01.10]

Nokia comment:

This open item should be rejected or withdrawn.

Proposed to be rejected.  Session types are already covered in CP.
	A1



	1624
	2004.12.06
	CP 7.3.1.5
	Technical:

"Upon receiving a SIP REFER request where the “method” uri parameter in the Refer-To header is set to “INVITE” the PoC Server:"

Modify to:

"Upon receiving a SIP REFER request without a “method” uri-parameter in the Refer-To header or with the uri parameter “method”=INVITE” the PoC Server:"

NOTE this subclause conflicts with 7.3.1.8 so this modified line should then be moved there.

(OMA-POC-2004-1118)
	[2005.01.10]

Nokia will write the contribution
This is already covered in CP 2005 02-11.

Minor editorial correction to 7.3.1.5 bullet 1.
	A1



	2517
	2004.12.07
	CP 7.2.1.12
	Technical:

Exploder functionality is missing. If not specified, should we route to an Exploder service? Or is it the Client which has to put correct URI in the Request-URI?

(OMA-POC-2004-1143)
	[2005.01.10]

Nokia will write the contribution.

NOKIA comment:

2517 (OPEN)
Rewording proposed in this contribution.
	B1



	
	
	
	
	
	


2 Summary of Contribution

See 1.

3 Detailed Proposal

6.1.3.1  General

The PoC Client SHALL generate an initial SIP INVITE request according to rules and procedures of  [RFC3261].  The PoC Client

· 1. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of  [RFC3841] in all initial SIP INVITE requests; 

· 2. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”;

· 
NOTE 1:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on rules specified in the [POC XDM Specification] the PoC Session will not be allowed by the PoC Server hosting the PoC Group. 

· 3. SHALL include the PoC feature-tag '+g.poc.talkburst' in the Contact header.; 

· 4. SHALL include the option tag 'timer' in the Supported header;
· 5. SHOULD include an Allow header with all supported SIP methods; 

· 6. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [draft-ietf-sip-session-timer];
· 7. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”.

NOTE 2:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', specified in [RFC3262], is not defined for POC-1 reference point.

On receipt of a SIP final response or SIP provisional response to the SIP INVITE request, the PoC Client: 

· 1. SHALL store the list of SIP methods that the PoC Server supports if received in the Allow header.

· 2. SHALL store the contact if received in the Contact header;

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [draft-ietf-sip-session-timer].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.3 Establishment of an On-demand PoC Session 

6.1.3.3.1 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session the PoC Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";

· 2. SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the PoC service in the Home PoC Network of the PoC User;

· 3. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];

· 4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) set the IP address and port number for the RTP Session;

b) include the codec(s) and Media Parameters being offered by the PoC Client for the PoC service;

c) if another IP address or port number is used instead of the default IP address and port number specified by the [RFC3550], set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of  [RFC3605]; and,

d) the offered Talk Burst Control Protocol(s), Talk Burst parameter(s) and the port number(s) for the Talk Burst Control Protocol(s); 

· 5. SHALL insert in the SIP INVITE request a MIME resource-lists body with the PoC Address(es) of the Invited PoC User(s) according to rules and procedures of [draft-URI-list]. The PoC Client SHALL check that the number of Invited PoC Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for PoC Client. If exceeded, the PoC Client SHOULD notify the PoC User. Otherwise, continue with the rest of the steps;

· 6.  SHALL in case the PoC User has requested Manual Answer Override include in the SIP INVITE request a P-Alerting-Mode header with the value "MAO" according to rules and procedures of  [draft-poc-p-headers]; 
· 7. SHALL include value "id" in the Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
· 8. SHALL send the SIP INVITE request towards the PoC Server according to rules and  procedures of the SIP/IP Core.

On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the PoC Session Identity if received in the Contact header;

· 3. MAY indicate the progress of the PoC Session establishment to the Inviting PoC User.

On receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the PoC Session Identity if received in the Contact header; 

· 3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization"; and,

· 4. MAY notify the answer state to the PoC User (i.e. “unconfirmed” or “confirmed”) if received in the P-Answer-State header in the response.

NOTE: 
According to [draft-URI-list] the received 200 “OK” means that the conference was created successfully, that the client that generated the SIP INVITE request is in the conference, and that the server understood the URI-list.  If the client wishes to obtain information about the status of other users in the conference it SHOULD use general conference mechanisms, such as the conference package.

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
6.1.3.3.2 PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session 

Upon receiving a request from a PoC User to establish a PoC Group Session with a PoC Group Identity, identifying a Pre-arranged PoC Group or a Chat PoC Group the PoC Client: 

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General"; 

· 2. SHALL set the Request-URI of the SIP INVITE request to the PoC Group Identity identifying the PoC Group;

· 3. MAY include Session Type uri-parameter in the Request-URI set to "prearranged" or “chat” depending on the PoC Group Identity as specified in C.5.1 "Session Type uri-parameter";
· 4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) set the IP address and port number for the RTP Session;

b) include the codec(s) and Media Parameters being offered by the PoC Client for the PoC service;

c) if another IP address or port number is used instead of the default IP address and port number specified by the [RFC3550], set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of  [RFC3605]; 

d) the offered Talk Burst Control Protocol(s), Talk Burst parameter(s) and the port number(s) for the Talk Burst Control Protocol(s).

· 5. SHALL in case the PoC User has requested Manual Answer Override include in the SIP INVITE request a P-Alerting-Mode header with the value "MAO" according to rules and procedures of  [draft-poc-p-headers];
NOTE: 
The PoC Server performing the Controlling PoC Function will ignore the Manual Answer Override indication in case the PoC Group Identity identifies a Chat PoC Group.

· 6. SHALL include value "id" in the Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
· 7.  SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the PoC Session Identity if received in the Contact header;

· 3. MAY indicate the progress of the PoC Session establishment to the Inviting PoC User.

On receiving a SIP 2xx response to the SIP INVITE request, the PoC Client:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the PoC Session Identity if received in the Contact header; 

· 3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization"; and, 

· 4. MAY notify the answer state to the PoC User (i.e. “unconfirmed” or “confirmed”) if received in the P-Answer-State header in the response.

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client Subscription to the Conference State Event Package".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
6.1.9 PoC Client sending a Group Advertisement

Upon a request from a PoC User to send a Group Advertisement, the PoC Client: 

· 1. SHALL generate a SIP MESSAGE request according to  rules and procedures of  [RFC3428]; 

· 2. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.groupad' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of [RFC 3841];

· 3. SHALL include PoC specific content in the form of MIME vnd.poc.advertisement+xml body.  The PoC Client:
a) SHALL include the <Group> element with the “type” attribute set to

i. “dialed-in” in the case of a Chat PoC Group; or

ii. “dialed-out” in case of a Pre-arranged PoC Group. 
b) MAY include the <display name> element with the value set to PoC Group NAME of the PoC Group; 

c) SHALL include the <uri> element with the value set to the PoC Group Identity of the PoC Group; and,

d) MAY optionally include free text in the <note> element.  
NOTE 1: The vnd.poc.advertisement+xml is specified in the subclause C.1.1 "Group Advertisement".

· 4. SHALL set the Request-URI according to the PoC User's selection to a PoC Address of a PoC User, or to a PoC Group Identity identifying a Chat PoC Group or a Pre-arranged PoC Group, or to a URL identifying the body part containing the MIME resource-list body of PoC Addresses of PoC Users according to rules and procedures of [draft-uri-list-message], if the Exploder-URI is provisioned for PoC Client ;

· 5. SHALL include the PoC Address of the PoC User in the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”;

· 6. SHALL include the User-Agent header to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”.

· 7. SHALL send the SIP MESSAGE request towards the PoC Server according to the procedures of the SIP/IP Core.

NOTE 2:
Privacy cannot be applied with Group Advertisement. If anonymity is required by the sending PoC User, the Group Advertisement should not be sent, because the PoC Server will reject the request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.12 Group Advertisement request

Upon receipt of a SIP MESSAGE request containing the PoC feature-tag '+g.poc.groupad' in the Accept-Contact header the PoC Server:

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response if Group Advertisement is not supported by the PoC Server. Otherwise continue with next step.

· 2. SHALL check whether Request-URI contains the PoC Group Identity hosted by the PoC Server or a URL identifying the body part containing the MIME resource-list body of PoC Addresses of PoC Users according to rules and procedures of [draft-uri-list-message] and known by the PoC Server. Otherwise perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not hosted. Otherwise, continue with the rest of the steps;  

· 3. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response.  Otherwise, continue with the rest of the steps; 

· 4. SHALL return a SIP 403 “Forbidden” response, if anonymity is requested. Otherwise, continue with the rest of the steps;

· 5. SHALL obtain the PoC Addresses of the members belonging to the PoC Group;

· 6. SHALL send the SIP MESSAGE request towards each PoC Address as specified in the subclause 7.2.2.6 "Group Advertisement request";
· 7. SHALL send a SIP 202 "Accepted" response along the signalling path towards the initiating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.1.5 PoC Session initiation using Pre-established Session

The PoC Server:
· 1. SHALL check whether the request is acceptable and if it isn’t return a SIP 403 “Forbidden” response according to rules and procedures of [RFC3515]. Otherwise, continue with the rest of the steps;
· 2. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded.  If exceeded, the PoC server SHALL respond with a SIP 488 “Not Acceptable Here” response with the warning header “too many Simultaneous PoC Sessions”. Otherwise, continue with the rest of the steps;

· 3. SHALL send SIP 202 "Accepted" response according to rules and procedures of [RFC3515];

· 4. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP REFER request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized proceed with the next step otherwise the PoC Server SHALL return a SIP 403 “Forbidden” response and not continue with the rest of the steps.  If P-Alerting-Mode Header is set to any other value than "MAO", the P-Alerting-Mode header SHALL be discarded.

· 5. SHALL check the SIP URI in the Refer-To header. If the SIP URI in the Refer-To header includes the Session-Type uri-parameter "session=adhoc", "session=pre-arranged" or "session=chat"the PoC Server:

a) SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session;

b) SHALL generate a SIP INVITE request as specified in sub-clause 7.3.1.1 "General" using the URI out of the Refer-To in the SIP REFER request;

c) SHALL include in the SIP INVITE request a MIME SDP body containing the Media Parameters of the PoC Server as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. the IP address and port number at the PoC Server for the RTP Session;

ii. set the supported codecs of the PoC Client;

iii. if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605];
iv. the offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol.
NOTE: 
If the media is "Inactive" on the Pre-established Session when the SIP Refer request is received then the media in the SDP offer is also set to "Inactive".

d) SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP REFER request include a P-Alerting-Mode header with the value "MAO" in the SIP INVITE request 

e) SHALL send the SIP INVITE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core. 
       NOTE: B2BUA do not forward any SIP provisional nor final responses.

f) SHALL upon receiving a SIP response send a NOTIFY request according to rules and procedures of [RFC3515] and as specified in the subclause 7.2.1.8 “Adding PoC Participnats to PoC Session request” based on the progress of the invitation to the PoC Client along the signalling path if the “norefersub” option tag is not present in the REFER request. Do not continue to the rest of the steps.
· 6. The PoC Server SHALL perform the procedures as specified in 7.2.1.8 "Adding Participants to PoC Session Request".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.2.1  Automatic-answer using On-demand Session


If the Authenticated Originator's PoC Address and the Referred-by header in the initial SIP INVITE request are "accept" by the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC XDM Specification] and the Answer Mode setting in the PoC settings of the Invited PoC User is set to Automatic Answer then continue here. Otherwise the PoC Server SHALL perform the actions specified in subclause 7.3.2.2.3 “Manual answer”.
The PoC Server SHALL act as B2BUA.
The PoC Server:
· 1. SHALL generate a SIP 183 "Session Progress" response to the SIP INVITE request as specified in subclause 7.3.2.1 "General" and according to rules and procedures of [RFC3261] and [RFC3262];
· 2. MAY include a Require header set to ‘100rel’ according to rules and procedures of [RFC3262];
· 3. SHALL include the P-Answer-State header set to "Unconfirmed";
· 4. SHALL send the SIP 183 “Session Progress” response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.
Editor's Note: Whether it is feasible to send SDP in 183 Session progress needs to be investigated.
The PoC Server 

· 1. SHALL generate a SIP INVITE request as specified in subclause 7.3.2.1 "General";
· 2. SHALL if a P-Alerting-Mode header is included with the value set to "MAO" authorize the Authenticated Originator's PoC Address to override the Invited PoC User’s Answer Mode setting and if authorized, include a P-Alerting-Mode header with the value "MAO";

· 3. SHALL if a P-Alerting-Mode header is not included or if the Authenticated Originator’s PoC Address is not authorized to override the Invited PoC User’s Answer Mode setting include a P-Alerting-Mode header with the value "Auto";

· 4. SHALL include an MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:
a) The IP address and port number at the PoC Server for the RTP session;

b) The codec(s) and Media Parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request and if transcoding is supported by the PoC Server MAY also include the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request;

c) If another IP address or port is used instead of the default IP address and port number according to rules and procedures of [RFC3550], set the IP address and port number for RTCP  at the PoC Server according to rules and procedures of [RFC3605];

d) The Talk Burst Control Protocol(s) and Talk Burst Parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request and if interworking between Talk Burst Control Protocols are supported by the PoC Server, MAY also include the ones that can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst parameters contained in the SDP offer in the incoming SIP INVITE request 

e) The PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s).

· 5. SHALL remove the Referred-by header if anonymity is requested by the value "id" in the Privacy header
· 6. SHALL send the SIP INVITE request towards the PoC Client according to rules and procedures of the SIP /IP Core.

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the actions in the PoC Server depends, according to rules and procedures of [RFC3261] and [RFC3262], on if the SIP 183 "Session Progress" was sent reliable or not as follow:

· 1. SHALL, if the SIP 183 "Session Progress" was sent unreliable, send the SIP 200 "OK" response immediately (since the PoC Server does not have to wait for a SIP PRACK request);

· 2. SHALL, if the SIP 183 "Session Progress" was sent reliable, send the SIP 200 "OK" according to rules and procedures of [RFC3262] and [RFC3261].

Upon receiving a SIP PRACK request the PoC Server 

· 1. SHALL generate a SIP 200 “OK” response to the SIP PRACK request according to rules and procedures of [RFC3262] and [RFC3261].

· 2. SHALL send the SIP 200 “OK” response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.

Whenever the PoC Server sends the SIP 200 "OK" response the PoC Server:

· 1. SHALL generate a 200 "OK" response as described in the sub-clause 7.3.2.1 "General";
· 2. SHALL include a MIME SDP body with a SDP answer according to rules and procedures of  [RFC3264] and [RFC2327] with the following information:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The codec(s) and Media Parameters selected by the PoC Server according to the local policy from those contained in the SDP offer in the incoming SIP INVITE request; 

NOTE: The codec and Media Parameter selected according to the local policy may be a default set defined by the PoC system or operator.

c) If another IP address or port is used instead of the default IP address and port number according to rules and procedures of [RFC3550], set the IP address and port number to be used for RTCP at the PoC Server according to rules and procedures of [RFC3605];

d) The Talk Burst Control Protocol(s) and Talk Burst parameters selected by the PoC Server according to the local policy from those contained in the SDP offer in the incoming SIP INVITE request;  
e) The PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s).
· 3. SHALL send the SIP 200 "OK" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

· 4. SHALL interact with the User Plane as specified in [OMA-POC-UP] "Participating PoC Function procedure at initialization";

· 5. SHALL act as a B2BUA for the duration of the PoC Session according to rules and procedures of [RFC3261].

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub-clause.

7.3.2.2.2 Automatic-answer using Pre-established Session

If the Authenticated Originator's PoC Address and the Referred-by header in the initial SIP INVITE request are "accept" by the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC XDM] and the Answer Mode setting in the PoC settings of the Invited PoC User is set to Automatic Answer then continue here.  Otherwise the PoC Server SHALL perform the actions specified in subclause 7.3.2.2.3 “Manual answer”.

The PoC Server SHALL act as B2BUA.
The PoC Server:

· 1. SHALL validate that the Media Parameters are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as described in the subclause 7.3.2.1 "General".

a) Include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264] and [RFC2327] as follows:   

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The codec(s) and Media Parameters negotiated during the Pre-established Session is established as specified in the subclause 7.3.1.2 “Pre-established Session” in case they are a subset of those contained in the original SDP offer or the subset of those contained in the original SDP offer selected by the PoC Server, in case transcoding is supported by the PoC Server, MAY also include the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request; 

iii. If another IP address or port is used instead of the default IP address and port number as specified by [RFC3550], set the IP address and port number for RTCP  at the PoC Server according to rules and procedures of [RFC3605].

iv. The Talk Burst Control Protocol and Talk Burst parameters negotiated during the Pre-established Session is established as specified in the subclause 7.3.1.2 “Pre-established Session” in case they are a subset of those contained in the original SDP offer or the subset of those contained in the original SDP offer selected by the PoC Server, in case interworking between Talk Burst Control Protocols are supported by the PoC Server, MAY also include the ones that can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst parameters contained in the SDP offer in the incoming SIP INVITE request;  

v. The PoC Server’s port number to be used for the Talk Burst Control Protocol.

· 3. SHALL include the P-Answer-State header set to “Unconfirmed”.

· 4. SHALL send the SIP 200 "OK" Response to the SIP INVITE request according to rules and procedures of SIP/IP Core;

· 5. SHALL interact with the User Plane as described in [OMA-POC-UP] "Participating PoC Function procedure at initialization". 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.1.14  PoC service setting procedure

Upon receiving a SIP PUBLISH request the PoC Server: 

· 1. SHALL check whether the Accept-Contact header includes the feature-tag '+g.poc.talkburst' and if not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Event header includes value 'poc-settings' and if not included the PoC Server SHALL return a SIP 489 "Bad event" response. Otherwise, continue with the rest of the steps;

· 3. SHALL perform the actions to verify the Authenticated Originator’s PoC Address of the PoC Client and if not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 4. SHALL process the SIP PUBLISH request according to rules and procedures of [RFC3903] and if processing of the SIP request was successful continue with next step;

· 5. SHALL store the PoC settings; and,

NOTE:  The PoC settings are “Answer Mode Indication”, “Incoming PoC Session Barring” and “Incoming Instant Personal Alert Barring”.
· 6. SHALL send SIP 200 "OK" response to the SIP PUBLISH request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause. 

4 Intellectual Property Rights Considerations

None known.

5 Recommendation

It is proposed to discuss the issues and adopt the changes to the PoC specification.
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