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1 Reason for Contribution

There is an inconsistency whether the Instant Personal Alert Feature is an optional or mandatory requirement.  There is also a CONRR comment 1832 on this inconsistency.  The PoC RD requirements and CP procedures stated the Instant Personal Alert is Mandatory, but in AD section 6.1.1 it stated it’s optional.  
This paper proposes text to resolve this confusion by making Instant Personal Alert mandatory for the PoC Client in AD section 6.1.1.
	1832
	2004.12.06
	AD 6.1.1
	Technical

The PoC Client MAY:

Support handling of Instant Personal Alert

The PoC Client sending an Instant Personal Alert is optional but it is mandatory to be capable of receiving an Instant Personal Alert

(OMA-POC-2004-1122)
	[2004.12.10]

Need to discuss with REQ

AI: contribution assigned to Nokia

2005-0225 will provide a solution, but not yet agreed.
	A1


	


“PoC RD”
6.1.3 Instant personal alert

Instant personal alert is a PoC communication feature that allows a PoC subscriber to request another PoC subscriber to initiate a 1-to-1 communication back to the originator. The invited PoC subscriber SHALL be able to recognize the Instant Personal Alert request, together with the inviting PoC subscriber’s identity, subject to the inviting PoC subscriber’s privacy rules. The alerted PoC subscriber SHALL be able to initiate a PoC session with the alerting subscriber in response to receiving the alert, possibly at some later time.

Since Instant Personal Alert does not create a PoC session, PoC subscriber’s presence condition are not affected by Instant Personal Alerts (Ref: Chapter 6.2.6 Presence Features).

According to the description in [6.1.9.6] (PoC accept / reject list), a PoC subscriber MAY maintain the identities of other PoC subscribers from whom he does not wish to receive PoC talk requests.  The same rejection conditions MAY apply to Instant Personal Alerts, subject to PoC service provider policy.

The Do-not-Disturb Presence feature SHALL not apply to Instant personal alerts.  (Ref: Chapters 6.2.4 and 6.2.4.2 Presence)

A PoC subscriber who is participating in a PoC session SHALL be able to receive and send Instant personal alerts.

 “PoC CP”
6.1.8 PoC Client sending an Instant Personal Alert 

Upon a request from a PoC User to send an Instant Personal Alert with a PoC Address identifying the receiving PoC Client, the PoC Client: 

· 1. SHALL generate a SIP MESSAGE request according to  rules and procedures of [RFC3428];

· 2. SHALL include Request-URI with the PoC Address of the PoC User to be alerted;

· 3. SHALL include the PoC Address of the PoC User in the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”.

· 4. SHALL include an Accept-Contact header with the PoC feature-tag, '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of [RFC3841]; 

· 5. SHALL include the User-Agent header to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”.

NOTE 1:
 It has not been determined whether anything needs to be added about the value of the content-type.

· 6. SHALL send the SIP MESSAGE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

NOTE 2: 
Privacy cannot be applied with the Instant Personal Alert. If anonymity is required by the sending PoC User then the Instant Personal Alert should not be sent, because the PoC Server will reject the request.. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.4 PoC Client receiving an Instant Personal Alert

Upon  receiving a SIP MESSAGE request containing  the PoC feature tag '+g.poc.talkburst' in the Accept-Contact header field,  and a non-anonymous Authenticated Originator’s PoC Address, the PoC Client:

NOTE 1: 
It has not been determined whether  the content-type needs to be checked.

· 1. MAY reject the SIP MESSAGE request with an appropriated reject code specified in [RFC3428] and [RFC3261] e.g.

a) when the PoC Client determines that there is not enough resources to handle the SIP MESSAGE request; or,

b) any other reason outside the scope of this specification.

NOTE 2:
The decision to reject the SIP MESSAGE request can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 

· 2. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3428].

· 3. SHALL include Server header to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”.

· 4. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core.
NOTE 3:
The PoC Client can indicate to the PoC User that an Instant Personal Alert was received.

The PoC Client MAY use the procedures specified in subclause 6.1.3.2.2 "PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session" or in subclause 6.1.3.3.1 "PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session" to initiate a 1-1 PoC Session with the PoC User identified in the Authenticated Originator’s PoC Address.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.4.1 Instant Personal Alert

7.4.1.1 Instant Personal Alert procedure at Originating PoC Server

Upon receipt of a SIP MESSAGE request containing the PoC feature-tag '+g.poc.talkburst' in the Accept-Contact header , the PoC Server:

· 1. SHALL return a SIP 403 “Forbidden” response, if anonymity is requested. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Authenticated Originator's PoC Address is of a PoC User that is allowed to send an Instant Personal Alert and if it is not the PoC Server serving the originating PoC Client SHALL respond with a SIP 403 "Forbidden" response to the PoC Client . Otherwise, continue with the rest of the steps;

· 3. SHALL forward the SIP MESSAGE request to the SIP/IP Core.

Upon receiving a SIP final response PoC Server SHALL forward the SIP final response along the signalling path towards the originating PoC Client according to rules and procedures of [RFC3261].  

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

7.4.1.2 Instant Personal Alert procedure at terminating PoC Server

Upon receipt of a SIP MESSAGE request containing the PoC feature-tag  '+g.poc.talkburst' in the Accept-Contact header and the request includes a PoC Address in the Request-URI that is served by the PoC Server then, the PoC Server:

· 1. SHALL check if the Authenticated Originator's PoC Address in the initial SIP MESSAGE request is “pass” or “accept” in the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC-XDMS] and if not the Participating PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;  

· 2. SHALL check the terminating PoC User's Incoming Instant Personal Alert Barring setting associated to the PoC Address received in the Request-URI. If the Incoming Instant Personal Alert Barring is activated the PoC Server performing the Participating PoC Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. The response is sent along the signalling path. Otherwise, continue with the rest of the steps;

· 3. SHALL forward the SIP MESSAGE request towards the PoC Client of the terminating PoC User according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP final response PoC Server SHALL forward the SIP final response along the signalling path towards the originating PoC Client according to rules and procedures of [RFC3261]. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
F.1.8 PoC Session unrelated operations for PoC Client Initiating Procedures

	Item
	Function
	Reference
	Status
	Requirement

	PoCCPSpec-CUO-C-001
	PoC Client Adding a User to a PoC Session (SIP REFER)
	6.1.7
	M
	

	PoCCPSpec-CUO-C-002
	PoC Client Sending an Instant Personal Alert (sending SIP MESSAGE)
	6.1.8
	O
	

	PoCCPSpec-CUO-C-003
	PoC Client Sending a Group Advertisement (sending SIP MESSAGE)
	6.1.9
	O
	


F.1.9 PoC Client terminating procedures

	PoCCPSpec-CTP-C-009
	PoC Client receiving an Instant Personal Alert: receiving SIP MESSAGE
	6.2.4
	M
	

	PoCCPSpec-CTP-C-010
	PoC Client receiving an Instant Personal Alert: initiating 1-1 PoC Session
	6.2.4
	O
	PoCCPSpec-CSI-C-005 OR

PoCCPSpec-CSI-C-010


F.2.6 PoC Session unrelated operations

	Item
	Function
	Reference
	Status
	Requirement

	PoCCPSpec-CUO-S-001
	Instant Personal Alert procedure at originating PoC Server
	7.4.1.1
	M
	 

	PoCCPSpec-CUO-S-002
	Instant Personal Alert procedure at terminating PoC Server
	7.4.1.2
	M
	 


2 Summary of Contribution

This contribution proposes to make support of the Instant Personal Alert a mandatory function in the PoC client.   See section 3 for detail proposal.  The new texts are similar to the simultaneous session feature.
3 Detailed Proposal

6.1.1
PoC Client

The PoC Client resides on the mobile terminal and is used to access the PoC service.

The PoC Client SHALL be able to:

· Allow PoC Session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and termination.

· Perform registration with the SIP/IP Core.
· Authentication of the PoC User to the SIP/IP Core.
· Generate and send Talk Bursts by recording and encoding audio.
· Receive Talk Bursts and generate audio by decoding the received Talk Bursts.
· Support Talk Burst Control procedures and Talk Burst Control Protocol negotiation.

· Incorporate PoC configuration data provided by the DM Client.

· Support the capability of a PoC User to set the Answer Mode Indication (Manual Answer, Automatic Answer) the Incoming PoC Session Barring and Incoming Instant Personal Alert Barring.

· Support User Plane adaptation procedures if initiated by the PoC Server.

· Support Instant Personal Alert

The PoC Client MAY:

· 
· Provide Group Advertisment

· Support multiple Talk Burst Control Protocols.

· Support Talk Burst request queueing that may be based on priority or timestamp.
· Send quality feedback reports after end of Talk Burst.
· Support for Pre-established Sessions.

· Support Simultaneous Sessions.
· Support Session on-hold procedures.
· Request privacy for User identity.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Proposes to discuss the proposals and accept them to be incorporated into the PoC AD.
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