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1 Reason for Contribution

This document provides the correction to the PoC Address inclusion when a PoC client initiate session.
2 Summary of Contribution

There are several descriptions in CP chapter 6 when a PoC client initiate a session as 

"SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”

Two practical problems.
- A receiving side of INVITE can not be assured whether the originator's PoC address is correct, especially if INVITE does not come through IMS.
- subclause 5.2 does not mention the behaviour of the PoC client.
Therefore, it is proposed to change the above sentence to " MAY include the PoC Address of the PoC User"
3 Detailed Proposal


[image: image1.emf]D:\_usr\PoC\ PoC_Spec\CP_Chapter6.doc


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Adopt this correction and include it in the CP.
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5. Common procedures


5.1 General


All Control Plane signalling requests and responses between PoC Client and PoC Server, as well as between PoC Servers, SHALL route via the SIP/IP Core as specified in [OMA-PoC-AD].  When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the SIP routing procedures are specified in [TS24.229] /[3GPP2 X.S0013.4]. 


5.2 Authenticated Originator's PoC Address


The Authenticated Originator's PoC Address is the PoC Address of the originating PoC Client that has been authenticated by the SIP/IP Core or the PoC Group Identity when the PoC Server performing the Controlling PoC Function invites PoC Users to a PoC Group Session. 


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the Authenticated Originator's PoC Address is contained in the P-Preferred-Identity header or the P-Asserted-Identity header according to rules and procedures of [RFC 3325]. The From header MAY be used to carry the Authenticated Originator's PoC Address, and MAY be supported by the PoC Server. The PoC Server MAY be able to support an Authenticated Originator's PoC Address in the From header if the PoC Server has transitive trust with the SIP/IP Core, and if the SIP/IP Core is able to perform proxy authentication of the PoC Client.


If the PoC Server cannot obtain an Authenticated Originator's PoC Address for an initial request it SHALL reject the request with a SIP 403 "Forbidden" response. 


6. Procedures at the PoC Client


6.1 PoC Client originating procedures


6.1.1 PoC service registration


6.1.1.1 General


The PoC Client SHALL register, re-register and de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following subclauses.


When registering and re-registering, the PoC Client


· 1. SHALL generate a SIP REGISTER request;


· 2. SHALL include the PoC feature-tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request;

· 3. SHALL include the PoC feature-tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request if the receiving of Group Advertisement messages are supported; 


· 4. SHALL include a Require header with the option tag “pref” according to rules and procedures of [RFC3840]


· 5. SHALL include the User-Agent header in the SIP REGISTER request to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”. 


When de-registering, the PoC Client


· 1. SHALL generate a SIP REGISTER request;


· 2. SHALL include the PoC feature-tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request if the PoC Client needs to continue to receive Group Advertisement messages; 


· 3. SHALL include a Require header with the option tag “pref” according to rules and procedures of [RFC3840];


· 4. SHALL include the User-Agent header in the SIP REGISTER request to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”.


6.1.1.2 PoC service registration and re-registration


When the PoC Client sends a SIP REGISTER or SIP re-REGISTER request to the SIP/IP Core the PoC Client:


1. SHALL generate a SIP REGISTER request as specified in subclause 6.1.1.1 "General";


2. SHALL insert in the SIP REGISTER request any necessary security parameters (e.g. Digest response) according to rules and procedures of the SIP/IP Core; 

3. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.


Each time the PoC Client has successfully performed an initial registration the PoC Client SHALL publish the PoC service settings as specified in subclause 6.1.2 "PoC service settings procedure".


NOTE 1: 
The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials.


NOTE 2:
Periodical application level re-registration is initiated by the PoC Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.1.3 PoC service de-registration


The PoC Client MAY deregister for the PoC service by either:


· If the terminal needs to remain SIP/IP Core registered the PoC Client SHALL reregister with the SIP/IP Core without including the PoC feature-tag  '+g.poc.talkburst' and the feature-tag ‘+g.poc.groupad'; or


· If the terminal also needs to deregister from the SIP/IP Core, the PoC Client SHALL send a SIP REGISTER request with an Expires header set to 0.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.2 PoC service settings procedure


To set, update or refresh the PoC service settings, the PoC Client:


· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [draft-poc-isb-am];


· 2. SHALL set the Request-URI of the SIP PUBLISH request to the PoC Address of the PoC User;

· 3. MAY include the PoC Address of the PoC User 

· 4. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of  [RFC 3841]; and,

· 5. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.


On receiving the SIP 200 "OK" response to the SIP PUBLISH request the PoC Client MAY indicate to the PoC User the successful communication of the PoC service settings to the PoC Server. 


NOTE: 
It needs to be studied whether a single PoC Address can be used with more than one PoC Client.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.3 PoC Session initiation


6.1.3.1 General


The PoC Client SHALL generate an initial SIP INVITE request according to rules and procedures of  [RFC3261].  The PoC Client


· 1. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of  [RFC3841] in all initial SIP INVITE requests; 


· 2. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”;


· 3. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325];


NOTE 1:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on rules specified in the [POC XDM Specification] the PoC Session will not be allowed by the PoC Server hosting the PoC Group. 


· 4. SHALL include the PoC feature-tag '+g.poc.talkburst' in the Contact header.; 


· 5. SHALL include the option tag 'timer' in the Supported header;

· 6. SHOULD include an Allow header with all supported SIP methods; 


· 7. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [draft-ietf-sip-session-timer];

· 8. MAY include the PoC Address of the PoC User

NOTE 2:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', specified in [RFC3262], is not defined for POC-1 reference point.


On receipt of a SIP final response or SIP provisional response to the SIP INVITE request, the PoC Client: 


· 1. SHALL store the list of SIP methods that the PoC Server supports if received in the Allow header.


· 2. SHALL store the contact if received in the Contact header;


On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client:


· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [draft-ietf-sip-session-timer].


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.4 PoC Client sending an Instant Personal Alert 


Upon a request from a PoC User to send an Instant Personal Alert with a PoC Address identifying the receiving PoC Client, the PoC Client: 


· 1. SHALL generate a SIP MESSAGE request according to  rules and procedures of [RFC3428];


· 2. SHALL include Request-URI with the PoC Address of the PoC User to be alerted;


· 3. MAY include the PoC Address of the PoC User

· 4. SHALL include an Accept-Contact header with the PoC feature-tag, '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of [RFC3841]; 


· 5. SHALL include the User-Agent header to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”.


NOTE 1:
 It has not been determined whether anything needs to be added about the value of the content-type.


· 6. SHALL send the SIP MESSAGE request towards the PoC Server according to rules and procedures of the SIP/IP Core.


NOTE 2: 
Privacy cannot be applied with the Instant Personal Alert. If anonymity is required by the sending PoC User then the Instant Personal Alert should not be sent, because the PoC Server will reject the request.. 


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.5 PoC Client sending a Group Advertisement


Upon a request from a PoC User to send a Group Advertisement, the PoC Client: 


· 1. SHALL generate a SIP MESSAGE request according to  rules and procedures of  [RFC3428]; 


· 2. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.groupad' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of [RFC 3841];


· 3. SHALL include PoC specific content in the form of MIME vnd.poc.advertisement+xml body.  The PoC Client:

a) SHALL include the <Group> element with the “type” attribute set to


i. “dialed-in” in the case of a Chat PoC Group; or


ii. “dialed-out” in case of a Pre-arranged PoC Group. 

b) MAY include the <display name> element with the value set to PoC Group NAME of the PoC Group; 


c) SHALL include the <uri> element with the value set to the PoC Group Identity of the PoC Group; and,


d) MAY optionally include free text in the <note> element.  

NOTE 1: The vnd.poc.advertisement+xml is specified in the subclause C.1.1 "Group Advertisement".


· 4. SHALL set the Request-URI to a PoC Address of a PoC User, or to a PoC Group Identity identifying a Chat PoC Group or a Pre-arranged PoC Group, or to a URL identifying the body part containing the MIME resource-list body of PoC Addresses of PoC Users according to rules and procedures of [draft-uri-list-message], based on the PoC User's selection;


· 5. MAY include the PoC Address of the PoC User

· 6. SHALL include the User-Agent header to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”.


· 7. SHALL send the SIP MESSAGE request towards the PoC Server according to the procedures of the SIP/IP Core.


NOTE 2:
Privacy cannot be applied with Group Advertisement. If anonymity is required by the sending PoC User, the Group Advertisement should not be sent, because the PoC Server will reject the request.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


6.1.6 PoC Client subscription to the conference state event package 


A PoC Client MAY subscribe to the Conference State Event Package by sending a SIP SUBSCRIBE request to obtain information of the status of a PoC Session. 


The PoC Client: 


· 1. SHALL generate a SIP SUBSCRIBE request, using a new SIP-dialog, according to rules and procedures of [RFC3265] and [draft-conference-state]; 

· 2. SHALL set the Request-URI of the SIP SUBSCRIBE request to PoC Session Identity or the PoC Group Identity; 


· 3. MAY include the PoC Address of the PoC User

· 4. SHALL include an Accept-Contact header with the PoC feature-tag +g.poc.talkburst along with ‘require’ and ‘explicit’ parameters according to rules and procedures of [RFC 3841];


· 5. SHALL include in the SIP SUBSCRIBE request an User-Agent header to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”; 

· 6. SHALL send the SIP SUBSCRIBE request towards the PoC Server according to rules and  procedures of the SIP/IP Core.

The responses to the SIP SUBSCRIBE request SHALL be handled according to rules and procedures of [RFC3265] and [draft-conference-state], and rules and procedures of the SIP/IP Core with the clarifications given in this subclause.


· Upon receiving a SIP 200 "OK" response to the SIP SUBSCRIBE request the PoC Client: 1. SHALL store the the PoC Session Identity received in the Contact header.


Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP SUBSCRIBE request the PoC Client: 


· 1. SHALL handle the request according to rules and procedures of [RFC3265] and [draft-conference-state]; 


· 2. MAY display the current state information of the PoC Session or PoC Group to the PoC User based on the information in the SIP NOTIFY request body.


When needed the PoC Client SHALL terminate the subscription and indicate it terminated according to rules and procedures of [RFC3265].


The contents of the SIP NOTIFY request body is specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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