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1 Reason for Contribution

Doc to change: OMA-TS-PoC_ControlPlane-V1_0-20050211-D.

The contribution addresses the following open items of the Consistency Review:

	1569
	2004.12.06
	CP 7.2.1.1
	Technical

Allow header is not specified to be included in the Provisional Response and the Authenticated Originator's PoC Address is also not specified to be included in the provisional response.

(OMA-POC-2004-1118)
	[2005.01.10]

Editor will take care of this comment.

Authenticated Originator's PoC Address part is only partly solved.

Partly OPEN
	B1
	


2 Summary of Contribution

Open Item was only partly solved in Frankfurt meeting.

3 Detailed Proposal

6.2.1.1  General

On receipt of the initial SIP INVITE request the PoC Client: 

· 1. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Client is occupied in another PoC Session and can not handle Simultaneous PoC Sessions as specified in 6.2.7 “Simultaneous PoC Sessions control procedures”; or,

b) when the PoC Client is occupied in a CS call; or,

c) when the PoC Client determines that there is not enough resources to handle the PoC Session; or,

d) any other reason outside the scope of this specification.

NOTE 1:
The decision to reject a SIP INVITE request to a PoC Session can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 

· 2. SHALL store the list of supported SIP methods if received in the Allow header;
· 3. SHALL store as the PoC Session Identity the content of the Contact header;
· 4. SHALL NOT show the PoC Address of the Inviting PoC User, if Privacy header includes value 'id'. 

· 5. MAY display information to the PoC User based on the information in the URI and the Session Type uri-parameter of the Authenticated Originator’s PoC Address and the PoC Session Identity and the Session Type uri-parameter of the PoC Session Identity in the Contact header. 

7.2.1.1  General

On receipt of an initial SIP INVITE request the PoC Server 

· 1. SHALL store the supported SIP methods if received in the Allow header.

When sending SIP provisional responses with the exception of the SIP 100 "Trying" response to the SIP INVITE request the PoC Server

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 
· 2. SHALL include the Server header with the PoC release version as specified in subclause C.4.1 "Release version in User-agent and Server headers".

· 3. SHOULD include an Allow header with all the supported SIP methods;

· 4. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session or

b) set to the PoC Group Identity with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in C.5.1 “Session Type uri-parameter” in case of Pre-arranged or Chat PoC Group respectively;

· 5. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session-Type uri-parameter “session=1-1”, or “session=adhoc”, or “session=prearranged”, or “session=chat” as appropriate for the type of the PoC Session as specified in C.5.1 “Session Type uri-parameter”;
When sending a SIP 200 "OK" response to the initial SIP INVITE request the PoC Server:

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHOULD include an Allow header with all the supported SIP methods;

· 3. SHALL include the Session-Expires header with the refresher parameter set to 'uac' and start supervising the SIP Session according to rules and procedures of [draft-ietf-sip-session-timer]; 
· 4. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session or

b) set to the PoC Group Identity with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in C.5.1 “Session Type uri-parameter” in case of the Pre-arranged or Chat PoC Group respectively;

· 5. SHALL include in a Contact header the PoC Session Identity with the feature-tag 'isfocus' and the PoC feature-tag '+g.poc.talkburst' and the Session Type uri-parameter “session=1-1”, or “session=adhoc”, or “session=prearranged”, or “session=chat” as appropriate for the type of the PoC Session as specified in C.5.1 “Session Type uri-parameter”;
· 
· 6. SHALL include the Server header with the PoC release version as specified in subclause C.4.1 "Release version in User-agent and Server headers" if not already included in a SIP provisional response.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.11.1  Subscribing to Participant information

Upon receiving a SIP SUBSCRIBE request with the Event header set to “conference” according to rules and procedures of [draft-conference-state] the PoC Server:

· 1. SHALL check whether the PoC Group identified with the PoC Group Identity in the Request-URI is hosted by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not hosted;  Otherwise continue with the rest of the steps;

· 2. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return  a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps; 

· 3. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

NOTE: 
A local policy, e.g. number of simultaneous subscriptions exceeded, may cause the PoC Server to reject the subscription request.

· 4. SHALL check whether the Authenticated Originator’s PoC Address is allowed to subscribe to Participant information according to the “allow-conference-state” action as specified in [PoC XDM specification]. If it is not allowed the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 5. SHALL create a subscription to the conference state of the PoC Group identified with the PoC Group Identity according to rules and procedures of [RFC3265] and [draft-conference-state];

· 6. SHALL generate a SIP 200 "OK" or a SIP 202 "Accepted" response to the SIP SUBSCRIBE request according to rules and procedures of  [RFC3265] [draft-conference-state]; and

· 7. SHALL set the Contact header of the SIP response to the address of the PoC Server;

· 8. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session or

b) set to the PoC Group Identity of the PoC Group with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in C.5.1 “Session Type uri-parameter” in case of a Pre-arranged or Chat PoC Group respectively; 
· 9.  SHALL send SIP response towards the PoC Client according to rules and procedures of the SIP/IP Core.

· 10. SHALL generate an initial SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

· 11. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedure of the SIP/IP Core.
When a change in the subscribed state occurs, the PoC Server SHOULD generate and send a SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request" and according to rules and procedures of SIP/IP Core respectively.

When needed the PoC Server SHALL terminate the subscription and indicate it to the PoC Client as described in the subclause 7.2.1.11.3 "Terminating the subscription".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.11.2  Generating a SIP NOTIFY request

The PoC Server SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265] with the clarifications in this subclause.

The PoC Server SHOULD limit the rate of SIP NOTIFY requests sent toward a PoC Client.

NOTE: How a PoC Server limits the rate of SIP NOTIFY requests towards the PoC Client is an implementation issueout of scope of this specification.

The PoC Server SHOULD avoid sending a SIP NOTIFY request towards a PoC Client at the same time as a Talk Burst is sent towards the PoC Client or a Talk Burst is received from the PoC Client. 

When reporting changes in the Participant information the PoC Server SHALL use partial output according to rules and procedures of [draft-conference-state].

The PoC Server SHALLinclude a MIME conference-info+xml body according to rules and procedures of [draft-conference-state] with the following limitations:

· 1. The PoC Server SHALL include the PoC Group Identity of the PoC Group in the “entity” attribute of the “conference-info” element.
· 2. for each Participant in the PoC Session the PoC Server SHALL include a "user" element. The "user" element:

a) SHALL include the "entity" attribute. The "entity" attribute:

i. SHALL for the originating PoC Client include the Authenticated originator’s PoC Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,

ii. SHALL for the originating PoC Client include the FROM address, if the Participant has requested privacy; and,

iii. SHALL for an invited PoC Client include the identity used in the URI-list for the invited PoC Client to an ad-hoc PoC Session or the identity used in the Pre-arranged PoC Group definition in case of a Pre-arranged PoC Group SessionParticipant, if the Participant has not requested privacy; or, 

iv. SHALL for an invited PoC Client include an anonymous identity as specified in [draft-conference-state], if the Participant has requested privacy.

b) MAY include the "display-text" element. If included, the "display-text" element SHALL include the nick name of the identity which was used in the “entity” attribute as defined in a).

c) SHALL include a single "endpoint" element. The "endpoint" element

i. SHALL include the "entity" attribute;

ii. SHALL include the “status” element.  The “status” element SHOULD have one of the following values:

A. "connected", when the Participant is added to the PoC Session; and,

B. "disconnected", when the Participant has left the PoC Session since the last SIP NOTIFY request was sent.

C. "on-hold", when the Participant has put the PoC Session on hold

NOTE 1:
The usage of other values of the “status-type” element is not defined for PoC.

NOTE 2:
The usage of other elements specified in [draft-conference-state] is not defined for PoC.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.2.1  General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Server

· 1. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' with "require" and "explicit" feature parameters according to rules and procedures of [RFC3841] in all initial INVITE requests. 
· 2.  SHALL set the  Request-URI  to the  PoC Address of the PoC User to be invited

· 3. SHALL include User-Agent header to indicate the PoC release version as specified in subclause C.4.1 "Release version in User-agent and Server headers".

NOTE:
The use of the option tag ‘precondition’, as specified in [RFC3312], is not defined for the POC-2 reference point.

· 4. SHALL include an option tag '100rel' in a Supported header according to rules and procedures of [RFC3262].
· 5. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) set to the PoC Address of the inviting PoC Client in case of 1-1 PoC Session and Ad-hoc PoC Group Session or

b) set to the PoC Group Identity with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in C.5.1 “Session Type uri-parameter” in case of the Pre-arranged or Chat PoC Group respectively;

· 5. SHALL include a Referred-By header with the Authenticated Originator’s PoC Address of the inviting PoC Client ;

· 6. SHALL include in the Contact header as PoC Session Identity the contact address of the conference with the PoC feature-tag '+g.poc.talkburst' and the feature-tag "isfocus" and a Session Type uri-parameter “session=1-1”, or “session=adhoc”, or “session=prearranged”, or “session=chat” as appropriate for the type of the PoC Session as specified in C.5.1 “Session Type uri-parameter”; 

· 7. SHOULD include the Session-Expires header with the refresher parameter set to 'uas' according to rules and procedures of [draft-ietf-sip-session-timer].

· 8. SHALL include the Supported header set to "timer".

· 9. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested with the "Privacy: id" header by the inviting PoC Client;

· 10. SHOULD include an Allow header with all supported SIP methods.

· 11. SHALL include unmodified a P-Alerting-Mode header if a P-Alerting-Mode header was present in the incoming SIP INVITE request or SIP REFER request that caused the outgoing SIP INVITE request to be generated.

On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the PoC Server SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

4 Intellectual Property Rights Considerations

None known.

5 Recommendation

It is proposed to discuss the provided material in the meeting and adopt the changes to the current CP document.
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