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1 Reason for Contribution

Doc to change: OMA-TS-PoC_ControlPlane-V1_0-20050211-D.

The contribution addresses the following open items of the Consistency Review:

	2278
	2004.12.06
	CP 6.1.3.2.2
	Technical:

Add the following as a new step after the “first” step 4:

“MAY in case only one PoC User is invited include “norefersub” option tag in a Require header according to rules and procedures of draft-olson-sipping-refer-extensions-01;”

Add the mentioned Internet-Draft to the sub-clause 2.1 Normative References.

(OMA-POC-2004-1141)
	[2004.12.13]

Use the correct IETF draft to improve this issue preferred.

AI: Lucent to write contribution

NOKIA comment:

2278, 2285 (OPEN):  Inconsistency with the draft-norefersub. Evidently option-tag needed also in Supported header.

OPEN
	A0
	


2 Summary of Contribution

Corrections made applying the technical proposals of the open items. Same or similar corrections are made also in other sub-clauses where appropriate. Also the related errors are corrected.

3 Detailed Proposal

6.1.3.2.2  PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or 1-1 PoC Session within a Pre-established Session the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;

· 3. SHALL in case of a 1-1 PoC Session either set the Refer-To header of the SIP REFER request to the PoC Address of the invited PoC User according to rules and procedures of [RFC3515]; or continue in the step 4

· 4. SHALL in case of Ad-hoc PoC Group Session modify the SIP REFER request according to rules and procedures of  [draft-multiple-refer] with the following clarifications:

a) include in the Refer-To header of the SIP REFER request a URL identifying the body part containing the MIME resource-list body with the Invited PoC Users; 

b) include a MIME resource-lists body according to rules and procedures of [draft-multiple-refer] with the list of the Invited PoC Users. The PoC Client SHALL check that the number of Invited PoC Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for PoC Client. If exceeded, the PoC Client SHOULD notify the PoC User. Otherwise, continue with the rest of the steps;

· 5. SHALL include in the Require header the option tag "norefersub" according to rules and procedures of [draft-norefersub] when more than one PoC User is invited, and MAY include in the Require header the option tag “norefersub” according to rules and procedures of [draft-norefersub] when only one PoC User is invited;

· 6. SHALL include value "id" in the Privacy header if anonymity is requested according to rules and procedures of  [RFC3325];

· 7. SHALL in case the PoC User has requested Manual Answer Override include in the SIP REFER request a P-Alerting-Mode header with the value "MAO" according to rules and procedures of  [draft-poc-p-headers]; 

· 8. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 

Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".  
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265];

· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE:
The PoC Server does not send any SIP NOTIFY request in case more than one PoC User is invited.

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.2.3  PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session

Upon receiving a request from a PoC User to establish a Pre-arranged or Chat PoC Group Session within the Pre-established Session the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;

· 3. SHALL set the Refer-To header of the SIP REFER request to the URI of the Pre-arranged PoC Group or Chat PoC Group according to rules and procedures of [RFC3515] and include Session Type uri-parameter set to "pre-arranged" or "chat", respectively as specified in C.5.1 "Session Type uri-parameter";
· 4. MAY include in the Require header the option tag “norefersub” according to rules and procedures of [draft-norefersub];

· 5. SHALL in case the PoC User has requested Manual Answer Override include in the SIP REFER request a P-Alerting-Mode header with the value "MAO" according to rules and procedures of  [draft-poc-p-headers];
· 6. SHALL include value "id" in the Privacy header if anonymity is requested according to rules and procedures of [RFC3325];
· 7. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-POC-UP] "PoC Client procedures at PoC Session initialization".
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265];

· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms  according to rules and procedures of [TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause.

7.2.1.8  Adding Participants to PoC Session request

Upon receiving a SIP REFER request without a method parameter or with the method parameter set to "INVITE" the PoC Server: 

· 1. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclauses 7.2.1.14 "PoC Session initiation policy" and 7.2.1.15 "PoC Session adding policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check if joining PoC user, if joining a chat or pre-arranged PoC Group, is according to the “max-participant-count” parameter as specified in [PoC XDM Specification] allowed to join. If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 3. SHALL check whether privacy is allowed for the Authenticated Originator’s PoC Address, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" error response to the originating network.  Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [POC XDM Specification].  Otherwise, continue with the rest of the steps;

· 4. SHALL generate a final SIP response 2xx to the SIP REFER request according to rules and procedures of [RFC3515]; 

· 5. SHALL check the presence of the "norefersub" option tag in the Require header of the SIP REFER request and if it is present then the PoC Server SHALL include in the Supported header of the SIP response to the SIP REFER request the option tag “norefersub” according to rules and procedures of [draft-norefersub];

· 6. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;

· 7. SHALL extract the PoC Address(es) of the PoC User(s) from the SIP REFER request to be invited  either:

a) from the Refer-To header according to rules and procedures of [RFC3515];

b) from the MIME resource-list body according to rules and procedures of [draft-multiple-refer]; 

· 8. SHALL check that the number of Invited PoC Users on the URI-list in addition to those already participating does not exceed the maximum number of participants allowed in an Ad-hoc PoC Group Session. If exceeded, the PoC Server SHALL return 403 “Forbidden” response with the warning header set to “too many participants”. Otherwise, continue with the rest of the steps;
· 9. SHALL perform the actions described in sub-clause 7.2.2.2 "PoC Session invitation request" for each PoC User;
· 10. SHALL if the "norefersub" option tag is not present in the Require header of the SIP REFER request, generate and send the PoC Client SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request” based on the progress of the invitation; 
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event “refer” in case "norefersub" option-tag is not present in the Require header.

· 11. SHALL send a notification to the PoC Addresses of the PoC Group members who have subscribed conference state event package that a PoC Group member has joined in the PoC Group Session as specified in subclause 7.2.1.11.2 “Generating a SIP NOTIFY request”.
Upon receiving a SIP 403 "Forbidden" response with the text "isfocus already assigned" in the Warning header, the PoC Server SHALL if the "norefersub" option tag is not present in the Require header of the SIP REFER request, generate and send the PoC Client a SIP NOTIFY request as specified in subclause 7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.17   Generating a SIP NOTIFY request to the SIP REFER request
When generating a SIP NOTIFY request the PoC Server: 

· 1. SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265], [RFC3515], and rules and procedures of the SIP/IP Core;

· 2. SHALL include in the SIP NOTIFY request a MIME sipfrag body as specified in the [RFC3420] with:

a) the Status-Line received in the SIP response, e.g. 180 “Ringing” or 200 “OK”, as specified in [RFC3261]; 

b) the To header as received in the SIP response; 

c) the Authenticated Originators PoC Address as received in the SIP response; 

d) the Warning header if it is received in the SIP response;

e) the P-Answer-State header if it is received in the SIP response from the Invited PoC User;
f) the Contact header if it is received in the SIP response.
· 3. SHALL send the SIP NOTIFY request to PoC Client according to rules and procedures of the SIP/IP Core.

The responses to the SIP NOTIFY request SHALL be handled in according to rules and procedures of [RFC3265], [RFC3515], and rules and procedures of the SIP/IP Core.

The PoC Server MAY terminate the implicit subscription created by the SIP REFER request and indicate the termination to the PoC Client according to rules and procedures of [RFC3265] and [RFC3515].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.9.2  Leaving PoC Session request – Pre-established Session case 

Upon receiving from the PoC Client a SIP REFER request with the method parameter set to value "BYE" in the Refer-To header the PoC Server:

· 1. SHALL perform the actions to verify the Authenticated Originators PoC Address of the PoC Client and authorize the request and if it is not authorized the PoC Server SHALL return a  SIP 403 "Forbidden" response;

· 2. SHALL generate a final SIP response 2xx to the SIP REFER request according to rules and procedures of [RFC3515];
· 3. SHALL check the presence of the "norefersub" option tag in the Require header of the SIP REFER request and if it is present then the PoC Server SHALL include in the Supported header of the SIP response to the SIP REFER request the option tag “norefersub” according to rules and procedures of [draft-norefersub]; 

· 4. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;

· 5. SHALL examine the URI in the Refer-To header of the SIP REFER request and 

a) if the URI is an identity of an existing PoC Session and the originator is participating in the PoC Session  then the PoC Server: 

i. SHALL remove the owner from the PoC Session by performing the procedures specified in subclause 7.3.2.6.2 "SIP BYE request – Pre-established Session case";

ii. SHALL check the PoC Session release policy as specified in subclause 7.2.1.16 "PoC Session release policy" and perform for each Participant of the PoC Session  (except for the owner of the Pre-established Session) the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

iii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
iv. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Clients (except the owner of the Pre-established Session) terminate the existing subscription to the conference state event package, if needed;

v. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedure of the SIP/IP Core.
b) if the URI is not an identity of an existing PoC Session or the originator is not participating in the PoC Session  then the PoC Server:

i. SHALL return a SIP 403 "Forbidden" response.

· 6. SHALL if the "norefersub" option tag is not present in the Require header of the SIP REFER request, generate and send the PoC Client SIP NOTIFY request(s) as specified in subclause 7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request” based on the progress of the BYE request.
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event “refer” in case "norefersub" option tag is not present in the Require header.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.1.5  PoC Session initiation using Pre-established Session

NOTE: 
The procedure in this subclause applies upon receiving a SIP REFER request containing in the Request-URI a SIP URI of a Pre-establiseshed Session hosted by this PoC Server if the “method” parameter in the Refer-to header is set as “INVITE” or is not present.
· The PoC Server:
· 1. SHALL check whether the request is acceptable and if it isn’t return a SIP 403 “Forbidden” response according to rules and procedures of [RFC3515]. Otherwise, continue with the rest of the steps;
· 2. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded.  If exceeded, the PoC server SHALL respond with a SIP 488 “Not Acceptable Here” response with the warning header “too many Simultaneous PoC Sessions”. Otherwise, continue with the rest of the steps;

· 3. SHALL generate a final SIP response 2xx according to rules and procedures of [RFC3515];

· 4. SHALL check the presence of the "norefersub" option tag in the Require header of the SIP REFER request and if it is present then the PoC Server SHALL include in the Supported header of the SIP response to the SIP REFER request the option tag “norefersub” according to rules and procedures of [draft-norefersub];
· 5. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;
· 4. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP REFER request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized proceed with the next step otherwise the PoC Server SHALL return a SIP 403 “Forbidden” response and not continue with the rest of the steps.  If P-Alerting-Mode Header is set to any other value than "MAO", the P-Alerting-Mode header SHALL be discarded.

· 5. SHALL check the SIP URI in the Refer-To header. If the SIP URI in the Refer-To header includes the Session Type uri-parameter "session=adhoc", "session= prearranged " or "session=chat" the PoC Server:

a) SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session;

b) SHALL generate a SIP INVITE request as specified in sub-clause 7.3.1.1 "General" using the URI out of the Refer-To in the SIP REFER request;

c) SHALL include in the SIP INVITE request a MIME SDP body containing the Media Parameters of the PoC Server as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. the IP address and port number at the PoC Server for the RTP Session;

ii. set the supported codecs of the PoC Client;

iii. if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605];
iv. the offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol.
NOTE: 
If the media is "Inactive" on the Pre-established Session when the SIP REFER request is received then the media in the SDP offer is also set to "Inactive".

d) SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP REFER request include a P-Alerting-Mode header with the value "MAO" in the SIP INVITE request; 

e) SHALL send the SIP INVITE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core; 
       NOTE: B2BUA do not forward any SIP provisional nor final responses.

f) SHALL if the “norefersub” option tag is not present in the Require header of the SIP REFER request generate and send the PoC Client SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request” based on the progress of the invitation. Do not continue to the rest of the steps.
· 6. The PoC Server SHALL perform the procedures as specified in 7.2.1.8 "Adding Participants to PoC Session Request".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.1.10.2  SIP REFER BYE request from PoC Client – Pre-established Session case

Upon receiving from the PoC Client a SIP REFER request with the method parameter set to value "BYE" in the Refer-To header the PoC Server:

· 1. SHALL check whether the Request-URI is a Pre-established Session identity hosted by the PoC Server; and if it is not then send the SIP REFER request back to the SIP/IP Core and do not continue the rest of the steps;

· 
· 2. in case of a PoC Session is established within a Pre-established Session as specified in subclause 6.1.3.2.2 "PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session", the PoC Server 
a) SHALL perform the procedures as specified in subclause 7.2.1.9.2 "Leaving a PoC Session request – pre-established case". Do not continue the rest of the steps.
· 3. in case of a PoC Session is established within Pre-established Session as specified in subclause 6.1.4.2.3 “PoC Client initiates a Pre-arranged or Chat PoC  Group Session”, or by sending a TBCP message to the PoC Client as specified in [OMA-POC-UP] "Participating PoC function procedures at PoC Session initialization", the PoC Server

a) SHALL generate a final SIP response 2xx to the SIP REFER request according to rules and procedures of [RFC3515];
b) SHALL check the presence of the "norefersub" option tag in the Require header of the SIP REFER request and if it is present then the PoC Server SHALL include in the Supported header of the SIP response to the SIP REFER request the option tag “norefersub” according to rules and procedures of [draft-norefersub];

c) SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;

d) SHALL extract from the Refer-To header the PoC Session Identity that the PoC Client wants to leave; 

e) SHALL generate a SIP BYE request and set the Request-URI to the PoC Session Identity;

f) SHALL send the SIP BYE request towards the Controlling PoC Function according to rules and procedures of the SIP/IP Core;




g) SHALL upon receiving a SIP 200 "OK" response for the SIP BYE request release User Plane resources towards the Controlling PoC Function as specified in [OMA-PoC-UP] "Participating PoC function procedures at PoC Session release";
h) SHALL if the "norefersub" option tag is not present in the Require header of the SIP REFER request, generate and send the PoC Client SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request” based on the progress of the BYE request .

NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event “refer” in case "norefersub" option-tag is not present in the Require header.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

4 Intellectual Property Rights Considerations

None known.

5 Recommendation

It is proposed to discuss the provided material in the meeting and adopt the changes to the current CP document.
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