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1 Reason for Contribution

Doc to change: OMA-TS-PoC_ControlPlane-V1_0-20050211-D.

The contribution addresses the following open items of the Consistency Review:

	2293
	2004.12.06
	CP 6.1.3.3.2
	Technical:

“1. SHALL store the content of the received Contact header as the PoC Session Identity; and,”

This is wrong in case Participating PoC Server acts as B2BUA, because only the Participating PoC Server can resolve it to the PoC Session Identity of the Pre-arranged/Chat PoC Group.

(OMA-POC-2004-1141)
	[2004.12.20]

Which PoC session? PoC client point of view, is it relevant?

Adding a note may be useful

"NOTE: when the PoC server performing the controling PoC function acting B2BUA, PoC session ID received in the contact header is not the same as the PoC session identity known to the PoC server. performning the PoC function"

NOKIA comment:

2293 (OPEN) Contribution needed.

NOTE proposal is very strange.
	B0


	

	2294
	2004.12.06
	CP 6.1.3.3.3
	Technical:

“1. SHALL store the content of the received Contact header as the PoC Session Identity; and,”

This is wrong in case Participating PoC Server acts as B2BUA, because only the Participating PoC Server can resolve it to the PoC Session Identity of the Pre-arranged/Chat PoC Group.

(OMA-POC-2004-1141)
	[2004.12.20]

The same as [2293]

OPEN
	B0
	

	2551
	2004.12.07
	CP 7.3.1.1
	Technical:

What happens to the subscriptions done with the address generated in step 6 after the session is terminated?

(OMA-POC-2004-1146)
	[2005.01.10]

Open.

Contribution needed if this is added.

NOKIA comment:

2551 (OPEN)
	B1


	

	2573
	2004.12.07
	CP 7.3.2.1
	Technical:

What happens to the subscriptions done with the address generated in step 6 after the session is terminated?

(OMA-POC-2004-1147)
	[2005.01.10]

Already discussed. We do not think it problem. Contribution required if it is found problem.

NOKIA comment:

2573 (OPEN). This may be a problem.

OPEN partly
	B1


	


2 Summary of Contribution

Corrections made applying the technical proposals of the open items. Same or similar corrections are made also in other sub-clauses where appropriate.

The contact address combined as specified in the sub-clause 7.3.2.1 can be uncombined only in the same dialog where it was built. The generation of the SUBSCRIBE request differs depending on whether it will be sent in a new dialog or in an existing dialog. Sub-clause 6.1.3.1 contains general part for the SIP request generation and special part for certain SIP requests. Changes in 6.1.3.1 are specified in contribution 148R01. In the sub-clause 7.3.1.7 the Request-URI “un-combining” step is removed because 7.3.1.7 specifies procedures in a new dialog. If a SUBSCRIBE request is received in 7.3.1.7 with Request-URI containing “combined” contact address URI, the URI cannot be “un-combined” (because the URI wasn’t combined in this new dialog). 
The step 9b is removed from 7.3.1.4 because rejoining means that there was a dialog that has been released (with BYE) and now a new dialog will be established to the same PoC Session. If an INVITE request is received in 7.3.1.4 with Request-URI containing “combined” contact address URI, the URI cannot be “un-combined” (because the URI wasn’t combined in this new dialog). 
Combined contact addresses are received in Pre-arranged and Chat PoC Group Session establishment in on-demand case when originating Participating PoC Function acts as B2BUA. In practice this means that re-joining is impossible in such cases. It also means that subscribing participant information is impossible in such case. Note that subscribing participant information is always possible with PoC Group Identity.
3 Detailed Proposal

6.1.10 PoC Client subscription to the conference state event package 

A PoC Client MAY subscribe to the Conference State Event Package by sending a SIP SUBSCRIBE request to obtain information of the status of a PoC Session. 

The PoC Client: 

· 1. SHALL, if the SIP SUBSCRIBE request will be send in a new dialog, generate a SIP SUBSCRIBE request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3265] and [draft-conference-state]; otherwise generate a SIP SUBSCRIBE request according to rules and procedures of [RFC3265] and [draft-conference-state]; 
· 2. SHALL set the Request-URI of the SIP SUBSCRIBE request to PoC Session Identity or the PoC Group Identity; 

· 
· 
· 
· 3. SHALL send the SIP SUBSCRIBE request towards the PoC Server within the existing dialog from which the PoC Session Identity was received in the Contact header of the SIP final response if such a dialog exists, otherwise send the SIP SUBSCRIBE request towards the PoC Server using a new SIP dialog, according to rules and procedures of the SIP/IP Core.
The responses to the SIP SUBSCRIBE request SHALL be handled according to rules and procedures of [RFC3265] and [draft-conference-state], and rules and procedures of the SIP/IP Core with the clarifications given in this subclause.

· Upon receiving a SIP 200 "OK" response to the SIP SUBSCRIBE request the PoC Client: 1. SHALL store the the PoC Session Identity received in the Contact header.

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP SUBSCRIBE request the PoC Client: 

· 1. SHALL handle the request according to rules and procedures of [RFC3265] and [draft-conference-state]; 

· 2. MAY display the current state information of the PoC Session or PoC Group to the PoC User based on the information in the SIP NOTIFY request body.

When needed the PoC Client SHALL terminate the subscription and indicate it terminated according to rules and procedures of [RFC3265].

The contents of the SIP NOTIFY request body is specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.11.1  Subscribing to Participant information

Upon receiving a SIP SUBSCRIBE request with the Event header set to “conference” according to rules and procedures of [draft-conference-state] the PoC Server:

· 1. SHALL check whether the PoC Group identified with the PoC Group Identity in the Request-URI is hosted by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not hosted;  Otherwise continue with the rest of the steps;

· 2. SHALL, if the SIP SUBSCRIBE request was received in a new dialog, check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return  a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps; 

· 3. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

NOTE: 
A local policy, e.g. number of simultaneous subscriptions exceeded, may cause the PoC Server to reject the subscription request.

· 4. SHALL check whether the Authenticated Originator’s PoC Address is allowed to subscribe to Participant information according to the “allow-conference-state” action as specified in [PoC XDM specification]. If it is not allowed the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 5. SHALL create a subscription to the conference state of the PoC Group identified with the PoC Group Identity according to rules and procedures of [RFC3265] and [draft-conference-state];

· 6. SHALL generate a SIP 200 "OK" or a SIP 202 "Accepted" response to the SIP SUBSCRIBE request according to rules and procedures of  [RFC3265] [draft-conference-state]; and

· 7. SHALL set the Contact header of the SIP response to the address of the PoC Server;

· 8. SHALL include the PoC Group Identity of PoC Group in case of a Pre-arranged or Chat PoC Group or the Conference Factory URI in case of a 1-1 PoC Session or Ad-hoc PoC Session in the Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator’s PoC Address”.

· 9.  SHALL send SIP response towards the PoC Client according to rules and procedures of the SIP/IP Core.

· 10. SHALL generate an initial SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

· 11. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedure of the SIP/IP Core.
When a change in the subscribed state occurs, the PoC Server SHOULD generate and send a SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request" and according to rules and procedures of SIP/IP Core respectively.

When needed the PoC Server SHALL terminate the subscription and indicate it to the PoC Client as described in the subclause 7.2.1.11.3 "Terminating the subscription".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.1.4  PoC Session using On-demand Session for a PoC Session not hosted by the PoC Server

NOTE 1: 
The procedure in this subclause applies when a PoC Client initiates or joins a Pre-arranged PoC Group Session, or when a PoC Client rejoins a PoC Session, or when a PoC Client joins a Chat PoC Group Session or when a PoC Client joins a Chat PoC Group Session and the PoC Session is hosted by another PoC Server.

Editor’s Note: Here may be now a conflict after adopting the 0085 and 109R01.

Upon receiving an initial SIP INVITE request containing a Request-URI with a Conference Factory URI hosted on this PoC Server, the PoC Server:

· 1. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP INVITE request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized then include a P-Alerting-Mode header with the value "MAO" otherwise the PoC Server SHALL return a SIP 403 "Forbidden" response and not continue with the rest of the steps.
· 2. SHALL also adapt the role of a Controlling PoC Function and continue as specified in the subclause 7.2.1.2 “Ad-hoc PoC Group and 1-1 PoC Session setup request”.

NOTE 2: 
The handling of SIP requests and SIP responses within the SIP dialoge created by this SIP INVITE request is described in the 7.2.1.2 “Ad-hoc PoC Group and 1-1 PoC Session setup request”.

Upon receiving an initial SIP INVITE request containing a Request-URI that is not a Conference Factory URI  hosted by this PoC Server, PoC Server:

NOTE 3:
The procedure when the SIP INVITE contains a Request-URI hosted by the PoC Server is described in the subclause 7.2.1 “Request terminating at the Controlling PoC Function”.

either

· 1. SHALL check that the Accept-Contact header includes the feature-tag '+g.poc.talkburst' as a caller capability and if it is not included the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 2. SHALL perform the actions to verify the PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 3. SHALL validate that the new Media Parameters are acceptable by the PoC Server when staying on the media path and Talk Burst Control path and if not reject the request with a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps

· 4. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session, when staying on the media path and Talk Burst control path and;

· 5. SHALL generate a SIP INVITE request as specified in subclause 7.3.1.1 "General";

· 6. SHALL insert a URI identifying its own address and the PoC feature-tag '+g.poc.talkburst' in the Contact-header of the SIP INVITE request; 

· 7. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP INVITE request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized then include a P-Alerting-Mode header with the value "MAO" otherwise the PoC Server SHALL return a SIP 403 "Forbidden" response and not continue with the rest of the steps.
· 8. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded.  If exceeded, the PoC server SHALL respond with a SIP 488 “Not Acceptable Here” response with the warning header “too many Simultaneous PoC Sessions”. Otherwise, continue with the rest of the steps;

· 9. SHALL insert a Request-URI  with a copy of the Request-URI in the received SIP INVITE request; 
· 
· 10. SHALL include the Media Parameters of the PoC Server in the SIP INVITE request as follows:

a) SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. the IP address and port number at the PoC Server for the RTP Session;

ii. set the supported codecs of the PoC Client; 

iii. if another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605];

iv. the offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol.

· 11. SHALL send the SIP INVITE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core.

or 

· 12. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the PoC Session, when not staying in media and Talk Burst control message path;

· 13. SHALL include a Record-Route header containing a URI identifying its own address.

· 14. SHALL forward the SIP INVITE request towards the PoC Server performing the Controlling PoC Function.

Upon receiving a SIP 180 "Ringing" response and when the PoC Server is acting as a B2BUA, the PoC Server : 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the contact if received in the Contact header;

· 3. SHALL generate a SIP 180 "Ringing" response to the SIP INVITE request as specified in the subclause 7.3.1.1 "General";

· 4. SHALL forward the SIP 180 "Ringing" response to the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response and when the PoC Server is acting as a SIP proxy the PoC Server SHALL forward the SIP response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of [RFC3261].

Upon receiving a SIP 200 "OK" response, the PoC Server is acting  as a B2BUA, the PoC Server: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the contact if received in the Contact header;

· 3. SHALL generate a SIP 200 "OK" response as specified in the subclause 7.3.1.1 "General"; 

· 4. SHALL include a MIME SDP body  as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The selected codec; 

c) If another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605];

d) The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol and optionally "tb-granted" indication as specified in C.3 "SDP Extensions".  

· 5. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization";

· 6. SHALL include unmodified a P-Answer-State header if a P-Answer-State header was present in the incoming SIP 200 "OK" response;
· 7. SHALL send the SIP 200 "OK" response to the PoC Client according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response, when the PoC Server is acting as a SIP proxy

· 1. SHALL forward the SIP 200 "OK" response toward the initiating PoC Client according to rules and procedures of [RFC3261] and SIP/IP Core;

· 2. SHALL continue to act as a SIP proxy for the duration of the PoC Session.

Upon receiving a SIP final response other than a SIP 200 "OK", the PoC Server SHALL forward the SIP final response along the signalling path towards the initiating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.1.7 SIP SUBSCRIBE request

Upon receiving a SIP SUBSCRIBE request that contains a SIP URI corresponding to a PoC Session hosted by this PoC Server the PoC Server:

· 1. SHALL perform the Controlling PoC Function as specified in subclause 7.2.1.11.1 “Subscribing to Participant information”.

If the PoC Server receives a SIP SUBSCRIBE request that contains a PoC Session Identity or PoC Group Identity not hosted at this PoC Server then the PoC Server: 

NOTE: 
The case when the PoC Session or the PoC Group is hosted by the PoC Server is described in subclause 7.2.1.11 “PoC Session PoC Participant information request”

· 1. SHALL, if the PoC Server wants to stay on the signalling path insert a Record-Route header containing a URI identifying its own address;

· 
· 2. SHALL forward the SIP SUBSCRIBE request towards the SIP/IP Core.

Upon receiving a SIP final response PoC Server SHALL forward the SIP final response along the signalling path towards the initiating PoC Client according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
4 Intellectual Property Rights Considerations

None known.

5 Recommendation

It is proposed to discuss the provided material in the meeting and adopt the changes to the current CP document.
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