Doc# OMA-PoC-2005-0312R01-CP-7.3 manual answer in case of SS
Submitted to PoC
Submission Date: 23rd February 2005 
Doc# OMA-PoC-2005-0312R01-CP-7.3 manual answer in case of SS
Submitted to PoC
Submission Date: 23rd February 2005


Input Contribution

	Title:
	CP 7.3 manual answer in case of SS
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	POC WG

	Submission Date:
	23rd February 2005

	Source:
	Ilkka Westman, NOKIA

Pekka Kuure, NOKIA

Tapio Paavonen, NOKIA

+358 400 672 937; tapio.paavonen@nokia.com

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

Currently the incoming PoC Session (1-1, Ad-hoc or Pre-arranged PoC Group Sesson) is received manually or automatically according to the PoC settings.  But in the case of automatic answer it may happen that a PoC Session is received automatically, but the Media is not received (because other PoC Session may have Primary priority or it may have locking). 

Also in the case that SS is not supported the auto answer may be offered to the PoC Client, which is already involved in a PoC Session.  The PoC User has no possibilities currently to receive another PoC Session, because auto answer is applied.  

This contribution proposes to solve these problems.

Please note that there are other contributions, which propose changes to the same subclauses.

2 Summary of Contribution

This contribution proposes to use manual answer always in case of Simultaneous PoC Sessions.  In this solution the PoC Use is able to either receive or reject the incoming PoC Session and PoC Client UI may change the priorities and locking settings the way that PoC User can hear the “selected” PoC Session.  

3 Detailed Proposal

7.3.2.2.1 Automatic-answer using On-demand Session

Editor’s note: It is for further study whether the PoC Server can act as a SIP Proxy. 

If the Authenticated Originator's PoC Address and the Referred-by header in the initial SIP INVITE request are "accept" by the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC XDM Specification] and the Answer Mode setting in the PoC settings of the Invited PoC User is set to Automatic Answer and if the PoC Server does not have knowledge that the invited PoC Client has an already established PoC Session then continue here. Otherwise the PoC Server SHALL perform the actions specified in subclause 7.3.2.2.3 “Manual answer”.
The PoC Server:
· 1. SHALL generate a SIP 183 "Session Progress" response to the SIP INVITE request as specified in subclause 7.3.2.1 "General" and according to rules and procedures of [RFC3261] and [RFC3262];
· 2. MAY include a Require header set to ‘100rel’ according to rules and procedures of [RFC3262];
· 3. SHALL include the P-Answer-State header set to "Unconfirmed";
· 4. SHALL send the SIP 183 “Session Progress” response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.
Editor's Note: Whether it is feasible to send SDP in 183 Session progress needs to be investigated.
The PoC Server 

· 1. SHALL generate a SIP INVITE request as specified in subclause 7.3.2.1 "General";
· 2. SHALL if a P-Alerting-Mode header is included with the value set to "MAO" authorize the Authenticated Originator's PoC Address to override the Invited PoC User’s Answer Mode setting and if authorized, include a P-Alerting-Mode header with the value "MAO";

· 3. SHALL if a P-Alerting-Mode header is not included or if the Authenticated Originator’s PoC Address is not authorized to override the Invited PoC User’s Answer Mode setting include a P-Alerting-Mode header with the value "Auto";

· 4. SHALL include an MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:
a) The IP address and port number at the PoC Server for the RTP session;

b) The codec(s) and Media Parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request and if transcoding is supported by the PoC Server MAY also include the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request;

c) If another IP address or port is used instead of the default IP address and port number according to rules and procedures of [RFC3550], set the IP address and port number for RTCP  at the PoC Server according to rules and procedures of [RFC3605];

d) The Talk Burst Control Protocol(s) and Talk Burst Parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request and if interworking between Talk Burst Control Protocols are supported by the PoC Server, MAY also include the ones that can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst parameters contained in the SDP offer in the incoming SIP INVITE request 

e) The PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s).

· 5. SHALL remove the Referred-by header if anonymity is requested by the value "id" in the Privacy header
· 6. SHALL send the SIP INVITE request towards the PoC Client according to rules and procedures of the SIP /IP Core.

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the actions in the PoC Server depends, according to rules and procedures of [RFC3261] and [RFC3262], on if the SIP 183 "Session Progress" was sent reliable or not as follow:

· 1. SHALL, if the SIP 183 "Session Progress" was sent unreliable, send the SIP 200 "OK" response immediately (since the PoC Server does not have to wait for a SIP PRACK request);

· 2. SHALL, if the SIP 183 "Session Progress" was sent reliable, send the SIP 200 "OK" according to rules and procedures of [RFC3262] and [RFC3261].

Upon receiving a SIP PRACK request the PoC Server 

· 1. SHALL generate a SIP 200 “OK” response to the SIP PRACK request according to rules and procedures of [RFC3262] and [RFC3261].

· 2. SHALL send the SIP 200 “OK” response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.

Whenever the PoC Server sends the SIP 200 "OK" response the PoC Server:

· 1. SHALL generate a 200 "OK" response as described in the sub-clause 7.3.2.1 "General";
· 2. SHALL include a MIME SDP body with a SDP answer according to rules and procedures of  [RFC3264] and [RFC2327] with the following information:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The codec(s) and Media Parameters selected by the PoC Server according to the local policy from those contained in the SDP offer in the incoming SIP INVITE request; 

NOTE: The codec and Media Parameter selected according to the local policy may be a default set defined by the PoC system or operator.

c) If another IP address or port is used instead of the default IP address and port number according to rules and procedures of [RFC3550], set the IP address and port number to be used for RTCP at the PoC Server according to rules and procedures of [RFC3605];

d) The Talk Burst Control Protocol(s) and Talk Burst parameters selected by the PoC Server according to the local policy from those contained in the SDP offer in the incoming SIP INVITE request;  
e) The PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s).
· 3. SHALL send the SIP 200 "OK" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

· 4. SHALL interact with the User Plane as specified in [OMA-POC-UP] "Participating PoC Function procedure at initialization";

· 5. SHALL act as a B2BUA for the duration of the PoC Session according to rules and procedures of [RFC3261].

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub-clause.

7.3.2.2.2 Automatic-answer using Pre-established Session

If the Authenticated Originator's PoC Address and the Referred-by header in the initial SIP INVITE request are "accept" by the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC XDM] and the Answer Mode setting in the PoC settings of the Invited PoC User is set to Automatic Answer and if the PoC Server does not have knowledge that the invited PoC Client has an already established PoC Session then continue here.  Otherwise the PoC Server SHALL perform the actions specified in subclause 7.3.2.2.3 “Manual answer”.

The PoC Server:

· 1. SHALL validate that the Media Parameters are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as described in the subclause 7.3.2.1 "General".

a) Include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264] and [RFC2327] as follows:   

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The codec(s) and Media Parameters negotiated during the Pre-established Session is established as specified in the subclause 7.3.1.2 “Pre-established Session” in case they are a subset of those contained in the original SDP offer or the subset of those contained in the original SDP offer selected by the PoC Server, in case transcoding is supported by the PoC Server, MAY also include the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request; 

iii. If another IP address or port is used instead of the default IP address and port number as specified by [RFC3550], set the IP address and port number for RTCP  at the PoC Server according to rules and procedures of [RFC3605].

iv. The Talk Burst Control Protocol and Talk Burst parameters negotiated during the Pre-established Session is established as specified in the subclause 7.3.1.2 “Pre-established Session” in case they are a subset of those contained in the original SDP offer or the subset of those contained in the original SDP offer selected by the PoC Server, in case interworking between Talk Burst Control Protocols are supported by the PoC Server, MAY also include the ones that can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst parameters contained in the SDP offer in the incoming SIP INVITE request;  

v. The PoC Server’s port number to be used for the Talk Burst Control Protocol.

· 3. SHALL include the P-Answer-State header set to “Unconfirmed”.

· 4. SHALL send the SIP 200 "OK" Response to the SIP INVITE request according to rules and procedures of SIP/IP Core;

· 5. SHALL interact with the User Plane as described in [OMA-POC-UP] "Participating PoC Function procedure at initialization". 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.2.3 Manual-answer 

If the Authenticated Originator's PoC Address and the Referred-by header  in the initial SIP INVITE request are “pass” in the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [POC-XDMS] or the Answer Mode setting in the PoC Settings of the invited PoC User is set to Manual Answer or the PoC Server has knowledge that the invited PoC Client has at least one already established PoC Session then the PoC Server:

· 1. SHALL, if the P-Alerting-Mode header is included with the value "MAO", check the authorization of  the Authenticated Originator’s PoC Address to override the Invited PoC User’s Answer Mode setting  and if authorized continue as specified in subclause 7.3.2.2.1 "Automatic answer on demand" or as specified in subclause 7.3.2.2.2 "Automatic answer using Pre-established Session" depending on if a Pre-established Session exists or not. If not authorized continue with the following steps;

· 2. SHALL determine if the PoC Server stays in the media path and Talk Burst Control message path or not, as specified in  [OMA-PoC-UP] "User Plane routing";
· 3. SHALL, if the PoC Server stays on the media path the PoC Server

a) SHALL either

i. generate a SIP INVITE request as specified in  subclause 7.3.2.1 "General" if a Pre-established Session is not going to be used; or,
ii. generate a SIP re-INVITE according to the  rules and procedures of  [RFC3261] if a Pre-established Session is going to be used.
b) SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The codec(s) and Media Parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request and if transcoding is supported by the PoC Server, MAY also include the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request;

iii. If another IP address or port number is used instead of the default IP address and port number as specified by [RFC3550], set the IP address and port number to be used for RTCP at the PoC Server according to rules and procedures of [RFC3605];

iv. The Talk Burst Control Protocol(s) and Talk Burst parameters selected by the PoC Server from those contained in the SDP offer in the incoming SIP INVITE request and if interworking between Talk Burst Control Protocols are supported by the PoC Server, MAY also include the ones that can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst parameters contained in the SDP offer in the incoming SIP INVITE request.  

v. The PoC Server’s port number(s) for the Talk Burst Control Protocol(s).

c) SHALL continue, for the duration of the SIP Session, acting as a B2BUAaccording to rules and procedures of [RFC3261].

· 4. SHALL, if the PoC Server does not stay in the media path, 
a) for the duration of the SIP Session and as long as the PoC Client is a Participant in the PoC Session, act as a SIP proxy according to rules and procedures of [RFC3261]; 

b) use the content of the received SIP INVITE to generate the SIP INVITE request according to rules and procedures of [RFC3261];

c) include a Record-Route header containing a URI identifying its own address.

· 5. SHALL include the P-Alerting-Mode header set to "Manual".

· 6. SHALL remove the Referred-by header if anonymity is requested by the value "id" in the Privacy header

· 7. SHALL send the SIP INVITE request towards the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Server:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the contact if received in the Contact header;

· 3. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General" if acting as a B2BUA;
· 4. SHALL generate a SIP 180 "Ringing" response according to rules and procedures of [RFC3261] if acting as a SIP proxy.

· 5. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Server:

· 1. SHALL, if the PoC Server acts as B2BUA 

a) SHALL store the list of supported SIP methods if received in the Allow header;

b) SHALL store the contact if received in the Contact header;

c) generate a SIP 200 "OK" response as specified in the subclause 7.3.2.1 "General".

d) include a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The code© and Media Parameters selected by the PoC Server from those contained in the SDP answer from the Invited PoC Client(s) and if transcoding is supported by the PoC Server, MAY also include the the codec(s) and Media Parameters contained in the SDP offer in the incoming SIP INVITE request, which can be transcoded by the PoC Server to a codec contained in the SDP answer in the received SIP 200 “OK” response;

iii. if another IP address or port number is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number to be used for RTCP at the PoC Server according to rules and procedures of  [RFC3605].

iv. The Talk Burst Control Protocol(s) and Talk Burst parameters contained in the SDP answer from the Invited PoC Client(s) and if interworking between Talk Burst Control Protocols are supported by the PoC Server, MAY also include the ones contained in the SDP offer in the incoming SIP INVITE request, that can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst parameters contained in the SDP answer in the received  SIP 200 “OK” response;   

v. The PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s).

e) interact with the User Plane as specified in [OMA-POC-UP] "Participating PoC Function procedure at initialization".

· 2. SHALL, if the PoC Server acts as a SIP proxy

a) generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

b) include the same MIME SDP body as the SDP answer received in the SIP 200 "OK" response;

· 3. SHALL send the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes to cover the consistency review comments are discussed and approved by the PoC WG.
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