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1 Reason for Contribution

The CP contains in several places a statement as b ellow:

-
x) resolve back the received Request-URI to the SIP URI received in the Contact header from the PoC Server performing the Controlling PoC Function within the SIP 200 “OK” response to the initial SIP INVITE request in the case of rejoin.

2 Summary of Contribution

Explains in a 5.x chapter how the resolving of the Request-URI works

3 Detailed Proposal

Appendix x. Resolving a Request-URI to a PoC Session Identity (informative)

In the case the PoC Server performing the Participating PoC Function is acting as a B2BUA as specified in [RFC3261] there is a need for the PoC Server performing the Participating PoC Function to remember a PoC Session Identity received from the PoC Server performing the Controlling PoC Function in case the PoC Client leaves the PoC Session and later wants to rejoin.

The PoC Server performing the Participating PoC Function can either:

· Store the PoC Session Identity in a local database and keep the PoC Session Identity for a implementation dependent time; or,

· Use the procedures in this annex.

When the PoC Client initiates, joins or is invited to a PoC Session the PoC Session Identity is sent from the PoC Server performing the Controlling PoC Function in a Contact header. The Contact header is sent in the SIP INVITE request (in case the user is invited to a PoC Session) or in the SIP 200 “OK” response to the SIP INVITE request (in case the PoC Client initiates or joins a PoC Session).

Example of a PoC Session Identity in the Contact header generated by the PoC Server performing the Controlling PoC Function: 

sip:groupA@CF1.my-operator.com

The SIP INVITE request or the SIP 200 “OK” response is sent via the PoC Server performing the Participating PoC Function and since the PoC Server performing the Participating Function is acting as a B2BUA the PoC Server performing the Participating PoC Function has to generate its own Contact header including its own address. If the Contact header is generated in an intelligent way the PoC Server performing the Participating PoC Function can later, if the PoC Client wants to rejoin a PoC Session, extract the PoC Session Identity received from the PoC Server performing the Controlling PoC Function.

Example of a PoC Session Identity in the Contact header generated by the PoC Server performing the Participating PoC Function: 

sip:xyz123%groupA@CF1.my-operator.com%@PF1.A.com

The “xyz123” and “PF1.A.com” is inserted by the PoC Server performing the Participating PoC Function in order to identify that there is a PoC Session Identity embedded inside.

Figure 1 “Resolving a Request-URI to a PoC Session Identity” shows a simplified message flow to illustrate how the PoC Session Identity generated by the PoC Server performing the Participating Function can be resolved back to the PoC Session Identity generated by the PoC Server performing the Controlling PoC Function.
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Figure 1: Resolving a Request-URI to a PoC Session Identity.

The steps below describes the steps in Figure 1 “Resolving a Request-URI to a PoC Session Identity” using the Pre-arranged PoC Group as an example. 

1. The PoC Client sends the SIP INVITE request to the PoC Server A. The Request-URI includes a PoC Group Identity e.g. identifying a Pre-arranged PoC Group.

2. The PoC Server A forwards the SIP INVITE request to the PoC Server X since the PoC Server X is controlling the PoC Group identified by the PoC Group Identity.

3. The PoC Server X performs the actions described in subclause 7.2 “Controlling PoC Function procedures”, e.g. the procedure for initiating a Pre-arranged Group PoC Session.  

4. The PoC Server X sends the SIP 200 “OK” response to the PoC Server A. The SIP 200 “OK” response includes the PoC Session Identity, e.g. sip:groupA@CF1.my-operator.com.

5. The PoC Server A sends the SIP 200 “OK” response to the PoC Client A. The SIP 200 “OK” response includes the PoC Session Identity, e.g. sip:xyz123%groupA@CF1.my-operator.com;session=pre-arranged%@PF1.A.com.

6. The PoC Client stores the PoC Session Identity received in the Contact header to be used if the PoC Client later wants to rejoin the PoC Session.

7. PoC Client participates in the PoC Session for a while but the PoC User has to leave the PoC Session for some reason and the PoC Client sends the SIP BYE request to PoC Server A.

8. The PoC Server A sends the SIP BYE request to the PoC Server X.

9. The PoC Server X sends the SIP 200 “OK” response to the PoC Server A and removes the PoC Client from the PoC Session. The SIP dialog and all resources reserved for the PoC Client are released.

10. The PoC Server A sends the SIP 200 “OK” response to the PoC Client A and releases all resources reserved for the PoC Session and the SIP dialog. This includes any knowledge about the PoC Session Identity.

11. The PoC Client A releases all resources reserved for the PoC Session and the SIP dialog with the exception of the PoC Session Identity received in the Contact header of the SIP 200 “OK” to the initial SIP INVITE request.

12. Later the PoC User wants to check if the PoC Session is still going on and the PoC Client makes an attempt to rejoin the PoC Session and the PoC Client sends the SIP INVITE request to the PoC Server A. The SIP INVITE request includes a Request-URI with the PoC Session Identity generated by the PoC Server A, i.e. 

sip:xyz123%groupA@CF1.my-operator.com;session=pre-arranged%@PF1.A.com.

13. When the PoC Server A receives the SIP INVITE request it checks the Request-URI and now it identifies that it contains a SIP UTI generated by the PoC Server A itself. The PoC Server A now extracts the part between the “%” characters and insert that as the Request-URI in the SIP INVITE request sent to the PoC Server X. That is, the Request-URI sent in the SIP INVITE request to the PoC Server X is now:

sip:groupA@CF1.my-operator.com

14. The PoC Server performs the actions described in the 7.2.1.4 “Rejoining PoC Session request” and sends the SIP 200 “OK” response. The SIP 200 “OK” response includes the PoC Session Identity, e.g. sip:groupA@CF1.my-operator.com.

15. The PoC Server A sends the SIP 200 “OK” response to the PoC Client A. The SIP 200 “OK” response includes the PoC Session Identity, e.g. sip:xyz123%groupA@CF1.my-operator.com;session=pre-arranged%@PF1.A.com.

16. The PoC Client stores the PoC Session Identity received in the Contact header to be used if the PoC Client later wants to rejoin the PoC Session.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed modifications of the CP shall be included in the next version.
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