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1. Scope

This document defines the Control Plane signaling procedures of the PoC Client and PoC Server for Push to Talk over Cellular (PoC) service. Example detailed signaling flows for the reference points POC-1, POC-2 and IP-1 are also included in this specification.

This Control Plane specification is based on the procedures specified in [OMA-PoC-AD] "High level procedures".
2. References

3. Terminology and Conventions

4. Introduction

This specification contains the Control Plane procedures for the Push-To-Talk over Cellular (PoC) service on the POC-1, POC-2 and IP-1 reference points as specified in [OMA-PoC-AD]. 

The document is structured in the following way:

Clause 5:  "Common procedures" defines the common procedures and general principles, which are not described in the 3GPP/3GPP2 specifications. 

Clause 6:  "Procedures at the PoC Client" defines the originating and terminating procedures at the PoC Client required to realize these respective features of the PoC service.

Clause 7:  "Procedures at the PoC Server" defines the originating and terminating procedures at the PoC Server, when it performs Controlling and Participating PoC Functions and the determination of the PoC Server role.  

Appendix A: "Static conformance requirements (SCR)" is an informative annex containing tables of mandatory and optional features.

Appendix B: "The parameters to be provisioned for PoC service" is a normative annex for PoC provisioning parameters.
Appendix C: “Presence Information Elements and Procedures” is a normative appendix that defines the PoC specific Presence Information Elements and the Presence procedures, which the PoC functional entities follow in order to perform Presence related actions.

Appendix D: "Initial Filter Criteria" is an informative annex to describe with logic examples the originating and terminating filter criteria for the IMS to support the PoC functionality.

Appendix E: "Documentation of SIP, SDP and XML extensions" is an informative annex to describe the needed extensions in SIP, SDP and XML.  

Appendix F: "Examples of Signalling Flows" is an informative annex to describe some of the signaling flows. 

Appendix G: "Change History" describes the document version history.

5. Common procedures

5.1 General

All Control Plane signalling requests and responses between PoC Client and PoC Server, as well as between PoC Servers, SHALL route via the SIP/IP Core as specified in [OMA-PoC-AD]. When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, then the SIP routing procedures are specified in [TS24.229] /[3GPP2 X.S0013.4]. 

5.2 Authenticated Originator's PoC Address

The Authenticated Originator's PoC Address is the PoC Address of the originating PoC Client that has been authenticated by the SIP/IP Core or the PoC Group Identity when the PoC Server performing the Controlling PoC Function invites PoC Users to a PoC Group Session. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, then the Authenticated Originator's PoC Address is contained in the P-Asserted-Identity header according to rules and procedures of  [TS24.229] /[3GPP2 X.S0013.4]. The PoC Client MAY insert a P-Preferred-Identity header, which contains a PoC Client preferred identity, for the SIP/IP Core to use inside the P-Asserted-identity header. If privacy is required, the From header SHALL contain an anonymous URI and optionally a nickname or "Anonymous". 

The From header MAY be used to carry the Authenticated Originator's PoC Address, and MAY be supported by the PoC Server. The PoC Server MAY be able to support an Authenticated Originator's PoC Address in the From header if the PoC Server has transitive trust with the SIP/IP Core, and if the SIP/IP Core is able to perform proxy authentication of the PoC Client.

If the PoC Server cannot obtain an Authenticated Originator's PoC Address for an initial request it SHALL reject the request with a SIP 403 "Forbidden" response. 

5.3 Signaling compression

If the SIP/IP Core supports SIP signaling compression, the SIP/IP Core SHALL support SIGCOMP, as specified in [RFC 3320], [RFC 3485] and [RFC 3486].
The PoC Client SHOULD compress the SIP signaling according to rules and procedures of [RFC 3320], [RFC 3485] and [RFC 3486] to reduce the transmission delays.

If the PoC Client initiates the signaling compression according to rules and procedures of [RFC 3320], [RFC 3485] and [RFC 3486], then the SIP/IP Core SHALL compress the SIP signaling according to rules and procedures of [RFC 3320], [RFC 3485] and [RFC 3486].    

The PoC Client and the SIP/IP Core MAY support stateful compression like dynamic compression, User Specific Dictionaries (USD) or other SigComp extended operations to improve the compression efficiency and to further reduce transmission delays (a definition of dynamic compression, USD and a description of other SigComp extended operations is specified in [RFC 3321]).

NOTE: 
Dynamic compression and USD can be implemented without using the extended operations mechanisms of [RFC 3321], which is referenced here in the interest of thoroughness. 

5.4 Error handling

This specification describes PoC specific error procedures but the handling of errors that cannot be regarded as PoC specific SHALL follow the rules and procedures of the relevant specification in subclause 2.1 “Normative References”.
6. Procedures at the PoC Client

6.1 PoC Client originating procedures

6.1.1 PoC service registration

6.1.1.1 General

The PoC Client SHALL register, re-register and de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following subclauses.

When registering and re-registering, the PoC Client

· 1. SHALL generate a SIP REGISTER request;

· 2. SHALL include the PoC feature-tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request;
· 3. SHALL include the PoC feature-tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request if receiving of Group Advertisement messages is supported; 

· 4. SHALL include a Require header with the option tag “pref” according to rules and procedures of [RFC3840]; and,

· 5. SHALL include the User-Agent header in the SIP REGISTER request to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”. 

When de-registering, the PoC Client

· 1. SHALL generate a SIP REGISTER request;

· 2. SHALL include the PoC feature-tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request if the PoC Client needs to continue to receive Group Advertisement messages; 

· 3. SHALL include a Require header with the option tag “pref” according to rules and procedures of [RFC3840]; and,

· 4. SHALL include the User-Agent header in the SIP REGISTER request to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”.

6.1.1.2 PoC service registration and re-registration

When the PoC Client sends a SIP REGISTER or SIP re-REGISTER request to the SIP/IP Core the PoC Client:

1. SHALL generate a SIP REGISTER request as specified in subclause 6.1.1.1 "General";

2. SHALL insert in the SIP REGISTER request any necessary security parameters (e.g. Digest response) according to rules and procedures of the SIP/IP Core; and,

3. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Each time the PoC Client has successfully performed an initial registration the PoC Client SHALL publish the PoC service settings as specified in subclause 6.1.2 "PoC service settings procedure".

NOTE 1: 
The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials.

NOTE 2:
Periodic application level re-registration is initiated by the PoC Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.1.3 PoC service de-registration

The PoC Client MAY deregister for the PoC service by either:

· If the terminal needs to remain SIP/IP Core registered the PoC Client SHALL reregister with the SIP/IP Core without including the PoC feature-tag  '+g.poc.talkburst' and the feature-tag ‘+g.poc.groupad'; or

· If the terminal also needs to deregister from the SIP/IP Core, the PoC Client SHALL send a SIP REGISTER request with an Expires header set to 0.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.2 PoC service settings procedure

To set, update or refresh the PoC service settings, the PoC Client:

· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [draft-poc-isb-am];

· 2. SHALL set the Request-URI of the SIP PUBLISH request to the PoC Address of the PoC User;
· 3. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”;
· 4. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of  [RFC 3841]; and,
· 5. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.

On receiving the SIP 200 "OK" response to the SIP PUBLISH request the PoC Client MAY indicate to the PoC User the successful communication of the PoC service settings to the PoC Server. 

NOTE: 
It needs to be studied whether a single PoC Address can be used with more than one PoC Client.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3 PoC Session initiation

6.1.3.1 General

The PoC Client SHALL generate an initial SIP request according to rules and procedures of  [RFC3261].  The PoC Client:

· 1. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of  [RFC3841] in all initial SIP requests; 

· 2. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”;

· 3. SHALL include the PoC feature-tag '+g.poc.talkburst' in the Contact header; 

· 4. SHOULD include an Allow header with all supported SIP methods; 

· 5. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”. 

The PoC Client SHALL generate an initial SIP INVITE request according to rules and procedures of  [RFC3261].  The PoC Client:

· 1. SHALL include the option tag 'timer' in the Supported header; and,
· 2. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [draft-ietf-sip-session-timer].
NOTE:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', specified in [RFC3262], is not defined for POC-1 reference point.

On receipt of a SIP final response or SIP provisional response to the SIP request, the PoC Client: 

· 1. SHALL store the list of SIP methods that the PoC Server supports if received in the Allow header; and,
· 2. SHALL store the contact if received in the Contact header.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [draft-ietf-sip-session-timer].

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.2 Using Pre-established Session

6.1.3.2.1 PoC Client initiates a Pre-established Session

When the PoC Client initiates a Pre-established Session the PoC Client:
· 1.  SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";
· 2.  SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the PoC service in the Home PoC Network of the PoC User;

· 3.  SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows; 

a)    set the IP address and the port number for the RTP Session; 

b)    include the codec(s) and Media Parameters being offered by the PoC Client for the PoC Service:

c)   if other than the default IP address or port number specified by [RFC3550] is to be used, set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of  [RFC3605];

d) the offered Talk Burst Control Protocol(s), Talk Burst parameter(s) and the port number(s) for the Talk Burst Control Protocol(s); and, 

e) if the PoC Client is not able/willing to receive media streams immediately, set the media to 'inactive' as specified in [RFC3108]. 
· 4. SHALL include value "id" in the Privacy header according to rules and procedures of  [RFC3325], if privacy is requested to be used in the automatically answered terminated PoC Sessions;

NOTE:  The included “id” value is not valid for an outgoing SIP REFER request when initiating a PoC Session.   5.  SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core. 

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2.  SHALL store the PoC Session Identity received in the Contact header; and,
· 3.  SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedure at Pre-established Session initialization".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.1.3.2.2 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session within a Pre-established Session the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;

· 3. SHALL in case of a 1-1 PoC Session either set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515]; or continue in the step 4;

· 4. SHALL in case of Ad-hoc PoC Group Session modify the SIP REFER request according to rules and procedures of  [draft-multiple-refer] with the following clarifications:

a) include in the Refer-To header of the SIP REFER request a URL identifying the body part containing the MIME resource-list body with the Invited PoC Users; and,
b) include a MIME resource-lists body according to rules and procedures of [draft-multiple-refer] with the list of the Invited PoC Users. The PoC Client SHALL check that the number of Invited PoC Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for PoC Client. If exceeded, the PoC Client SHOULD notify the PoC User. Otherwise, continue with the rest of the steps.

· 5. SHALL include in the Require header the option tag "norefersub" according to rules and procedures of [draft-norefersub] when more than one PoC User is invited, and MAY include in the Require header the option tag “norefersub” according to rules and procedures of [draft-norefersub] when only one PoC User is invited;

· 6. SHALL include value "id" in the Privacy header according to rules and procedures of  [RFC3325] , if anonymity is requested;

· 7. SHALL in case the PoC User has requested Manual Answer Override include in the SIP REFER request a P-Alerting-Mode header with the value "MAO" according to rules and procedures of  [draft-poc-p-headers]; 

· 8. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 

Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".  
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE:
The PoC Server does not send any SIP NOTIFY request in case the “norefersub” option tag was included in the SIP REFER request.

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.2.3 PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session

Upon receiving a request from a PoC User to establish a Pre-arranged or Chat PoC Group Session within the Pre-established Session the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;

· 3. SHALL set the Refer-To header of the SIP REFER request to the URI of the Pre-arranged PoC Group or Chat PoC Group according to rules and procedures of [RFC3515] and include Session Type uri-parameter " session=pre-arranged" or “session=chat", respectively as specified in E.5.1 "Session Type uri-parameter";
· 4. MAY include in the Require header the option tag “norefersub” according to rules and procedures of [draft-norefersub];

· 5. SHALL in case the PoC User has requested Manual Answer Override include in the SIP REFER request a P-Alerting-Mode header with the value "MAO" according to rules and procedures of  [draft-poc-p-headers];
· 6. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 7. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause.

6.1.3.2.4 PoC Client releases a Pre-established Session

When a PoC Client needs to release a Pre-established Session as created in subclause 6.1.3.2.1"PoC Client initiates a Pre-established Session", the PoC Client:

· 1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at Pre-established Session release";

· 3. SHALL set the Request-URI of the SIP BYE request to the PoC Session Identity of the Pre-established Session;

· 4. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 5. SHALL send the SIP BYE request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.  

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.3 Establishment of an On-demand PoC Session 

6.1.3.3.1 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session the PoC Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";

· 2. SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the PoC service in the Home PoC Network of the PoC User;

· 3. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];

· 4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) set the IP address and port number for the RTP Session;

b) include the codec(s) and Media Parameters being offered by the PoC Client for the PoC service;

c) if other than the default IP address or port number specified by the [RFC3550] is to be used, set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of  [RFC3605]; and,

d) the offered Talk Burst Control Protocol(s), Talk Burst parameter(s) and the port number(s) for the Talk Burst Control Protocol(s).

· 5. SHALL insert in the SIP INVITE request a MIME resource-lists body with the PoC Address(es) of the Invited PoC User(s) according to rules and procedures of [draft-URI-list]. The PoC Client SHALL check that the number of Invited PoC Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for PoC Client. If exceeded, the PoC Client SHOULD notify the PoC User. Otherwise, continue with the rest of the steps;

·  6.  SHALL in case the PoC User has requested Manual Answer Override include in the SIP INVITE request a P-Alerting-Mode header with the value "MAO" according to rules and procedures of  [draft-poc-p-headers]; 
· 7. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
NOTE 1:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on rules specified in the [PoC-XDM Specification] the PoC Session will not be allowed by the PoC Server hosting the PoC Group.

· 8. SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the PoC Session Identity if received in the Contact header; and,
· 3. MAY indicate the progress of the PoC Session establishment to the Inviting PoC User.

On receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the PoC Session Identity if received in the Contact header; 

· 3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization"; and,

· 4. MAY notify the answer state to the PoC User (i.e. “unconfirmed” or “confirmed”) if received in the P-Answer-State header in the response.

NOTE 2: 
According to [draft-URI-list] the received 200 “OK” means that the conference was created successfully, that the client that generated the SIP INVITE request is in the conference, and that the server understood the URI-list.  If the client wishes to obtain information about the status of other users in the conference it SHOULD use general conference mechanisms, such as the conference package.

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.1.3.3.2 PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session 

Upon receiving a request from a PoC User to establish a PoC Group Session using a PoC Group Identity, identifying a Pre-arranged PoC Group or a Chat PoC Group the PoC Client: 

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General"; 

· 2. SHALL set the Request-URI of the SIP INVITE request to the PoC Group Identity identifying the PoC Group;

· 3. MAY include in the Request-URI Session Type uri-parameter ”session=prearranged" or ”session=chat” depending on the PoC Group Identity as specified in E.5.1 "Session Type uri-parameter";
Note: The inclusion of the Session Type uri-parameter in the Request-URI in case of the On-demand Sessions is not mandatory, as it is not needed by the PoC Server for further processing by the Controlling PoC Function. In case the Session Type uri-parameter is included, the Controlling POC Function checks whether it is set correctly. 
· 4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) set the IP address and port number for the RTP Session;

b) include the codec(s) and Media Parameters being offered by the PoC Client for the PoC service;

c) if other than the default IP address or port number specified by the [RFC3550] is to be used, set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of  [RFC3605]; and,
d) the offered Talk Burst Control Protocol(s), Talk Burst parameter(s) and the port number(s) for the Talk Burst Control Protocol(s).

· 5. SHALL, in case the PoC User has requested Manual Answer Override, include in the SIP INVITE request a P-Alerting-Mode header with the value "MAO" according to rules and procedures of  [draft-poc-p-headers];
NOTE: 
The PoC Server performing the Controlling PoC Function will ignore the Manual Answer Override indication in case the PoC Group Identity identifies a Chat PoC Group.

· 6. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
NOTE:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on rules specified in the [PoC-XDM Specification] the PoC Session will not be allowed by the PoC Server hosting the PoC Group.

· 7.  SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the PoC Session Identity if received in the Contact header; and,
· 3. MAY indicate the progress of the PoC Session establishment to the Inviting PoC User.

On receiving a SIP 2xx response to the SIP INVITE request, the PoC Client:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the PoC Session Identity received in the Contact header; 

· 3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization"; and, 

· 4. MAY notify the answer state to the PoC User (i.e. “unconfirmed” or “confirmed”) if received in the P-Answer-State header in the response.

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client Subscription to the Conference State Event Package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.1.4 PoC Client PoC Session modification

6.1.4.1 General

The PoC Client SHALL generate either a SIP UPDATE request according to rules and procedures of [RFC3311] or a SIP re-INVITE request according to rules and procedures of  [RFC3261]. A SIP UPDATE request MAY be used only if the PoC Server has indicated support for the SIP UPDATE method.

NOTE:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for the POC-1 reference point.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.4.2 PoC Client placing media on hold

This subclause describes the optional procedures that the PoC Client SHALL use when placing a media component on hold.

When the PoC Client sets a media component on hold the PoC Client:

· 1. SHALL generate a new Media Parameter SDP offer using a SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General";

· 2. SHALL include in the SIP request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified capabilities;

· 3. SHALL include an "a=sendonly" attribute for a media component which is placed on hold; and,
· 4. SHALL send the SIP request towards the PoC Server according to rules and procedures of the SIP/IP Core.
On receipt of the SIP 200 "OK" response the PoC Client:

1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Media on Hold"; and,

2. SHALL start to use the Media Parameters received in the MIME SDP body.

If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed Media Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.4.3 PoC Client placing media off hold
This subclause describes the procedures that the PoC Client SHALL use when re-activating a media component that had been  on hold.
When the PoC Client activates a media component, the PoC Client: 

· 1. SHALL generate a new Media Parameter SDP offer using a SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General";

· 2. SHALL include in the SIP request a MIME SDP body as an SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified capabilities;

· 3. SHALL include an "a=sendrecv" attribute for a media component which is activated again; and,
· 4. SHALL send the SIP request towards the PoC Server according to rules and procedures of the SIP/IP Core.
On receipt of the SIP 200 "OK" response the PoC Client:

1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Media on Hold"; and, 
2. SHALL start to use the Media Parameters received in the MIME SDP body.

If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed Media Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.4.4 User Plane adaptation 
This subclause describes the optional procedures that the PoC Client SHALL use when initiating User Plane adaptation during an ongoing PoC Session.

When initiating User Plane adaptation the PoC Client: 

· 1. SHALL generate a new Media Parameter SDP offer using a SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General";

· 2. SHALL include in the SIP request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified Media Parameters; and,
· 3. SHALL send the SIP request towards the PoC Server according to rules and procedures of the SIP/IP Core.
On receipt of the SIP 200 "OK" response the PoC Client:

1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "User Plane adaptation"; and, 
2. SHALL start to use the Media Parameters received in the MIME SDP body.

If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed Media Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of   [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.4.5 SIP Session refresh

Prior to the expiry of the SIP Session timer the PoC Client:

· 1. SHALL generate either a SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General";
· 2. SHOULD include the Session-Expires header with the refresher parameter set to 'uac' according to rules and procedures of [draft-ietf-sip-session-timer];
· 3. SHALL include option tag timer in the Supported header; and,
· 4. SHALL send the SIP request towards the PoC Server according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session refresh mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
6.1.5 PoC Client rejoining a PoC Session 

6.1.5.1 On-demand PoC Session establishment

Upon receiving a request from a PoC User to re-join a PoC Session the PoC Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";

· 2. SHALL set the Request-URI to the PoC Session Identity;

· 3. MAY include in the Request-URI the Session Type uri-parameter indicating the PoC Session type e.g. "session=prearranged", "session=chat" or "session=adhoc" as defined in E.5.1 "Session Type uri-parameter";

· 4. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) Set the IP address and port number for the RTP Session;

b) Include the codec(s) and Media Parameters being offered by the PoC Client for the PoC service; 

c) If other than the default IP address or port number specified in [RFC3550] is to be used, set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of  [RFC3605]; and,
d) The offered Talk Burst Control Protocol(s), Talk Burst parameter(s) and the port number(s) for the Talk Burst Control Protocol(s).

· 5. SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the PoC Session Identity received in the Contact header; and,
· 3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization". 

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.1.5.2 Pre-established Session

Upon receiving a request from a PoC User to re-join a PoC Session within a Pre-established Session that has been established as specified in subclause 6.1.3.2.1 "PoC Client initiates a Pre-established Session", the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;

· 3. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity of the PoC Session to be re-joined with the Session Type uri-parameter indicating the PoC Session type, e.g. "session=pre-arranged", "session=chat" or "session=ad-hoc" as defined in E.5.1 "Session Type uri-parameter"; 

NOTE:
The PoC Session Identity of the PoC Session to be re-joined may have been received in the TBCP Connect message.
· 4. MAY include in the Require header the option tag “norefersub” according to rules and procedures of [draft-norefersub];

· 5. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 6. SHALL send the SIP REFER request towards the PoC Server via SIP/IP Core within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in the [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".  
Upon receiving a SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body. 

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.6 PoC Client leaving a PoC Session 

6.1.6.1 Leaving a PoC Session - On-demand Session case

When the Participant wants to leave the PoC Session that has been established using On-demand signaling as specified in subclause 6.1.3.3 "Establishment of an On-demand Session" or as specified in subclause 6.1.5.1 "PoC Client rejoining a PoC Session", the PoC Client:

· 1. SHOULD release the granted permission to talk or cancel the queued Talk Burst Requests;

· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release";

· 3. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

· 4. SHALL set the Request-URI to the PoC Session Identity of the PoC Session to leave;

· 5. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 6. SHALL send a SIP BYE request towards PoC Server according to rules and procedures of SIP/IP Core.  

Upon receiving a SIP 200 "OK" response to the SIP BYE request, the PoC Client SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.1.6.2 Leaving a PoC Session – Pre-established Session case 

Upon receiving a request from a PoC User to leave a PoC Session, the PoC Client:  
· 1. SHOULD release the granted permission to talk or cancel the queued Talk Burst Requests and interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release";
· 2. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 3. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of the Pre-established Session;

· 4. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to leave; 

NOTE:
The PoC Session Identity of the PoC Session to leave may have been received in the TBCP Connect message, in the SIP Contact header of the SIP 200 “OK” response to the SIP INVITE request that established the Pre-established Session, or in the SIP NOTIFY request associated with the SIP REFER request.
· 5. MAY include in the Require header the option tag “norefersub” according to rules and procedures of [draft-norefersub];

· 6. SHALL include the "method" parameter with the value "BYE" in the Refer-To header;

· 7. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 8. SHALL send the SIP REFER request towards the PoC Server via SIP/IP Core within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.  

Upon receiving a SIP 2xx response to the SIP REFER request, the PoC Client :

1. SHALL handle it according to rules and procedures of [RFC3515] and [RFC3265] 
2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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