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1 Reason for Contribution

The current specification documents (CP and UP) seem to be not describing the signalling flow for the below combined case. 

· The terminating PoC Client already set up the Pre-established Session.

· The terminating PoC Client already participated in one PoC Session.

· The Answer Mode of the terminating PoC Client is Automatic Answer Mode.

· The terminating PoC Client does not support the Simultaneous Sessions functionality.

The resulting behaviour looks result in a case that the media data from the originating PoC Client flows toward the participating PoC Server at the terminating PoC Client side for quite long time without being delivered to the terminating PoC Client. And how the media data at the participating PoC Server is handled is ambiguous.

If the above observation is correct, the decision of whether the rejection will be made at either the participating PoC Server or the terminating PoC Client should be made.

This input contribution proposes that the rejection is made at the participating PoC Server because the participating PoC Server is able to know whether the terminating PoC Client participated in one PoC Session or not. (This is Pre-established PoC Session and therefore it is B2BUA.)

The disadvantages if the rejection is made at the terminating PoC Client instead of the participating PoC Server are following.

· TBCP Connect message and TBCP Talk Burst Acknowledgement message are using RTCP/UDP, which does not guarantee the delivery. Therefore in case of that TBCP Talk Burst Acknowledgement message is lost, then the media data from the originating PoC Client could come to the participating PoC Server for the duration of timer expire, re-transmit the TBCP Connect message and receive the TBCP Talk Burst Acknowledgement with reason code “accept”. (Quite a lot of media data.)
· Those signaling data like TBCP Connect message is also one of the disturbing data for the already participated PoC Session QoE. What is the good reason the terminating PoC Client itself has to reject instead of the participating PoC Server? Does it intend to leave the decision to accept or reject the new incoming PoC Session invitation to the terminating PoC User? If it is so, then there seems to be big burden to participating PoC Server because the participating PoC Server already sent the 200 OK response for the INVITE, even before the terminating PoC Client replied the TBCP acknowledgement message with reason code “accept”.
· What should the terminating PoC Client do with the already existing PoC Session to accept the new incoming PoC Session invitation? Should release the first PoC Session? Is this implementation issue? (There is no such procedures are stated in the current specification.)

2 Summary of Contribution

Looking at below reference #1 (CP) and reference #2 (UP), the specification seems to be ambiguous for the following combined case.

· The terminating PoC Client already set up the Pre-established Session.

· The terminating PoC Client already participated in one PoC Session.

· The Answer Mode of the terminating PoC Client is Automatic Answer Mode.

· The terminating PoC Client does not support the Simultaneous Sessions functionality.

Reference #1 (OMA-TS-PoC-ControlPlane-V1_1-20050425-C)
7.3.2.2.2. Automatic-answer using Pre-established Session

The PoC Server SHALL act as B2BUA.

The PoC Server:

· 1. SHALL validate that the Media Parameters are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as described in the subclause 7.3.2.1 "General" and

a) Include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264] and [RFC2327] as follows:   

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The codec(s) and Media Parameters negotiated during the Pre-established Session is established as specified in the subclause 7.3.1.2 “Pre-established Session” in case they are a subset of those contained in the original SDP offer or the subset of those contained in the original SDP offer selected by the PoC Server, in case transcoding is supported by the PoC Server, MAY also include the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in the SDP offer in the incoming SIP INVITE request; 

iii. If another IP address or port is used instead of the default IP address and port number as specified by [RFC3550], set the IP address and port number for RTCP  at the PoC Server according to rules and procedures of [RFC3605];

iv. The Talk Burst Control Protocol and Talk Burst parameters negotiated during the Pre-established Session is established as specified in the subclause 7.3.1.2 “Pre-established Session” in case they are a subset of those contained in the original SDP offer or the subset of those contained in the original SDP offer selected by the PoC Server, in case interworking between Talk Burst Control Protocols are supported by the PoC Server, MAY also include the ones that can be translated by the PoC Server to Talk Burst Control Protocol and Talk Burst parameters contained in the SDP offer in the incoming SIP INVITE request; and,

v. The PoC Server’s port number to be used for the Talk Burst Control Protocol.

· 3. SHALL include the P-Answer-State header set to “Unconfirmed”;

· 4. SHALL include value “id” in the Privacy header according to rules and procedures of  [RFC3325], if the invited PoC Client has requested privacy, when the Pre-established Session was established; 

· 5. SHALL send the SIP 200 "OK" Response to the SIP INVITE request according to rules and procedures of SIP/IP Core; and,

· 6. SHALL interact with the User Plane as described in [OMA-PoC-UP] "Participating PoC Function procedure at initialization". 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Reference #2 (OMA-TS_PoC-UserPlane-V1_1-20050425-C)

Participating PoC Server side 

6.3.6.3. State ‘G: Pre-established Session_In_use’

The ‘G: Pre-established Session_In_use’ state is a stable state. The PoC Server is in this state when a Pre-established Session is established and it is used for a PoC Session.

In this state the PoC Server may receive RTP Media packets and TBCP messages.

6.3.6.3.1. Receive TBCP message (R: TBCP message)
6.3.6.3.2. Receive RTP Media packets (R: Media)
Upon receiving RTP Media packets the PoC Server:

1. SHALL forward the RTP Media packets between the PoC Client and the PoC Server performing the Controlling PoC Function; and,

2. SHALL remain in the ‘Pre-established Session_In_use’ state.
6.3.6.3.3. Receive PoC Session release indication from PoC Client (R: PoC Session release from PoC Client)

6.3.6.3.4. Receive PoC Session release indication from Controlling PoC Function (R: PoC Session release from PoC Server)

6.3.6.3.5. Receive Pre-established Session stopped indication from PoC Client (R: Pre-established Session stopped from PoC Client)

6.3.6.3.6. Receive TBCP Talk Burst Acknowledgement message (R: TB_Ack)

6.3.6.3.7. T15 (Connect message re-transmit) timer fired

6.3.6.3.8. T15 (Connect message re-transmit) timer fired N times

6.3.6.3.9. Receive SIP 200 “OK” response (R: SIP 200 OK)

6.3.6.3.10. Receives a failed SIP response from the Controlling PoC Function (R: PoC Session release from PoC Server)

3 Detailed Proposal

Modify the current CP spec in such a way that the participating PoC Server rejects the new incoming PoC Session invitation if the terminating PoC Client already participated in one PoC Session. If this solution is not agreed, then check whether there is missing signaling flow the above case, and if missing, correct it.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This input contribution provides discussion issue, and if the analysis in this input contribution is correct, then adopt the solution.






















The media data from the second PoC Session is already flowing in to the terminating PoC Client. SSRC comparison can be used to distinguish between the first accepted PoC Session media and the second rejected PoC Session media. However, these RTP Media packets are only being stored in the participating PoC Server because the new incoming PoC Session is not successfully established.





Below section 6.3.6.3 is the state where a Pre-established Session is made and one PoC Session is established using the Pre-established Session. As it reads in this state, the new incoming PoC Session invitation (INVITE) is not on waiting message list. It means the participating PoC Server is not sending the TBCP Connect message to the terminating PoC Client, with which the terminating PoC Client may reject because it participated already in one PoC Session. 








Because of this 200 OK toward the originating PoC Client, the media data of the originating PoC Client already could come to the participating PoC Server at the terminating PoC Client side.
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