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1 Reason for Change

XDM RD and AD specify that subscription to an xml document is part of XDM 1.0 feature. This feature will benefit PoC 1.0 business usage. The benefits are:

· Synchronisation of changes in groups between different terminals belonging to the same user

· Advertisement of changes (additions/deletions) to the group to the participants of in group

· Users can be notified about the participants in the group prior to making a call to that group (remember the owner is not the only one who will be using the group)

Summary of the changes:

To clarify the mechanism for XDMC located in UE making subscription to changes (sip-profile event package) in the XDM Core TS. The changes proposed:

· Disallow subscriptions using the service usage SIP URI (group URI) as R-URI because this would require to provide access to global tree by the UE. This is because the UE is not able to “backwards” associate the service usage SIP URI (group URI) to the users’ tree.
· The client can subscribe to the users tree by retrieving the SIP URI of the owner of the group and (optionally) the XCAP URI of where the group is stored. An example of how this can be retrieved is through the group advertisement mechanism used in PoC. A CR to PoC WG is targeted to resolve the issue.

The server can restrict the type of notifications sent to the client. For example for the case of PoC it can send changes related to the <list> element only.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To adopt the proposed changes in section 6.

6 Detailed Change Proposal

2. References

2.1 Normative References
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*** NEXT CHANGE***
5. PoC XDM Application Usages

...

5.1.10 Authorization policies

The authorization policies for documents in the “users” tree SHALL be defined according to basic procedures specified in [XDMSPEC], with modification defined in section 5.3.

The authorization policies for documents in the “global” tree shall be as follows:

· Global documents SHALL be “read-only”

· Access to global documents SHALL be restricted based on local policy.

NOTE: It is expected that a PoC Server will access documents in the “global” tree. There is no reason why users should need to access the “global” tree.
*** NEXT CHANGE***
5.3 Subscribing to changes in the PoC group documents
5.3.1 Initial subscription
Subscription to the changes in PoC group document will follow the procedure specified in section 6.1 in [XDMSPEC], with the modification as below. The XDM Client:

1. MAY set the Request-URI to the public SIP URI identifying the document owner of the PoC Group;

· MAY include value “application” in the “profile-type” Event header parameter;

2. MAY include the AUID to be watched in the “app-id” Event header parameter;

· MAY set the “document” Event header parameter to specify the document to be watched.
· MAY include an Accept header to indicate acceptable content-type for notifications. The Accept header

a. MAY include the value “application/xcap-diff+xml” to indicate support for partial XML updates described in [XCAP_Diff];

b. MAY include the value “message/external-body” to indicate support for content indirection described in [INDIRMECH];

3. MAY send the SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP core.
Upon receiving the initial SUBSCRIBE request for the “sip-profile” event defined in [SIP_UA_Prof] the PoC XDMS  performs the following steps. It:

1. SHALL return the SIP “501 Not Implemented” error response, if the “sip-profile” event is not supported. Otherwise perform the following steps.
2. SHALL use the Request-URI as an XUI identifying the owner of the document in case the “document” event header parameter is defining a document in the “users” tree or is not set;

3. SHALL perform the necessary authorization checks on the originator. 
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the XDM Server SHALL use the "P-Asserted-Identity" as defined in [3GPP TS 24.229] / [3GPP2 X.S0013.4] to ensure that this particular XDM Client is authorized to track the document changes. If the authorization check fails, the PoC XDMS SHALL return the SIP "403 Forbidden" error response.
a. By default, the initial creator of the document in the "users" tree is the primary principal of that document and SHALL be authorized to subscribe to the “sip-profile” event package as described in [XDMSPEC] Section 6.4.2.

b. Other principals (e.g. XDMCs and Application Servers) identified by their "P-Asserted-Identity" headers SHALL be authorised to subscribe based on “local configuration policy”, which allows the group members.

4. SHALL create a subscription to changes of PoC group XML data identified by Event header parameters as described in [SIP_UA_Prof];

5. SHALL send a SIP “200 OK” in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP core.
6. SHALL generate and send an initial NOTIFY request as specified in sub-clause 6.2.2.2 “Generating a NOTIFY request”.

When a change in the subscribed document occurs, the PoC XDMS SHOULD generate and send a NOTIFY request as specified in sub-clause 6.2.2.2 “Generating a NOTIFY request”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the XDM Server SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub-clause.

5.3.2 NOTIFY processing

Handling of received NOTIFY in a PoC XDMC shall follow the procedure defined in [XDMSPEC], Section 6.1.2.2. 

Generating NOTIFY request in a PoC XDMS shall follow the procedure defined in [XDMSPEC], Section 6.2.2.2. 
*** NEXT CHANGE***

A.1 PoC XDM Application Usages of XDM Server

	Item
	Function
	Reference
	Status
	Requirement

	POC_XDM-AU-S-001
	PoC Group document structure and elements supported
	5.1.1 
	M
	

	POC_XDM-AU-S-002
	Application Unique ID of PoC document
	5.1.2 

5.2.2 
	M
	

	POC_XDM-AU-S-003
	XML schema of PoC Group 
	5.1.4

5.1.6


	M
	

	POC_XDM-AU-S-004
	MIME type of PoC Group and User Access policy documents
	5.1.4. 

5.2.4


	M
	

	POC_XDM-AU-S-005
	Data semantics of PoC Group document
	5.1.6 
	M
	

	POC_XDM-AU-S-006
	Naming conventions for PoC Group and User Access policy documents
	5.1.7 

5.2.7 s
	M
	

	POC_XDM-AU-S-007
	Authorization policies for manipulating PoC Group and User Access policy documents
	5.1.10 

5.2.10
	M
	

	POC_XDM-AU-S-008
	PoC User Access Policy document structure and elements supported
	5.2.1 
	M
	

	POC_XDM-AU-S-009
	XML schema of PoC User Access Policy document
	5.2.3 

5.2.5 
	M
	

	POC_XDM-AU-S-010
	Data semantics of PoC User Access Policy document
	5.2.6 
	M
	

	POC_XDM-AU-S-011
	Support Initial Subscription of the PoC group document
	5.3.1
	M
	XDM-XDMS-S-002

	POC_XDM-AU-S-012
	Support generating the NOTIFY request of the PoC group document
	5.3.2
	M
	XDM-XDMS-S-004


A.2 PoC Application Usages of XDM Client

	Item
	Function
	Reference
	Status
	Requirement

	PoC_XDM-CAU-C-001
	Data semantics of PoC Group document
	5.1.6 
	M
	

	PoC_XDM-CAU-C-002
	XDM Client handling of HTTP “409 Conflict” response from the PoC XDMS
	5.1.5
	M
	

	PoC_XDM-CAU-C-003
	Support Initial Subscription of the PoC group document
	5.3.1
	O
	XDM-XDMC-C-003

	PoC_XDM-CAU-C-004
	Support generating the NOTIFY request of the PoC group document
	5.3.2
	O
	XDM-XDMC-C-004


*** CHANGE ENDS***
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