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1 Reason for Change

a) Justification: 

In some subclauses the SIP response is specified in details (200 “OK”) in some other sub clauses more generally (2xx) without any special reason for this.  This contribution proposes to solve this problem.

b) Clauses affected:

Sub clauses 5.4 and 6.1.3.3.2.

c) Summary of change:

2xx changed to 200 “OK”.  

Note style is changed.

SIP REFER added in 5.4.

d) Consequence if not approved:

Confusion for the reader.

e) Reason for revision:

N/A.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To make the corrections according to the chapter below:

6 Detailed Change Proposal

5.4  Nick Name

The PoC Server and the PoC Client MAY send Nick Names in SIP requests and SIP responses. 

If a PoC Server supports sending Nick Names in SIP requests and SIP responses the use of Nick Names SHALL be controlled by an service provider option which makes it possible to enable or disable the sending of Nick Names.

The following text describes the procedures in the PoC Client and the PoC Server when the PoC Client and the PoC Server support sending of Nick Names:

A PoC Client MAY provide the inviting PoC User’s Nick Name in the "display-name" part of the Authenticated Originator’s PoC Address, i.e. in the P-Preferred-Identity header or, e.g. when the P-Preferred-Identity header is not included, in the From header of the initial SIP INVITE request or SIP REFER request sent towards the PoC Server performing the Participating PoC Function.

NOTE:
A Nick Name included in the P-Preferred-Identity header is moved to the P-Asserted-Identity header by the underlying SIP / IP Core if validation of the PoC Address is successful. If validation of the PoC Address fails the SIP /IP Core uses a default PoC Address in the P-Asserted-Identity header and the Nick Name, if included in the P-Preferred-Identity header, is lost. A Nick Name in the From header is never lost. 

Editor’s note: The behaviour in IMS needs to be investigated since it is not sure that P-CSCF will move the “display-name” part of the SIP URI in the P-Preferred-Identity header to the P-Asserted-Identity header if validation is successful.

The PoC Server performing the Participating PoC Function SHALL provide the inviting PoC User’s Nick Name, if a configured Nick Name is available, in the "display-name" part of the Authenticated Originator’s PoC Address in the initial SIP INVITE request before sending the initial SIP INVITE request to the PoC Server performing the Controlling PoC Function. If the Authenticated Originator’s PoC Address already includes a Nick Name it SHALL be replace by the configured Nick Name.

The terminating PoC Client MAY provide the invited PoC User’s Nick Name in the "display-name" part of the To header of the SIP 200 “OK” response to an initial INVITE request sent to SIP / IP Core the PoC Server performing the Participating PoC Function.

The PoC Server performing the Participating PoC Function SHALL provide the invited PoC User’s Nick Name, if a configured Nick Name is available, in the "display-name" part of the Authenticated Originator’s PoC Address in SIP 200 “OK” responses to initial SIP INVITE requests before sending the SIP 200 “OK” response to the PoC Server performing the Controlling PoC Function. If the Authenticated Originator’s PoC Address already includes a Nick Name it SHALL be replace by the configured Nick Name.

The PoC Server performing the Controlling PoC Function SHALL collect Nick Names, if Nick Names for Participants in a PoC Session are provided, according to the following priority order: 

· 1. The string “Anonymous” or no Nick Name in case privacy is requested; or,

· 2. The <display-name> child element of the <entry> element for PoC Users in PoC Group definitions as specified in [PoC-XDM Specification] if <display-name> is defined; or,

· 3. The Nick Names received in the “display-name” part of the Authenticated Originator’s PoC Address of initial SIP requests and SIP 2xx responses to the initial SIP requests from Participants; or,

· 4. The Nick Names received in the “display-name” part of the From header of initial SIP requests or in the “display-name” part of the To header of the SIP 200 “OK” responses to the initial SIP requests from Participants.

The PoC Server performing the Controlling PoC Function SHALL use the <display-name> element defined in [PoC-XDM Specification] “PoC Group” as the Nick Name for the PoC Group in case of a Pre-Arranged PoC Group Session or a Chat PoC Group Session if the <display-name> element is defined.

The PoC Server performing the Controlling PoC Function SHALL include a Nick Name, if a Nick Name is available, in the Authenticated Originator’s address of the initial SIP INVITE request before inviting a PoC User to a PoC Session.

NOTE:
The PoC Server performing Controlling PoC Function use the Nick Name as part of the Talker Identification as specified in [OMA-POC-UP] “Talker Identification”, as part of Participant Information as described in subclause 7.2.1.11 “PoC Session Participant request”.

The PoC Client MAY, override Nick Names received from the PoC Server if a locally stored display name is available in the User Equipment. 

6.1.3.3.2  PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session 

Upon receiving a request from a PoC User to establish a PoC Group Session using a PoC Group Identity, identifying a Pre-arranged PoC Group or a Chat PoC Group the PoC Client: 

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General"; 

· 2. SHALL set the Request-URI of the SIP INVITE request to the PoC Group Identity identifying the PoC Group;

· 3. MAY include in the Request-URI Session Type uri-parameter ”session=prearranged" or ”session=chat” depending on the PoC Group Identity as specified in E.5.1 "Session Type uri-parameter";
 
Note: The inclusion of the Session Type uri-parameter in the Request-URI in case of the On-demand Sessions is not mandatory, as it is not needed by the PoC Server for further processing by the Controlling PoC Function. In case the Session Type uri-parameter is included, the Controlling PoC Function checks whether it is set correctly. 
· 4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) set the IP address and port number for the RTP Session;

b) include the codec(s) and Media Parameters being offered by the PoC Client for the PoC service;

c) if other than the default IP address or port number specified by the [RFC3550] is to be used, set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of  [RFC3605]; and,
d) the offered Talk Burst Control Protocol(s), Talk Burst parameter(s) and the port number(s) for the Talk Burst Control Protocol(s).

· 5. SHALL, in case the PoC User has requested Manual Answer Override, include in the SIP INVITE request a P-Alerting-Mode header with the value "MAO" according to rules and procedures of  [draft-poc-p-headers];
NOTE: 
The PoC Server performing the Controlling PoC Function will ignore the Manual Answer Override indication in case the PoC Group Identity identifies a Chat PoC Group.

· 6. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
NOTE:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on rules specified in the [PoC-XDM Specification] the PoC Session will not be allowed by the PoC Server hosting the PoC Group.

· 7.  SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the PoC Session Identity if received in the Contact header; and,
· 3. MAY indicate the progress of the PoC Session establishment to the Inviting PoC User.

On receiving a SIP 200 “OK” response to the SIP INVITE request, the PoC Client:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the PoC Session Identity received in the Contact header; 

· 3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization"; and, 

· 4. MAY notify the answer state to the PoC User (i.e. “unconfirmed” or “confirmed”) if received in the P-Answer-State header in the response.

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client Subscription to the Conference State Event Package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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