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1 Reason for Change

a) Justification:
Latest AD contains some typos, errors in the figure, and misalignment among terminologies.
b) Clauses affected:

Sub-clauses; 9.5.1, 9.6.1/9.6.2, 9.7.2.
c) Summary of change:

· Terminology alignment of PoC Session Identity and PoC Group Identity with CP
· Other clerical typos
· And so on…
d) Consequence if not approved:
Makes the reader confused and incomplete standard.
e) Reason for revision:

N/A.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Correction.

6 Detailed Change Proposal
============================ 1st Change ========================
9.5
Leaving PoC Session

9.5.1
Leaving the PoC Session in the case of the Pre-established Session

This subclause provides scenarios as follows for PoC Clients using the Pre-established Session for a PoC Session. A PoC Client using the Pre-established Session initiates release of a Participant from a PoC Session. Other members of the PoC Session either remain on the PoC Session or depending on the release policy they are released according to the subclause 9.5.4 “PoC Server releases the PoC Session towards a PoC Client having a Pre-established Session”. The PoC Session is released, but the Pre-established Session is maintained.
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Figure 30: PoC Client releases from PoC Session (Pre-established Session)

1. PoC Client A sends a REFER BYE message to SIP/IP Core A.

Information elements contained in REFER BYE message:

a. PoC Session Identity of the Pre-established Session to which the REFER applies

b. PoC Session Identity of PoC Session to leave.

2. SIP/IP Core sends the REFER BYE message to the PoC Server A (participating).

3. PoC Server A (participating) acknowledges the request by sending ACCEPTED to the SIP/IP Core.

4. SIP/IP Core A forwards the ACCEPTED to the PoC Client A

5.-7. The PoC Server A (participating) sends a BYE message to the PoC Server X (controlling) via SIP/IP Cores.

8.-10. The PoC Server X (controlling) sends an acknowledgement to the PoC Server A (participating) via SIP/IP Cores.

11. After receiving the OK response PoC Server A sends a NOTIFY request to the SIP/IP Core A. Informational elements contained in the NOTIFY request:

a. PoC Session Identity of the Pre-established Session 
b. Unconfirmed OK response received indication

12. The SIP/IP Core forwards the NOTIFY request to the PoC Client A. 

1. PoC Client A sends an OK response to the SIP/IP Core A

2. The SIP/IP Core A sends the OK response to the PoC Server A.

3. The Pre-established Session between PoC Client A and the PoC Server A is maintained.

4. The release is notified to other Participants of the PoC Group Session if subscribed.

5. According to the release policy the other Participants of the PoC Session are either released or kept in the PoC Session. If they are released the Participants, who have had a Pre-established Session are released as described in the subclause 9.5.4”PoC Server releases the PoC Session towards a PoC Client having a Pre-established Session . If the Participant has not had the Pre-established Session the PoC Session is released as described in the subclause 9.5.1 “Leaving the PoC Session in the case of On-demand Session”.

NOTE 1: The procedure to close the Pre-established Session is similar to the procedure described in the subclause 9.5.1 ‘Leaving the PoC Session in the case of On-demand Session’.
NOTE 2: NOTIFYs caused by the implicit subscription of the REFER request may also be suppressed by request of PoC Client A.

============================ 2nd Change ========================

9.6
Re-joining PoC Group Session

9.6.1
Re-joining PoC Group Session in the case of On-demand Session
When the PoC User wishes to rejoin the PoC Group Session, he issues INVITE request to the PoC Server. The PoC Server adds the User to the PoC Group Session if it is still ongoing, otherwise the request is rejected.

Figure 33 “Rejoining the PoC Group Session” shows the high-level signalling procedure of re-joining the PoC Group Session.
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Figure 33: Rejoining the PoC Group Session

1. The PoC Client A sends an INVITE request to the PoC Group Session Identity. Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC service indication
c. PoC Address of the PoC User at the PoC Client A
2. The SIP/IP Core A routes the INVITE request to the PoC Server A (participating) trigged on the PoC Service indication and the PoC Address. Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC service indication
c. PoC Address of the PoC User at the PoC Client A 

3. The PoC Server A (participating) identifies that the PoC Group is not hosted in this PoC Server therefore it sends the request to the SIP/IP Core A. Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC service indication
c. PoC Address of the PoC User at the PoC Client A 

4. The SIP/IP Core A routes the request to SIP/IP Core X according to the routing principles of the SIP/IP Core. Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC service indication
c. PoC Address of the PoC User at the PoC Client A 

5. The SIP/IP Core X routes the request to the PoC Server X (controlling) based on the PoC Group Session Identity. If the Pre-arranged PoC Group Identity is used for other services (e.g. messaging) that are hosted on other Application Servers then the SIP/IP Core needs to use PoC Service indication to route to the PoC Server. Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC service indication
c. PoC Address of the PoC User at the PoC Client A 

6 – 10. Upon receiving the request, the PoC Server X (controlling) performs the necessary procedures to add the PoC Client A to the PoC Session. The PoC Server X (controlling) sends an OK response to the PoC Client A through the signalling path, which has routed the request. The PoC Client A stores the contact address of the PoC Server X (controlling).
9.6.2 Re-joining PoC Group Session in the case of Pre-established Session

When the PoC User desires to rejoin the PoC Group Session in the case of Pre-established Session, he issues a REFER request to the PoC Server performing Participating PoC Function in his Home PoC Network. The PoC Server in the controlling network adds the PoC User to the requested PoC Group Session if it is still on-going, otherwise the PoC Server rejects the request. 
Figure 34 “Rejoining a PoC Session in the case of Pre-established Session “ shows the high-level signalling procedure of re-joining the PoC Group Session in the case of Pre-established Session when the PoC Session is still on-going.
[image: image3.wmf]Controlling network

PoC client A

SIP/IP 

Core A

PoC server A

(participating)

SIP/IP 

Core X

PoC server X

(controlling)

6. INVITE

5. INVITE

2. REFER

1. REFER

7. INVITE 

8. OK

12. NOTIFY (result)

11. NOTIFY (result)

10. OK 

9. OK 

PoC Client A Home Network

3. ACCEPTED

4. ACCEPTED

Pre

-

established session stays

14. OK

13. OK

Talk burst control

Controlling network

PoC client A

PoC client A

SIP/IP 

Core A

PoC server A

(participating)

SIP/IP 

Core X

PoC server X

(controlling)

6. INVITE

6. INVITE

5. INVITE

5. INVITE

2. REFER

2. REFER

1. REFER

1. REFER

7. INVITE 

7. INVITE 

8. OK

8. OK

12. NOTIFY (result)

12. NOTIFY (result)

11. NOTIFY (result)

11. NOTIFY (result)

10. OK 

10. OK 

9. OK 

9. OK 

PoC Client A Home Network

3. ACCEPTED

3. ACCEPTED

4. ACCEPTED

4. ACCEPTED

Pre

-

established session stays

14. OK

14. OK

13. OK

13. OK

Talk burst control


Figure 34: Rejoining a PoC Session in the case of Pre-established Session.
1. The PoC Client A sends a REFER request to SIP/IP Core A. Information elements contained in the REFER request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC Address of the PoC User at the PoC Client A
c. PoC service indication
d. PoC Session Identity of the Pre-established Session to which the REFER applies.
2. The SIP/IP Core A routes the REFER request to the PoC Server A (participating) trigged on the PoC service indication and the PoC Address. Information elements contained in the REFER request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC Address of the PoC User at the PoC Client A
c. PoC service indication
d. PoC Session Identity associated of the Pre-established Session to which the REFER applies.
3. PoC Server A sends an ACCEPTED response to the SIP/IP Core A.
4. The SIP/IP Core A routes the ACCEPTED response back to the PoC Client A.
5. When the PoC Server A (participating) receives a REFER request containing a URI with an indication that the URI identifies a PoC Session not hosted by this PoC Server, the PoC Server A (participating) sends an INVITE request towards the SIP/IP Core A. Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC Address of the PoC User at the PoC Client A
c. PoC service indication
d. Media Parameters of the PoC Server A (participating)
e. Talk Burst Control Protocol proposal.
6. The SIP/IP Core A routes the request to SIP/IP Core X according to the routing principles of the SIP/IP Core.  Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC Address of the PoC User at the PoC Client A
c. PoC service indication
d. Media Parameters of the PoC Server A (participating)
e. Talk Burst Control Protocol proposal.
7. The SIP/IP Core X routes the request to the PoC Server X (controlling) based on the PoC Session Identity. Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication
d. Media Parameters of the PoC Server A (participating)

e. Talk Burst Control Protocol proposal.

8 – 10. Upon receiving the request, the PoC Server X (controlling) performs the necessary procedures to add the PoC Client A to the PoC Session. The PoC Server X (controlling) sends an OK response to the PoC Server A (participating) through the signalling path, which has routed the INVITE request. Information elements contained in the OK response:
a. PoC Session Identity of the PoC Session that the PoC Client A rejoined
b. PoC Server X selected Media Parameters
c. Selected Talk Burst Control Protocol.
11 – 12. After receiving the OK response, then the PoC Server A (participating) sends a NOTIFY request to the PoC Client A through the signalling path. Information elements contained in the NOTIFY request:

a. PoC Session Identity of the PoC Session that the PoC Client A rejoined.

13 – 14. Upon receiving the NOTIFY request, the PoC Client A sends an OK response to the PoC Server A through the signalling path.

============================ 3rd Change ========================
9.7.2
Procedure at invited PoC User

When an invited PoC User is indicated with incoming INVITE method by the PoC Server, depending on the answering mode on the PoC Client, the invited PoC User manually answers or automatically accepts which issues the final response back to the PoC Server.

9.7.2.1
Invited PoC User is in Manual Answer Mode

In this case, the terminating PoC Client indicates the incoming invitation request and the PoC User responds the request. The scenario is valid for On-demand Session case as well as for the Pre-established Session case.

This subclause describes the scenario where the inviting PoC User did not issue manual answer override request. For the procedure of the manual answer override if the inviting PoC User has been authorized to issue this request and selected to do so, refer to the subclauses 9.7.2.2 “Invited PoC User is in Automatic Answer Mode using On-demand Session” and 9.7.2.3 “Invited PoC User is in Automatic Answer Mode using Pre-established Session”.

The Figure 36 “Adding a PoC User (procedure at invited PoC User)” shows the high level flow of this scenario. 
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Figure 36: Adding a PoC User (procedure at invited PoC User)

1. Upon receiving the request to invite a PoC Client B, the PoC Server X (controlling) sends an INVITE request to the PoC Client B. To reach the PoC Client B, the PoC Server X (controlling) sends INVITE request to the SIP/IP Core X.  Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling)
g. Talk Burst Control Protocol proposal
h. PoC Session Identity of the PoC Group Session.

2. SIP/IP Core routes the request to the PoC Client B's home network. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group 

b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling)
g. Talk Burst Control Protocol proposal
h. PoC Session Identity of the PoC Group Session.

3. SIP/IP Core B routes the request to the PoC Server B based on the PoC Address of the invited PoC User and PoC service indication. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group 

b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling)
g. Talk Burst Control Protocol proposal
h. PoC Session Identity of the PoC Group Session.

4. The PoC Server B (participating) sends the PoC Session setup request to the SIP/IP Core B. If the PoC Client B is using On-demand Session, the PoC Server B sends an INVITE request. If the PoC Client B is using Pre-established Session, the PoC Server B sends a re-INVITE request. Information elements contained in the INVITE/re-INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group 

b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Media Parameters of the PoC Server B (participating)
f. Manual answer request
g. Talk Burst Control Protocol proposal
h. Optionally, PoC Session Identity of the PoC Group Session.

5. The SIP/IP Core forwards the INVITE/re-INVITE request to the PoC Client B. Information elements contained in the INVITE/re-INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group 

b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Media Parameters of the PoC Server B (participating)
f. Manual answer request
g. Talk Burst Control Protocol proposal
h. Optionally, PoC Session Identity of the PoC Group Session.

6 – 10. The PoC Client B indicates the invitation and waits for the accept indication by the PoC User. Upon receiving the invitation accept indication by the PoC User, the PoC Client B responds with an OK response to the PoC Server X (controlling) through the signalling path which has routed the request. The PoC Server X (controlling) notifies the inviting PoC User that the invited PoC User has accepted the invitation.

Information elements contained in OK response:

a. Media Parameters of the PoC Client B

b. Selected Talk Burst Control Protocol.

9.7.2.2
Invited PoC User is in Automatic Answer Mode using On-demand Session

In this case, the terminating PoC Client automatically answers the invitation request by the PoC Server and the PoC User is able to hear the voice. The Figure 37 “Adding a PoC User (procedure at invited PoC User)” shows the high level flow of this scenario. 
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Figure 37: Adding a PoC User (procedure at invited PoC User)

1. Upon receiving the request to invite a PoC Client B, the PoC Server X sends INVITE request to the PoC Client B. To reach the PoC Client B, the PoC Server X sends INVITE request to the SIP/IP Core X. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol proposal,

h. Manual answer override request if the inviting PoC User has been authorized to issue this request and selected to do so
i. PoC Session Identity of the PoC Group Session.

2. SIP/IP Core routes the request to the PoC Client B's home network. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol proposal,

h. Manual answer override request if the inviting PoC User has been authorized to issue this request and selected to do so
i. PoC Session Identity of the PoC Group Session.

3. SIP/IP Core B routes the request to the PoC Server B based on the PoC Address of the invited PoC Client and PoC service indication. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol proposal,

h. Manual answer override request if the inviting PoC User has been authorized to issue this request and selected to do so
i. PoC Session Identity of the PoC Group Session.

      4. – 6.    If the PoC Client B is accepting the PoC Session automatically, or if PoC Client B has authorised PoC Client A to issue a manual answer override request and PoC Server B (participating) supports manual answer override, and if the PoC Client B also uses On-demand Session, then the PoC Server B (participating) sends automatic answer request to the PoC Server X (controlling) through the signalling path.

7. The PoC Server B (participating) sends the PoC Session setup request to the SIP/IP Core B. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Automatic answer request.

f. Media Parameters of the PoC Server B (participating)
g. Talk Burst Control Protocol proposal
h. Optionally, PoC Session Identity of the PoC Group Session.

8. The SIP/IP Core B forwards the INVITE request to the PoC Client B. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Automatic answer request.

f. Media Parameters of the PoC Server B (participating)

g. Talk Burst Control Protocol proposal
h. Optionally, PoC Session Identity of the PoC Group Session.

9 – 13. The PoC Client B responds with an OK response to the PoC Server X (controlling) through the signalling path, which has routed the request. The PoC Server X (controlling) notifies the inviting PoC User that the invited PoC User has accepted the invitation.

Information elements contained in OK response:

a. Media Parameters of the PoC Client B

b. Selected Talk Burst Control Protocol.

9.7.2.3
Invited PoC User is in Automatic Answer Mode using Pre-established Session

In this case, the terminating PoC Client automatically answers the invitation request by the PoC Server and the PoC User is able to hear the voice. The Figure 37 “Adding a PoC User (procedure at invited PoC User)” shows the high level flow of this scenario. 
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Figure 38: Adding a PoC User (procedure at invited PoC User)

1.
Upon receiving the request to invite a PoC Client B, the PoC Server X sends INVITE request to the PoC Client B. To reach the PoC Client B, the PoC Server X (controlling) sends INVITE request to the SIP/IP Core X (controlling). Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol proposal,

h. Manual answer override request if the inviting PoC User has been authorized to issue this request and selected to do so
i. PoC Session Identity of the PoC Group Session.

2. SIP/IP Core routes the request to the PoC Client B's home network. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol proposal,

h. Manual answer override request if the inviting PoC User has been authorized to issue this request and selected to do so
i. PoC Session Identity of the PoC Group Session.

3. SIP/IP Core B routes the request to the PoC Server B based on the PoC Address of the invited PoC Client and PoC service indication. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol proposal,

h. Manual answer override request if the inviting PoC User has been authorized to issue this request and selected to do so
i. PoC Session Identity of the PoC Group Session.

      4. – 6. If the PoC Client B is accepting the PoC Session automatically, or if PoC Client B has authorised PoC Client A to issue a manual answer override request and PoC Server B (participating) supports manual answer override, and if the PoC client B also has Pre-established Session with PoC Server B (participating), then the PoC Server B (participating) sends an OK response back towards the controlling network.  Information elements contained in OK response:
a. Media Parameters of PoC Server B
b. Selected Talk Burst Control Protocol.

7.     The PoC Server B (participating) sends the Connect message to the PoC Client B.  Information elements contained in the Connect message:

a. PoC Address of the Participant at the PoC Client initiating the invitation
b. Nick Name of the Participant at the PoC Client initiating the invitation

c. PoC Session Identity of the PoC Group Session
d. PoC Group Identity

e. Nick Name of the PoC Group
f. Manual answer override request indication, if PoC Client A is authorized and PoC Server B supports manual answer override.
8.     The PoC Client B acknowledges the Connect message with a Talk Burst Acknowledge message to guarantee reliable delivery of the connect message.
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