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ABSTRACT
	This paper proposes the architecture to address the requirement of invoking the PoC Client from browing. Further, the POC Invocation Descriptor approach is proposed as a solution to this requirement.  Brief description and consideration are made on the solution with some examples. 
This paper also proposes a way forward to specify this solution. It is proposed that PoC Working Group to take the role of developing the specification. It is also proposed that a separate specification for this solution is desirable but it should be released in the PoC2.0 Release Package with other PoC2.0 specifications. It concludes that NTT DoCoMo is willing to take the responsibility of the editorship for this specification.
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2. Introduction

A requirement to invoke the PoC Client from browsing has been proposed and accepted for the PoC2 Requiement Document (RD) [4]. It will provide a feature to invoke the PoC Client via the browsing UI. 

2.1 Why invoking the PoC Client from browsing?

Browsers are widely deployed in mobile handsets. They have extensive capability for presentations. PoC2 should leverage browsing to enrich and enhance its capabilities.  
There are two aspects to leveraging browsing in PoC2:

(1) Facilitating group management

Browsing helps managing large group lists. This is especially effective when PCs with larger displays are used. A Web server having an XCAP interface (XDM-3) to an XDM server allows such applications. It should be noted that such a Web based system, a Web front end system, can be developed within OMA PoC1.0 specifications and no additional standardization is needed. A Web server having an XDM-3 interface enables browsers, on PCs or mobile handsets, to access XDM servers, with appropriate security mechanisms.
(2) Invoking PoC Client and initiating 1-1, Adhoc and pre-arranged group sessions

A Web server which has connections to the XDM server as well as other servers in the back end is able to present to the browser on the mobile handset various information relative to groups. For example, a Web server can present particular information associated with the group that provides agenda for the group to talk about. While users are browsing such information and find agenda to talk about, browsing should enable the users to instantly invoke the PoC Client and initiate PoC 1-1, Adhoc and pre-arranged group sessions, by only one click of menu on the page that is presented on the browser. Such automatic and seamless initiation while browsing will enrich user experience and increase traffics.

In order to enable this functionality, it is necessary to standardize a mechanism to invoke the PoC Client and initiate 1-1, Adhoc and pre-arranged group sessions by clicking a menu of the page that is presented on the browser of a mobile device. 

3. Requirement

The accepted requirement text from [4] is as follows:

	6.1.15.2 Browser-Based PoC Client Invocation

Browsers are widely deployed in mobile handsets and have extensive capability for presentations. A Web server which has connections to the XDM server facilitates PoC Session initiation as well as presents other information. In order to increase usability, a PoC User MAY be able to initiate PoC Sessions while the PoC User is browsing the Web server. If this functionality is supported, the following requirements apply 

Editor’s Note: Trust model of the Web server is an architecture issue to be considered in the Architecture Phase and is FFS

Label

Description

Enabler Release

Conditionality 

FUNC-ADD-CI-001

The PoC Enabler MAY support Browser-Based PoC Client Invocation.

Editor’s Note: Conditionality for client  and server to be reviewed.
PoC 2.0 essential
Functionality 

FUNC-ADD-CI-002

The PoC User SHALL be able to invoke a PoC Client and initiate a PoC Session (e.g., 1-1, Ad-hoc, Chat or Pre-arranged group PoC Session), seamlessly and automatically, while browsing the Web site from the same User Equipment
FUNC-ADD-CI-003

The PoC User SHALL be authenticated to access the group information from the browser
FUNC-ADD-CI-004

In the case of 1-1, Chat and Pre-arranged PoC Sessions, the PoC User SHALL be able to initiate a PoC Session by clicking on a menu on a Web page presented on a browser. In the case of an Ad-hoc Session, the PoC User SHALL be able to select the PoC Users to invite from a Web page presented on a browser before clicking on a menu to initiate a PoC Session
FUNC-ADD-CI-005

To accomplish the above requirements for each PoC Session including enhanced ones, the mechanism SHALL be extensible to convey all the necessary current and evolving information to initiate a PoC Session



4. Architecture

4.1 Steps towards Session Establishment
Fig. 1 shows the basic steps for the user to complete session establishment firstly using the browser and then the PoC Client on the same mobile device.
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Fig. 1 　Steps towards Establishing a PoC Session.
(1) The user must be authenticated in order to be able to access group information through the browser and the Web server. Depending on the trust model, there are multiple ways to authenticate the user. For example, HTTP basic authentication may be used, or authentication of the bearer may be used if the Web server is located in the operator network. 

(2) Once the user is authenticated, the user is able to start retrieving group information. The Web server that the user is connecting through the browser has a connection with an XDM Server, and the user is able to find member(s) to call. Web server is able to implement various semantics of the XDM data into its user interface (UI). For example, if the user is not allowed to change the group information, the Web server is able to restrict such a change in the UI design. It is also up to the Web server’s implementation to provide additional information which may be created from the group information. For example, it is possible to associate certain information with the group. Such associated information may be fetched from elsewhere.
(3) After looking at such information, the user decides to call some people using PoC. The browser UI needs to enable the user to select one person, several persons, the group itself, or a chat group if available, depending on the information from the XDM server.

(4) After the user selected the member(s) to call, the user is enabled to initiate a session from the browser. This is typically done by allowing the user to click a button that is shown on the browser. After the user clicked the button on the browser, the PoC Client needs to be automatically invoked and start initiating a PoC session. Note that here is a transition from the browser to the PoC Client. Two things need to happen in this transition. Namely, necessary parameters need to be transferred to the PoC Client and the PoC Client needs to be invoked.
(5) The PoC Client sends a SIP INVITE to the parties to be invited.

(6) If (5) is done successfully, the parties are now in a PoC session.

4.2 What needs to be specified by OMA

There are three elements that need to be specified by OMA in order to ensure Interoperability. They are:
· Architecture

· Authentication

· Invoking mechanism of PoC Client from browsing

4.2.1 Architecture
The architecture describing how the new elements work with the PoC architecture needs to be specified. The following issues need to be clarified and specified:

· How the Web server interacts with XDM servers
· How the Web sever interacts with HTTP UA Client

· How the PoC Client is invoked from browsing and the necessary parameters are passed through
· Trust model of the Web server relative to the PoC architecture

4.2.2 Authentication

The user must be authenticated to access the group information from the Web server through browser. Depending on the architecture or the trust model of the Web server relative to the PoC architecture, there are several ways to achieve user authentication. Authentication mechanisms need to be speficified relative to the trust model of the Web server.
Once user authentication is complete, the Web server is able to perform the necessary authorization procedure with XDMS for the user, using the procedure which is defined by PoC or XDM specifications. No new element is introduced and it is possible to leverage the existing PoC/XDM specifications.

4.2.3 Invoking mechanism of PoC Client from browsing

The browser communicates with the Web server using a mark up language such as XHTML-MP, which is carried over HTTP as a transport. The information that is necessary to initiate a PoC session includes SIP URIs and others. The information firstly resides in the XDM server and then transferred to the Web Server and then finally to PoC Client. How such information is transferred from the Web Server to the PoC Client needs to be specified by OMA in order to ensure interoperability. In addition, the mechanism that the Web Server triggers to invoke the PoC Client needs to be specified.
4.3 Architecture

Fig. 2 shows the proposed architecture.
The Web server interacts with the Aggregation Proxy through the XDM-3 interface. The Aggregation Proxy interacts with the PoC XDMS through the PoC-7 interface and with the Shared XDM through the XDM-4 interface. The Web Server interacts with a new element to the PoC architecture, the HTTP User Agent, with a new interface “New IF”. It is noted that the Web Server includes the function of the XDM Client in the existing architecture.
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Fig. 2  Proposed Atchitecture.
4.4 Trust Model

There are potentially two trust models for positioning the Web server. One is based on the same domain as the whole PoC infrastructure which is the trusted domain or the operator domain. In this case, the Web server will be located in the operator’s network. The other is based on the untrusted domain, e.g., in the Internet, but having some security mechanism to ensure trust relationship with the PoC infrastructure. 
While both domains may be necessary to be addressed in OMA PoC2 from a generality point of view, we believe that the trusted domain model is the one which will be used in almost all the cases. ‘It is an open question if we need to specify the untrusted model in PoC2.
It should be noted that, in the trusted domain model, there are several ways to achieve user authentication, including leveraging bearer level solutions as well as transport level solutions. The authentication mechanism should provide the same level of security as the XDM authentication procedure. It will be sufficient to reference appropriate specifications that are already available.
5. Proposed Solution

A mechanism called “PoC Invocation Descriptor” is proposed as the solution to the problem of invoking of PoC Client from browsing.
5.1 Description of PoC Invocation Descriptor Mechanism
In the PoC Invocation Descriptor mechanism, a file containing information that are necessary for the PoC Client to create an INVITE based on the user’s selection is sent from the Web server to the HTTP User Agent over HTTP. The file has a unique MIME type. Therefore, the HTTP User Agent is able to detect the unique MIME type from the received file while browsing, and dispatches a mechanism to extract the information from the file, triggers to invoke the PoC Client and to pass the extracted information to the PoC Client, instead of sending the received file to the browser processing.

Two elements need to be standardized for the Disptach File mechanism. 

· MIME Type

· File Format

(1) MIME Type

A unique MIME Type needs to be specified by OMA so that the HTTP User Agent is able to uniquely resolve it. Since there may be a case where the mobile device has implemented the XCAP Client as well as this mechanism, the MIME Type of the PoC Invocation Descriptor must be distinguishable from that of XCAP, in order to avoid confusing the processing on the mobile deivce.

(2) File Format

The file format of the PoC Invocation Descriptor must be specified, so that the client is able to uniquely decode the contained information from the received file that is to be used by the PoC Client. It is proposed to use an XML for the syntactic definition. The elements of the file are such information that are necessary for the PoC Client to intiate a session (normative use) or any other purposes such as diplay, etc (informative use). Since PoC2 is still in an early stage, it is hard to enlist all the necessary elements here, some of the essential elements from PoC1.0 specifications include:
· URI of a per-arranged group

· URIs of the individual members of a pre-arranged group

· Display name of a pre-arranged group

· Display name(s) of individual members of a pre-arranged group, 

etc.

The file may look similar to a subset of one entry of XDM, where XDM contains data that is not necessary for the PoC Client to create anINVITE. One of the new concepts that need to be incorporated in the PoC Invocation Descriptor is a notion of “selected member(s)”. Since the user selects particular member(s) to make a session on the browser, that information must be transferred properly to the PoC Client, which means that such information must to be incorporated in the Invocation Descriptor File.
 (3) Other Issues

It should be noted that other elements associated with the invocation of the PoC Client from the PoC Invocation Descriptor in a mobile device need not be specified by OMA; they are totally implementation issues. Namely, how the HTTP UA invokes the PoC Client and passes the information from the received file are implementation issues since all these issues are the matter of a mobile device, and handset manufacturers are able to implement them in whateverway they want.
5.2 Sequence Example
Fig. 3 depicts an example of the sequence of the PoC Invocation Descriptor.

Fig. 3 An Example of Sequence of PoC Invocation Descriptor
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5.3 PoC Invocation Descriptor Example
List 1 shows an example of a PoC Invocation Descriptor which invokes the PoC Client for an ad-hoc session. This is created by the Web Server from the group definition like List 3 that is stored in the XDM server. A unique MIME type “poc-dispatch+xml” is assumed here. In this example, a special XML tag <dispatch-poc-session> is assumed to indicate the content is used to invoke the PoC Client to initiate a PoC session.
List 1 A simple example of PoC Invocation Descriptor to invoke an ad-hoc PoC session.
	HTTP/1.1 200 OK

.....

Content-Type/poc-dispatch+xml

<dispatch-poc-session>



<rl:entry uri="sip:bob@poc.docomo.com">




   <display-name>Bob Brown</display-name>




   </rl:entry>



<rl:entry uri="sip:carol@poc.docomo.com">




   <rl:display-name>Carol King</rl:display-name>




   </rl:entry>



<rl:entry uri="sip:dave@poc.docomo.com">




   <rl:display-name>Dave Croket</rl:display-name>




   </rl:entry>

</dispatch-poc-session>


List 2 shows an example of a PoC Invocation Descriptor which invokes the PoC Client for a pre-arranged session. This is created by the Web Server from the group definition like List 3 that is stored in the XDM server. The same unique MIME type “poc-disptach+xml” is assumed here.
List 2 A simple example of PoC Invocation Descriptor to invoke a pre-arranged PoC session.
	HTTP/1.1 200 OK

.....

Content-Type/poc-dispatch+xml

<dispatch-poc-session>



<rl:entry uri="sip:myskibuddies@poc.docomo.com">




   <rl:display-name>My Ski Buddies<rl:/display-name>




   </rl:entry>

</dispatch-poc-session>


List 3 shows an example of a group definition that is stored in the XDM server. This information is retrieved and customized by the Web server for invoking the PoC Client like List 1 or List 2, etc. This example is compliant to the PoC1.0 XDM specification [2].
List 3 A simple example of a group record in XDM (List 1 and List 2 are created based on this).

	<?xml version="1.0" encoding="UTF-8"?>

<group xmlns="urn:oma:params:xml:ns:list-service"

xmlns:rl="urn:ietf:params:xml:ns:resource-lists"

xmlns:cr="urn:oma:params:xml:ns:common-policy"

>

<list-service  uri="sip:myskibuddies@poc.docomo.com">

<list>



<rl:entry uri="sip:alice@poc.docomo.com">




   <rl:display-name>Alice Doe</rl:display-name>




   </rl:entry>



<rl:entry uri="sip:bob@poc.docomo.com">




   <rl:display-name>Bob Brown</rl:display-name>




   </rl:entry>



<rl:entry uri="sip:carol@poc.docomo.com">




   <rl:display-name>Carol King<rl:/display-name>




   </rl:entry>



<rl:entry uri="sip:dave@poc.docomo.com">




   <rl:display-name>Dave Croket</rl:display-name>




   </rl:entry>



<rl:entry uri="sip:edward@poc.docomo.com">




   <rl:display-name>Edward Smith</rl:display-name>




   </rl:entry>


</list>


<rl:display-name xml:lang="en-us">My Ski Buddies</rl:display-name>


<max-participant-count>30</max-participant-count>

</list-service>


5.4 Comparison with Other Approaches

A potential alternative approach is the use of URI Scheme, SIP URI Scheme in particular, for this problem. An example looks like:


sip: alice@poc.docomo.com

The URI Scheme is a convenient way to provide a URI. The comparison of the PoC Invocation Descriptor and the URI Scheme is summarized in Table 1. URI Scheme is a generic solution to this kind of problem but it has limitations. For example, when a PoC ad-hoc session mode is to be used, a large list of URIs of the members to be invited must be transferred to the PoC Client from the Web server.  If URI Scheme is to be used in such a case, the size tends to be very large, which may have impact on browser implementations. Further, as the XDM evolves, additional attributes or parameters have to be sent to the PoC Client. URI Sheme must be capable of supporting such extensibility. However, the current SIP URI Scheme is not readily applicable to this problem. On the other hand, the PoC Invocation Descriptor is just a single file and, thus, it can carry any size or kind of data.
In order to solve such limitations, an extention to SIP URI Scheme would be needed to support the needs of this problem. In order to do this, however, the OMA would need to work with the IETF since the IETF owns this technology and they have specific view on such kinds of extentions. Alternatively, OMA could develop a new URI Scheme, e.g., “POC:”. However, this would functionally conflict with the existing URI Scheme, i.e., SIP: and not honor IETF’s policy. Hence, it would not be an ideal solution.

On the other hand, the PoC Invocation Descriptor will be developed and owned by OMA, and OMA will have full control of this technolocy. Since OMA also owns XDM, OMA can develop and evolve the PoC Invocation Descriptor in the best interest of PoC and XDM. The PoC Invocation Descriptor is much more flexible and extensible than the SIP URI Scheme.
The mechanism, i.e. using the MIME type as a trigger and a file content for parameter passing, is similar to that of  Download Descriptor of OMA-DLOTA1.0[3] which has been deployed successfully. Using the PoC Invocation Descriptor, thus, OMA can leverage the experience from the existing OMA specification.

The two technologies do not conflict with each other, and they can coexist without any technical problem. Therefore, it is possible to position them as follows if a URI scheme extension is standardized in the future: 
· PoC Invocation Descriptor will be a specific solution to PoC which is flexible to allow any type or any size of data and structure that the evoluation of XDM will require.

· URI Scheme will be a solution which is applicable not only to PoC but also to any media. But it will be suited for transferring simple and limited information. It may not be able to accommodate all the features that the evolution of XDM may require.

In addition to these 2 approaches an approach based on scripting was considered, however due to the large number of handset without scripting capabilities it was considered that this solution was not sufficiently generic, and therefore we do not include a discussion of it here.
Therefore, this paper proposes to develop specifications for the PoC Invocation Descriptor approach.

Table 1 Comparison of PoC Invocation Descriptor and URI Scheme for this problem.
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6. Proposed Way Forward

6.1 Proposal for Working Group to Specify the Requirement

Based on the analysis in this paper, we propose that PoC Working Group should develop the specification of the PoC Invocation Descriptor mechanism in order to address the requirement. 
NTT DoCoMo is willing to commit resources for the editorship to develop this specification.

After the specification is developed, the MIME type will have to be registered in the WAE specification. This will be a straightforward process but requires working with MAE Group or the Chair.
6.2 Separate Specification 

As shown in the proposed architecture, this part is well modularized and clearly isolated from the main part of the PoC architecture through the well defined interfaces. Therefore, after the architecture is defined, it is proposed to develop this part in a separate technical specification as a part of the PoC2.0 Enabler Release package. 
7. Conclusion

In this paper, the followings are proposed:
· The architecture of the invocation of the PoC Client from browsing. The Web server talks to the Aggregation Proxy through the XDM-3 interface and the HTTP User Agent with a new interface.

· PoC Invocation Descriptor to solve the problem. A unique MIME Type and the file format need to be standardized by OMA in order to ensure interoperability.
· The advantages of PoC Invocation Descriptor are presented. Advantages include flexibility and extensibility to accommodate evolution of PoC/XDM, no impact on the browser code and specifications, OMA’s ownership of the specification and controllability in accordance with the PoC/XDM specifications.

· PoC Working Group should develop the technical specification. 

· A separate specification for this solution is desirable. It will be released in the PoC2.0 Release Package.
· NTT DoCoMo is willing to commit resources to perform as an editor for this specification.

APPENDIX A: Use Case

Fig. A-1 shows an example for a configuration where the browser is used to;

· Retrieve group information, 

· Present some information associated with the group (information on a ski resort in this example), 

· Allow the PoC User to select the member(s) to call, and

· Invoke the PoC Client to initiate a session.

Fig. A-2 shows an example of browser presentation of the above scenario.
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Fig. A-1 An Example of browser invocation of PoC Client
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Fig. A-2 An Example browser presentation.

Assuming Alice, Bob, Carol, David and Edward are the PoC Users, the normal and alternative flows look like as follows:　(This part is a copy from the use case description accepted with the contribution [1])

(1) Normal Flow

· Alice connects to the Web server using the browser in her handset.

· The Web server is provided by the PoC Service Provider.

· The Web server authenticates Alice and presents Alice’s home page on her browser.

· The home page presents a list of the groups which Alice is a member of, along with other information such as news, offers, etc.

· Alice selects one of her groups, Ski_Buddies, on her browser.

· The browser presents a list of members of Ski_Buddies as well as updates of certain ski resort. The updates contain such information as dates, time, current weather, forecast, wind, temperature, near real time pictures of the resort, etc.

· Since the condition looks perfect, using PoC, Alice decides to call Bob, Carol and David to discuss their trip to the ski resort tomorrow. Alice knows that Edward is not available due to his trip abroad and she does not attempt to call him.

· Alice selects Bob, Carol and David and clicks the “CALL” button on the browser.

· PoC Client is automatically invoked by clicking the “CALL” button and invitation is sent to Bob, Carol and David. The four talks in the PoC Adhoc call mode and discuss on their ski trip tomorrow.

Note: If Alice selects only one person, it becomes a 1-1 PoC session.

(2) Alternative Flow 

· Instead of selecting each member whom Alice wants to talk to, Alice selects the “CALL ENTIRE GROUP” button. In this case, Alice knows that everyone should be available.

· PoC Client is automatically invoked by clicking the “CALL Entire Group” button and invitation is sent to everyone in the group. The participants talk in the PoC pre-arranged group session mode and discuss their ski trip tomorrow.




















































































































































































































































































































































































