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1. Scope

Editor’s note: This text is preliminary.

The scope of the Push to talk over Cellular (PoC) architecture document is to define the architecture for the PoC service enabler. This architecture is based on the requirements listed for the system in the PoC Requirements document [PoC RD V1.0]. 

2. References

2.1 Normative References

	[CREQ]
	“Specification of WAP Conformance Requirements”. Open Mobile Alliance(. WAP‑221‑CREQ. URL:http//www.wapforum.org/ <to be replaced by an OMA ref when available>

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt

	[RFC2806]
	“URLs for Telephone Calls”, A. Vähä-Sipilä, April 2000. URL: http://www.ietf.org/rfc/rfc2806.txt?number=2806

	[RFC3261]
	“SIP: Session Initiation Protocol”, J. Rosenberg et al, June 2002. URL:http://www.ietf.org/rfc/rfc3261.txt

	[3GPP TS 23.228]
	3GPP TS 23.228, IP Multimedia Subsystem (IMS); Stage 2 

URL:http://www.3gpp.org/

	[3GPP2 X.P0013.2]
	3GPP2 X.P0013.2 IP Multimedia Subsystem (IMS); Stage-2 

URL:http://www.3gpp2.org/

	[PoC RD V1.0]
	Push to Talk over Cellular Requirements, OMA-RD_PoC-V1_0-20031015-D, October 2003. URL:http://www.openmobilealliance.com/

	[ITU-T E.164]
	 “The international public telecommunication numbering plan”, ITU-T Recommendation E.164. URL: http://www.itu.int/rec/recommendation.asp?type=folders&lang=e&parent=T-REC-E.164


2.2 Informative References

	[WAPARCH]
	“WAP Architecture”. Open Mobile Alliance(. WAP‑210‑WAPArch. URL:http//www.wapforum.org/

	None.
	<<add/remove entries as needed OR state that there are>>

	
	<<If there are no references of a particular type, state that there are none>>

	
	


3. Terminology and Conventions

3.1 Conventions

<<if doc includes normative material keep the next two paragraphs>>

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<OR if doc is informative just keep the next line>>

This is an informative document, which is not intended to provide testable requirements to implementations.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.>>

3.2 Definitions

For the purposes of the PoC specifications, the following terms and definitions apply.

Editor’s note: In particular the following definitions were questioned and are subject to further discussion: access lists, contact list, maxptime, media capabilities list, media capabilities, media parameters, mode sets, user accept list, user reject list.

	Access control
	Each PoC user can define rules that describe who is allowed to contact him/her using the PoC service. The PoC Server implements the access control policy according to these defined rules

	Access list
	Each PoC user has two access lists: a user accept list and user reject list. Access lists are used for controlling whether the PoC server is allowed or not to send talk session requests to the user when requested by other user

	Ad-hoc instant group talk
	A feature providing a user to ad-hoc establishes a PoC session with other PoC users

	Chat group
	A persistent group created for chat group talk. Each group member joins the talk session individually

	Chat group talk
	A feature providing users with the capability to join a pre-defined chat group. The chat group may be open or restricted

	Chat talk session
	A talk session established by a chat group talk

	Contact list
	A list available to the end user containing the addresses of other users or groups

	Contact
	A contact is an identity of a user, or a group. A contact includes the SIP URI or a TEL URI of the entity, type of the entity (user or group) and optionally the display name

	Floor control
	A control mechanism that arbitrates requests, from the PoC clients, for the right to speak

	Group Talk
	An instant group talk, ad-hoc instant group talk or chat group talk

	Group
	Group is predefined set of users together with its attributes. The group is used for easy session establishment and/or for defining session access policy. Each group is identified by its SIP URI

	Instant group
	A persistent group created for instant group talk. The users PoC server invites all the other group members to a talk session

	Instant group talk
	A feature providing a user to establish a PoC session with other members in a pre-defined instant group. The instant group is always a restricted group

	Instant personal Alert
	A feature providing a user with the capability to send a callback request to another user

	Instant personal talk
	A feature to establish a PoC session with another user

	Instant talk session
	A talk session established by instant personal talk, ad-hoc group talk or instant group talk

	Invited user
	This is the PoC user who has been invited to a talk session

	Inviting user
	This is the PoC user inviting other PoC user(s) to the to a talk session

	Maxptime
	The maximum amount of media which can be encapsulated in a RTP payload packet, expressed as time in milliseconds. The time is calculated as the sum of the time the media present in the packet represents.  The time should be a multiple of the frame size.  In PoC the allowed values are N*20; where N>0 and N<21

	media capabilities list
	In this list, the PoC Server shall store the downlink media capabilities of all PoC clients that are active in sessions served by the PoC Server

	Media capabilities
	A set of parameters that should describe the performance of the PoC user equipment (PoC client), the speech coder used and the performance of the radio bearer that carries the PoC service (the quality of service parameters agreed upon etc)

	Media parameters
	The PoC Server uses the media capabilities list to determine the settings the user equipments should use in the talk session. The information transmitted from the PoC Server to the PoC client in order to alter the settings of the PoC client, is in this document referred to as media parameters. Media parameters are transmitted by SIP/SDP messages

	mode-set
	Restricts the active codec mode set to a subset of all modes. Possible values are a comma separated list of modes from the set: 0,...,7. If the decoder specifies such mode set, the encoder MUST abide by the request and MUST NOT use modes outside of the subset.  If not present, all codec modes are allowed for the session

	Open group
	A group that can be joined by any user

	Participant
	A PoC user in talk session

	Ptime
	Number of frames per RTP-packet the PoC client needs to be able to receive the media stream on its downlink. Ptime is given as the length of time in milliseconds represented by the media that needs to be in a RTP packet

	Restricted group
	A group that can be joined only by predefined user(s)

	Session
	A session is considered as an exchange of data between associations of participants

	Talk session
	This is an established connection between PoC users where the users can communicate one at a time in a half duplex manner

	Talk spurt
	A part of the speech signal that starts with a speech onset and ends when the speech coder goes down in DTX-mode. Hence a talk burst can consists of several talk spurts

	Talk-burst
	The media recording, transport and playback that occur from when the user has the floor

	User
	A human using the described features through a terminal device

	User accept list
	User accept list is a list of items each identified by its SIP URI

	User equipment
	User equipment is a hardware device (e.g. phone) with Push-to-Talk software used by users

	User reject list
	User reject list is a list of items each identified by its SIP URI


3.3 Abbreviations

For the purposes of the PoC specifications, the following abbreviations apply:

	AMR
	Adaptive Multi Rate

	DNS
	Domain Name System

	DTD
	Document Type Definition

	FQDN
	Fully Qualified Domain Name

	GERAN
	GSM/EDGE Radio Access Network

	GGSN
	Gateway GPRS Support Node

	GLMS
	Group and List Management Server

	HTTP
	Hypertext Transfer Protocol

	IMS
	IP multimedia subsystem

	IPCP
	Internet Protocol Control Protocol

	ISC
	IMS service control interface

	MD5
	Message Digest no. 5

	NAI
	Network Access Identifier

	NAPTR
	Naming Authority Pointer

	OMA
	Open Mobile Alliance

	PCO
	Protocol Configuration Options

	P-CSCF
	Proxy-CSCF

	PDP
	Packet Data Protocol

	PoC
	Push to talk over Cellular

	PTT
	Push to talk

	RTCP
	RTP Control Protocol

	RTP
	Real-time Transport Protocol

	SIP
	Session Initiation Protocol

	SRV
	DNS resource record for the location of services

	UCS
	Universal Character Set

	
	

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	UTF-8
	UCS Transformation Format 8

	UTRAN
	Universal Terrestrial Radio Access Network

	XML
	Extensible Mark-up Language


4. Introduction

Push to talk over Cellular (PoC) is intended to provide rapid communications for business and consumer customers of mobile networks. PoC will allow user voice and data communications shared with a single recipient, (1-to-1) or between groups of recipients as in a group chat session, (1-to-many) such as in figure 1 below.
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Figure 1: Example of a PoC 1-to-many group session (voice transmission)

Existing solutions that offer walkie-talkie like services typically consist of mobile terminals with dedicated talk buttons, supported by networks that support the exchange of signalling messages to establish and maintain a push to talk call, report the presence of users, etc.  Such implementations use proprietary messaging protocol between the mobile terminal and the network, as well as network entities.    

5. Architecture

Editor's note: Dashed lines indicate interfaces that are FFS 
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Figure 2: PoC architecture

Editor’s note: There may be other interface in addition to those shown on the figure. These interfaces are FFS.

The access network used by the PoC architecture includes both the radio access as well as the other nodes required to gain IP connectivity and IP mobility.

The access network used by the PoC architecture includes both the radio access as well as the other nodes required to gain IP connectivity and IP mobility.

PoC SHALL utilize SIP/IP Core based on capabilities from IMS as specified in 3GPP ([3GPP TS 23.228]) and 3GPP2 ([3GPP2 X.P0013.2]). 

6. Description of functional entities

6.1 PoC Functional Entities

6.1.1 PoC Client

The PoC Client resides on the mobile terminal and is used to access PoC service.

Editor’s note: need to add the material from the RD section 6.3/4 work

6.1.2 PoC Server

The PoC Server implements the application level network functionality for the PoC service. The PoC Server performs the following functions:

Editor’s note: need to collect the items from the 6.3/4 material

· Provides PoC session handling

· Provides the Media distribution

· Provides the floor control functionality including talker identification

· Provides SIP session handling, such as SIP session origination, termination, etc.

· Provides policy enforcement for participation in group sessions

· Provides policy handling for incoming PoC session (e.g. access control, availability status, etc)

· Provides the participants information (such as user nicknames)

· Collects and provides media quality information

· Provides the charging reports

6.1.3 Group and List Management Server (GLMS)

PoC users use the GLMS to manage groups and lists (e.g. contact and access lists) that are needed for the PoC service.   The GLMS performs the following functions:

· Provides list management operations to create, modify, retrieve and delete groups and lists 

· Provides storage for groups and lists

6.2 External Entities Providing Services to POC System

6.2.1 SIP/IP Core

The SIP/IP core includes a number of SIP proxies and SIP registrars.  The SIP/IP Core performs the following functions that are needed in support of the PoC Service:

· Routes the SIP signaling between the PoC Client and the PoC Server

· Provides discovery and address resolution services

· Supports SIP compression

· Performs authentication and authorization of PoC Client based on user’s service profile

· Maintains the registration state 

· Provides charging information

6.3 Presence Server

The Presence Server performs the following functions that are needed in support of the PoC Service:

· Provides availability information

Note: More information is needed to address the role of the Presence Server

7. Description of the reference points

7.1 Reference point Is: PoC Client – SIP/IP Core

The Is reference point supports the communication between the PoC client and the IMS Core. The protocol for the Is reference point is SIP. 

This reference point SHALL support the following:

· Poc session signalling between the poc client and the poc server

· Provides discovery and address resolution services

· Provides SIP compression

· Performs authentication and authorization of PoC Client based on user’s service profile

· Provides PoC client registration

· Publishing presence information

· Subscribing to presence information

· Receiving presence notifications

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Is reference point SHALL conform with the Gm reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].

7.2 Reference point If: SIP/IP Core – PoC Server

The protocols over If reference point support the communication between the SIP/IP core and the PoC Server for session control. The If reference point is based on SIP.

The If reference point SHALL support the following:

· PoC session signalling between the poc client and the poc server

· Provides address resolution services

· Provides charging information

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the If reference point SHALL conform to the ISC reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].

Editor’s note: The presence related actions are FFS.

7.3 Reference point Im: PoC Client-GLMS

The Im reference point is between the PoC Client and the Group List and Management Server. The Im reference point SHALL provide the following functions:

· Create groups and lists
· Modify existing groups and lists (e.g. add and remove users of the group)
· Retrieve groups and lists 
· Delete groups and lists
When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the Im reference point SHALL conform to the Ut reference point [3GPP TS 23.002].

7.4 Reference point It: PoC Client-PoC Server

The It reference point SHALL support:

· media transport 

· floor control procedures. 

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the It reference point SHALL use the services of the Mb reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].

7.5 Reference point Itn: PoC Server – PoC Server

The Itn reference point supports the user plane communication between the PoC servers.  

The Itn reference point SHALL support the following:

· media transport 

· floor control procedures

Editor’s Note: media transport not clearly restricted to Itn - FFS

7.6 Reference point In: SIP/IP Core – SIP/IP Core

The In reference point supports the communication between the SIP/IP Cores.  The In reference point is based on SIP.

The In reference point SHALL support the following:

· communication and forwarding of SIP signalling messaging between SIP/IP Cores
8. System concepts

8.1 Identification

8.1.1 User Public Identity (a.k.a. user public identity)

Each user SHALL have one or more SIP URIsUser Public Identities.  A User Public Identity is either a SIP URI or a TEL URL.  The User Public Identity SHALL comply either with the specification of a SIP URI in [[RFC3261]], or with the specification of a TEL URL in [RFC2806].

The User Public Identity is used for PoC and other SIP based service.

Examples of User Public Identity address-of-records are:

· sip:joe.doe@operator.net;

· sip:buss2.city@operator.net;

· sip:buss2.city@poc.operator.net.;

· tel:+16195551212;

· tel:5551212.

8.1.2 Address of record (a.k.a. user public identity)

An Address of Record is a User Public Identity which may be used to make or receive PoC calls.  Each URI is known as a Public User Identity for the user.  The user shall register at least one Public User Identity in order to make or receive PoC calls.  A registered Public User Identity is known as an Address of Record.  PoC calls may only be made or received if addressed to an Address of Record.  An Address of Record is either a SIP URI which has been registered with the SIP/IP Core, as described in section 8.3, or a TEL URL, as described in section 8.2.1.  

Editor’s note:  The reference 8.y is changed to 8.3.  Is it correct ?

Editor’s note:  The reference 8.2.2 is not correct.  Is 8.2.1 correct ?
8.1.3 Private user identity

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the private user identity shall be used as described in [3GPP TS 24.229, 3GPP2 X.P0013.4].

8.1.4 Group identities
A group is identified with a group identity. The PoC Client uses group identities for addressing Group Talk sessions. The group identity is associated with individual identities of all the group members. The group identity SHALL take the form of SIP URI as defined in RFC 3261 and RFC 2396. It SHALL be possible to create a group identity statically and dynamically. 

· An operator shall be able to create a static group identity which is stored in the GLMS for use in Group talk sessions.

· It SHALL be possible for the PoC client to request the PoC server to generate a group identity at establishment of the Ad-hoc group talk session. This identity is valid until talk session termination.

· The user SHALL be able to request the GLMS to generate and store a group identity via the Im reference point.
8.2 Addressing

8.2.1 Phone numbers

Phone numbers may be used as a user public identity.  A PoC user may address another user by a phone number. The PoC client shall send the phone number to the SIP core in a TEL URL [RFC2806]. 

The phone number may use the international E.164 [ITU-T E.164] format (prefixed with a ‘+’ sign), or a local format using a local dialing plan and prefix.  The SIP Core shall interpret the phone number with a leading ‘+’ to be an E.164 number.

Addressing by TEL URL for a PoC session requires that the PoC Server can resolve the TEL URL to a SIP URI, for instance by using DNS/ENUM or other local data base. A phone number in a local format shall be converted to the E.164 format before DNS/ENUM is used.

8.2.2 SIP URI

A PoC user may address another user by a SIP URI.

8.3 Registration
8.3.1 General
Prior to using the PoC service the PoC client running the PoC Client SHALL perform SIP registration to the SIP/IP Core according to [RFC3261], which indicates the support of PoC Service in the REGISTER request. The registration function is provided in the SIP/IP Core and the registration MAY be visible to the PoC Server via the If reference point. After a successful registration a user is able to use a registered Public User Identity:

· to originate PoC communication including session and session unrelated procedures;
· to receive PoC communication including session and session unrelated procedures.
The PoC Client is responsible for maintaining its registration active by using a re-registration procedure. If the PoC Client fails to perform a successful re-registration before a registration timer expires the registration is terminated. 

The PoC Client SHALL be able to terminate its registration at any point of time by using a deregistration procedure. The SIP/IP Core MAY terminate user’s registration at any point of time by using a network initiated deregistration procedure.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, The PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms as defined in [3GPP TS 24.229]/ [3GPP2 X.P0013.4].

8.4 Session establishment
8.4.1 General
The mobile originated procedures describe how requests are transported from the originating user to the PoC Server serving the originating user.

The mobile terminated procedures describe how requests are transported from the PoC Server serving the originating user to the terminating user.

The PoC client, SIP/IP Core, PoC server SHOULD be able use 3GPP/3GPP2 IMS routing mechanisms as defined in [3GPP TS 24.229][3GPP2 X.P0013.4].

8.4.1.1 Mobile originated procedures

The PoC Client SHALL send all requests to the SIP/IP Core. The PoC Client SHALL indicate in the request that this is a PoC communication so that it is possible for the SIP/IP Core to route the request to the PoC Server.

8.4.1.2 Mobile terminated procedures

The PoC Server SHALL send all requests to the same SIP/IP Core that it received the Originating Request from. The PoC Server SHALL indicate in the request that this is a PoC communication. 

When the PoC Server in the terminating network receives the request it performs the necessary terminating service control. If the service control determines that the session establishment SHOULD continue then the terminating PoC Server routes the request to the terminating user via the terminating SIP/IP Core.

NOTE: Routing of requests between domains is a function of the SIP/IP core and is out of the scope of this specification.

8.5 Security

Editor’s note:  Contribution expected.

8.6 Floor control
Editor’s note:  Contribution expected.

8.7 Codecs 

Editor’s note:  Contribution expected.

8.8 Signaling compression
Editor’s note:  Contribution expected.

8.9 Charging

Editor’s note:  Contribution expected.

8.10 Roaming
Editor’s note:  Contribution expected.

8.11 Presence

Editor’s note:  Contribution expected.

9. High level procedures

9.1 
9.2 Early Session dialog establishment

Editor’s note:  Contribution expected.

9.3 Instant Personal Talk

Editor’s note:  Contribution expected.

9.4 Ad-hoc Instant Group Talk

Editor’s note:  Contribution expected.

9.5 Instant Group Talk

Editor’s note:  Contribution expected.

9.6 Chat Group Talk

Editor’s note:  Contribution expected.

9.7 Instant Personal Alert

Editor’s note:  Contribution expected.
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Bold box identifies PoC functional entities







Is







If







It















Presence   Server











Ipl







Ips







SIP / IP Core (based on IMS/MMD capabilities)







ACCESS NETWORK







Ik







�







Remote PoC Network contains the same network elements and reference points as the home PoC network
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