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1 Reason for Change

a) Justification: 

In OMA PoC AD “PoC Service Setting” is defined and used.  In the CP the same term is also used. But expiration time of PoC Service Setting is not covered in CP now. The purpose of this contribution is to clarify the usage of expiration time of PoC Service Setting. The suggestions in this contribution are PoC Client can update expiration time of PoC Service Setting using specific number (e.g. One week). PoC Service Setting in PoC Server will be removed when the expiration time of PoC Service Setting is expired. 

b) Clauses affected:

Sub clause 7.3.1.14, 7.3.2.2 and F1.
c) Summary of change:

Expiration time of PoC Service Setting is covered in CP.  The solution is a suggestion according to discussion in E-mail list.    

d) Consequence if not approved:

Confusion for the reader.

e) Reason for revision:

R02: To reflect comments from RIM and Nokia in 0109 CC, R02 deletes dubious content in bullet 6 of 6.1.2. Some wording correction happened also.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Implement the solution according to discuss in mail list and add the clarification in related sub clauses.

6 Detailed Change Proposal
<The First Change>

6.1.2   PoC Service Settings procedure

To set, update or refresh the PoC Service Settings, the PoC Client:

· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [draft-poc-isb-am];

· 2. SHALL set the Request-URI of the SIP PUBLISH request to the PoC Address of the PoC User;
· 3. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”;
· 4. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of [RFC 3841]; 
· 5. SHALL set the Event header to the value 'poc-settings';
· 6. SHALL set PoC Service Settings expiration timer in expires header according to rules and procedures of  [RFC 3903], in the same range as the registration timer recommended by SIP/IP Core;
· 7. SHALL include the PoC settings as follows:

a. Answer mode setting (auto-answer or manual-answer);

b. Incoming PoC Session Barring setting (ISB active or ISB not active);

c. Incoming Instant Personal Alert Barring setting (IAB active or IAB not active); and,

d. Simultaneous PoC Sessions Support setting (SSS active or SSS not active).

· 8. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.

On receiving the SIP 200 "OK" response to the SIP PUBLISH request the PoC Client MAY indicate to the PoC User the successful communication of the PoC Service Settings to the PoC Server. 

NOTE: 
It needs to be studied whether a single PoC Address can be used with more than one PoC Client.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

<The Second Change>
7.3.1.14  PoC Service Setting procedure

Upon receiving a SIP PUBLISH request the PoC Server: 

· 1. SHALL check whether the Accept-Contact header includes the feature-tag '+g.poc.talkburst' and if not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Event header includes value 'poc-settings' and if not included the PoC Server SHALL return a SIP 489 "Bad event" response. Otherwise, continue with the rest of the steps;

· 3. SHALL perform the actions to verify the Authenticated Originator’s PoC Address of the PoC Client and if not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 4. SHALL process the SIP PUBLISH request according to rules and procedures of [RFC3903] and if processing of the SIP request was successful continue with next step;
· 5. SHALL store the PoC Service Settings until PoC Service Settings expiration timer is expired; and,
NOTE1:  The PoC Service Settings are “Answer Mode Indication”, “Incoming PoC Session Barring”, “Incoming Instant Personal Alert Barring”  and “Simultaneous PoC Sessions Support”.
NOTE2: The PoC Service Settings SHALL be removed when PoC Service Settings expiration timer has expired. 
NOTE3: The new PoC Service Settings SHALL override the previous one which is not expired.

· 7. SHALL send SIP 200 "OK" response to the SIP PUBLISH request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause. 
<The Third Change>

7.3.2.2 PoC Session invitation request

Upon receipt of an initial SIP INVITE request that includes a PoC Address in the Request-URI the PoC Server: 

· 1. SHALL check whether the Accept-Contact header including the PoC feature-tag '+g.poc.talkburst' is included and if it is not then the PoC Server SHALL return a SIP 403 "Forbidden" response without continuing the rest of the steps;

· 2. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response including "isfocus not assigned" text in the Warning header without continuing the rest of the steps;

· 3. SHALL check the Invited PoC User's PoC Service Settings associated to the PoC Address received in the Request-URI. If the PoC Service Settings haven’t been received from the PoC Client yet or if PoC Service Settings expiration timer has expired, the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps;

· 4. SHALL check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the initial SIP INVITE request is not “reject” in the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [PoC-XDM Specification].  If at least one of them is “reject” then the PoC Server SHALL send SIP 403 “Forbidden” response towards the originating PoC Client according to rules and procedures of SIP/IP Core  and do not continue the rest of the steps; 

· 5. SHALL check the Invited Poc User's Incoming PoC Session Barring setting associated to the PoC Address received in the Request-URI. If the Incoming PoC Session Barring is activated the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps;

· 6. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded.  If exceeded, the PoC Server SHALL respond with a SIP 486 “Busy Here” response with the warning header “Too many Simultaneous PoC Sessions”. Otherwise, continue with the rest of the steps; and,

· 7. SHALL check if either:

a) the received SIP INVITE request contained a Priv-Answer-Mode header with the value set to “Auto”; or

b)  the Authenticated Originator's PoC Address indicated by the Request-URI in the initial SIP INVITE request is "accept" by the <allow-invite> action associated to the Invited PoC User, which is stored in the PoC XDMS as described in [PoC-XDM Specification], and the Answer Mode setting in the PoC settings of the Invited PoC User is set to Automatic Answer, and the received SIP INVITE request did not contain an Answer-Mode header with the value set to “Manual;Require”; 

and if the PoC Server does not have already a PoC Session with the PoC Client then perform the actions specified in subclause 7.3.2.2.2 "Automatic answer using the Pre-established Session" or 7.3.2.2.1 "Automatic answer Using On-demand Session" depending on whether the Invited PoC User has or has not, respectively, an ongoing Pre-established Session.  Otherwise the PoC Server SHALL perform actions specified in subclause 7.3.2.2.3 "Manual answer".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
<The Fourth Change>

F1  SIP registration and publication of PoC Service Settings event

PoC Client A registers with SIP/IP Core A. PoC Client A publishes it's current PoC Service Settings to PoC Server A. This flow is as shown in Figure 1 " PoC Client A SIP registers with the SIP/IP CoreA, and PoC Client A publishes PoC Service Settings".
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Figure 1: PoC Client A SIP registers with the SIP/IP Core A and PoC Client A publishes PoC Service Settings
The steps of the flows are as follows: 

1.
SIP REGISTER request (from PoC Client A to SIP/IP Core A) 


The PoC Client A sends a SIP REGISTER request containing the feature-tag '+g.poc.talkburst' in the contact header to the SIP/IP Core A. 

	SIP HEADERS
	

	From:
	<sip:PoC-UserA@networkA.net>;tag=4fa3

	To:
	<sip:PoC-UserA@networkA.net>

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Authorization:
	Digest username="PoC-UserA-private@networkA.net", realm="registrar.networkA.net", nonce="", uri="sip:registrar.networkA.net" 

	Contact:
	<sip:PoC-ClientA@networkA.net>; +g.poc.talkburst; +g.poc.grouped


2. 
SIP 401 "Unauthorized" response (from SIP/IP Core A to PoC Client A) 


The SIP/IP Core A requires authentication of the registration of PoC Client A and responds with a SIP 401"Unauthorized" response containing an authentication challenge in the WWW-Authenticate header.

3.
SIP REGISTER request (from PoC Client A to SIP/IP Core A) 


The PoC Client A sends another SIP REGISTER request containing the feature-tag '+g.poc.talkburst' in the contact header and the authentication response in the Authorization header to the SIP/IP Core A. 

	SIP HEADERS
	

	From:
	<sip:PoC-UserA@networkA.net>;tag=4fa3

	To:
	<sip:PoC-UserA@networkA.net>

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Authorization:
	Digest username="PoC-UserA-private@networkA.net", realm="registrar.networkA.net", nonce=base64(RAND + AUTN + server specific data), algorithm=AKAv1-MD5, uri="sip:registrar.networkA.net", response="6629fae49393a05397450978507c4ef1"

	Contact:
	<sip:PoC-ClientA@networkA.net>; +g.poc.talkburst; +g.poc.grouped


4.
SIP 200 "OK" response (from SIP/IP Core A to PoC Client A)


The SIP/IP Core A acknowledges the SIP REGISTER request with a SIP 200 "OK" response to the PoC Client A. 
5.
SIP PUBLISH request (from PoC Client A to SIP/IP Core A)


The PoC Client A publishes the current PoC Service Settings of PoC Client A by sending a SIP PUBLISH request for the event package "poc-settings" to SIP/IP Core A. This is the normal scenario as the PoC Server has no PoC Service Settings until published by the PoC Client, however in the case that more than one PoC Client is registered for the same PoC User the PoC Client may (possibly through interaction with the PoC User) determine not to override the current PoC Service Settings.

	Request-URI
	sip:PoC-ClientA@networkA.net

	
	

	SIP HEADERS
	

	P-Preferred-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Contact:
	<sip:PoC-ClientA@networkA.net>;

	Expires:
	360000

	Event:
	poc-settings

	Content-Type:
	application/poc-settings+xml

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	


   </poc-settings>

	
	


6.
 SIP PUBLISH request (from SIP/IP Core A to PoC Server A)

The SIP/IP Core A forwards the SIP PUBLISH request to the PoC Server A.

	Request-URI
	sip:PoC-ClientA@networkA.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA1.0 Acme-Talk5000/v1.01

	Contact:
	<sip:PoC-ClientA@networkA.net>;

	Expires:
	360000

	Event:
	poc-settings

	Content-Type:
	application/poc-settings+xml

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	


   </poc-settings>

	
	


7.
 SIP 200 "OK" response (from PoC Server A to SIP/IP Core A)


The PoC Client A acknowledges the SIP PUBLISH request with a SIP 200 "OK" response to the SIP/IP Core A.

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:PoC-ServerA@networkA.net>

	Server:
	PoC-serv/OMA1.0 

	Contact:
	<sip:PoC-ServerA@networkA.net>


8.
 SIP 200 "OK" response (from SIP/IP Core A to PoC Client A)


The SIP/IP Core A forwards the SIP 200 "OK" response to the PoC Client A. 

	SIP HEADERS
	

	P-Asserted-Identity:
	<sip:PoC-ServerA@networkA.net>

	Server:
	PoC-serv/OMA1.0 

	Contact:
	<sip:PoC-ServerA@networkA.net>


9.
 PoC Server A stores the PoC Service Settings for PoC User A


PoC Server A stores the PoC Service Settings for PoC User A from the body of the SIP PUBLISH request from step 6. The PoC Service Settings for PoC User A in PoC Server A will be removed when PoC Service Setting expiration timer has expired.
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