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1 Reason for Change

2 R01: Added text in 6.5.7 to clarify the use of anonymous URI and CNAME.
Justification
	Problem Report Number
	0041

	Submitter's Classification
	Specification Problem (INT)

	State
	SA Review

	Resolution
	No Resolution Given

	Raised
	2006-01-31 11:23

	PoC Version
	PoC 1.0

	Specification
	User Plane OMA-TS_PoC-UserPlane-V1_0-20050428-C

	Location in Spec
	6.5.7

	Problem Summary
	It is not clearly specified how a client recognizes an anonymous user from 
a TBCP Taken message.

	Problem Text
	There can be both anonymous and non-anonymous users in PoC Session. It 
is not clearly specified how a client is supposed to recognize that 
talker is anonymous when it receives a TBCP Taken message. Should the 
cname of TBCP taken message contain similar uri as in conference state 
event notification (i.e. sip:anonymousX@anonymous.invalid)? 

It was noticed that servers and clients from different vendors in 
TestFest-12 implemented anonymity differently. One server faked the uri 
to be something like sip:anonymous@abc.x and another server used the 
same uri (sip:anonymous@anonymous.invalid) for all the users. One server 
seemed to still send the normal nick names even though anonymity was 
enabled. One client did not show uris of the talkers if it had received 
INVITE with Privacy: id header while some other clients checked whether 
the uri in TBCP Taken contains @anonymous.invalid.


The UP already describe different actions dependent on if privacy is requested or not. The only way to request privacy is to use the Privacy header.

This CR tries to make this even more clearer. 
Clause affected

6.5.7, 6.5.13 and 8.1.
Summary of change

A NOTE added in subclause 8.1 to reference the CP where privacy is requested.
Anonymity changed to privacy in 8.1

"", if privacy was not requested;" for Connect and Taken message.
Consequence if not approved:
Less confusion.
3 Impact on Backward Compatibility

No impact.
4 Impact on Other Specifications

No impact
5 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

6 Recommendation

It is recommended that the proposed modification shall be included in next version of the AD.
7 Detailed Change Proposal

2.1     Normative references
	[RFC3323]
	IETF RFC 3323: "A Privacy Mechanism for the Session Initiation Protocol (SIP)"

URL:http://www.ietf.org/rfc/rfc3323.txt?number=3323


6.5.7    TBCP Talk Burst Taken message

The TBCP Talk Burst Taken message is sent as an action from the PoC Server performing the Controlling PoC Function to inform non-requesting PoC Client(s) that someone has been granted permission to send a Talk Burst.

Table 7 “TBCP Talk Burst Taken message” shows the content of the message.

Table 7: TBCP Talk Burst Taken message.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P| subtype |   PT=APP=204  |           length              |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Controlling PoC Function   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of PoC Client granted a permission to send a Talk Burst  |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|         SDES item CNAME followed by SDES item NAME            |

:                                                               :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| P-count = 100 |    P-count-   |                               |

|               |    length = 2 |    Participants    
     | 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
The following bit pattern in the subtype field SHALL be used for the TBCP Talk Burst Taken message: 

· 00010, when no acknowledgement reply is expected; and,

· 10010, when the sender of the TBCP Talk Burst Taken message expects an acknowledgement reply.

In the application dependent data, the TBCP Talk Burst Taken message SHALL carry a SSRC field and SDES items, CNAME and MAY carry SDES item NAME to identify the PoC Client that has been granted permission to send a Talk Burst.  
If the PoC Client that has been granted permission to send a Talk Burst has requested privacy an anonymous URI SHALL be included instead of the PoC User's PoC Address in CNAME. The anonymous URI SHALL follow the guidelines defined in [RFC3323] for anonymous URIs and be the same as in Participant information specified in [OMA-CP] "Generating a SIP NOTIFY request".
The SDES item NAME SHALL be included if it is known by the PoC Server.  The TBCP Talk Burst Taken message MAY also carry Participants item indicating the number of the Participants in the PoC Session.  Therefore the length of the packet will vary depending on number of SDES items and the size of the SDES items and existence of the optional Participants indication.

The CNAME identifier SHALL carry the URI of the PoC User that has been granted permission to send a Talk Burst, while the NAME identifier, if included and privacy is not requested, SHALL carry the Nick Name of the PoC User that has been granted permission to send a Talk Burst. The SDES items and the proper encoding of the URI and the Nick Name are specified in [RFC3550].
If the optional Participants item is included, it SHALL consist of the 8 bits P-count field and the 8 bits P-count-length field indicating the length of the following additional information in bytes (8 bits) and the 16 bits Participants field as an integer number (x) giving the number of the Participants currently in the PoC Session. 

The P-count field SHALL include the value 100 (decimal) indicating that this additional information field is used to indicate the number of Participants in the PoC Session.

The P-count-length field SHALL include the value 2 indicating the length of this item.

The Participant field SHALL be 16 bits long and it SHALL be used as follows:

0
=
The number of Participant is not known.

1 … 65534 
=
The number of Participants in the PoC Session including the speaker.

65535
=
65535 or more Participants in the PoC Session including the speaker.

The SSRC field SHALL carry the SSRC of the PoC Server performing the Controlling PoC Function.

The SSRC field in the application dependent data of the Talk Burst Taken message SHALL carry, either;

1. the SSRC of the PoC Client that has been granted a permission to send a Talk Burst, if known by the PoC Server, or;

2. the SSRC field with all 32 bits set to ‘1’. In this case the receiving PoC Client SHALL ignore the SSRC field.

6.5.13     TBCP Connect message

The TBCP Connect message is sent as an action from the PoC Server performing the Participating PoC Function to inform PoC Client(s) using Pre-established Session that it has been connected to a PoC Session.

Using the Pre-established Session procedure, the TBCP Connect message informs a terminating PoC Client(s) that it has been invited to a PoC Session and provides the PoC Session Identity, or an originating PoC Client that it has successfully established a PoC Session.

Table 13 “TBCP Connect message” shows the content of the message.

Table 13: TBCP Connect message.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 1 1 1 1|   PT=APP=204  |           length              |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Participating PoC function |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|     SDES item content         | Session type  | Add. indic.   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|         SDES items            |                               |

:                                                               :

|                                                               |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field SHALL be used for the TBCP Connect message: 01111.

In the application dependent data, the TBCP Connect message SHALL carry SDES item content, Additional indications (Add. indic.) and one to four SDES items. The SDES items field (in the order presented)

· SHALL include a CNAME item to identify the PoC Client initiating the PoC Session, if privacy was not requested;

· MAY include a NAME item to identify the Nick Name of the PoC Client initiating the PoC Session, if privacy was not requested;

· SHALL include a CNAME item to identify the PoC Session Identity;

· MAY include a NAME item to identify the PoC Group Name, if the PoC Session is of type prearranged or chat; 

· SHALL include a CNAME of the PoC Group Identity, if the PoC Session is of type pre-arranged or chat.

If the PoC Client that initiated the PoC Session has requested privacy an anonymous URI SHALL be included instead of the PoC User's PoC Address in CNAME. The anonymous URI SHALL follow the guidelines defined in [RFC3323] for anonymous URIs and be the same as in Participant information specified in [OMA-CP] "Generating a SIP NOTIFY request".
SDES item content size SHALL always be two bytes and Additional indications size SHALL always be two bytes. The length of the whole packet MAY vary depending on the amount and size of the SDES items.

SDES item content includes the bit pattern ABCDEXXXXXXXXXXX, where each bit indicates if the optional SDES item is included or not (1= included, 0=not included) according to the description below:

A= Identity of the Inviting PoC Client.

B= The Nick Name provided by the Inviting PoC Client.

C= PoC Session Identity.

NOTE:
The PoC Session Identity matches the PoC Session Identity the PoC Server performing the Controlling PoC Function returns in the contact header of the SIP 200 "OK" to the PoC Server performing the Participating PoC Function.

D= The PoC Group Name.

E=PoC Group Identity.

X= for future use (set to 0).

Session type indicates the PoC Session Identifier Session Type uri parameter as follows:

00000000 = no session type

00000001 = 1-1

00000010 = adhoc

00000011 = prearranged

00000100 = chat

The rest of the values are reserved for future use.

Additional indications includes the bit pattern axxxxxxx, where each bit indicates if the additional indication is included or not (1= included, 0=not included) according to the description below:

a= Manual Answer Override Indication.

x= for future use (set to 0).

The SDES items and the proper encoding of the URI are specified in [RFC3550].

The SSRC field SHALL carry the SSRC of the PoC Server performing the Participating PoC function.

8.1   Talker Identification information in the PoC Server performing the Controlling PoC Function

This subclause describes the procedure for the PoC Server to collect the information about Talker Identification.

The PoC Addresses of the Participants engaged in the PoC Session SHALL be collected by the PoC Server in the process of establishing the SIP Sessions with the PoC Clients, it SHALL include the initiator PoC Address, which was received in the initial SIP INVITE request or in the SIP 200 “OK” response.

The Nick Names of the Participants engaged in the PoC Session SHALL be obtained as specified in [OMA-POC-CP] “Nick Name” when used.

The PoC Server SHALL keep a list of all Participants’ PoC Addresses and Nick Names.

The PoC Server SHALL include the PoC Address and Nick Name of the Participant who has been permitted to send a Talk Burst in the TBCP Talk Burst Taken message, if privacy is not requested.
NOTE:
Subclause [OMA-CP] "PoC Session initiation" and subclause [OMA-CP] "PoC Client invited to a PoC Session" describes how privacy is requested.
The PoC Server SHALL record the SSRC identifier of the RTP stream of the PoC Clients in the PoC Session and associate the SSRC identifier to the identities of the Participants. The SSRC identifier becomes known to the PoC Server when:

· It receives RTP Media packets from the PoC Client.

· It receives TBCP packets from the PoC Client.

· It receives a RTCP compound packet from the PoC Client.
The PoC Server SHALL preserve the SSRC identifier, of the PoC Client that are sending the Talk Burst, in the RTP Media packets sent to the PoC Clients that are receiving the Talk Burst. This allows the PoC Clients to use the SSRC identifier to identify the Participant sending the Talk Burst in the case when the TBCP Talk Burst Taken message is lost.
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