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1 Reason for Change

A PR 42 was raised against PoC version 1.0 Control Plane TS. The details on the PR can be found under:

http://www.opengroup.org:8000/OMA-publicPR/PoC/PRView?PR=0042
The main point of the PR was the discrepancy between the RFC 4028 and PoC version 1.0 usage of the Session-Expires header’s ‘refresher’ parameter. Additionally, there seems to be a confusion on the part of the issuer of the PR, since the interpretation of OMA CP is not correctly stated in the text of the PR.

This CR acknowledges the comments made in the PR and changes the text in the CP in order to make the intended usage of the ‘refresher’ parameter unambiguous. PoC version 1.0 mandates certain usage of the ‘refresher’ parameter; thus, using subset of RFC 4028.
First, the clarification to the issuer of the PR and to the PoC TWG is given:

PoC TWG introduced the concept of the session ‘refresher’ based on the RFC 4028 to make use of the IETF provided capability of session refresh control mechanism. PoC version 1.0 follows RFC 4028 with the intension to have the session refresh control done in the terminals. It has been chosen that the terminals perform the PoC Session control to make sure that the introduction of the mechanism does not significantly impact the session performance. Each terminal can maintain its own sessions. For that reason, the usage of the ‘refresher’ parameter in the Session-Expires header has been mandated in a certain way for the PoC version 1.0 solution.

PoC version 1.0 ‘refresher’ usage:


       Originating side



   Terminating side
PoC Client A (UAC)


PoC Server (B2BUA)



PoC Client B (UAS)




     
      
       (UAS) / (UAC)
   (1) INVITE/UPDATE (‘uac’ or none)

(3) INVITE/UPDATE (‘uas’ or none)


     
                 ---------------------->


          ---------------------->

   (2) 2xx (‘uac’)




 (4) 2xx (‘uas’)

              <----------------------


    
          <----------------------


          
· Originating side

(1) When the inviting PoC Client (UAC) sends requests to the PoC Server (UAS), it either includes ‘uac’ in the Session-Expires header, or does not include the Session-Expires header.

(2) When the responding PoC Server (UAS) sends response to the PoC Client (UAC) it includes ‘uac’ in the Session-Expires header.

(1) and (2) ensure that the PoC Session refresh control is kept in the inviting PoC Client. This is ensured by mandating that the PoC Server includes ‘uac’ in the response. In this part of the session the PoC Client acts as an UAC and PoC Server acts as UAS (UAS portion of the B2BUA), see [RFC 3261].

· Terminating side

(3) When the inviting PoC Server (UAC) sends request to the PoC Client (UAS) it either includes ‘uas’ in the Session-Expires header, or does not include the Session-Expires header.

(4) When the responding PoC Client (UAS) sends response to the PoC Server (UAC) it includes ‘uas’ in the Session-Expires header.

(3) and (4) ensure that the PoC Session refresh control is kept in each invited PoC Client. This is ensured by mandating that the PoC Client is including ‘uas’ in the response. In this part of the session the PoC Clients act as an UASs and PoC Server acts as UAC (UAC portion of the B2BUA), see [RFC 3261].

RFC 4028, would allow the UAS in the above steps (2) and (4) to set the ‘refresher’ parameter to either ‘uac’ or ‘uas’, however, PoC solution mandates a specific usage of a particular value to ensure that the session control is done in the PoC Clients.
R01 includes modifications based on received comments. The R01 changes are marked with yellow background.
R02 changes refresher recommendation based on CC review. 
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To review by PoC TWG, agree to the changes and incorporate in the next release of PoC version 1.0 CP TS.
6 Detailed Change Proposal
Change 1:  6.1.3.1 General  -- Bullet 1) in Clarification
The PoC Client SHALL generate an initial SIP request according to rules and procedures of  [RFC3261].  The PoC Client:

· 1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of  [RFC3841] in all initial SIP requests; 

· 2. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”;

· 3. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header; 

· 4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261]; 

· 5. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”;

· 6. MAY include a Nick Name in the Authenticated Originator’s PoC Address as specified in subclause 5.4 “Nick Name”. 

The PoC Client SHALL generate an initial SIP INVITE request according to rules and procedures of  [RFC3261].  The PoC Client:

· 1. SHALL include the option tag 'timer' in the Supported header; and,
a) 2. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], “Generating an Initial Session Refresh Request”. It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to ‘uac’.
NOTE:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', specified in [RFC3262], is not defined for POC-1 reference point.

On receipt of a SIP final response or SIP provisional response to the SIP request, the PoC Client: 

· 1. SHALL store the list of SIP methods that the PoC Server supports if received in the Allow header; and,
· 2. SHALL store the contact if received in the Contact header.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028], “Processing a 2xx Response”.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 2:  6.1.4.5 SIP Session refresh -- Bullet 1) in Clarification
Prior to the expiry of the SIP Session timer the PoC Client:

· 1. SHALL generate either a SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General";
2. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028] , “Generating Subsequent Session Refresh Requests”. It is RECOMMENDED that the refresher parameter is set to ‘uac’.
· 3. SHALL include option tag timer in the Supported header; and,
· 4. SHALL send the SIP request towards the PoC Server according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session refresh mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
Change 3:  7.2.1.1 General -- Bullet 2) in Clarification
On receipt of an initial SIP INVITE request the PoC Server 

· 1. SHALL store the supported SIP methods if received in the Allow header; and,

· 2. SHALL use the Nick Name, if a Nick Name is included, according to the priority specified in subclause 5.4 “Nick Name”.

When sending SIP provisional responses with the exception of the SIP 100 "Trying" response to the SIP INVITE request the PoC Server

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 3. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

· 4. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session or

b) set to the PoC Group Identity with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 “Session Type uri-parameter” in case of Pre-arranged or Chat PoC Group respectively; and,

· 5. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session Type uri-parameter “session=1-1”, or “session=adhoc”, or “session=prearranged”, or “session=chat” as appropriate for the type of the PoC Session as specified in E.5.1 “Session Type uri-parameter”;
When sending a SIP 200 "OK" response to the initial SIP INVITE request the PoC Server:

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

3. SHALL include the Session-Expires header and start supervising the SIP Session according to rules and procedures of [RFC4028], “UAS Behavior”. The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uac'.
· 4. SHALL include the option tag 'timer' in a Require header;
· 5. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session  or,

b) set to the PoC Group Identity with the Session Type uri-parameter  "session=prearranged" or "session=chat" as specified in E.5.1 “Session Type uri-parameter” in case of the Pre-arranged or Chat PoC Group respectively.

· 6. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session Type uri-parameter “session=1-1”, or “session=adhoc”, or “session=prearranged”, or “session=chat” as appropriate for the type of the PoC Session as specified in E.5.1 “Session Type uri-parameter”; and,
· 7. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not already included in a SIP provisional response.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 4:  7.2.1.13 SIP Session refresh procedure -- Bullet 2) in Clarification
On receipt of a SIP re-INVITE request or a SIP UPDATE request including a Session-Expires value the PoC Server:

1. SHALL include the Session-Expires header in a SIP 200 "OK" response to the SIP request  and restart the SIP Session timer according to rules and procedures of [RFC4028], “UAS Behavior”. The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uac'.
On expiry of the SIP Session timer the PoC Server SHALL initiated disconnection of the SIP Session as specified in subclause 7.2.2.4 "Removal of Participant from PoC Session".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session refresh mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 5:  7.2.2.1 General -- Bullet 3) in Clarification

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Server

· 1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with "require" and “explicit” parameters according to rules and procedures of [RFC3841] in all initial INVITE requests;
· 2.  SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

· 3. SHALL include User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

NOTE:
The use of the option tag ‘precondition’, as specified in [RFC3312], is not defined for the POC-2 reference point.

· 4. SHALL include an option tag '100rel' in a Supported header according to rules and procedures of [RFC3262];
· 5. SHALL include an option tag 'norefersub' in a Supported header according to rules and procedures of [draft-norefersub];
· 6. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) with the URI set to the PoC Address of the Inviting PoC Client and the Nick Name to the one defined for this PoC User in the incoming SIP request in case of 1-1 PoC Session and Ad-hoc PoC Group Session; or,

b) with the URI set to the PoC Group Identity and the Nick Name to the one defined for this PoC Group in the PoC Group definitions with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 “Session Type uri-parameter” in case of the Pre-arranged or Chat PoC Group respectively;

· 7. SHALL include a Referred-By header with the Authenticated Originator’s PoC Address of the Inviting PoC Client;

· 8. SHALL include in the Contact header as PoC Session Identity the contact address of the conference with the PoC feature tag '+g.poc.talkburst' and the feature tag "isfocus" and a Session Type uri-parameter “session=1-1”, or “session=adhoc”, or “session=prearranged”, or “session=chat” as appropriate for the type of the PoC Session as specified in E.5.1 “Session Type uri-parameter”; 

9. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], “Generating an Initial Session Refresh Request”. The refresher parameter SHALL be omitted.
· 10. SHALL include the Supported header set to "timer";

· 11. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested with the "Privacy: id" header by the Inviting PoC Client;

· 12. SHOULD include an Allow header the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261]; and,

· 13. SHALL include unmodified an Answer-Mode header or Priv-Answer-Mode header if  present in the incoming SIP INVITE request or in the Refer-To URI of the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated.

On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the PoC Server:


1. SHALL start the SIP Session timer according to rules and procedures of [RFC4028]; and,


2. SHALL use the Nick name, if a Nick Name is included, according to the priority specified in subclause 5.4 “Nick Name”. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 6:  7.3.1.1  General -- Bullet 3) in Clarification

Upon receiving from the served PoC Client an initial SIP INVITE request or SIP REFER request that requires an initial SIP INVITE request to be sent, the PoC Server:

· 1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261];

· 2. SHALL, if the incoming SIP INVITE or SIP REFER request contained a Privacy header, include in the SIP INVITE request the Privacy header unmodified according to rules and procedures of [RFC3325];

· 3. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to the one defined for the PoC User in the PoC Server, if configured; otherwise set the Nick Name in the Authenticated Originator’s PoC Address to the one in the incoming SIP request;

· 4. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with "require" and "explicit" parameters according to rules and procedures of [RFC3841];

· 5. SHALL include User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

NOTE 1: 
The use of the option tag ‘precondition’, as specified in [RFC3312], is not defined for the POC-1 or POC-2 reference points.

NOTE 2:
The use of the option tag ‘100rel’, as specified in [RFC3262] is not defined for the POC-1 reference point.

6. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028] , “Generating an Initial Session Refresh Request”.  It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to ‘uac’.  
· 7. SHALL include the option tag 'timer' in a Supported header ';

· 8. SHALL store the allowed SIP methods if received in the Allow header;

· 9. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

· 10. SHALL include the Authenticated Originator's PoC Address received in the incoming SIP INVITE request in the outgoing SIP INVITE request;

· 11. SHALL, if the incoming SIP INVITE request contained an Answer-Mode header, or the incoming SIP REFER request contained a Refer-To URI with an Answer-Mode header:

a) include an Answer-Mode header unmodified if the received value is set to “Manual;Require”;

b) discard the Answer-Mode header if the received value is set to "Auto" or “Manual”; or

c) return a SIP 403 "Forbidden" response and not continue with the rest of the steps if the received value is set to “Auto;Require”;
· 12. SHALL, if the incoming SIP INVITE request contained a Priv-Answer-Mode header, or the incoming SIP REFER request contained a Refer-To URI with a Priv-Answer-Mode header:

a) include a Priv-Answer-Mode header unmodified if the received value is set to “Auto”;

b) return a SIP 403 "Forbidden" response and not continue with the rest of the steps if the received value is set to anything other than “Auto”;
· 13. SHALL include in the Contact header the PoC feature tag ‘+g.poc.talkburst’.

When sending SIP provisional responses, other than the SIP 100 "Trying" response, to the SIP INVITE request and if the PoC Server is acting as a B2BUA, the PoC Server:

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if has not already been sent in a provisional response for this dialog;

· 3. SHALL include the Authenticated Originator’s PoC Address if received in the incoming SIP response in the outgoing SIP provisional respond; and,

· 4. SHALL if not already sent in a provisional response for this dialog, include a SIP URI for the Contact header as follows:

a) constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the Contact header of the provisional response by the Controlling PoC Function; 

b) include the PoC feature tag ‘+g.poc.talkburst’;

c) include the feature tag ‘isfocus’;

d) include the Session Type uri-parameter provided in the Contact header of the provisional response received from the Controlling PoC Function.

· 5. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested.

When sending a SIP 200 "OK" response to the SIP INVITE request and if the PoC Server is acting as a B2BUA the PoC Server

· 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers” if has not already been sent in a provisional response for this dialog;

· 3. SHALL include the option tag 'timer' in a Require header;
4. SHALL include the Session-Expires header according to rules and procedures of [RFC4028], “UAS Behavior”. The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uac'.

· 5. SHALL start the SIP Session timer according to rules and procedures of [RFC4028]; 
· 6. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

· 7. SHALL include a SIP URI for the Contact header as follows:

a) constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the Contact header of the SIP 200 "OK" response by the Controlling PoC Function;

b) include the PoC feature tag ‘+g.poc.talkburst’;

c) include the feature tag ‘isfocus’; and,

d) include the Session Type uri-parameter provided in the Contact header of the SIP 200 "OK" response received from the Controlling PoC Function.

· 8. SHALL include the Authenticated Originator’s PoC Address if received in the incoming SIP 200 “OK” response in outgoing SIP 200 “OK” response.

· 9. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested;

· 10. SHALL include the option tag "norefersub" in a Supported header according to rules and procedures of [draft-norefersub];
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 7:  6.2.1.1  General -- Bullet 4) in Clarification

On receipt of the initial SIP INVITE request the PoC Client: 

· 1. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Client is occupied in another PoC Session and can not handle Simultaneous PoC Sessions as specified in 6.2.7 “Simultaneous PoC Sessions control procedures”; or,

b) when the PoC Client is occupied in a CS call; or,

c) when the PoC Client determines that there is not enough resources to handle the PoC Session; or,

d) any other reason outside the scope of this specification.

NOTE 1:
The decision to reject a SIP INVITE request to a PoC Session can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 

· 2. SHALL reject the SIP INVITE request with a SIP 403 “Forbidden” response if either of the following conditions are true:

a) the incoming SIP INVITE request contained a Priv-Answer-Mode header with the value “Auto” as specified in [draft-answeralert] and the PoC Client does not support Manual Answer Override;

b) the incoming SIP INVITE request contained an Answer-Mode header with the value “Manual;Require” as specified in [draft-answeralert] and the PoC Client does not support Manual Answer Mode;
· 3. SHALL store the list of supported SIP methods if received in the Allow header;
· 4. SHALL store as the PoC Session Identity the content of the Contact header;
· 5. MAY display to the PoC User the PoC Address of the Inviting PoC User but SHALL NOT display it if Privacy header includes value 'id'; and,
· 6. MAY display Session Type information to the PoC User based on the information received in the Session-Type uri-parameter in the Contact header. 

When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request the PoC Client:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 
NOTE 2:
The use of the option tag ‘precondition’, as specified in [RFC3312], and the option tag ‘100rel’, as specified in [RFC3262], is not defined for the POC-1 reference point.

· 2. SHALL include Server header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”;

· 3. SHALL include the option tag 'timer' in a Require header;
· 4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261]; 
· 5. SHALL include value 'id' in a Privacy header according to rules and procedures specified in [RFC3325], if anonymity is requested by the Invited PoC User; 

6. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request and start the SIP Session timer according to rules and procedures specified in [RFC4028], “UAS Behavior”. The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uas'.
· 7. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”, if not provided automatically by SIP/IP Core; and,

· 8. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header; and,

· 9. MAY include a Nick Name as specified in subclause 5.4“Nick Name” in the SIP 200 “OK” response to the initial SIP INVITE request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 8:  6.2.2  PoC Client receiving a PoC Session modification request -- Bullet 4) in Clarification

Upon receiving a SIP UPDATE request, or a SIP re-INVITE request with a MIME SDP body including a new SDP offer as specified by [RFC3264] and [RFC2327], the PoC Client:

· 1. SHALL validate that the Media Parameters and at least one codec are acceptable to the PoC Client and if not,

a) select a subset of the received Media Parameters; or,

b) reject the request with a SIP 488 "Not Acceptable Here" response towards the PoC Server according to the rules and procedures of SIP/IP Core. Otherwise, continue with the rest of the steps.

· 2. SHALL activate new Media Parameters as specified in [OMA-PoC-UP] "User Plane adaptation";

· 3. SHALL generate a SIP 200 "OK" according to rules and procedures of [RFC3261]; 

4. SHALL include the Session-Expires header in the SIP 200 "OK" response to the SIP UPDATE or SIP re-INVITE request  and re-start the SIP Session timer according to rules and procedures specified in [RFC4028], “UAS Behavior”.  The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uas'. 

· 5. SHALL include the option tag 'timer' in the Require header;
· 6. SHALL include the accepted Media Parameters in a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327]; and,

· 7. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of SIP/IPCore. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 9:  7.3.1.2  Pre-established Session -- Bullet 2) in Clarification

Upon receipt of an initial SIP INVITE request that includes a Conference-factory-URI in the Request-URI but no invited member(s), the PoC Server performing the Participating PoC Function: 

· 1. SHALL check whether the Accept-Contact header included the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL, if the PoC Server cannot accept the request, return a SIP 403 "Forbidden" response according to rules and procedures of [RFC3261]. Otherwise, continue with the rest of the steps;

NOTE:  
Pre-established Session is an optional function; hence, the above condition is for the case where the PoC Server does not support this optional function.

· 3. SHALL check whether the Conference-factory-URI is allocated and perform the actions specified in subclause 7.5.1 "Conference-factory URI does not exist" if it is not allocated.  Otherwise, continue with the rest of the steps;

· 4. SHALL perform the actions to verify the Authenticated Originator's PoC Address of the PoC Client and verify the request authorization. If the request cannot be authorized, the PoC Server SHALL return a SIP 403 “Forbidden” response and not continue with the rest of the steps;

· 5. SHALL validate that the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable by the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 6. SHALL allocate a URI to be used as a conference URI that identifies to identify the Pre-established Session; 

· 7. SHALL store the Nick Namecontained in the Authenticated Originator's PoC Address;

· 8. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as follows:

a) a Contact header containing the conference URI that identifies to identify the Pre-established Session along with the PoC feature tag  '+g.poc.talkburst’ and the feature tag 'isfocus';

b) an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];
c) a Server header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”;

d) include the option tag 'timer' in a Require header;
i. a Session-Expires header according to rules and procedures of [RFC4028], “UAS Behavior”. The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uac'.;
e) include the Conference-factory-URI in the Authenticated Originator’s PoC Address as specified in the subclause 5.2 “Authenticated Originator’s PoC Address”; and,

f) a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as below:

i. The IP address and port number at the PoC Server for the RTP Session;

ii.  The codec(s) and Media Parameters selected by the PoC Server from those contained in the original SDP offer from the PoC Client;

iii. Optionally if another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number to be used for RTCP  at the PoC Server according to rules and procedures of [RFC3605];

iv.  The Talk Burst Control Protocol(s) and Talk Burst parameters selected by the PoC Server from those contained in the original SDP offer in the incoming SIP INVITE request from the PoC Client; and 

v. The PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s).

· 9. SHALL send the SIP 200 "OK" response towards the PoC Client according to the rules and procedures of the SIP/IP Core;

· 10. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028]; and,
· 11. SHALL interact with the User Plane as specified in [OMA-PoC-UP] " Pre-established Session state diagrams – basic ".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 10:  7.3.2.1  General -- Bullet 3) in Clarification

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] with the clarifications in this subclause.

The PoC Server

· 1. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325] if anonymity is requested with the Privacy header containing the tag "id";
· 2. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

· 3. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with "require" and "explicit" parameters according to rules and procedures of [RFC3841]; 
· 4. SHALL include User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

5. SHOULD include the Session-Expires header in the INVITE according to rules and procedures of [RFC4028], “Generating an Initial Session Refresh Request”. The refresher parameter SHALL be omitted.
· 6. SHALL include the option tag "timer" in the Supported header;
· 7. SHALL include the option tag "norefersub" in a Supported header;
· 8. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

· 9. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the SIP INVITE request by the Controlling PoC Function; 
b) include the PoC feature tag ‘+g.poc.talkburst’;

c) include the feature tag ‘isfocus’; and,

d) include the Session Type uri-parameter provided in the SIP INVITE request by the Controlling PoC Function.

· 10. SHALL include the Authenticated Originator's PoC Address if received in the incoming SIP INVITE request in the outgoing SIP INVITE request; and,

· 11. SHALL include the Nick Name received in incoming SIP INVITE request in the outgoing SIP INVITE request.

NOTE:
The use of the option tag ‘precondition’, as specified in [RFC3312] and the option tag ‘100rel’, as specified in [RFC3262] is not defined in the POC-1 reference point.

When sending a SIP provisional responses other than the SIP 100 "Trying" response to the SIP INVITE request, the PoC Server:
· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers". 

· 3. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261], if not previously sent in a provisional response for this dialog;

· 4. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst' if not previously sent in a provisional response for this dialog; and,

· 5. SHALL include as the URI in the Authenticated Originator’s PoC Address in the outgoing SIP provisional response either
a. the URI contained in the Authenticated Originator’s PoC Address received in the incoming SIP provisional response in the case of an On-Demand Session establishment; or

b. the URI stored from the Request-URI  received in the incoming SIP INVITE request in the case of a Pre-established Session establishment;

· 6. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to either
a) the one defined for the PoC User in the PoC Server, if configured; otherwise the one in the incoming SIP provisional response if received, in the case of an On-Demand Session establishment; or

b)
the one defined for the PoC User in the PoC Server, if configured; otherwise the one stored from the Authenticated Originator’s PoC Address contained in the SIP INVITE request if received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session; received in the incoming SIP provisional response in the outgoing SIP provisional response.

· 7. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-Demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session.
When sending a SIP 200 "OK" response to the SIP INVITE request the PoC Server

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261] and [RFC3262];

· 2. SHALL include as the URI in the Authenticated Originator’s PoC Address in the outgoing SIP 200 “OK” response either
a) the URI contained in the Authenticated Originator’s PoC Address received in the incoming SIP 200 “OK” response in the case of an On-Demand session establishment; or
a) the URI stored from the Request-URI  received in the incoming SIP INVITE request in the case of a Pre-established Session establishment;

· 3. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to either
a. the one defined for the PoC User in the PoC Server, if configured; otherwise the one in the incoming SIP 200 "OK" response if received, in the case of an On-Demand Session establishment; or

b. the one defined for the PoC User in the PoC Server, if configured; otherwise the one stored from the Authenticated Originator’s PoC Address contained in the SIP INVITE request if received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

· 4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an on-demand session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

· 5. SHALL include the option tag 'timer' in the Require header;

6. SHALL include the Session-Expires header in the SIP 200 "OK" before sending the response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of [RFC4028], “UAS Behavior”. The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uas'.
· 7. SHALL start the SIP Session timer according to rules and procedures of [RFC4028];

· 8. SHOULD include the Allow header with the SIP methods supported in this dialog according to rules and procedures of  [RFC3261], if not previously sent in a provisional response for this dialog;

· 9. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not previously sent in a provisional response for this dialog; and,
· 10. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst'.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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