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1 Reason for Change

a) Justification: 

It is not clearly indicated if the MAX-ADHOC-GROUP-SIZE includes the PoC Session initiator. 
This contribution proposes a solution for this problem.  
b) Clauses affected:

Sub clauses 6.1.3.2.2, 6.1.3.3.2, 6.1.7, 7.2.1.2 and B.3.2 . 

c) Summary of change:

Clarified that PoC Session initiator is one Participant, which should be taken account, when counting the amount of invited PoC Users in the list. 
d) Consequence if not approved:

Potential IOP problems.
e) Reason for revision:

N/A.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, “Members”) agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member’s attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To make the corrections according to the chapter below:

6 Detailed Change Proposal

6.1.3.2.2 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session within a Pre-established Session the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies of the Pre-established Session;

· 3. SHALL in case of a 1-1 PoC Session either set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515]; or continue in the step 4;

· 4. SHALL in case of Ad-hoc PoC Group Session modify the SIP REFER request according to rules and procedures of  [draft-multiple-refer] with the following clarifications:

a) include in the Refer-To header of the SIP REFER request a URL identifying the body part containing the MIME resource-list body with the Invited PoC Users; and,
b) include a MIME resource-lists body according to rules and procedures of [draft-multiple-refer] with the list of the Invited PoC Users. The PoC Client SHALL check that the number of Invited PoC Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for PoC Client. If exceeded, the PoC Client SHOULD notify the PoC User. Otherwise, continue with the rest of the steps.

NOTE:  The PoC Session initiator is also counted as a Participant and therefore the list is not allowed to be longer than MAX-ADHOC-GROUP-SIZE – 1. 
· 5. SHALL when more than one PoC User is invited, include the following according to rules and procedures of [draft-norefersub]:

a) the option tag "norefersub" in the Require header; and,


b) the value “false” in the Refer-Sub header.

· 6. MAY when only one PoC User is invited, include the following according to rules and procedures of [draft-norefersub]:
a) the option tag “norefersub” in the Require header; and,


b) the value “false” in the Refer-Sub header.
· 7. SHALL include value "id" in the Privacy header according to rules and procedures of  [RFC3325] , if anonymity is requested;

· 8. SHALL, in case the PoC User has requested Manual Answer Override, include in the Refer-To URI a Priv-Answer-Mode header with the value "Auto" according to rules and procedures of  [draft-answeralert]; 

· 9. SHALL, in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client, include in the Refer-To URI an Answer-Mode header with the value "Manual;Require” according to rules and procedures of  [draft-answeralert]; 
· 10. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 

Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".  
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE:
The PoC Server does not send any SIP NOTIFY request in case the value “false” was included in the Refer-Sub header of the SIP REFER request.

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.3.1 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session the PoC Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";

· 2. SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the PoC service in the Home PoC Network of the PoC User;

· 3. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];

· 4. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) set the IP address and port number for the RTP Session;

b) include the codec(s) and Media Parameters being offered by the PoC Client for the PoC service;

c) if other than the default IP address or port number specified by the [RFC3550] is to be used, set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of  [RFC3605]; and,

d) the offered Talk Burst Control Protocol(s), Talk Burst parameter(s) and the port number(s) for the Talk Burst Control Protocol(s).

· 5. SHALL insert in the SIP INVITE request a MIME resource-lists body with the PoC Address(es) of the Invited PoC User(s) according to rules and procedures of [draft-URI-list]. The PoC Client SHALL check that the number of Invited PoC Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for PoC Client. If exceeded, the PoC Client SHOULD notify the PoC User. Otherwise, continue with the rest of the steps;

NOTE:  The PoC Session initiator is also counted as a Participant and therefore the list is not allowed to be longer than MAX-ADHOC-GROUP-SIZE – 1. 

·  6.  SHALL, in case the PoC User has requested Manual Answer Override, include in the SIP INVITE request a Priv-Answer-Mode header with the value "Auto" according to rules and procedures of  [draft-answeralert]; 
· 7.  SHALL, in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client, include in the SIP INVITE request an Answer-Mode header with the value "Manual;Require" according to rules and procedures of  [draft-answeralert]; 
· 8. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
NOTE 1:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on rules specified in the [PoC-XDM Specification] the PoC Session will not be allowed by the PoC Server hosting the PoC Group.

· 9. SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the PoC Session Identity if received in the Contact header; and,
· 3. MAY indicate the progress of the PoC Session establishment to the Inviting PoC User.

On receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the PoC Session Identity if received in the Contact header; 

· 3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization"; and,

· 4. MAY notify the answer state to the PoC User (i.e. “unconfirmed” or “confirmed”) if received in the P-Answer-State header in the response.

NOTE 2: 
According to [draft-URI-list] the received 200 “OK” means that the conference was created successfully, that the client that generated the SIP INVITE request is in the conference, and that the server understood the URI-list.  If the client wishes to obtain information about the status of other users in the conference it SHOULD use general conference mechanisms, such as the conference package.

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as specified in subclause 6.1.10 "PoC Client subscription to the Conference State Event Package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.1.7 PoC Client adding PoC User(s) to a PoC Session

Upon receiving a request from the PoC User to add one or more PoC Users to an ongoing PoC Session, the PoC Client:

· 1. SHALL , if the SIP REFER request will be sent in a new dialog, generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515]; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2.  SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

NOTE 1: If the ongoing PoC Session is established using Pre-established Session but is not controlled by the same PoC Function as the Pre-established Session, the PoC Session Identity of the on-going PoC Session has been received in the TBCP Connect message.
· 3. SHALL, if only one PoC User is invited, either
a) set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515], and skip the next step; or

b) continue to the next step.

· 4. a) SHALL include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to rules and procedures of [draft-multiple-refer]; and,
b) SHALL include a MIME resource-lists body with the list of the PoC Users to be added according to rules and procedures of [draft-multiple-refer]. 

· 5. SHALL , if the on-going PoC Session is an Ad-hoc PoC Group Session or 1-1 PoC Session on the Home PoC Server of the PoC User, check that the number of the Invited PoC Users on the URI-list or in the Refer-To header does not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session as indicated in “MAX-ADHOC-GROUP-SIZE” parameter provisioned for PoC Client. If exceeded, the PoC Client SHOULD notify the PoC User. Otherwise, continue with the rest of the steps.

NOTE:  The PoC Session initiator is also counted as a Participant and therefore the list is not allowed to be longer than MAX-ADHOC-GROUP-SIZE – 1.  

· 6. SHALL when more than one PoC User is added, include the following according to rules and procedures of [draft-norefersub]:
· a) the option tag "norefersub" in the Require header; and,

· b) the value “false” in the Refer-Sub header.
· 7. MAY when only one PoC User is added, include the following according to rules and procedures of [draft-norefersub]:
· a) the option tag “norefersub” in the Require header; and,

b) the value “false” in the Refer-Sub header.
· 8. SHALL include value "id” in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 

NOTE 2:

If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [PoC-XDM Specification] the PoC Session will not be allowed by the PoC Server hosting the PoC Group. 

· 9. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value "Auto" according to rules and procedures of [draft-answeralert] if the PoC User has requested Manual Answer Override; 
· 10. SHALL include in the Refer-To URI an Answer-Mode header with the value "Manual;Require" according to rules and procedures of  [draft-answeralert] if the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client; and,

· 11. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialogue according to rules and procedures of the SIP/IP Core. 

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE 3:
The PoC Server does not send any SIP NOTIFY request if the PoC Client inserted the Refer-Sub header with value “false” in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
7.2.1.2 Ad-hoc PoC Group and 1-1 PoC Session setup request

Upon receiving of an initial SIP INVITE request the PoC Server:

· 1. SHALL check whether the Conference-factory-URI contained in the Request URI is allocated and perform the actions specified in subclause 7.5.1 "Conference-factory URI does not exist" if it is not allocated;

· 2. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it does not the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 3. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request, and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 4. SHALL validate that the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable by the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 5. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in an Ad-hoc PoC Group Session is not exceeded. If exceeded, PoC Server SHALL return SIP 486 “Busy Here” response with the warning header set to “too many participants”. Otherwise, continue with the rest of the steps; 

NOTE:  The PoC Session initiator is also counted as a Participant and therefore the list is not allowed to be longer than maximum number – 1. 

· 6. SHALL allocate a PoC Session Identity for the PoC Session; and,

· 7. SHALL invite the PoC Users listed in the MIME resource-lists body as specified in subclause 7.2.2.2 "PoC Session invitation request".

NOTE:
How the multiple invited members are conveyed in the SIP INVITE request is specified in [draft-URI-list].

Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value "Unconfirmed" as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server:

· 1. SHALL generate 200 "OK" response as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and the final response is not yet sent to the Inviting PoC Client, otherwise do not proceed with the rest of the steps;

· 2. SHALL include a MIME SDP body in the SIP 200 “OK” response as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The codec(s) and Media Parameters selected by the PoC Server from those contained in the original SDP offer received from the originating network;

c) if another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number to be used for RTCP at the PoC Server according to rules and procedures of [RFC3605];

d) The Talk Burst Control Protocol(s) and Talk Burst parameters selected by the PoC Server from those contained in the original SDP offer received from the originating network;

e) The PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s); and

f) Optionally  "tb-granted" indication as specified in E.3 "SDP Extensions".

· 3. SHALL include a P-Answer-State header with the value "Unconfirmed";

· 4. SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of SIP/IP Core;

· 5. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization"; and,

· 6. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".

· 7. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedure of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session Invitation Request" and the SIP final response or a SIP 180 “Ringing” response has not yet been sent to the Inviting PoC Client, the PoC Server:

· 1. SHALL generate a SIP 180 "Ringing" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General"; and,

· 2. SHALL send the SIP 180 "Ringing" response towards the Inviting PoC Client according to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server:

· 1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if the SIP final response is not yet sent to the Inviting PoC Client. Otherwise do not proceed with the rest of the steps;

· 2. SHALL include in the SIP 200 “OK” response a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The codec(s) and Media Parameters which SHALL be from the list contained in the original SDP offer from the originating network; 

c) If another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number to be used RTCP at the PoC Server according to rules and procedures of [RFC3605];

d) The Talk Burst Control Protocol(s) and Talk Burst parameters selected by the PoC Server from both those contained in the original SDP offer from the originating network and those contained in the received SDP answer in the SIP 200 “OK” response from the terminating network; 

e) The PoC Server’s port number(s) to be used for the Talk Burst Control Protocol(s); and

f) Optionally “tb-granted” indication as specified in E.3 “SDP Extensions”.  

· 3. SHALL send a SIP 200 "OK" response towards the Inviting PoC Client; and

· 4. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

· 5. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".

· 6. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedure of the SIP/IP Core.

Upon receiving a SIP final response other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the PoC Server: 
· 1. SHALL send the SIP final response towards the Inviting PoC Client, if a SIP final response was received from all the Invited PoC Clients and the SIP 200 "OK" response is not yet sent.  The SIP final response SHALL include the Status-Code defined by the PoC Server according to local policy e.g. the lowest value received from the Invited PoC User(s); or, 

· 2. SHALL remove Inviting PoC Client from the PoC Session as specified in subclause 7.2.2.4 "Remove of Participant from PoC Session", if a SIP final response other than 2xx or 3xx was received from all the Invited PoC Clients and the SIP 200 "OK" response is already sent.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

B.3.2 Management Object parameters

This clause describes the parameters for the OMA PoC Management Object.

1. Node: /<X>

This interior node acts as a placeholder for one or more accounts for a fixed node. The interior node is mandatory if the UE supports OMA PoC. 

· Occurrence: OneOrMore

· Format: Node

· Access Types: Get

· Values: xx
2. /<X>/APPID/

The APPID is the identity of the application service available at the described application service access point. The value is expected to be globally unique.  

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: <Globally unique value>
Editor’s Note: The value of the OMA_PoC/APPID to be determined by OMNA.

3. /<X>/NAME/

The Name leaf is the application name, which is to be displayed in user's equipment, it's specific for each service provider.
· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <User displayable name>
4. /<X>/PROVIDER-ID/

This parameter provides an identifier for the application service access point described by an APPLICATION characteristic. 

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <Provider identifier>

5. /<X>/ToConRef

The ToConRef interior node is used to allow application to refer to a collection of connectivity definitions. Several connectivity parameters may be listed for a give application under this interior node.

· Occurrence: ZeroOrOne

· Format: node

· Access Types: Get

· Values: N/A
6. /<X>/ToConRef/<X>

This run-time node acts as a placeholder for one or more connectivity parameters. 


Occurrence: OneOrMore


Format: Node


Access Type: Get

Value: N/A
7. /<X>/ToConRef/<X>/ConRef

The ConRef indicates the linkage to connectivity parameters. This parameter points to the right connectivity identity, NAP ID and the SIP/IP Core.

· Occurrence: OneOrMore

· Format: chr

· Access Types: Get

· Values: N/A

8. /<X>/PRE-EST-SESN/

This is a flag to inform whether the PoC Server supports the Pre-established Session functionality.

· Occurrence: One

· Format: chr

· Access Types: Get

· Values: 0, 1

0 – Indicates that the home operator's network has NO support for Pre-established Session.


1 – Indicates that the home operator's network has support for Pre-established Session.

9. /<X>/SIMU-SESNS/

This is a flag to inform whether the PoC Server supports for Simultaneous Sessions functionality.

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: 0, 1
0 – Indicates that the home operator's network has NO support for Simultaneous Sessions.


1 – Indicates that the home operator's network has support for Simultaneous Sessions.

10. /<X>/MAX_AD-HOC_ GROUP_SIZE/

This parameter defines the Maximum number of Participants allowed for an Ad-hoc PoC Group Session. The value is defined by each service provider.

· Occurrence: One

· Format: chr

· Access Types: Get

· Values: <Integer>

11. /<X>/CONF-FCTY-URI/

A SIP URI used for setting up an Ad-hoc PoC Group or 1-1 PoC Session. 

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A SIP URI>
12. /<X>/EXPLODER-URI/

A SIP Exploder-URI used for PoC Client to send SIP MESSAGE, e.g. for Group Advertisement. 

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <A SIP URI>

13. /<X>/TALK-BRST-REL-TMR/

This parameter indicates the value of the T10 (Talk Burst Release) timer in milliseconds
· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A time length in millisecond>
14. /<X>/TALK-BRST-REQ-TMR/

This parameter indicates the value of the T11 (Talk Burst Request) timer in milliseconds
· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A time length in millisecond>

15. /<X>/END-RTP-MEDIA-TMR/

This parameter indicates the value of the T13 (End of RTP Media) timer in milliseconds

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <A time length in millisecond>

16. /<X>/CONF-URI-TMPLT/

The Conference URI Template specifies the syntax of the conference URI.  The Conference URI Template SHALL be a URI Template as specified in [XDM Specification] subclause C.1.

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A SIP URI>

17. /<X>/PRES-SRV-CAP/
A binary flag used for PoC Server to indicate the Presence publish capability of the PoC Server, the PoC status on behalf of a PoC Client. The flag must be given in sequence order according to the list of parameters below:

bit1: “Application-specific (PoC) Availability for sessions”

bit2: “Application-specific (PoC) Availability for alerts”

bit3: “Session Participation”

bit 4-8 for future extension.
· Occurrence: One

· Format: bin

· Access Types: Get
· Values: <A binary, b1b2b3xxxxx>
bit 1-3 have 2 values: 

0 means no support by the PoC Server and 

1 means the support is available.

18. /<X>/Ext/

The Ext is an interior node for where the vendor specific information about the OMA_PoC MO is being placed (vendor meaning application vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include un-standardized sub-tree.

· Occurrence: ZeroOrOne

· Format: node

· Access Types: Get

· Values: N/A
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