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1 Reason for Change

a) Justification:
This contribution suggests resolution of the setcom question:
From: Michael Siggelkow [mailto:Michael.Siggelkow@RSD.ROHDE-SCHWARZ.COM]

Sent: Wednesday, July 05, 2006 1:27 PM

To: OMA-POC@MAIL.OPENMOBILEALLIANCE.ORG

Subject: Fw: [PoC1] CR 343

To: OMA-PoC

CC: OMA-IOP-MEC

Hello PoC group,

we are discussing in IOP-MEC how we shall interpret a part of the PoC v1 C-Plane spec.

I try to summarize the discussion here (you can find the whole discussion in the attached emails):

We are not sure if in any 4xx response a Contact header is mandatory to include. The RFC 3261 leaves the Contact Header as optional (MAY). The  PoC C-Plane Spec has the has the statement  "[The PoC client] 8. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header". (see 6.2.1.1 General)

The two possible interpretations are

a) is the Contact header optional and only if present the feature tag shall be included, or

b) does the PoC C-Plane spec "overwrite" the RFC and makes the Contact-Header mandatory?

Could you please clarify this?

Best Regards,

Michael
b) Clauses affected:
6.2.1.1
c) Summary of change:
The contribution suggests that the feature tag is included into Contact header, if the Contact header is already present in the SIP response message. 
d) Consequence if not approved:

Inconsistency with RFC3261.
e) Reason for revision:

R01 – comments from 2006-08-02 considered
"6.2.1.1 General" is only used when explicitly referenced from other places. This means in the 6.2.1.2 and 6.2.1.3 as shown below

6.2.1.2 Auto-answer case

On receipt of an initial SIP INVITE request, the PoC Client SHALL perform the auto-answer procedures described in this subclause if any of the following conditions are true: 

· the incoming SIP INVITE request contained an Answer-Mode header with the value "Auto" as specified in [draft-answermode] and the PoC Client is set to Auto Answer Mode; or

· the incoming SIP INVITE request contained a Priv-Answer-Mode header with the value “Auto” as specified in [draft-answermode], and the PoC Client does not have an already established PoC Session;
otherwise, do not continue with the rest of the steps in this subclause.
The PoC Client:

· 1. SHALL validate that the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable to the PoC Client and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. SHALL accept the request and generate a SIP 200 "OK" response as specified in the subclause 6.2.1.1 "General" towards the PoC Server; 

· 3. SHALL include in a SIP 200 "OK" response a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Client for the RTP Session;

b) The codec(s) and Media Parameters acceptable by the PoC Client for the PoC Service selected from those in the SDP offer contained in the incoming SIP INVITE request;

c) if another IP address or port is used instead of the default IP address and port number specified by [RFC3550], set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of [RFC3605];

d) The selected Talk Burst Control Protocol and Talk Burst parameters selected from those in the SDP offer contained in the SIP INVITE request; and,
e) the port number to be used for the Talk Burst Control Protocol.

· 4. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core; and,
· 5. SHALL interact with the User Plane as specified in [OMA-PoC-UP] “PoC Client procedures at PoC Session initialization”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.2.1.3 Manual-answer case

On receipt of an initial SIP INVITE request, the PoC Client SHALL perform the manual-answer procedures described in this subclause if any of the following conditions are true:

· the incoming SIP INVITE request contained an Answer-Mode header with the value "Manual;require" as specified in [draft-answermode];
· the PoC Client is set to Manual Answer Mode and the incoming SIP INVITE request did not contain a Priv-Answer-Mode header with the value “Auto”  as specified in [draft-answermode];

· the incoming SIP INVITE request contained a Priv-Answer-Mode header with the value “Auto” as specified in [draft-answermode] and the PoC Client has an already established PoC Session;
otherwise, do not continue with the rest of the steps in this subclause.
The PoC Client:

· 1. SHALL validate that the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable to the PoC Client and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. SHOULD indicate to the PoC User if maximum amount of Simultaneous PoC Sessions are exceeded with this PoC Session in case Simultaneous PoC Sessions are supported. When accepting another PoC Session a PoC Session SHALL be released as described in the subclause 6.1.6 “PoC Client leaving a PoC Session”;
NOTE: How the PoC Client interacts with the PoC User to determine which PoC Session to release is an implementation issue. 

· 3. SHALL generate and send a SIP 180 'Ringing' response towards the PoC Server as specified in the subclause 6.2.1.1 "General". If the user accepts the PoC Session invitation, perform steps3,4 and 6. If the user declines the PoC Session invitation, perform step 5;
· 4. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 6.2.1.1 "General" if the PoC User accepts the PoC Session invitation;  

· 5. SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) the IP address and port number at the PoC Client for the RTP Session;

b) the codec(s) and Media Parameters acceptable by the PoC Client for the PoC service selected from those in the SDP offer contained in the incoming SIP INVITE request;

c) if another IP address or port is used instead of the default IP address and port number as specified by [RFC3550], set the IP address and port number to be used for RTCP at the PoC Client according to rules and procedures of [RFC3605];

d) the selected Talk Burst Control Protocol and Talk Burst parameters selected from those in the SDP offer contained in the SIP INVITE request; and,
e) the port number to be used for the Talk Burst Control Protocol.

· 6. SHALL send a SIP 480 "Temporarily Unavailable" response towards the PoC Server if the PoC User declines the PoC Session invitation or a SIP 408 "Request Timeout" response if the invitation times out. 

· 7. SHALL, if the PoC User accepts the PoC Session invitation.

a) send the SIP 200 "OK" response to the PoC Server; and,
b) interact with the User Plane as specified in [OMA-PoC-UP] “PoC Client procedures at PoC Session initialization”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

The statement can therefore be restricted to 2xx and 1xx (apart from 100). For those case, RFC3261 states that Contact is mandatory for 200 INVITE (13.3.1.4/12.1.1), and it states Contact is mandatory for 180 Ringing (13.3.1.1/12.1.1) too.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the contribution is discussed and agreed. 
6 Detailed Change Proposal
6.2.1.1 General

On receipt of the initial SIP INVITE request the PoC Client: 

· 1. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Client is occupied in another PoC Session and can not handle Simultaneous PoC Sessions as specified in 6.2.7 “Simultaneous PoC Sessions control procedures”; or,

b) when the PoC Client is occupied in a CS call; or,

c) when the PoC Client determines that there is not enough resources to handle the PoC Session; or,

d) any other reason outside the scope of this specification.

NOTE 1:
The decision to reject a SIP INVITE request to a PoC Session can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 

· 2. SHALL reject the SIP INVITE request with a SIP 403 “Forbidden” response if either of the following conditions are true:

a) the incoming SIP INVITE request contained a Priv-Answer-Mode header with the value “Auto” as specified in [draft-answermode] and the PoC Client does not support Manual Answer Override;

b) the incoming SIP INVITE request contained an Answer-Mode header with the value “Manual;require” as specified in [draft-answermode] and the PoC Client does not support Manual Answer Mode;
· 3. SHALL store the list of supported SIP methods if received in the Allow header;
· 4. SHALL store as the PoC Session Identity the content of the Contact header;
· 5. MAY display to the PoC User the PoC Address of the Inviting PoC User but SHALL NOT display it if Privacy header includes value 'id'; and,
· 6. MAY display Session Type information to the PoC User based on the information received in the Session-Type uri-parameter in the Contact header. 

When generating SIP provisional responses other than the SIP 100 "Trying" or SIP 2xx final responses to the received initial SIP request the PoC Client:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 
NOTE 2:
The use of the option tag ‘precondition’, as specified in [RFC3312], and the option tag ‘100rel’, as specified in [RFC3262], is not defined for the POC-1 reference point.

· 2. SHALL include Server header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”;

· 3. SHALL include the option tag 'timer' in a Require header;
· 4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261]; 
· 5. SHALL include value 'id' in a Privacy header according to rules and procedures specified in [RFC3325], if anonymity is requested by the Invited PoC User; 

· 6. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request with the refresher parameter set to 'uas' and start the SIP Session timer according to rules and procedures specified in [RFC4028];
· 7. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”, if not provided automatically by SIP/IP Core; and,

· 8. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header; and,

· 9. MAY include a Nick Name as specified in subclause 5.4“Nick Name” in the SIP 200 “OK” response to the initial SIP INVITE request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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