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1 Reason for Change

a) Justification:

The current definitions of the Unrestricted Group and Restricted Group in ControlPlane do not cover all the possible Chat PoC Group cases. 

	Restricted Group
	A Group that can be joined only by a PoC User that is a member of the Group.  A Restricted Group has a Group List.

	Unrestricted Group
	An Unrestricted Group is a PoC Group that any PoC User may join.


It is possible to create a Chat PoC Group in PoC XDMS, which is neither Unrestricted Group nor Restricted Group. 

Let's consider a Chat PoC Group, where there are two rules:

<ruleset>

 <rule>

  <conditions><identity><one id="tel:+43012349999"/></identity></conditions>

   <actions><poc:join-handling>false</poc:join-handling></actions>

 </rule>

 <rule>

  <conditions><other-identity></conditions>

   <actions><poc:join-handling>true</poc:join-handling></actions>

 </rule>

</ruleset> 

Such Chat PoC Group is neither Restricted Chat PoC Group (does not specify that only PoC Group Members can join) nor Unrestricted Chat PoC Group (does not allow tel:+43012349999 to joining the Chat PoC Group Session). In the content of this change request, such Group will be called Semi-restricted Group.
In some cases, the PoC ControlPlane defines PoC Server behaviour for the Unrestricted Chat PoC Group Session and for Restricted Chat PoC Group Session separately, leaving the behaviour for this 3rd type of Chat PoC Group undefined.

Below can be found XML examples of each type of the Chat PoC Group including its usage:
	Type
	XML sample
	Possible usage

	Restricted Chat PoC Group
	<group>

  <list-service uri="sip:wizardsDiscussions@example.com">

    <display-name xml:lang="en-us">Wizards Discussions</display-name>

    <list>

      <entry uri="sip:harry.potter@example.com"/>

      <entry uri="sip:hermione.blossom@example.com"/>

    </list>

    <ruleset>

      <rule>

        <conditions>

          <is-list-member/>

        </conditions>

        <actions>

           <poc:join-handling>true</poc:join-handling>

        </actions>

      </rule>

    </ruleset>

    </list-service>

</group>
	Group used for discussion where the defined members may dial in.

	Unrestricted Chat PoC Group
	<group>

  <list-service uri="sip:wizardsOnCall@example.com">

    <display-name xml:lang="en-us">WizardsOnCall</display-name>

    <ruleset>

      <rule>

        <conditions>

          <other-identity/>

        </conditions>

        <actions>

           <poc:join-handling>true</poc:join-handling>

        </actions>

      </rule>

    </ruleset>

    </list-service>

</group>
	Group used for discussion where the anyone may dial in.

	Semi-restricted Chat PoC Group (example 1)
	<group>

  <list-service uri="sip:wizardsOnCall@example.com">

    <display-name xml:lang="en-us">WizardsOnCall</display-name>

    <ruleset>

      <rule>

        <conditions>

          <identity><one id="tel:+43012349999"/></identity>

        </conditions>

        <actions>

          <poc:join-handling>false</poc:join-handling>

        </actions>

      </rule>

      <rule>

        <conditions>

          <other-identity/>

        </conditions>

        <actions>

           <poc:join-handling>true</poc:join-handling>

        </actions>

      </rule>

    </ruleset>

    </list-service>

</group>
	Group used for discussion where anyone apart from the trouble maker may dial in.



	Semi-restricted Chat PoC Group (example 2)
	<group>

  <list-service uri="sip:wizardsDiscussions@example.com">

    <display-name xml:lang="en-us">Wizards Discussions</display-name>

    <list>

      <entry uri="sip:harry.potter@example.com"/>

      <entry uri="sip:hermione.blossom@example.com"/>

    </list>

    <ruleset>

      <rule>

        <conditions>

          <is-list-member/>

        </conditions>

        <actions>

           <poc:join-handling>true</poc:join-handling>

        </actions>

      </rule>

      <rule>

        <conditions>

          <identity><one id="tel:+43012349999"/></identity>

        </conditions>

        <actions>

          <poc:join-handling>true</poc:join-handling>

        </actions>

      </rule>

    </ruleset>

    </list-service>

</group>
	Group used for discussion where the defined members and one person may dial in.




To clear the confusion, this contribution suggests expansion of the description of the policies so that each type of the group above is covered.
b) Clauses affected:
3.2, 7.2.1.11, 7.2.1.15, 7.2.1.16
c) Summary of change:
This contribution suggests extension of behavior defined for the Restricted Chat PoC Group and Unrestricted Chat PoC Group to the "Semi-restricted Group" too.
d) Consequence if not approved:

There is no behaviour defined for the Chat PoC Groups, which are neither Restricted Chat PoC Group nor Unrestricted Chat PoC Group. 
e) Reason for revision:

R01 changes

· the "Semi-restricted Group" definition is removed and replaced with a note in the Group definition.
R02 changes – comments coming from the 2006-10-10 telco and offline discussions applied. Main changes:

· split of the description to each policy to 
· a) Restricted Group and 
· b) Group other than Restricted Group (covering Unrestricted Group and Semi-restricted Group)
R03 changes – offline comments from Ericsson applied. The contribution also limits the Pre-arranged PoC Group to Restricted Group.

2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the contribution is discussed and agreed. 
6 Detailed Change Proposal
Change 1:  Change of the definitions (a note added to the Group definition stating that the Group can be Restricted Group, Unrestricted Group or none of them. Group List definition was extended to Semi-restricted Group and Pre-arranged PoC Group is required to be Restricted Group)
3.2 Definitions

	Group
	A Group is a predefined set of PoC Users that is identified by a SIP URI. A PoC Client uses the Group to establish PoC Sessions and to define PoC Session access policy.
NOTE: Based on the Group authorization policy, Group can be Restricted Group, Unrestricted Group or none of them.

	Group List
	A list of members in a Pre-arranged PoC Group or an optional list of members in a Chat PoC Group. Each member is identified by a SIP URI or a TEL URI. 

	Pre-arranged PoC Group
	A Pre-arranged PoC Group is a persistent PoC Group, where the <invite-members> element is set to “true” as specified in the [OMA-POC-XDM] “PoC Group”.  The establishment of a PoC Session to a Pre-arranged PoC Group results in all members being invited. Pre-arranged PoC Group is a Restricted Group.


Change 2:  (7.2.1.11 extended to sue the Group List of any PoC Group which has it – it can be Restricted Group or a Semi-restricted Group, which contains Group List)
7.2.1.11 PoC Session Participant information request

7.2.1.11.1 Subscribing to Participant information

Upon receiving a SIP SUBSCRIBE request with the Event header set to “conference” according to rules and procedures of [draft-conference-state] the PoC Server:

· 1. SHALL, if the Request-URI contains a PoC Session Identity, check whether the PoC Session identified by the PoC Session Identity in the Request-URI is owned by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not owned by the PoC Server;  Otherwise continue with the rest of the steps;

· 2. SHALL, if the request-URI contains a PoC Group Identity, check whether the PoC Group identified with the PoC Group Identity in the Request-URI is owned by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not owned by the PoC Server.  Otherwise continue with the rest of the steps;

· 3. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps; 

· 4. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request as specified in subclause 7.2.1.18 “PoC Session Participant information policy” and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

NOTE: 
A local policy, e.g. number of simultaneous subscriptions exceeded, may cause the PoC Server to reject the subscription request.

· 5. SHALL create a subscription to the conference state of the PoC Session according to rules and procedures of [RFC3265] and [draft-conference-state];

· 6. SHALL generate a SIP 200 "OK" or a SIP 202 "Accepted" response to the SIP SUBSCRIBE request according to rules and procedures of  [RFC3265] [draft-conference-state];

· 7. SHALL set the Contact header of the SIP response to the address of the PoC Server;

· 8. SHALL include the Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session; or

b) set to the PoC Group Identity of the PoC Group with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 “Session Type uri-parameter” in case of a Pre-arranged or Chat PoC Group respectively.

· 9. SHALL include the option tag "norefersub" in a Supported header in the SIP response;
· 10. SHALL send the SIP response towards the PoC Client according to rules and procedures of the SIP/IP Core;

· 11. SHALL generate an initial SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

· 12. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedure of the SIP/IP Core.
When a change in the subscribed state occurs, the PoC Server SHOULD generate and send a SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request" and according to rules and procedures of SIP/IP Core respectively.

When needed the PoC Server SHALL terminate the subscription and indicate it to the PoC Client as described in the subclause 7.2.1.11.3 "Terminating the subscription".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.11.2 Generating a SIP NOTIFY request

The PoC Server SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265] with the clarifications in this subclause.

The PoC Server SHOULD limit the rate of SIP NOTIFY requests sent toward a PoC Client.

NOTE: 
How a PoC Server limits the rate of SIP NOTIFY requests towards the PoC Client is out of scope of this specification.

The PoC Server SHOULD avoid sending a SIP NOTIFY request towards a PoC Client at the same time as a Talk Burst is sent towards the PoC Client or a Talk Burst is received from the PoC Client. 

When reporting changes in the Participant information the PoC Server SHALL use partial output according to rules and procedures of [draft-conference-state].

The PoC Server SHALL include a MIME conference-info+xml body according to rules and procedures of [draft-conference-state] with the following limitations:

· 1. The PoC Server SHALL include the PoC Group Identity of the PoC Group in the “entity” attribute of the “conference-info” element.
· 2. for each Participant in the PoC Session the PoC Server SHALL include a "user" element. The "user" element:

a) SHALL include the "entity" attribute. The "entity" attribute:

i. SHALL for the originating PoC Client include the Authenticated originator’s PoC Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,

ii. SHALL for the originating PoC Client include the from header, if the Participant has requested privacy; and,

iii. SHALL for an Invited PoC Client include the identity used in the URI-list for the Invited PoC Client to an Ad-hoc PoC Group Session or the identity used in the PoC Group definition in case of a Pre-arranged or Chat PoC Group Session, if the Chat PoC Group definition includes the Group List, if the Participant has not requested privacy; or, 

iv. SHALL for an Invited PoC Client include an anonymous identity as specified in [draft-conference-state], if the Participant has requested privacy.

b) MAY include the "display-text" element. If included, the "display-text" element SHALL include the Nick Name of the identity which was used in the “entity” attribute as defined in a).

c) SHALL include a single "endpoint" element. The "endpoint" element

i. SHALL include the "entity" attribute;

ii. SHALL include the “status” element.  The “status” element SHOULD have one of the following values:

A. "connected", when the Participant is added to the PoC Session; or,

B. "disconnected", when the Participant has left the PoC Session since the last SIP NOTIFY request was sent; or,

C. "on-hold", when the Participant has put the PoC Session on hold; or,

D. “alerting”, when the Invited PoC Client has responded by SIP 180 “Ringing”, but not yet accepted the invitation;

E. “disconnected”, when the invited PoC Client is disconnected from the PoC Session before the invited PoC Client has accepted the invitation and the “alerting” notification has been sent.

NOTE 1:
The usage of other values of the “status-type” element is not defined for PoC.

NOTE 2:
The usage of other elements specified in [draft-conference-state] is not defined for PoC.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.11.3 Terminating the subscription

The PoC Server

· 1. SHALL terminate all subscriptions for PoC Session Participant information for the PoC Session when the PoC Session is released and not accept any re-subscriptions;

· 2. MAY terminate the subscription for a PoC Client when it leaves the PoC Session;

· 3. for each subscription that shall be terminated the PoC Server:

a) SHALL generate a SIP NOTIFY request according to rules and procedures specified in [RFC3265];

b) SHALL set the Subscription-State header to "terminated;noresource"; and,
c) SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedure of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 3:  (7.2.1.15 extended to handle Chat PoC Groups other than Restricted Groups or Unrestricted Groups, Pre-arranged PoC Group behaves as Restricted Group)
7.2.1.12 PoC Session adding policy

In the case of a Pre-arranged PoC Group Session or Chat PoC Group Session, the PoC Server performing the Controlling PoC Function SHALL invite PoC Users if the Authenticated Originator’s PoC Address is allowed by the <allow-invite-users-dynamically> action as specified in [PoC-XDM Specification]. 
When a request to add one or more PoC Users to a Pre-arranged PoC Group Session or a Chat PoC Group Session for a Restricted Group is made by an authorized Participant of an ongoing PoC Session, the PoC Server performing the Controlling PoC Function SHALL only invite PoC Users if the Invited PoC Users are listed in the <list> element of the PoC Group document and if they are allowed to join by the <join-handling> action of the PoC Group’s authorization rules as specified in [PoC-XDM Specification].
When a request to add one or more PoC Users to a Chat PoC Group Session of a Group other than Restricted Group is made by an authorized Participant of the ongoing PoC Session, the PoC Server performing the Controlling PoC Function SHALL only invite PoC Users if the Invited PoC Users are allowed to join by the <join-handling> action of the PoC Group’s authorization rules as specified in [PoC-XDM Specification].
In the case of an Ad-hoc PoC Group, the PoC Server performing the Controlling PoC Function SHALL invite PoC Users if the Authenticated Originator’s PoC Address is a Participant of the PoC Session.

In the case of a 1-1 or Ad-hoc PoC Group the PoC Server performing the Controlling PoC Function SHALL invite the PoC Clients if the Authenticated Originator’s PoC Address is allowed according to the PoC Server local policy. The PoC Server local policy may be e.g. that either only the PoC Session initiator or any of the Participants is allowed to add PoC Users.  

Change 4:  (7.2.1.16 extended to handle Chat PoC Group other than Restricted or Unrestricted, Pre-arranged PoC Group behaves as Restricted Group)
7.2.1.13 PoC Session release policy

To enable the PoC Server to remove Participants from a PoC Session, the PoC Session release policy SHALL support the following operator configurable variables together with the possible values shown in parenthesis:

· auto-release (true/false) 

· if true the PoC Server SHALL remove rest of the Participants from Pre-arranged PoC Group Session and release the PoC Session when the originator leaves the PoC Session

· if false the PoC Server SHALL NOT remove rest of the Participants from Pre-arranged PoC Group Session nor release the PoC Session when the originator leaves the PoC Session

NOTE 1: 1-1 and Ad-Hoc PoC Group Sessions are always released when the PoC Session initiator leaves the PoC Session regardless of the value of "auto-release". Chat PoC Group Sessions are unaffected by auto-release.

· session max length (seconds)

· if the PoC Session has lasted the specified amount of seconds the PoC Server SHALL release the PoC Session

· number-of-remaining-participants (0/1)

· if a Pre-arranged or Ad-hoc PoC Group Session has as many as or less than specified Participants left the PoC Server SHALL release the PoC Session. The possible values should be 0 or 1.  This does not apply to Chat PoC Group Sessions. 

NOTE 2:  1-1 PoC Sessions are always released whenever there is only one or no members left in the PoC Session regardless of the value of "number-of-remaining-participants".

The release policy SHALL include the following:

NOTE 3:  Local policies may be defined by the operator and these local policies may impact the release policies defined here.

· 1. The PoC Server performing the Controlling PoC Function SHALL remove the rest of the Participants from the PoC Session it hosts and release the PoC Session:  

     a) if the PoC Session is an Ad-hoc or 1-1 PoC Session and the originator of the PoC Session leaves the PoC Session;

     b) if the PoC Session is a Pre-arranged PoC Session and the originator of the PoC Session leaves the PoC Session and the auto-release has the value "true";

     c) if the PoC Session is a 1-1 PoC Session and there is only one or no Participants in the PoC Session;

     d) if the PoC Session is a Pre-arranged or Ad-hoc PoC Group Session and there are as many as or less than "number-of-remaining-participants" Participants in the PoC Session;

     e) if the PoC Session has lasted longer than the session max length variable specifies; and,

     f) if the PoC Session is Pre-arranged or Chat PoC Group Session and the PoC Group is deleted.

· 2. The PoC Server performing the Controlling PoC Function SHALL remove a Participant from the PoC Session:

     a) if the PoC Session is Pre-arranged PoC Group Session or Chat PoC Group Session of a Restricted Group and the Participant is no longer listed in the <list> element of the PoC Group document or the Participant is no longer allowed to join by the <join-handling> action of the PoC Group’s authorization rules as specified in [PoC-XDM Specification].
b) if the PoC Session is Chat PoC Group Session of a Group other than Restricted Group and the Participant is no longer allowed to join by the <join-handling> action of the PoC Group’s authorization rules as specified in [PoC-XDM Specification].

Change 5:  (split of the description for the Restricted Chat PoC Group and Group other than Restricted in chapter 7.2.1.18 – the functionality is unchanged, Pre-arranged PoC Group behaves as Restricted Group)
7.2.1.14 PoC Session joining policy

The PoC Server performing the Controlling PoC Function SHALL allow only those PoC Users to join in the Ad-hoc and 1-1 PoC Session that it hosts who

· have been invited in the original invitation; and,

· have been invited during the PoC Session by the owner or by another Participant of the PoC Session

The PoC Server performing the Controlling PoC Function SHALL allow only those PoC Users to join in the Pre-arranged PoC Session or Chat PoC Session of a Restricted Group that it hosts whose Authenticated Originator’s PoC Address is allowed by the <join-handling> action of the PoC Group’s authorization rules and the Authenticated Originator’s PoC Address is listed in the <list> element of the PoC Group document as specified in [PoC-XDM Specification].

The PoC Server performing the Controlling PoC Function SHALL allow only those PoC Users to join in the Chat PoC Group Session of a Group other than Restricted Group that it hosts whose Authenticated Originator’s PoC Address is allowed by the <join-handling> action of the PoC Group’s authorization rules, as specified in [PoC-XDM Specification].

Change 6:  (split of the description for the Restricted Chat PoC Group and Group other than Restricted in chapter 7.2.1.18 – the functionality is unchanged, Pre-arranged PoC Group behaves as Restricted Group)
7.2.1.15 PoC Session Participant information policy

The PoC Server performing the Controlling PoC Function SHALL only allow the subscription to the Participant information of the PoC Session hosted by the PoC Server, to those PoC Users which satisfy any of the following conditions:

· 1. if the PoC Session is Ad-hoc PoC Group Session or 1-1 PoC Session, the Authenticated Originator's PoC Address is 

· a) a PoC Address of a PoC Session Participant of the PoC Session; or
· b) a PoC Address of an Invited PoC User of the PoC Session
· 2. if the PoC Session is Pre-arranged PoC Group Session or Chat PoC Group Session of a Restricted Group, the Authenticated Originator’s PoC Address is listed in the <list> element of the PoC Group document and the Authenticated Originator’s PoC Address is allowed to subscribe to Participant information according to the <allow-conference-state> action as specified in [PoC-XDM Specification]. 

· 2. if the PoC Session is the Chat PoC Group Session of a Group other than Restricted Group, the Authenticated Originator’s PoC Address is allowed to subscribe to Participant information according to the <allow-conference-state> action as specified in [PoC-XDM Specification]. 

Change 7:  (Pre-arranged PoC Group behaves as Restricted Group)
7.2.1.16 PoC Session initiation policy

In the case of a Pre-arranged PoC Group the PoC Server performing the Controlling PoC Function SHALL initiate the PoC Session if the Authenticated Originator’s PoC Address is allowed the action <allow-initiate-conference> as specified in [PoC-XDM Specification] and the Authenticated Originator’s PoC Address is listed in the <list> element of the PoC Group document.

In the case of a Pre-arranged PoC Group, the PoC Server performing the Controlling PoC Function SHALL invite PoC Group Members contained in the <list> element of the PoC Group document as specified in [PoC-XDM Specification]. If the number of PoC Group Members exceeds <max-participant-count>, the PoC Server performing the Controlling PoC Function SHALL invite only <max-participant-count> members from the list.

NOTE: 
How the PoC Server performing the Controlling PoC Function selects the <max-participant-count> members to invite is outside the scope of this specification.
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