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1 Reason for Change
PAG WG has agreed similar kind of changes to all examples in XDM 1.0 & Presence 1.0 specifications and PAG WG recommends PoC WG to agreed similar change to PoC XDM so that all XDM specifications are aligned. PAG agreed Input Contribution for PoC XDM is OMA-PAG-2006-0750R01-INP_POC1_XDM_example_corrections.
Several fixes onto examples at Appendix B. 
1) Aggregation proxy is a reverse proxy, you don’t send absolute URIs to them as they look like origin servers from the client point of view. Host-header is always mandatory according to RFC2616. 
2) Content-Length is not used with GET. 
3) xsi:schemaInstance is not needed
4) There were also some mistakes in examples where namespaces were included to the schema e.g. ”> ” tag was in wrong place. 
Revision 1:

- Removed /service from the beginning of Request-URI of HTTP requests as they should start directly with AUID

- Also some unnecessary white spaces are removed from 3) in example B2.1. 
Note: Similar changes are already included to all documents in XDM 1.0.1 ERP!!! 

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
PoC WG to approve proposed modifications to the PoC XDM 1.0 specification.
6 Detailed Change Proposal

Change 1:  Appendix B.1
B.1 Manipulating PoC Group Documents

B.1.1 Obtaining a PoC Group Document

Figure B.1 describes how XDM client obtains a particular PoC Group document.
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Figure B.1- XDM Client obtains a particular PoC Group document

The details of the flows are as follows:

1) The user “sip:ronald.underwood@example.com” wants to obtain the document, gossips.xml, describing the group “sip:myconference@example.com”. For this purpose the XDMC sends an HTTP GET request to the Aggregation Proxy.

GET /org.openmobilealliance.poc-groups/users/sip:ronald.underwood@example.com
/gossips.xml HTTP/1.1

Host: xcap.example.com

...

2) Based on the AUID the Aggregation Proxy forwards the request to PoC XDMS.

3) After the PoC XDMS has performed the necessary authorisation checks on the request originator, the PoC XDMS sends an HTTP “200 OK” response including the requested document in the body.

HTTP/1.1 200 OK

Etag: "et53"

...

Content-Type: application/vnd.oma.poc.groups+xml

<?xml version="1.0" encoding="UTF-8"?>

<group xmlns="urn:oma:xml:poc:list-service"
xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
xmlns:cr="urn:ietf:params:xml:ns:common-policy">
  <list-service uri="sip:myconference@example.com">
    <display-name xml:lang="en-us">Friends</display-name>

    <list>

      <entry uri="tel:+43012345678"/>

      <entry uri="sip:hermione.blossom@example.com"/>

    </list>

    <max-participant-count>10</max-participant-count>

    <cr:ruleset>

      <cr:rule id="a7c">

        <cr:conditions>

          <is-list-member/>

        </cr:conditions>

        <cr:actions>

          <join-handling>true</join-handling>

          <allow-anonymity>true</allow-anonymity>

        </cr:actions>

      </cr:rule>

    </cr:ruleset>

  </list-service>

</group>

4) The Aggregation Proxy routes the response to the XDM Client.

B.1.2 PoC Conference URI negotiation

Figure B.2 describes how the PoC XDMS can negotiate a Conference URI.
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Figure B.2- PoC XDMS negotiates a Conference URI

The details of the flows are as follows:

1) The user “sip:ronald.underwood@example.com” wants to create a document with a conference URI “sip:wrongname@example.com”. For this purpose the XDMC sends an HTTP PUT request to the Aggregation Proxy.

PUT /org.openmobilealliance.poc-groups/users/sip:ronald.underwood@example.com
/MyGroup.xml HTTP/1.1

Host: xcap.example.com

...

Content-Type: application/vnd.oma.poc.groups+xml

Content-Length: (...)


<group xmlns="urn:oma:xml:poc:list-service"
xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
xmlns:cr="urn:ietf:params:xml:ns:common-policy"
xmlns:ocr="urn:oma:xml:xdm:common-policy">

  <list-service uri="sip:wrongname@example.com">

    <list>

      <entry uri="tel:+43012345678"/>

      <entry uri="sip:hermione.blossom@example.com"/>

    </list>

    <invite-members>true</invite-members>

    <cr:ruleset>

      <cr:rule id="78t">

        <cr:conditions>

          <ocr:other-identity/>

        </cr:conditions>

        <cr:actions>

          <join-handling>true</join-handling>

        </cr:actions>

      </cr:rule>

    </cr:ruleset>

  </list-service>

</group>

creating the file “MyGroup.xml” to describe the pre-arranged PoC Group whose proposed name is “sip:wrongname@example.com”.

2) Based on the AUID the Aggregation Proxy forwards the request to PoC XDMS.

3) The PoC XDMS detects that the conference URI does not conform to the local policy. The PoC XDMS generates a valid conference name “sip:correctname@example.com” and sends an HTTP “409 Conflict” response including the generated URI.

HTTP/1.1 409 Conflict

...

Content-Type: application/xcap-error+xml

<?xml version="1.0" encoding="UTF-8"?>

<xcap-error xmlns="urn:ietf:params:xml:ns:xcap-error">

  <uniqueness-failure phrase="URI constraint violated">

    <exists field="group/list-service/@uri">

      <alt-value>sip:correctname@example.com</alt-value>

    </exists>

  </uniqueness-failure>

</xcap-error>

4) The Aggregation Proxy routes the response to the XDM Client.

5) The XDM Client repeats the XCAP request (sent in step 1) using the received PoC conference URI value.

PUT /org.openmobilealliance.poc-groups/users/sip:ronald.underwood@example.com
/MyGroup.xml HTTP/1.1
Host: xcap.example.com

...

Content-Type: application/vnd.oma.poc.groups+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<group xmlns="urn:oma:xml:poc:list-service"
xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
xmlns:cr="urn:ietf:params:xml:ns:common-policy"
xmlns:ocr="urn:oma:xml:xdms:common-policy">

  <list-service uri="sip:correctname@example.com">

    <list>
      <entry uri="tel:+43012345678"/>

      <entry uri="sip:hermione.blossom@example.com"/>

    </list>

    <invite-members>true</invite-members>

    <cr:ruleset>

      <cr:rule id="78t">

        <cr:conditions>

          <ocr:other-identity/>

        </cr:conditions>

        <cr:actions>

          <join-handling>true</join-handling>

        </cr:actions>

      </cr:rule>

    </cr:ruleset>

  </list-service>

</group>

where the file “MyGroup.xml” is the document created in step 1)

6) Based on the AUID the Aggregation Proxy forwards the request to PoC XDMS.

7) The PoC XDMS creates the request PoC conference URI and sends an HTTP “201 Created” response.

HTTP/1.1 201 Created

Etag: "et17a"

...

Content-Length: 0

8) The Aggregation Proxy routes the response to the XDM Client.

B.2 Manipulating PoC User Access Policy

B.2.1 Obtaining PoC User Access Policy rules

Figure B.3 describes how XDM client obtains PoC User Access Policy rules.
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Figure B.3- XDM Client obtains PoC User Access Policy rules

The details of the flows are as follows:

1) The user “sip:ronald.underwood@example.com” wants to obtain the document describing his PoC User Access Policy rules. For this purpose the XDMC sends an HTTP GET request to the Aggregation Proxy.

GET /org.openmobilealliance.poc-rules/users/sip:ronald.underwood@example.com
/pocrules HTTP/1.1

Host: xcap.example.com

...

where the filename “pocrules” is a standardized naming convention (see section 5.2.7).

2) Based on the AUID the Aggregation Proxy forwards the request to PoC XDMS.

3) After the PoC XDMS has performed the necessary authorisation checks on the request originator, the PoC XDMS sends an HTTP “200 OK” response including the requested document in the body.

HTTP/1.1 200 OK

Etag: "etu15"

...

Content-Type: application/auth-policy+xml

<?xml version="1.0" encoding="UTF-8"?>

<ruleset xmlns="urn:ietf:params:xml:ns:common-policy"
xmlns:poc="urn:oma:xml:poc:poc-rules"

 xmlns:ocp="urn:oma:xml:xdm:common-policy">

  <rule id="f3g44r1">

    <conditions>

      <identity>

        <one id="tel:5678;phone-context=+43012349999"/>

        <one id="sip:percy.underwood@example.com"/>

      </identity>

    </conditions>

    <actions>

      <poc:allow-invite>accept</poc:allow-invite>

    </actions>

  </rule>


<rule id="ythk764">

    <conditions>

      <ocp:anonymous-request/>

    </conditions>

    <actions>




<poc:allow-invite>reject</poc:allow-invite>

    </actions>

</rule>

</ruleset>

4) The Aggregation Proxy routes the response to the XDM Client.
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