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1 Reason for Change

a) Justification:

The PoCv1.0.1 does not clearly state how to handle situation when multiple PoC Addresses are registered.
b) Clauses affected:

8.10, 8.18, 8.26

c) Summary of change:

Clarification on how the PoC Client and PoC Server should work when multiple PoC Addresses are registered.

d) Consequence if not approved:

multiple PoC Addresses registration does not work.
e) Reason for revision:

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

 8.10 Handling of Simultaneous PoC Sessions

 8.10.1 General

A PoC Client and PoC Server MAY be capable of handling Simultaneous PoC Sessions. PoC Clients capable of handling Simultaneous PoC Sessions MAY become involved in Simultaneous PoC Sessions by inviting, joining or accepting more than one PoC Sessions, if handling of Simultaneous PoC Sessions is supported by the Home PoC Server. The PoC Client SHALL be aware if the Home PoC Server supports Simultaneous PoC Sessions. The PoC Client supporting the Simultaneous PoC Sessions SHOULD learn the support of the Simultaneous PoC Sessions in the Home PoC Network via DM-1 interface. If the Home PoC Network does not support Simultaneous PoC Sessions, then

· The PoC Client SHALL not initiate PoC Session while involved already in a PoC Session

· The PoC Client, when receiving a PoC Session invitation while involved in another PoC Session, SHALL either release the previous one and accept the new one or reject the new one.

PoC Client SHALL indicate to the Home PoC Server, if the PoC Client supports Simultaneous PoC Sessions. If the PoC Server invites a PoC Client that does not support Simultaneous PoC Sessions to a new PoC Session, when the PoC Client is involved in another PoC Session, the PoC Client SHALL either release the previous one and accept the new one or reject the new one. 

Each one of the Simultaneous PoC Sessions SHALL have own SIP Session, Talk Burst control and media channel established between the PoC Client and the Home PoC Server.

 8.10.2 Simultaneous PoC Session setup and control

The PoC Client, which is capable of handling Simultaneous PoC Sessions, SHALL be able to select the PoC Session priority of two priority levels (primary and secondary). At most one PoC Session MAY be primary. The rest of the PoC Sessions  SHALL be secondary. The session priority is used by the Home PoC Server to filter the RTP Media to be sent to the PoC Client. Additionally the PoC Client MAY lock and unlock itself to the selected PoC Session.

Primary/secondary prioritisation SHALL be PoC User and PoC Session specific. It SHALL be possible to change the prioritisation also while the PoC Client is engaged in multiple PoC Sessions. The primary/secondary session configuration SHALL be stored in the Home PoC Server. The setting MAY be made on the session setup or on the session update. When the priority information is received it SHALL be processed by the Home PoC Server. The lock/unlock information MAY be sent by the PoC Client to the PoC Server performing Participating PoC Function similar way. When PoC Client is locked to one PoC Session, then the Home PoC Server performing Participating PoC Function SHALL not send Talk Bursts of any other PoC Session to the PoC Client until unlocked or when PoC Session is ended.

The PoC Server performing Participating PoC Function SHALL identify that the PoC Session priority and/or locking is requested. If the pre-configured setting for the priority level is not defined the PoC Server performing the Participating PoC Function SHALL update the PoC Session priority according to the request. When the session priority is set primary for the PoC User, the possible previous primary session SHALL be automatically changed to the secondary one. If locking is requested and the PoC Server performing the Participating PoC Function allows locking for this PoC Session the PoC Server performing the Participating PoC Function SHALL lock the media stream filtering the way that this PoC Session is by-passed to the PoC Client until the PoC Session ends or it is unlocked. When locked to one PoC Session the PoC Server performing the Participating PoC Function SHALL automatically unlock the possible previous locked PoC Session. The PoC Server performing Participating PoC Function SHALL send the INVITE request to the PoC Server performing the Controlling PoC Function, but without Simultaneous PoC Session specific information elements.

The session priority MAY be set also on the Pre-established Session set-up. Locking to the Pre-established Session is not relevant.

 8.10.3 Setting session priority/lock-in during a PoC Session

PoC Client MAY change the PoC Session priority also during a PoC Session. In this case the PoC Client SHALL send an UPDATE to the PoC Server performing the Participating PoC Function. In this case the UPDATE SHOULD not be forwarded to the PoC Server performing Controlling PoC Function.

In the case the new PoC Session is either initiated or received, when the PoC Client is locked to another PoC Session, the PoC Client SHALL release the locking of another session by adding the unlocking request to the INVITE/UPDATE request to be able to communicate in the new PoC Session.

The PoC Server performing Participating PoC Function SHALL change the session priority and/or locking according to the PoC Client request, if not permanently pre-configured.

 8.10.4 RTP Media filtering of the Simultaneous PoC Sessions

PoC Client MAY participate in Simultaneous PoC Sessions. If there is RTP Media in more than one PoC Session in which the PoC Client is a Participant at the same time, the Participating PoC Function of the Home PoC Server SHALL filter the Talk Bursts so that the PoC User hears a single Conversation.

The Home PoC Server SHALL continue the by-passing the Talk Bursts from the same PoC Session until the Conversation has ended (PoC Session is inactive long enough), or when the PoC Session is put on hold (deactivate Talk Bursts) or a higher priority PoC Session is activated or another PoC Session is locked for talking/listening. On the change of the PoC Session the PoC Client SHALL release the Talk Burst if granted or queued. The RTP Media filtering SHALL be performed by the PoC User’s Home PoC Server without affecting to the Controlling PoC Function. 

The PoC Server SHALL by-pass the Talk Bursts of the Primary PoC Session immediately when received, even if it was by-passing Talk Burst of a Secondary PoC Session. If the PoC User was talking in a Secondary PoC Session, the Talk Burst SHALL NOT be interrupted, but the Talk Burst Control messages SHOULD be sent to the PoC Client. 

Among the Secondary PoC Sessions the PoC Server SHOULD by-pass the Talk Burst of the on-going Conversation. After the silent period the Home PoC Server SHALL select the RTP Media, where Talk Burst starts first. Of the several on-going Talk Bursts the Home PoC Server SHALL select the one according to its own policy. The PoC Client MAY lock itself temporarily into one PoC Session and thus, suspend the listening of any other PoC Session after Conversation has ended, until it is unlocked or PoC Session is released. The PoC Client MAY send Talk Burst request to any of the Simultaneous PoC Sessions. The possible locking to the previous PoC Session SHALL be released, when requesting Talk Burst to another PoC Session. The PoC Server SHALL be able to grant the Talk Burst and also to start to filter the same PoC Session for sending to the PoC Client.
 8.10.4.1 Simultaneous PoC Session association
The PoC Client SHOULD use the same contact address at the Simultaneous PoC Session establishment.

If the PoC Server does not support the served PoC Clients with multiple registered SIP URI based PoC Addresses, the PoC Server performing the Participating PoC Function SHOULD select for the RTP Media filtering the Simultaneous PoC Sessions

· with the same PoC Address used by served PoC Client provided at the Simultaneous PoC Session establishment; or,

· with the same served PoC Client contact address provided at the Simultaneous PoC Session establishment.

If the PoC Server supports the served PoC Clients with multiple registered SIP URI based PoC Addresses, the PoC Server performing the Participating PoC Function SHOULD select for the RTP Media filtering the Simultaneous PoC Sessions with the same served PoC Client contact address provided at the Simultaneous PoC Session establishment.
 8.10.5 Participant information delivery

The possible changes in the RTP Media filtering selection in the PoC Server (from one PoC Session to another) SHALL NOT affect the distribution of the Participant information.

When the PoC Server changes the PoC Session being delivered to the PoC Client, the PoC Server SHALL indicate on the User Plane which PoC Session is being delivered to the PoC User. The PoC Client SHALL identify each Simultaneous PoC Session with a unique identifier allocated by the Home PoC Server (Participating PoC Function).

 8.10.6 Monitoring

The PoC Server performing the Participating PoC Function SHOULD send the Talk Burst Control messages receiving Talk Burst and no Talk Burst of all Simultaneous PoC Sessions to the PoC Client.

 8.10.7 Authorisation

PoC Clients MAY have a provisioned attribute to tell how many Simultaneous PoC Sessions they are allowed to participate. The PoC Server SHALL not establish more PoC Sessions to the PoC Client having already maximum amount of Simultaneous PoC Sessions. In the terminating side the PoC Client SHALL be interpreted to be busy. In the originating side the request SHALL be rejected by the Participating PoC Function. 
 8.18 Access Control

 8.18.1 Access Control management

Access Control management includes operations that allow the XDMC to reliably manipulate the PoC User access policy and PoC Group authorization rules located in the PoC XDMS. The documents describing PoC User access policy and Group authorization rules MAY include references to Contact Lists or Group Lists stored in the Shared XDMS as URI lists.

A PoC Subscriber SHALL be able to manipulate the PoC User access policy and PoC Group authorization rules when queried.    

Access Control list management uses the XML Document Management operations specified in the [XDM AD].

 8.18.2 PoC User access policy

PoC User access policy MAY be used by the PoC User as a means of controlling the incoming PoC Session requests from other PoC Users or PoC Groups. 
If the PoC Client supports multiple SIP URI based PoC Addresses and multiple PoC Addresses are registered by a PoC Client explicitly or implicitly, the PoC Client SHOULD create the PoC User access policy for each registered PoC Address.

NOTE:
The SIP URI based PoC Addresses without existing PoC User access policy need not be available for PoC Service.

The PoC User access policy SHALL support the following actions:

· Allow/block PoC User and PoC Groups incoming PoC Session request

· Allow PoC Users to be treated in Automatic Answer Mode

The PoC User access policy MAY support the following actions:

· Allow PoC Users to override Manual Answer Mode setting, known as MAO.

The Access Control MAY be applied also on the delivery of the Instant Personal Alerts.

PoC User access policies are superseded by the Incoming PoC Session Barring state.

 8.18.3 Group authorization rules

The PoC Group owner MAY use authorization rules to control permissions to access a pre-defined PoC Group. The PoC Group authorization rules SHALL support the following actions:

· Allow/block PoC User initiating the conference

· Allow/block PoC User joining the conference

· Allow/block PoC User adding Participants to the conference

· Allow/block subscription to the conference state

· Allow/forbid the anonymity of certain Participants

 8.26 PoC Service Settings 

The PoC Client SHALL control the following PoC Service Settings via the POC-1 reference point:

· Answer Mode;

· Incoming Session Barring; 

· Incoming Instant Personal Alert Barring: and,

· Simultaneous PoC Sessions Support.

If the PoC Client supports multiple SIP URI based PoC Addresses and multiple PoC Addresses are registered by a PoC Client explicitly or implicitly, the PoC Client SHOULD publish the PoC Service Setting for each registered PoC Address. 

NOTE:
The SIP URI based PoC Addresses without published PoC Service Settings need not be available for PoC Service.

The following subclause describes the PoC Service Settings in more detail.

 8.26.1 Answer mode

The PoC Server in the Home PoC Network SHALL store the Answer Mode setting provided by the PoC Client for the Served PoC User 

The PoC Client SHALL allow the PoC User to change the Answer Mode setting.

The possible Answer Mode settings are:

· Automatic answer; and

· Manual answer.

The PoC Server in the Home PoC Network SHALL include the value of the Answer Mode in all invitations to the Served PoC User.

 8.26.2 Incoming Session Barring (ISB)

The PoC Server in the Home PoC Network SHALL store the ISB setting provided by the PoC Client for the Served PoC User.

The PoC Client SHALL allow the PoC User to change the ISB setting in the Home PoC Network.

The possible values are:

· ISB active; or,

· ISB not active.

If the value is “ISB active” the PoC Server SHALL reject all incoming invitations for the Served PoC User.

 8.26.3 Incoming Instant Personal Alert Barring (IAB)

If the Home PoC Network supports Incoming Instant Personal Alert Barring, the PoC Server in the Home PoC Network SHALL store the IAB setting provided by the PoC Client for the Served PoC User.

If the PoC Client supports Incoming Instant Personal Alert Barring, the PoC Client SHALL allow the PoC User to change the IAB setting in the Home PoC Network.

The possible values are:

· IAB active; or,

· IAB not active.

If the value is “IAB active” the PoC Server SHALL reject all incoming Instant Personal Alerts for the Served PoC User.

 8.26.4 Simultaneous PoC Sessions Support (SSS)

If the Home PoC Network supports Simultaneous PoC Sessions, the PoC Server in the Home PoC Network SHALL store the SSS setting provided by the PoC Client for the Served PoC User.

If the PoC Client supports Simultaneous PoC Sessions, the PoC Client SHALL indicate the SSS setting to the Home PoC Network.

The possible values are:

· SSS active;or, 
· SSS not active.

NOTE : If there are ongoing PoC Sessions the new value of the SSS setting will not take effect immediately.
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