Doc# OMA-POC-POCv2-2006-0071-AD-8.x-QoE-procedures[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-POC-POCv2-2006-0071-AD-8.x-QoE-procedures
Change Request


Change Request

	Title:
	AD 8.x QoE procedures 

	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PoC WG

	Doc to Change:
	OMA-AD-PoC-V2_0-20060130-D

	Submission Date:
	2006-01-30

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Orange, Telefonica
David Lozano dll231@tid.es   Thibaud.Mienville@francetelecom.com

	Replaces:
	n/a


1 Reason for Change

OMA PoC v2.0 Requirement Document introduced the concept of Quality of Experience (ref to section 6.1.9)

This concept of Quality of Experience needs to be reflected and described in the AD for consistency.

This CR introduces new subsections 8.x.3, 8.x.4 and 8.x.5 in order to further specify the behavior associated to the "Quality of Experience (QoE)" concept.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

The following specifications OMA-TS-PoC-UserPlane, OMA-TS-ControlPlane and OMA-TS-PoC-XDM will have to be updated accordingly in a next phase.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed modification shall be included in next version of the AD.
6 Detailed Change Proposal
8. System concepts

8.x.3  Setting QoE Profile for the PoC Session

Each PoC Session SHALL have a unique QoE profile assigned by the Controlling PoC Function at session establishment time. Since the QoE Profiles subscribed by each Participant may be different, some kind of QoE negotiation needs to take place during the Po Session establishment so that the assigned QoE profile can be acceptable and achievable for all Participants in the PoC Session. The setting of the QoE Profile for the PoC Session SHALL be according to the following.

The PoC Client SHOULD be able to explicitly indicate, in the SDP body of the initial invitation, the desired QoE profile to be applied for every outgoing PoC Session on a session-by-session basis, according to the following:

· When selecting the QoE profile for the outgoing PoC Session, the PoC User SHALL be able to choose any of his/her authorized QoE Profiles as provided by the operator (described in subsection 8.x.2 “QoE Provisioning”).

· The desired QoE SHALL be included in the initial invitation together with a strength parameter. This strength parameter indicates if the QoE Profile is “mandatory” or “optional” for the PoC Session. Both “optional” and “mandatory” values SHALL be supported by PoC Client and PoC Server.

· The strength parameter SHOULD have the value “mandatory” for “Basic” and “Crisis” QoE Profile requests.

Additionally, the PoC Client SHALL be able to set the Default Outgoing QoE Profile, as part of the PoC Service Settings (described in section 8.26.x “Default Outgoing QoE Profile”). The Default Outgoing QoE Profile SHALL be considered by the Participating PoC Function of the initiating PoC User when no explicit QoE Profile indication is included in the initial invitation. As a result, any invitation sent from the Participating PoC Function SHALL always contain a QoE Profile indication, together with the strength parameter.

Note: The Default Outgoing QoE Profile for PoCv1 Clients is assumed to be Basic/”mandatory”.

When the Controlling PoC Function receives the PoC Session invitation, it assigns a QoE Profile for the PoC Session according to the following:

· If the strength parameter indicates “mandatory”, the QoE Profile assigned to the PoC Session SHALL be equal to the requested QoE profile, without any further negotiation.

· If the strength parameter indicates “optional”, the QoE profile assigned to the PoC Session depends on the QoE profile allowed for the Participants invited to the PoC Session. Therefore, all the Participating PoC Function of the invited PoC User(s) SHALL respond back to the PoC Session invitation with the highest QoE Profile authorized for the served PoC User. When the Controlling PoC Function receives all the responses with the maximum authorized QoE Profiles for the invited Participants, the QoE Profile of the PoC Session SHALL be determined as follows:

· Equal the requested QoE Profile only if it is allowed for all the invited Participants.

· When the requested QoE Profile is not allowed for one or more invited Participants 

· the highest common QoE profile shared by all invited Participants in case of Ad Hoc Sessions

· the QoE Profile preconfigured for the PoC Group in case of Pre-arranged PoC Group Sessions

Note: the authorized QoE Profile for a given Participant depends on his subscription for the PoC Service and the operator’s local policy.

· For Crisis QoE Profile requests, if the initiating PoC User is correctly authorized, the behaviour reflected in subsection 8.x.3.1 “PoC Session establishment with Crisis QoE Profile” SHALL be applied.

· For Pre-arranged PoC Group Sessions, the preconfigured QoE Profile for the PoC Group SHALL be the minimum QoE Profile for the PoC Session:

· Any invitation for the Pre-arranged PoC Group that requests a lower QoE Profile SHALL be rejected by the Controlling PoC Function.

· When the requested QoE Profile is equal to the preconfigured QoE Profile for the PoC Group, the strength parameter SHALL be set to “mandatory” by the Controlling PoC Function.

Note: Multiple PoC Groups Sessions are Ad Hoc PoC Sessions.

· The QoE Profile assignation SHALL not vary if the PoC Session is actually redirected to a PoC Box.

In case the QoE Profile assigned for the PoC Session is not supported by an invited PoC user (e.g. PoC user's subscription does not match this profile), the Participating PoC Function serving that PoC User SHALL be able to, according to PoC Service Provider policies:

· Prevent the invited PoC user to join the PoC Session (default policy)

· Authorise the invited PoC user to join the Session in a receive-only mode (i.e. PoC user is not allowed to request the floor to send any Media Burst)

· Provisionally authorise the invited PoC User to join the Session with the requested QoE profile for the PoC Session.

· Perform any other action as decided by local policy.

PoC Session establishment rejections due to QoE reasons SHALL be properly informed to the affected PoC User.

The QoE Profile assigned for the PoC Session SHALL be sent to the terminating PoC Client(s) in the initial invitation. The inviting PoC Client SHALL receive the final QoE Profile assigned for the PoC Session with the first response to the initial invitation.

Finally, the PoC Client SHOULD reserve resources in the underlying network according to the QoE Profile and the Media Types included in the PoC Session, as provisioned by the PoC Servider Provider. 
8.x.3.1 PoC Session establishment with Crisis Profile request

PoC Users having crisis QoE subscription SHALL be able to establish a PoC Session with crisis QoE profile towards any PoC User, regardless of the subscription of the invited PoC Users. Therefore:

· The strength parameter for Crisis QoE Profile requests SHALL always be considered as “mandatory”, regardless of the value included by the originating PoC Client.

· Participating PoC Function(s) in the terminating side SHALL always authorize the PoC Session establishment for the invited PoC User.
8.x.3.2 Users joining/leaving an already established PoC Session

In case a PoC User leaves or joins an already established PoC Session, the QoE profile for the PoC session SHALL not be modified.

In case the QoE profile assigned to the already established PoC Session is not supported by the PoC user (e.g. PoC user's subscription does not match this profile), the Participating PoC Function serving the PoC User SHALL be able to, according to PoC Service Provider policies:

· Prevent the PoC user to join the already established PoC Session (default policy)

· Authorise the PoC user to join the already established PoC Session in a listen-only mode (i.e. PoC user is not allowed to request the floor to send any Media Burst)

· Authorise the PoC user to join the already established PoC Session with appropriate QoE upgrade of that particular PoC User, to the QoE profile already assigned to the PoC Session.

· Perform any other action as decided by local policy
8.x.4 Prioritization and pre-emption

The PoC Session Priority of a PoC Session SHOULD be directly determined from the QoE Profile assigned for the PoC Session, as defined by the PoC Service Provider.

If the prioritization and pre-emption capability is supported, the PoC Server SHALL prioritise the signalling of a PoC Session among the signalling of other PoC Sessions with lower PoC Session Priority.

If the prioritization and pre-emption capability is supported, under high load situations at the PoC Server:

· The PoC Server SHOULD prioritise all Media involved in a PoC Session among the Media of other PoC Sessions with lower PoC Session Priority.

· In case of several simultaneous PoC Sessions establishment requests associated to the same PoC Session Priority, the PoC Server SHALL proceed with the establishment by order of request.

· The establishment of PoC Sessions MAY force the pre-emption of other PoC Sessions with lower PoC Session Priority (i.e. PoC Sessions with lower PoC Session Priority are torn down by the PoC Server).

· The PoC Server SHALL be able to pre-empt ongoing PoC Session(s) of a PoC User when receiving a PoC Session request with a special PoC Session Priority (e.g. crisis) destinated to that PoC User. The decision SHALL be based on the operator specific policy.

When multiple PoC Sessions are in active, the PoC Client MAY support prioritization of the PoC Sessions (i.e. preferred allocation of resources for PoC Sessions with higher PoC Session Priority).
8.x.5 QoE mismatch

If the PoC Client fails to reserve the resources he requests from the underlying network according to the QoE Profile and the Media Types included in the PoC Session, as provisioned by the PoC Service Provider, the PoC Client SHOULD inform back to his serving Participating PoC Function about the QoE mismatch in a transparent way from PoC User perspective. 

The Participating PoC Function SHOULD inform the Controlling PoC Function and SHALL be able to, according to PoC Service Provider local policies:

· Keep the PoC Session even if the QoS perceived by the PoC User may not correspond to the QoE profile of the PoC Session

· Filter out sensible Media Types for the PoC User

· Cancel the PoC Session for this particular PoC User 

· Perform any other action, if needed

The Controlling PoC Function SHOULD inform about the QoE mismatch to the other Participants in the PoC Session.

The available information about the QoE mismatch SHALL be included in the Charging Information associated to all Participants in the PoC Session.
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