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1 Reason for Change

Justification
At the moment the UP specifies a number of TBCP specific fields (e.g. P-count and T2-timer). The fields can be used in more than one message. One example of that is the P-count that is used in both the TBCP Talk Burst Granted message and in the TBCP Talk Burst Taken message. The coding of P-count is described in 2 places which makes it very easy to specify different coding of the same field.
Further, each field is identified with an identity and specified for each message (i.e. the same field has the same identity and each message has to specify the value because the coding details are distributed. It would be much easier if a list of the identities could be kept in the same place in order to avoid the situation when the same field, by mistake, has different identity depending on in which message it appears.

Further, some messages describes the TBCP specific fields as separate subclauses others as part of messages text. Some alignment is needed.

The solution is to create a chapter describing the coding details for each TBCP specific field.

Note that some of the fields are message specific and should be kept together with the message and some are specified by RFC35050 and no specification is needed here.
Note also that the uses and how to populate a field can be message or procedure specific and should not be part of the coding details.

I have also used the OMA-TS-PoC-UserPlane-V1_0-20060320-C and the CR: OMA-POC-POCv1-2006-0081-UP-improve-compatibity in order to not degenerate the 6.5 “Talk Burst Protocol (TBCP) messages” subclause.
Scope of change
I have:
· Created a subclause for TBCP specific fields and a general chapter (in order to host the existing text) in the subclause 6.5.1 “APP message format”.

· Created a summary field with TBCP specific fields.

· Moved the coding details (but kept the “how to populate” the field) from messages description and replaced the text with a reference to the subclause where the coding details are.

· I have aligned how TBCP specific field are described in all messages. (only TBCP Talk Burst Request message needed some change)

The intention with the above modifications is only to restructure and no change of functionality is expected. 

Impacted subclauses
6.5.1.1 (New), 6.5.1.2 (New), 6.5.2, 6.5.2.1 (removed header), 6.5.2.2 (removed header),
Consequence if not accepted
It may cause big interoperability problems if the coding is described differently for the same field and with a different identity.

2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed modification shall be included in next version of the SD.
6 Detailed Change Proposal

Change 1:  (text moved around and modifed)
6.5 Talk Burst Control Protocol (TBCP) messages 

The Talk Burst Control Protocol (TBCP) is based on the RTCP Application Packets (RTCP: APP), as defined in Error! Reference source not found., but TBCP messages do not conform to the rules for compound RTCP packets or RTCP packet transmission. Each TBCP message SHALL be one RTCP: APP packet. These RTCP: APP packets SHALL not be sent in compound RTCP packets, but more than one TBCP Talk Burst Control message MAY be sent in a single IP packet. The structure of each TBCP message is defined below.

6.5.1 RTCP: APP message format

6.5.1.1 General
The definition of the fields in the RTCP APP packet is found in Error! Reference source not found..

Table 1 “RTCP: APP message format” shows the RTCP APP packet format.

Table 1: RTCP: APP message format.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P| subtype |   PT=APP=204  |            length             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                           SSRC                                |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name (ASCII)                         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                 application-dependent data                    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
The padding bit P SHALL be set to 0.

The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.

NOTE: The length field may indicate message size longer than specified in this version of the protocol.  This may be the case e.g. if message is of later version of this protocol.

The 4-byte ASCII string in the RTCP header SHALL be used to define the set of TBCP Talk Burst Control messages to be unique with respect to other APP packets that the application might receive. 

For PoC the ASCII name string SHALL be: PoC1. 

The use of application dependent data is specified in the subclauses following. If the length of the application dependent data is not a multiple of 4 bytes, the application dependent data SHALL be padded to a multiple of 4 bytes.  The value of the padding bytes SHOULD be set to zero. The PoC Client SHALL ignore the value of the padding bytes.

When unspecified message is received PoC Client and PoC Server SHALL:

· ignore whole the message, if the subtype is unknown

· ignore the unspecified fields in the message  (e.g. specified in PoC 2.0) 

· ignore the syntactically incorrect optional fields.
TBCP specific fields are defined in 6.5.1.2 “TBCP specific fields”, TBCP message specific fields are described in the subclause where the TBCP message is specified all other fields are defined in [RFC3550]. 
6.5.1.2 TBCP specific fields
This subclause list fields specific for TBCP.
	Field name
	Field ID
	Length
	Reference
	Description

	-
	000-099
	-
	[RFC3550]
	Used by RTCP [RFC3550]

	P-count
	100
	2
	6.5.1.2.1
	Participants

	T2-timer
	101
	2
	6.5.1.2.2
	Stop talking time

	TB-priority-level
	102
	2
	6.5.1.2.3
	TB-priority value

	Time-stamp
	103
	8
	6.5.1.2.4
	Time stamp value

	-
	104-255
	-
	Future releases of the PoC Enabler
	Reserved for future use


6.5.1.2.1   P-count
The P-count field SHALL include the value 100 (decimal) indicating that this additional information field is used to indicate the amount of Participants in the PoC Session.

The P-count-length field SHALL include the value 2 indicating the length of this item.

The Participant field SHALL be a 16 bits integer and it SHALL be used as follows:

0

= The number of Participant is not known.

1 … 65534   
= The number of Participants in the PoC Session including the speaker. 

65535

= 65535 or more Participants in the PoC Session including the speaker.

6.5.1.2.2  T2-timer
The T2-timer field SHALL include the value 101 (decimal) indicating that this additional information field is used to indicate the T2 (Stop talking) timer value.

The T2-length field SHALL include the value 2 indicating the length of this item.

The value of the Stop talking time value SHALL be a 16 bits integer and it SHALL be used as follows:

0 
= The value of timer T2 is unknown 

1 … 65534
      = The value of timer T2 in seconds,

65535

= The value of T2 is infinity.

The Stop talking timer value in the TBCP Talk Burst Granted message corresponds to the value of timer T2 at the time the timer is started, and therefore the value does not change during the Talk Burst.
6.5.1.2.3 TB-priority-level
The TB-priority-level field SHALL have the value 102 (decimal).

The TB-priority-length field SHALL have the value 2 indicating the length of this item.

The TB-priority value field SHALL consist of 16 bit parameter giving a defined Talk Burst request priority level.

The defined Talk Burst request priority levels that can be included in a TBCP Talk Burst Request message are:

1– normal priority

2 – high priority

3 – pre-emptive priority

All other values are reserved and SHALL NOT be used.

6.5.1.2.4 Time-stamp
The Time-stamp field SHALL have the value 103 (decimal).

The Time-stamp-length field SHALL have the value 8 (decimal) indicating the length of this item.

The Time-stamp-value field SHALL consist of 8 bytes giving an NTP timestamp as specified in RFC [1305].

6.5.2 TBCP Talk Burst Request message

The TBCP Talk Burst Request message is a request from a PoC Client to get permission to send a talk-burst.

Table 2 “TBCP Talk Burst Request message” shows the content of the message.

Table 2: TBCP Talk Burst Request message.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 0 0|   PT=APP=204  |          length               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of PoC Client requesting permission to send a talk burst |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|TB-priority          | TB-priority   | TB-priority value                 |

|  -level = 102 |  -length = 2  |                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|Time-stamp            | Time-stamp    |                                     |

| = 103         |  -length = 8  |                               :

:                       Time stamp value                        |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
The following bit pattern in the subtype field SHALL be used for the TBCP Talk Burst Request message: 00000.

The SSRC field SHALL carry the SSRC of the PoC Client that is requesting permission to send a Talk Burst.




The Talk Burst request priority level MAY be included if the PoC Client and the PoC Server have agreed to support queuing of Talk Burst requests.

The PoC Client SHALL include the TB-priority-level field if the PoC User has indicated that the Talk Burst request is desired at a level other than normal priority, or if the PoC Client wishes to change the TB-priority-level of a queued Talk Burst request.
The coding of the Talk Burst request priority is specified in subclause 6.5.1.2.3 “TB-priority-level”.









The Talk Burst request timestamp option SHALL be included if the PoC Client and the PoC Server performing the Controlling PoC Function have agreed to support time stamping of TBCP Talk Burst request messages and if the PoC Client wishes to timestamp a particular TBCP Talk Burst Request message.

The Talk Burst request timestamp option SHALL indicate when the original TBCP Talk Burst Request message was sent, if the PoC Client repeats the TBCP Talk Burst Request message.
If a timestamp is included in a TBCP Talk Burst Request message and the request is queued, the PoC Server SHALL use the value of the timestamp to determine the position of the request in the Talk Burst request queue.

The request SHOULD be queued according to the timestamp value, after all other requests associated with an earlier timestamp at the same level of priority and before all other requests associated with a later timestamp at the same level of priority.

The position of the request relative to other requests at the same priority, which were not time stamped, and relative to requests at different priority levels, SHALL be determined according to the policy of the PoC Server.
The coding of the Talk Burst request timestamp is specified in subclause 6.5.1.2.4 “Time-stamp”.


.

The timestamp option requires time synchronization between the PoC Clients in the PoC Session. However, the PoC network does not define any entity that performs time synchronization between the PoC Clients. Therefore, if a PoC Client supports the timestamp option, it SHALL be provided the NTP timestamp by a timeserver located outside the PoC network (for definition of a timeserver, see Error! Reference source not found.). 

NOTE:
The timeserver may be the GPS time provided by the protocols of the underlying access network.

6.5.3 TBCP Talk Burst Granted message

The TBCP Talk Burst Granted message is an action from the PoC Server performing the Controlling PoC Function to inform the requesting PoC Client that it has been granted the permission to send a Talk Burst.

Table 3 “TBCP Talk Burst Granted message” shows the content of the message.

Table 3: TBCP Talk Burst Granted message.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 0 1|   PT=APP=204  |          length=              |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|    SSRC of PoC Server performing the Controlling PoC Function |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| T2-timer = 101|T2-length = 2  |   Stop talking time value     | 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
| P-count = 100 |P-count-       |                               |
|               |    length = 2 |    Participants    
     | 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
The following bit pattern in the subtype field SHALL be used for the TBCP Talk Burst Granted message: 00001.

The TBCP Talk Burst Granted message SHALL consist of the mandatory 12 bytes of header information and MAY consist of 4 bytes of additional information used for the stop talking timer item, and another 4 bytes of additional information used for Participants item.

The value of the length field varies from 3 to 5 depending if optional additional information fields are included or not.

If the optional Stop talking time item is included, it SHALL give the time of the T2 (Stop talking) timer.
The coding of the Stop talking time is specified in subclause 6.5.1.2.2 “T2-timer”.






The Stop talking timer value in the TBCP Talk Burst Granted message corresponds to the value of timer T2 at the time the timer is started, and therefore the value does not change during the Talk Burst. 

In case the optional Participants item is included, it SHALL give the number of the Participants currently in the PoC Session.
The coding of the Participants is specified in subclause 6.5.1.2.1 “P-count”. 







The SSRC field SHALL carry the SSRC of the PoC Server performing the Controlling PoC Function.

6.5.4 TBCP Talk Burst Deny message

The TBCP Talk Burst Deny message is sent as an action from the PoC Server performing the Controlling PoC Function to the requesting PoC Client to inform it that permission to send a Talk Burst was rejected.

Table 4 “TBCP Talk Burst Deny message” shows the content of the message.

Table 4: TBCP Talk Burst Deny message.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 1 1|   PT=APP=204  |            length             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Controlling PoC Function   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  Reason code  |    Length     |         Reason Phrase         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :

:                                                               :

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field SHALL be used for the TBCP Talk Burst Deny message: 00011.

Application-dependent data for the TBCP Talk Burst Deny message includes a reason in the Reason code field and possibly followed by a text-string in the Reason Phrase field describing why the request was rejected. Therefore the length of the packet will vary depending on the size of the application dependent field.

The SSRC field SHALL carry the SSRC of the PoC Server performing the Controlling PoC Function.

The first 8 bits in the application-dependent data field is used for the Reason code field.

The Length field gives the length of the Reason Phrase field in bytes. If the Length field is set to 0, there is no reason in the Reason Phrase field. The Reason Phrase field may contain a text string with additional information. The text string SHALL use the same encoding as the text strings in the SDES item CNAME as specified in Error! Reference source not found..

6.5.4.1 Reason codes

6.5.4.1.1 Another PoC User has permission

Indicates that another PoC User has permission to send a Talk Burst.

The value of the Reason code field SHALL be: 1.

6.5.4.1.2 Internal PoC Server Function error

Indicates that the PoC Server performing the Controlling PoC Function cannot grant the Talk Burst request due to an internal error.

The value of the Reason code field SHALL be: 2.

6.5.4.1.3 Only one Participant in the PoC Session 

Indicates that the PoC Server performing the Controlling PoC Function cannot grant the talk request, because the requesting party is the only Participant in the PoC Session.

The value of the Reason code field SHALL be: 3.

6.5.4.1.4 Retry-after timer has not expired

Indicates that the PoC Server performing the Controlling PoC Function cannot grant the talk request, because timer T9 (Retry-after) has not expired after permission to send a Talk Burst has been revoked.

The value of the Reason code field SHALL be: 4.

6.5.4.1.5 Listen only

Indicates that the PoC Server performing the Controlling PoC Function cannot grant the talk request, because the requesting party only has listen only privilege.

The value of the Reason code field SHALL be: 5.

6.5.5 TBCP Talk Burst Release message

The TBCP Talk Burst Release message is sent as an action from the PoC Client that has permission to send a Talk Burst to the PoC Server performing the Controlling PoC Function to inform it that the Talk Burst is completed.

The Talk Burst Release message MAY also be sent if the PoC Client and the PoC Server performing the Controlling PoC Function have agreed to support queuing of Talk Burst requests and if the PoC Client has a request in the Talk Burst request queue. In this case, the TBCP Talk Burst Release message is sent as an action from the PoC Client that has requested permission to send a Talk Burst to the PoC Server performing the Controlling PoC Function to inform it that the request for a Talk Burst is cancelled. The message is used to cancel the request regardless of whether the request has been granted.

Table 5 “TBCP Talk Burst Release message” shows the content of the message.

Table 5: TBCP Talk Burst Release message.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 0 0|   PT=APP=204  |          length=3             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|    SSRC of PoC Client with permission to send a talk burst    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|sequence number of last packet |I|      padding                |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+ 
The following bit pattern in the subtype field SHALL be used for the TBCP Talk Burst Release message: 00100.

The application-dependent data field consists of 4 octets.

· The first 16 (0 to 15) bits is the sequence number of the last RTP-packet in the Talk Burst.

· Bit 16 is the Ignore Sequence Number field.

· The last 15 (17-31) bits in the application-dependent data field is padding and SHOULD be set to zero. The PoC Server SHALL ignore the value of the padding bytes.
If the PoC Client does not populate the sequence number of the last packet field with a correct sequence number, the PoC Client SHALL set the Ignore Sequence Number field to 1. If Ignore Sequence Number field is set to 1, the PoC Server performing the Controlling PoC Function SHALL ignore the sequence number of the last packet field since the PoC Client has not populated the sequence number of the last packet field with a correct value.

NOTE:
The Ignore Sequence Number field is used in case where PoC Client that has a permission to send a Talk Burst, releases the Talk Burst

and in case PoC Clients that utilize radio bearers that prohibit the possibility to keep track of the RTP sequence number of the speech packets, e.g. SO60 in CDMA2000 [3GPP2 C.S0047-0 v1.0].

Therefore, the length field SHALL be set to three.

The SSRC field SHALL carry the SSRC of the PoC User with permission to send a Talk Burst.

6.5.6 TBCP Talk Burst Idle message

The TBCP Talk Burst Idle message is sent as an action from the PoC Server performing the Controlling PoC Function to participating PoC Clients signaling that no PoC Client has permission to send a Talk Burst.

Table 6 “TBCP Talk Burst Idle message” shows the content of the message.

Table 6: TBCP Talk Burst Idle message.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 0 1|   PT=APP=204  |          length=2             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Controlling PoC Function   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field SHALL be used for the TBCP Talk Burst Idle message: 00101.

No valid application-dependent data is defined for TBCP Talk Burst Idle for this version of PoC. Therefore, the TBCP Talk Burst Idle message SHALL only consist of the mandatory 12 bytes of header information and the length field SHALL be set to two.

The SSRC field SHALL carry the SSRC of the PoC Server performing the Controlling PoC Function.

6.5.7 TBCP Talk Burst Taken message

The TBCP Talk Burst Taken message is sent as an action from the PoC Server performing the Controlling PoC Function to inform non-requesting PoC Client(s) that someone has been granted permission to send a Talk Burst.

Table 7 “TBCP Talk Burst Taken message” shows the content of the message.

Table 7: TBCP Talk Burst Taken message.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P| subtype |   PT=APP=204  |           length              |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Controlling PoC Function   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of PoC Client granted a permission to send a Talk Burst  |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|         SDES item CNAME followed by SDES item NAME            |

:                                                               :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| P-count = 100 |    P-count-   |                               |

|               |    length = 2 |    Participants    
     | 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
The following bit pattern in the subtype field SHALL be used for the TBCP Talk Burst Taken message: 

· 00010, when no acknowledgement reply is expected; and,

· 10010, when the sender of the TBCP Talk Burst Taken message expects an acknowledgement reply.

In the application dependent data, the TBCP Talk Burst Taken message SHALL carry a SSRC field and SDES items, CNAME and MAY carry SDES item NAME to identify the PoC Client that has been granted permission to send a Talk Burst. 

If the PoC Client that has been granted permission to send a Talk Burst has requested privacy an anonymous URI SHALL be included instead of the PoC User's PoC Address in CNAME. The anonymous URI SHALL follow the guidelines defined in [RFC3323] for anonymous URIs and be the same as in Participant information specified in [OMA-CP] "Generating a SIP NOTIFY request".

The SDES item NAME SHALL be included if it is known by the PoC Server.  The TBCP Talk Burst Taken message MAY also carry Participants item indicating the number of the Participants in the PoC Session.  Therefore the length of the packet will vary depending on number of SDES items and the size of the SDES items and existence of the optional Participants indication.

The CNAME identifier SHALL carry the URI of the PoC User that has been granted permission to send a Talk Burst, while the NAME identifier, if included and privacy is not requested, SHALL carry the Nick Name of the PoC User that has been granted permission to send a Talk Burst. The SDES items and the proper encoding of the URI and the Nick Name are specified in Error! Reference source not found.. The format of the SIP URI is defined in [RFC2396] and [RFC3261].
If the optional Participants item is included, it SHALL consist of the 8 bits P-count field and the 8 bits P-count-length field indicating the length of the following additional information in bytes (8 bits) and the 16 bits Participants field as an integer number (x) giving the number of the Participants currently in the PoC Session.
The coding of the Participants is specified in subclause 6.5.1.2.1 “P-count”.  







The SSRC field SHALL carry the SSRC of the PoC Server performing the Controlling PoC Function.

The SSRC field in the application dependent data of the Talk Burst Taken message SHALL carry, either;

1. the SSRC of the PoC Client that has been granted a permission to send a Talk Burst, if known by the PoC Server, or;

2. the SSRC field with all 32 bits set to ‘1’. In this case the receiving PoC Client SHALL ignore the SSRC field.

6.5.8 TBCP Talk Burst Revoke message

The TBCP Talk Burst Revoke message is sent from the PoC Server performing the Controlling PoC Function to the PoC Client with permission to send a Talk Burst to inform it stop sending a Talk Burst.

Table 8 “TBCP Talk Burst Revoke message” shows the content of the message.

Table 8: TBCP Talk Burst Revoke message.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 1 0|   PT=APP=204  |          length               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Controlling PoC Function   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|           Reason code         |    additional information     |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field SHALL be used for the TBCP Talk Burst Revoke message: 00110.

The application-dependent data field SHALL carry a reason in the Reason code field for why the PoC Server performing the Controlling PoC Function wants the PoC Client to stop sending a Talk Burst. Also additional information can be carried in the additional information field, therefore the length of the packet may vary depending on the value of the Reason code field.

The SSRC field SHALL carry the SSRC of the PoC Server performing the Controlling PoC Function.

6.5.8.1 Reason codes

The first 16 bits in the application-dependent data field is used for the Reason code field. Thereafter additional information is added. Depending on the value of the Reason code field, the number of octets conveying additional information differs.

6.5.8.1.1 Only one PoC User

Indicates that the PoC Client is the only PoC Client in the Session.

The value of the Reason code field SHALL be: 1.

No additional information SHALL be included. Hence, the first 16 bits in the additional information field SHALL be populated with zeros.

6.5.8.1.2 Talk burst too long

Indicates that the PoC User has talked too long, i.e. the stop-talking timer has expired. 

The value of the Reason code field SHALL be: 2.

As additional information the additional information field carries a retry-after field where the 16 bits in the additional information field is an integer number giving the time in seconds when the PoC Client can request permission to send a Talk Burst again. The timer length should be a few seconds longer than the timer value for the retry-after timer in the PoC Server performing the Controlling PoC Function.

NOTE 1:
T12 = T9 + ( (a few seconds) where [T3 – (average round trip time from PoC Client to Controlling PoC Function + average round trip time from Controlling PoC Function to PoC Client)] <= ( <=T3
Thus, a PoC Client that receives a TBCP Talk Burst Revoke message with a retry-after field that is non-zero SHOULD NOT try to transmit anything before the time given in the retry-after field has expired. Therefore, a retry-after timer in the PoC Client is needed.

NOTE 2:
The retry-after timer functionality in the PoC Server performing the Controlling PoC Function and in the PoC Client is used to prevent a PoC User to immediately request permission to send a Talk Burst after it has received a TBCP Talk Burst Revoke message.

6.5.8.1.3 No permission to send a Talk Burst

Indicates that the PoC Client does not have permission to send a Talk Burst even though the PoC Client is in the “has permission state” and transmits RTP Media packets.

Temporary loss of coverage for a PoC Client with permission to send a Talk Burst may result in this case of different states in the PoC Client and the PoC Server performing the Controlling PoC Function. This happens when the loss of coverage is longer than the timer value of the T1 (End of RTP Media) timer”.

The value of the Reason code field SHALL be: 3.

No additional information SHALL be included. Hence, the first 16 bits in the additional information field SHALL be populated with zeros.

6.5.8.1.4 Talk Burst pre-empted

Indicates that the PoC Client’s permission to send a Talk Burst is being pre-empted.

The value of the Reason code field SHALL be: 4.

No additional information SHALL be included. Hence, the first 16 bits in the additional information field SHALL be populated with zeros.

6.5.9 TBCP Talk Burst Acknowledgement message

The TBCP Talk Burst Acknowledgement message is a response from a PoC Client to a message that has been sent.

Table 9 “TBCP Talk Burst Acknowledgement” shows the content of the message.

Table 9: TBCP Talk Burst Acknowledgement.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 1 1|   PT=APP=204  |          length=3             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of PoC Client sending the acknowledgement message        |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| subtype |      reason code    !    padding                    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+ 
The following bit pattern in the subtype field SHALL be used for the TBCP Talk Burst Acknowledgement message: 00111.

The application dependent data area contains one or two defined fields: subtype followed by 11 bits of reason code field followed by 16 padding bits. If the reason code field is not used the corresponding field is filled by padding bits as specified in subclause ‎6.5.1 ’RTCP: APP message format’.

The application dependent data subtype field SHALL be the value of the subtype field found in the message that is being acknowledged.

The SSRC field shall carry the SSRC of the PoC Client that is sending the acknowledgement.

6.5.9.1 Reason codes

6.5.9.1.1 Accepted

Indicates that the PoC Client has accepted the incoming PoC Session.

The reason code SHALL be: 0 (decimal value).

6.5.9.1.2 Busy

Indicates that the PoC Client has not accepted the incoming PoC Session, because it is busy.

The reason code SHALL be: 1 (decimal value).

6.5.9.1.3 Not accepted

Indicates that the PoC Client has not accepted the incoming PoC Session. 

The reason code SHALL be: 2 (decimal value).
6.5.10 TBCP Talk Burst Request Queue Status Request message

The TBCP Talk Burst Request Queue Status Request message is a request from a PoC Client to get information about the PoC Client’s position in the Talk Burst request queue.

Table 10 “Talk Burst Request Queue Status Request message” shows the content of the message.

Table 10: Talk Burst Request Queue Status Request message.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 1 0 0 0|   PT=APP=204  |          length=2             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of PoC Client requesting queue status information
|

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
The following bit pattern in the subtype field SHALL be used for the Talk Burst Request Queue Status Request message: 01000.

The SSRC field SHALL carry the SSRC of the PoC Client that is requesting information about its position in the Talk Burst request queue.

No valid application-dependent data is defined for the TBCP Talk Burst Request Queue Status Request message for this version of PoC. Therefore, the TBCP Talk Burst Request Queue Status Request message SHALL only consist of the mandatory 12 bytes of header information and the length field SHALL be set to two.

6.5.11 TBCP Talk Burst Request Queue Status Response message

The TBCP Talk Burst Request Queue Status Response message is sent by the PoC Server performing the Controlling PoC Function to notify the PoC Client of its position in the Talk Burst request queue. The message is sent in response to a TBCP Talk Burst Request message if the request is queued, and in response to a TBCP Talk Burst Request Queue Status Request message. It may be sent at other times, e.g. if the PoC Client is removed from the Talk Burst request queue or if the position or priority of the request is changed.

Table 11“TBCP Talk Burst Request Queue Status Response message” shows the content of the message.

Table 11: TBCP Talk Burst Request Queue Status Response message.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 1 0 0 1|   PT=APP=204  |          length=3             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of PoC Server performing the Controlling PoC Function
|

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|   Priority  |         Queue position            |  padding
|

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
The following bit pattern in the subtype field SHALL be used for the TBCP Talk Burst Request Queue Status Response message: 01001.

The SSRC field SHALL carry the SSRC of the PoC Server performing the Controlling PoC Function.

The application-dependent data area contains two defined fields in this version of PoC: the priority level and the queue position.

The priority level field is a 1 byte field which defines the priority level that is currently held by the last request received. The defined priority levels that can be included in a TBCP Talk Burst Request Queue Status Response message are:

0 – no priority (i.e. un-queued) 

1 – normal priority 

2 – high priority

3 – pre-emptive priority

The default value if the TBCP priority option was not negotiated at PoC Session setup shall be 0 – normal priority.

All other values are reserved.

The queue position field defines the number of PoC Clients in the TBCP Talk Burst Request Queue Status Response message that are ahead of the PoC Client. The queue position field SHALL have the value 0 if the PoC Client is un-queued. The queue position field SHALL have the max value (65535) if the PoC Client is queued but the PoC Server is unable to determine the queue position or if PoC Server policy is not to release information of the queue position to the PoC Client.

The last 8 bits are padding bits and SHALL be set to zero.

6.5.12 TBCP Disconnect message

The TBCP Disconnect message is sent by the PoC Server performing the Participating PoC Function to the PoC Client to indicate that the PoC Session using a Pre-established Session has been released.

Table 12 “TBCP Disconnect message” shows the content of the message.

Table 12: TBCP Disconnect message.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 1 0 1 1|   PT=APP=204  |          length=2             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Participating PoC function |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field SHALL be used for the TBCP Disconnect message: 01011.

No valid application-dependent data is defined for TBCP Disconnect for this version of PoC. Therefore, the TBCP Disconnect message SHALL only consist of the mandatory 12 bytes of header information and the length field SHALL be set to two.

The SSRC field SHALL carry the SSRC of the PoC Server performing the Participating PoC Function.

6.5.13 TBCP Connect message

The TBCP Connect message is sent as an action from the PoC Server performing the Participating PoC Function to inform PoC Client(s) using Pre-established Session that it has been connected to a PoC Session.

Using the Pre-established Session procedure, the TBCP Connect message informs a terminating PoC Client(s) that it has been invited to a PoC Session and provides the PoC Session Identity, or an originating PoC Client that it has successfully established a PoC Session.

Table 13 “TBCP Connect message” shows the content of the message.

Table 13: TBCP Connect message.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 1 1 1 1|   PT=APP=204  |           length              |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Participating PoC function |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|     SDES item content         | Session type  | Add. indic.   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|         SDES items            |                               |

:                                                               :

|                                                               |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field SHALL be used for the TBCP Connect message: 01111.

In the application dependent data, the TBCP Connect message SHALL carry SDES item content, Additional indications (Add. indic.) and one to four SDES items. The SDES items field (in the order presented)

· SHALL include a CNAME item to identify the PoC Client initiating the PoC Session, if privacy was not requested;

· MAY include a NAME item to identify the Nick Name of the PoC Client initiating the PoC Session, if privacy was not requested;

· SHALL include a CNAME item to identify the PoC Session Identity;

· MAY include a NAME item to identify the PoC Group Name, if the PoC Session is of type prearranged or chat; 

· SHALL include a CNAME of the PoC Group Identity, if the PoC Session is of type pre-arranged or chat.

If the PoC Client that initiated the PoC Session has requested privacy an anonymous URI SHALL be included instead of the PoC User's PoC Address in CNAME. The anonymous URI SHALL follow the guidelines defined in [RFC3323] for anonymous URIs and be the same as in Participant information specified in [OMA-CP] "Generating a SIP NOTIFY request".
SDES item content size SHALL always be two bytes and Additional indications size SHALL always be two bytes. The length of the whole packet MAY vary depending on the amount and size of the SDES items.

SDES item content includes the bit pattern ABCDEXXXXXXXXXXX, where each bit indicates if the optional SDES item is included or not (1= included, 0=not included) according to the description below:

A= Identity of the Inviting PoC Client.

B= The Nick Name provided by the Inviting PoC Client.

C= PoC Session Identity.

NOTE:
The PoC Session Identity matches the PoC Session Identity the PoC Server performing the Controlling PoC Function returns in the contact header of the SIP 200 "OK" to the PoC Server performing the Participating PoC Function.

D= The PoC Group Name.

E=PoC Group Identity.

X= for future use (set to 0).

Session type indicates the Session Type uri parameter as follows:

00000000 = no session type

00000001 = 1-1

00000010 = adhoc

00000011 = prearranged

00000100 = chat

The rest of the values are reserved for future use.

Additional indications includes the bit pattern axxxxxxx, where each bit indicates if the additional indication is included or not (1= included, 0=not included) according to the description below:

a= Manual Answer Override Indication.

x= for future use (set to 0).

The SDES items and the proper encoding of the URI are specified in Error! Reference source not found..

The SSRC field SHALL carry the SSRC of the PoC Server performing the Participating PoC function.

6.5.14 Subtype bit pattern reserved for future use

All bit patterns in the subtype field that have not been specified above are reserved for future use.
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