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1 Reason for Change

2 R01:
This is the agreed version. Impact in PoC Client removed. Modification in PoC Server is corrected.
Justification
The RD contains a requirement that Media Burst Control Schemes may be supported. At the moment the AD does not show anything about this. 
Scope of change
This CR adds the Media Burst Control Schemes to PoC Client, XML Document Management Client and the Controlling PoC Function as optional functions.
Impacted subclauses
Subclauses 6.1.1, 6.1.2 and 6.1.3.1 are modified.

Consequence if not accepted
Functional allocation of Media Burst Control Schemes is not done.

3 Impact on Backward Compatibility

No impact.
4 Impact on Other Specifications

No impact
5 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

6 Recommendation

It is recommended that the proposed modification shall be included in next version of the CP.
7 Detailed Change Proposal

6.1.1   PoC Client

The PoC Client resides on the User Equipment and is used to access the PoC service.

The PoC Client SHALL be able to:

· Allow PoC Session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and release.

· Perform registration with the SIP/IP Core.

· Authentication of the PoC User to the SIP/IP Core.
· Generate and send Talk Bursts containing PoC Speech.
· Receive and decode Talk Bursts containing PoC Speech.
· Support Talk Burst Control procedures and Talk Burst Control Protocol negotiation.

· Incorporate PoC configuration data provided by the DM Client.

· Support the PoC Service Settings. 
Editor’s Note: It is FFS whether all PoC 2 Service Settings are sent to the PoC Server if the PoC Server doesn’t support.
· Support User Plane adaptation procedures if initiated by the PoC Server.

· Support receiving of Instant Personal Alert.
The PoC Client SHOULD be able to use QoE Profiles.

The PoC Client MAY:

· Allow PoC Session initiation including negotiation of Media Content in addition to PoC Speech.
· Support sending of Instant Personal Alert

· Provide Group Advertisement
· Support Media Burst Control procedures and Media Burst Control Protocol negotiation.
· Support multiple Talk Burst Control Protocols and/or Media Burst Control Protocols.

· Support Talk Burst request and Media Burst request queuing that may be based on priority or timestamp.
· Send quality feedback reports after end of Media Burst or Talk Burst.
· Support for Pre-established Sessions.

· Support Simultaneous PoC Sessions.
· Support Enhanced Simultaneous PoC Sessions.

· Support prioritization and pre-emption of PoC Sessions, according to the applicable QoE Profile.
· Support Session on-hold procedures.
· Request privacy for PoC User Identity.
· Support of Media-floor Control procedures.
· Support PoC crisis event handling.
· Support PoC Box capability.
· Support Invitation Reservation.
· Support Dynamic PoC Groups functionality.
· Support Moderated PoC Session Media Burst Control.
· Support Request with Media Content.
· Support PoC Remote Access
· Support Full Duplex Call Follow On procedures
· Generate and send Media Bursts containing Media in addition to PoC Speech.
· Receive and decode Media Bursts containing Media in addition to PoC Speech.
NOTE: Sent Media Bursts may be generated from content received in realtime or from stored content and the content from received Media Bursts may be rendered to the PoC User in realtime or stored for rendering later.
· Support PoC Session modification for adding or removing Media in a PoC Session.
· Support the PoC Dispatcher functionality.
· Support invited parties’ identity information functionality.

· Support PoC Session initiation with multiple Pre-arranged PoC Group Identities

· Support the Advanced Revocation alert

· Support the browser-based PoC Client invocation functionality
· Support obtaining Participant information.
6.1.2   XML Document Management Client

The XML Document Management Client (XDMC) is an XCAP client which manages XML documents stored in the network (e.g. PoC-specific documents in the PoC XDMS, URI lists used as e.g. Contact Lists in the Shared XDMS, etc).  Management features include operations such as create, modify, retrieve, and delete.  

The XDMC MAY be implemented in a UE or fixed terminal.

The XDMC SHALL:

· Manage XML documents.
The XDMC MAY:

· Subscribe to changes made to XML documents stored in the network, such that it will receive notifications when those documents change.
· Support Incoming Condition Based PoC Session Barring.
· Support Outgoing Condition Based PoC Session Barring.
· Support Incoming Media Barring.

6.1.3.1 Controlling PoC Function

The PoC Server SHALL perform the following functions when PoC Server performs the Controlling PoC Function:

· Provides centralized PoC Session handling
· Supports assignation and application of a QoE Profile for each PoC Session
· Provides the centralized media distribution

· Provides the centralized Talk Burst Control functionality including Talker Identification
· Provides the centralized MediaTalk Burst Control functionality including Sender Identification
· Provides SIP Session handling, such as SIP Session origination, release, etc.

· Provides policy enforcement for participation in PoC Group Sessions

· Provides the PoC Session Participants information 

· Provides for privacy of the PoC Addresses of Participants

· Collects and provides centralized media quality information

· Provides centralized charging reports

· Supports User Plane adaptation procedures

· Supports Talk Burst Control Protocol negotiation.
· Supports Media Burst Control Protocol negotiation.
· Supports of Media-floor Control procedures.
· Support PoC Session initiation with multiple Pre-arranged PoC Group Identities

· Support invited parties’ identity information functionality.

The PoC Server MAY perform the following function when PoC Server performs the Controlling PoC Function:

· Supports Talk Burst request and Media Burst request queuing that may be based on priority or timestamp.
· Provides transcoding between different codecs.
· Supports PoC crisis event handling.
· Supports PoC Box handling
Editor’s Note: It is FFS whether Controlling PoC Function provides notification of PoC Box participation.
· Prioritization and pre-emption of PoC Sessions according to the QoE Profile associated to each PoC Session.
· Supports Dynamic PoC Groups functionality.
· Supports Moderated PoC Session Media Burst Control procedures.
· Supports Request with Media Content.
· Supports Full Duplex Call Follow On procedures.
· Supports Dispatch PoC Sessions.
· Supports PoC Interworking with External P2T Networks.
· Supports PoC Remote Access
· Provides information for Advanced Revocation alert  (maximum transit time, alert margins)
· Supports PoC Media Traffic Optimisation
· Support Media Burst Control Schemes.
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