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1 Reason for Change

A) Justification:
In order to remove remaining Editor's Note at the end of Section for ‘Invited Parties Identity Information’, we propose new default access rule for this functionality in this document.

B) Clauses affected:
4.17, 4.38

C) Summary of change:
See below.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights Considerations

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend discussing the proposal and incorporating the proposed changes into OMA PoC2 SD.

6 Detailed Change Proposal
Change 1:  default access rule

4.17
 Access Control

4.17.1 
Access Control management

Access Control management includes operations that allow the XDMC to reliably manipulate the PoC User access policy and PoC Group authorization rules located in the PoC XDMS. The documents describing PoC User access policy and PoC Group authorization rules MAY include references to Contact Lists or Group Lists stored in the Shared XDMS as URI lists.

A PoC Subscriber SHALL be able to manipulate the PoC User access policy and PoC Group authorization rules when queried.     

Access Control list management uses the XML Document Management operations specified in the [XDM AD V2.0].

4.17.2 
PoC User access policy

PoC User access policy MAY be used by the PoC User as a means of controlling incoming and outgoing PoC Session requests from other PoC Users or PoC Groups. 
The PoC User access policies include: 

· Default Access Rules;
· Incoming Condition Based PoC Session Barring (ICSB);
· Outgoing Condition Based PoC Session Barring (OCSB); and,
· Incoming Media Barring.
Editor’s Note: The precedence rules for combining different access policies are FFS.
PoC User access policies are superseded by the Incoming PoC Session Barring state.
4.17.2.1 Default access rules

The PoC User access rules SHALL support the following actions:

· Allow/block PoC User and PoC Groups incoming PoC Session request
· Block anonymous PoC User’s incoming PoC Session request

· Allow PoC Users to be treated in Automatic Answer Mode

The PoC User access rules MAY support the following actions:

· Allow PoC Users to override Manual Answer Mode setting, known as MAO
· Allow Ad-hoc PoC session to be treated in Manual Answer Mode (described in section 4.38).
The access rules MAY be applied also on the delivery of the Instant Personal Alerts.

Change 2:  Invited Parties Identity

4.38 Invited Parties Identity Information

SKIPPING… 

A PoC Client SHALL be able to publish its Invited Parties Identity Information Mode Setting for its Home PoC Server’s behaviour when the Home PoC Server will accept an invitation automatically as follows;
· “Answer automatically and send the invitation to the PoC Client with the invited parties identity information when the Home PoC Server will accept the invitation for him automatically.” or

·  “Answer automatically and send the invitation to the PoC Client without the invited parties identity information when the Home PoC Server will accept the invitation for him automatically”
A PoC Client SHOULD be able to set its default access rules for its Home PoC Server’s behaviour of overriding Answer Mode setting when the Home PoC Server will accept an invitation automatically as follows;
· “Not answer automatically when ID Notification Indication of his/her PoC Address is set as “SHOWN” in a received invitation” or

· “Not answer automatically when ID Notification Indications of all invited PoC Addresses are set as “HIDDEN” in a received invitation”.
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