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1 Reason for Change

a) Justification:
To include more specific text on support for Lawful Interception 
b) Clauses affected:  3.3, 5, 5.1, 6.2.3.1, 6.1.3.2, 6.2.10, and 7.
c) Summary of change:

 This contains new text for support of Lawful Interception.
d) Consequence if not approved:
PoC 2.0 technical documents won’t be complete in time for scheduled release date.
e) Reason for revision:

N/A
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and accept proposed text changes. 
6 Detailed Change Proposal
Recommended Change 1 (to Section 3.3)

Add the following abbreviation to the table:

LI

Lawful Interception

Recommended Change 2 (to figure 3 in Clause 5)
Add new interface PoC-15 from the PoC Server to a new external entity called “Law Enforcement”.
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Note: There are other interfaces in addition to those shown on the figure.
Figure 3: PoC architecture
Recommended Change 3 (to Clause 5.1)
Add the following to the table in Clause 5.1
	POC-15
	Session signalling, Media, Talk Burst Control and Media Burst Control to Law Enforcement
	SIP

RTP

RTCP
MSRP
The Continuous Media transport utilizes RTP protocol. Talk Burst Control protocol and Media Burst Control protocol utilizes RTCP APP message protocol. The Discrete Media transport utilize the MSRP protocol as defined in [OMA IM AD].


Recommended Change 4
6.1.3.1
Controlling PoC Function

The PoC Server SHALL perform the following functions when PoC Server performs the Controlling PoC Function:

· Provides centralized PoC Session handling
· Supports assignation and application of a QoE Profile for each PoC Session
· Provides the centralized media distribution

· Provides the centralized Talk Burst Control functionality including Talker Identification
· Provides the centralized MediaTalk Burst Control functionality including Sender Identification
· Provides SIP Session handling, such as SIP Session origination, release, etc.

· Provides policy enforcement for participation in PoC Group Sessions

· Provides the PoC Session Participants information 

· Provides for privacy of the PoC Addresses of Participants

· Collects and provides centralized media quality information

· Provides centralized charging reports

· Supports User Plane adaptation procedures

· Supports Talk Burst Control Protocol negotiation.
· Supports Media Burst Control Protocol negotiation.
· Supports of Media-floor Control procedures.
· Support PoC Session initiation with multiple Pre-arranged PoC Group Identities

· Support invited parties’ identity information functionality
· Supports lawful interception of designated PoC service use.
The PoC Server MAY perform the following function when PoC Server performs the Controlling PoC Function:

· Supports Talk Burst request and Media Burst request queuing that may be based on priority or timestamp.
· Provides transcoding between different codecs.
· Supports PoC crisis event handling.
· Supports PoC Box handling
Editor’s Note: It is FFS whether Controlling PoC Function provides notification of PoC Box participation.
· Prioritization and pre-emption of PoC Sessions according to the QoE Profile associated to each PoC Session.
· Supports Dynamic PoC Groups functionality.
· Supports Moderated PoC Session Media Burst Control procedures.
· Supports Request with Media Content.
· Supports Full Duplex Call Follow On procedures.
· Supports Dispatch PoC Sessions.
· Supports PoC Interworking with External P2T Networks.
· Supports PoC Remote Access
· Provides information for Advanced Revocation alert  (maximum transit time, alert margins)
· Supports PoC Media Traffic Optimisation
Recommended Change 5
6.1.3.2  Participating PoC Function

The PoC Server SHALL perform the following functions when PoC Server performs the Participating PoC Function:

· Provides PoC Session handling
· Supports application of a QoE Profile for each PoC Session
· Support multiple PoC Clients registered with the same PoC Address  

· Supports the User Plane adaptation procedures

· Provides SIP Session handling, such as SIP Session origination, release, etc, on behalf of the represented PoC Client

· Provides policy enforcement for incoming PoC Session (e.g. Access Control, Incoming PoC Session Barring, availability status, etc)

· Provides the Participant charging reports

· Supports Talk Burst Control Protocol negotiation
· Supports Media Burst Control Protocol negotiation
· Stores the current PoC Service Settings. 
Editor’s Note: It is FFS whether all PoC 2 Service Settings are stored in the PoC Server if the PoC Server doesn’t support.
· Provides for privacy of the PoC Address of the Inviting PoC User on the PoC Session setup in the terminating PoC network 
· Support invited parties’ identity information functionality

· Supports lawful interception of designated PoC service use.
The PoC Server SHOULD perform the following functions when PoC Server performs the Participating PoC Function:
· Supports Incoming Condition Based PoC Session Barring.

· Supports Outgoing Condition Based PoC Session Barring. 

The PoC Server MAY perform the following functions when PoC Server performs the Participating PoC Function:

· Provides the Talk Burst Control message transfer function between PoC Client and PoC Server performing Controlling PoC Function
· Provides the Media Burst Control message transfer function between PoC Client and PoC Server performing Controlling PoC Function.
· Prioritization and pre-emption of PoC Sessions according to the QoE Profile associated to each PoC Session.
· Supports Dynamic PoC Groups functionality.
· Supports Invitation Reservation
· Supports request with Media content.
· Supports for Simultaneous PoC Sessions and Enhanced Simultaneous PoC Sessions
· Supports PoC Interworking with External P2T Networks.
· Supports PoC Remote Access.
When the Participating PoC Function is on the media path, the PoC Server SHALL:

· relay Media packets between the PoC Client and the PoC Server performing the Controlling PoC Function

· provide the Talk Burst Control message transfer function between PoC Client and PoC Server performing the Controlling PoC Function
· provide the Media Burst Control message transfer function between PoC Client and PoC Server performing the Controlling PoC Function
· collect and provide media quality information

When the Participating PoC Function is on the media path, the PoC Server MAY:

· provide Media Filtering of the media streams in the case of Simultaneous PoC Sessions

· provide transcoding between different codecs
· Prioritization of the media according to the QoE Profile associated to each PoC Session
· provide PoC Media Traffic Optimisation functionality
In a PoC Session there is one Participating PoC Function per PoC Client.
The Participating PoC Function MAY support Simultaneous PoC Sessions as well as Enhanced Simultaneous PoC Sessions for the PoC Client. The Participating PoC Function MAY have 0 to M number of PoC Sessions for the PoC Client, where M is the maximum number of parallel PoC Sessions (Simultaneous PoC Sessions and Enhanced Simultaneous PoC Sessions) permitted to a single PoC Client. The maximum number of Simultaneous and Enhanced Simultaneous PoC Sessions MAY be limited by the operator or the PoC Client configuration. 

Figure 9 “Participating PoC Function with Simultaneous PoC Session support (informative)” illustrates the Participating PoC Function sub-structure, which is informative for clarification.
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 Figure 9: Participating PoC Function with Simultaneous PoC Session support (informative)
The composer MAY provide the following functions for the Participating PoC Function:

· policy enforcement for PoC Sessions (e.g. Access Control, availability status, …)

· dynamic session status information for PoC Sessions the PoC User is currently involved in (e.g. listening, speaking, Talk Burst requesting)

· support for Simultaneous PoC Sessions (e.g. storage of multiple-session settings, priority status of all active sessions, media flow control based on priorities (optionally)
Recommended Change 6 
6.2.10  PoC Interworking Function
The PoC Interworking Function part of the optional PoC Interworking Service infrastructure is an abstract function whose realization is outside the scope of OMA specifications; for example, it may be realized with a single physical entity or a distributed one. The interfaces of the PoC Interworking Function towards the External P2T Networks are proprietary and outside the scope of OMA.. The PoC Interworking Function is compliant to the PoC Network open interface provided by the PoC Interworking Service, mostly POC-4 and IP-1 reference points.
The PoC Interworking Function:

· provides conversion between PoC Network based SIP signaling and External P2T Network based session signaling, 
· provides conversion between either Talk Burst Control Protocol or Media Burst Control Protocol or both, and External P2T Network based floor control 
· provides conversion between RTP based media packet transport, and media transport protocol in the External P2T Network.
· provides transcoding for speech transferred between the PoC Network and the External P2T Network
· provides conversion of Instant Personal Alert to/from similar service in the External P2T Network 
· supports negotiation of
· either Talk Burst Control Protocol or Media Burst Control Protocol or both in PoC Sessions.
· Codec and Media Parameter for PoC Sessions.
· PoC Session modifications,
· Either Talk Burst Control Protocol or Media Burst Control Protocol options or both in PoC Sessions.
· User Plane adaptation in PoC Sessions
· supports charging for PoC Sessions involving P2T Users
· supports P2T Address to/from PoC Address mapping
· supports expansion of PoC Group Identities involving P2T Users

· Supports lawful interception of designated PoC interworking service use.
Optionally the PoC Interworking Function:

· provides conversion of Conference State Event information to/from similar service in the External P2T Network 

· provides conversion of PoC related presence information to/from similar service in the External P2T Network 

· provides conversion of PoC Settings to/from similar settings in the External P2T Network (e.g. Manual Answer Mode)

· provides mapping of PoC functions to/from similar functions in the External P2T Network (e.g. Polite Calling)

· provides conversion of Group Advertisement to/from similar function in the External P2T Network
Recommended Change 7 (Clause 7)
Insert new section for PoC-15 Reference Point
7.X  Reference point POC-15: PoC Server – Law Enforcement

The POC-15 reference point supports the communication between the PoC Server and Law Enforcement network elements The POC-15 reference point uses protocols specified by national LI requirements that transport the LI information to Law Enforcement network elements.  The definition of these LI protocols is outside the scope of this specification.  The administration of LI information is also outside the scope of this specification.
The POC-15 reference point SHALL support the following:

· Relay PoC Session signalling 
· Relay PoC address resolutions 

· Relay Presence information 

· Relay media content

· Relay Talk Burst Control and Media Burst Control information

· Relay PoC service setting information

· Relay Personal Alert information

· Relay Group and List Management information (e.g., XDM)
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