[image: image1.jpg]"sOMaQa

Open Mobile Alliance



Doc# OMA-OP-2002-0065-DocLiaisonProposal-r2

Submitted to Operations and Process Committee

26 Sep 2002
Doc# OMA-POC-PoCV2-2006-05xx-SD-Invited-Identity-simple-solution
Change Request

Change Request

	Title:
	SD-Invited Identity simple solution
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PoC WG

	Doc to Change:
	OMA-TS-PoC-System-Description-V2_0-20060524-D

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	SK Sung, s.sung@samsung.com 

	Replaces:
	n/a


1 Reason for Change

A) Justification:
Simple and straightforward solution for the ‘Invited Party Identity Information’ principle and procedure are needed.
First, the current default access rule is very strange, i.e., to mandate Manual Answer for all Ad hoc PoC Group Session establishments. or has no meaning at all…
· Allow Ad-hoc PoC session to be treated in Manual Answer Mode
Second, the essential reason for the ‘Invited Party Identity Information’ feature is to deliver and notify the invited PoC Users’ information to the terminating PoC Clients(Users) during an Ad hoc PoC Group Session establishment, so that the PoC User decides whether to join or not, after checking the invited parties information. Therefore Manual Answer Mode is mostly expected by default to deliver this information, but sometimes Automatic Answer Mode may be also allowed according to the PoC User’s configuration(using access rule). In this context, one access rule within PoC User access policy is enough to support this feature, saying 
· Allow/block Automatic Answer Mode when invited party identity information is included in the invitation request.

According to the above access policy first, and then according to the Answer Mode Setting in PF, the invitation request containing the identity information may be treated automatically or manually.
R01: Undo deletion in Change 2 since there was comment that those are Client side description and thus needed. Also some clarification made for readability.
R02: Access rules are moved out and placed in proper section in 4.18.2. 
B) Clauses affected:
4.18, 4.35
C) Summary of change:
See below.
D) Consequence if not approved:
Confusing SD document.
E) Reason for revision:
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights Considerations

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend discussing the proposal and incorporating the proposed changes into OMA PoC2 SD.

6 Detailed Change Proposal
Change 1:  Access Control

4.18.1 Access Control management

Access Control management includes operations that allow the XDMC to reliably manipulate the PoC User access policy and PoC Group authorization rules located in the PoC XDMS. The documents describing PoC User access policy and PoC Group authorization rules MAY include references to Contact Lists or Group Lists stored in the Shared XDMS as URI lists.

A PoC Subscriber SHALL be able to manipulate the PoC User access policy and PoC Group authorization rules when queried.     

Access Control list management uses the XML Document Management operations specified in the [XDM AD V2.0].

4.18.2 PoC User access policy

PoC User access policy MAY be used by the PoC User as a means of controlling incoming and outgoing PoC Session requests from other PoC Users or PoC Groups. 
The PoC User access policies include: 

· Default access rules;
· Media specific access rules;
· PoC Box criteria access policy; and
· Invited party identity information access rules.

Editor’s Note: The precedence rules for combining different access policies are FFS.
PoC User access policies are superseded by the Incoming PoC Session Barring state.
4.18.2.1 Default access rules
The PoC User access rules SHALL support the following actions:

· Allow/block PoC User and PoC Groups incoming PoC Session request
· Block anonymous PoC User’s incoming PoC Session request
· Allow PoC Users to be treated in Automatic Answer Mode

The PoC User access rules MAY support the following actions:

· Allow PoC Users to override Manual Answer Mode setting, known as MAO
· 
· 
Editor's Note:  The use of term "default access rules" should be re-checked.  It doesn't work very well with MAY requirements.
The access rules MAY be applied also on the delivery of the Instant Personal Alerts.

4.18.2.2 Media specific access rules
The Media specific access rules SHALL support following:

· Allow PoC User to configure Automatic or Manual Answer Mode for Video

· Allow PoC User to configure Automatic or Manual Answer Mode for Audio
Editor's Note: Whether Media specific access rules are user specific is FFS.

Editor's Note: Media specific access rules have impact with PoC XDMS

Editor's Note: Discrete Media is FFS

4.18.2.3 PoC Box criteria access policy

The PoC Server MAY support the PoC Box criteria access policy.

The XDMC MAY support configuration of PoC Box criteria access policy conditions.

If the PoC Server supports PoC Box the PoC XDMS SHALL support storing of PoC Box criteria access policy conditions.

If the PoC Server supports PoC Box the PoC Server performing the Participating PoC Function of the Invited PoC Client SHALL check the PoC Box criteria access policy conditions defined by the Invited PoC User. 

The PoC Box criteria access policy SHALL support the following action:

· Unconditional forward invitations to the NW PoC Box when the PoC User is not registered with a PoC Client.
4.18.2.4 Invited party identity information access rules
The XDMC MAY support configuration of the invited party identity information access rules.
If the PoC Server supports the invited party identity information functionality the PoC XDMS SHALL support storing of invited party identity information access rules.

The Invited Party Identity Information access rules SHALL support the following action: 
Allow/disallow Automatic Answer Mode to the invitation request containing invited party identity information
The access rules supersede the Answer Mode setting stored in the PoC Server.
4.18.3 PoC Group authorization rules

The PoC Group owner MAY use authorization rules to control permissions to access a pre-defined PoC Group. The PoC Group authorization rules SHALL support the following actions:

· Allow/block PoC User initiating the conference

· Allow/block PoC User joining the conference

· Allow/block PoC User adding Participants to the conference

· Allow/block subscription to the conference state
· Allow/forbid the anonymity of certain Participants
Change 2:  Invited Parties Identity

4.35 Invited Parties Identity Information

The PoC Server SHALL support the invited parties identity information functionality based on Service Provider Policy and configuration. A PoC Client MAY support invited parties identity information functionality.

      NOTE: It is recommended that Service Provider Policy shall enable this functionality except the case where this functionality is prohibited by local regulations.

If the invited party identity information is supported, the PoC Server performing the Participating PoC Function of the Invited PoC Client SHALL check the invited party identity information access rules to process the incoming invitation request in either automatic or manual way.
The PoC Client MAY set ID Notification Indications for each PoC Address of all the invited PoC Users in the invitation when it establishes an Ad-hoc PoC Group Session. 

When a PoC Server performing the Controlling PoC Function receives a request to initiate an Ad-hoc PoC Group Session with ID Notification Indications:
· the PoC Server performing the Controlling PoC Function MAY, according to the settings of the Service Provider  Policy, modify the ID Notification Indications in the received invitation; and

· the PoC Server performing the Controlling PoC Function SHALL include PoC Addresses of all invited PoC Users to all terminating PoC Servers performing the Participating PoC Function with the ID Notification Indications of each PoC Address of all the invited PoC Users.
When a terminating PoC Server performing the Participating PoC Function receives an invitation for an Ad-hoc PoC Group Session with the ID Notification Indications of each PoC Address of all the invited PoC Users:
· the terminating PoC Server performing the Participating PoC Function MAY, according to the settings of the Service Provider Policy, modify the ID Notification Indications in the received invitation, and

· the terminating PoC Server performing the Participating PoC Function SHALL send the invitation to invited PoC Client(s) with the ID Notification Indications of each PoC Address of all the invited PoC Users except in the case that PoC Server will accept the invitation automatically and the invited PoC User has configured the PoC Service setting to answer automatically without the invited parties identity information when his PoC Server will accept the invitation for him automatically. In that case the terminating PoC Server performing the Participating PoC Function MAY remove the PoC Addresses of all invited PoC Users from the invitation which will be sent to the invited PoC Client.
When a PoC Server performing the Controlling PoC Function and/or the Participating PoC Function receives request to initiate an Ad-hoc PoC Group Session with no ID Notification Indication, the PoC Server performing the Controlling PoC Function and/or the Participating PoC Function SHALL set the ID Notification Indications based on the settings of the PoC Service Provider, where the default setting SHOULD make the ID Notification Indication of the PoC Address of the invited PoC User be “HIDDEN”.

In case one or more of the invited PoC Addresses have been indicated as “HIDDEN” in ID Notification Indication(s):
· A PoC Server performing the Controlling PoC Function SHALL inform all terminating PoC Server(s) performing the Participating PoC Function of the all PoC Addresses with ID Notification Indications.

· A terminating PoC Server performing the Participating PoC Function SHALL indicate, in the invitation to the invited PoC User, the total number of the invited PoC Users whose PoC Addresses are indicated as “HIDDEN” in the ID Notification Indications and SHALL remove the PoC User Addresses of any PoC User indicated as “HIDDEN” in the ID Notification Indications in the invitation to the invited PoC Client.
When a terminating PoC Server performing the Participating PoC Function remove identity information from an invitation, the terminating PoC Server performing the Participating PoC Function SHALL indicate, in the invitation to the invited PoC User, the total number of the invited PoC Users.

The invited PoC Client MAY support displaying the list of invited parties identity information on the User Equipment.

A PoC Client SHALL be able to publish its Invited Parties Identity Information Mode Setting for its Home PoC Server’s behaviour when the Home PoC Server will accept an invitation automatically as follows;
· “Answer automatically and send the invitation to the PoC Client with the invited parties identity information when the Home PoC Server will accept the invitation for him automatically.” or

·  “Answer automatically and send the invitation to the PoC Client without the invited parties identity information when the Home PoC Server will accept the invitation for him automatically”
An XDM Client SHOULD be able to set its default access rules for its Home PoC Server’s behaviour of overriding Answer Mode setting when the Home PoC Server will accept an invitation automatically as follows;
· “Not answer automatically when ID Notification Indication of his/her PoC Address is set as “SHOWN” in a received invitation” or

· “Not answer automatically when ID Notification Indications of all invited PoC Addresses are set as “HIDDEN” in a received invitation”.
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