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1 Reason for Change

a) Justification:
To remove the editor note and provide CP text for expelling anonymous participant.
b) Clause affected:

        6.1.13, 7.2.1.9
c) Summary of change

        Use the SSRC Identifier to expel anonymous participant.

d) Consequence if not approved

        CP will not be finished on time.
e) Reason for revision:
 R01:  The direction of this revision is based upon the discussion during the presentation.  This required  unqiue identifiers  in the Floor Taken to uniquely match the same identifiers in Participant  Information.  To achieve this it is necessary for anonymous URIs to be uniquely created within the PoC Session; for user convenience, “Nick Names” are also uniquely created for anonymous users.  In this case, the user performing the expelling will be able to identify a anonymous user (e.g., one who is currentlytalking), and the PoC Client now has a legal URI to place into the Refer-to header of the REFER request.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Discuss and accept the proposal.
6 Detailed Change Proposal

6.1.13 PoC Client expels another Participant(s) from a PoC Session 

Upon receiving a request from the PoC User to expel one or more Participants from an ongoing PoC Session, the PoC Client:

· 1. SHALL , if the SIP REFER request will be sent in a new dialog, generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515]; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2.  SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

NOTE 1: If the ongoing PoC Session is established using Pre-established Session but it is not controlled by the same PoC Function as the Pre-established Session, the PoC Session Identity of the on-going PoC Session has been received in the TBCP Connect message.
· 3. SHALL, if only one Participant is expelled, either
a) if the participant to be expelled is not an anonymous one, then set the Refer-To header of the SIP REFER request to the PoC Address of the expelled Participant according to rules and procedures of [RFC3515], else set the Refer-To header of the SIP REFER request to the anonymous URI of the expelled Participant and skip the next step; or

b) continue to the next step.

· 4. a) SHALL, if not all Participants are expelled, include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to rules and procedures of [draft-multiple-refer]; 
b) SHALL include a MIME resource-lists body with the list of the PoC Users to be expelled according to rules and procedures of [draft-multiple-refer]; and,

c) SHALL include 'multiple-refer' option tag to the Require header according to rules and procedures of [draft-multiple-refer]. 

· 
· 6. SHALL, if all Participants are expelled, set the Refer-To header of the SIP REFER request to '*';

Editors note:  The use of '*' shall be clarified

Editors note:  Tel URI should be taken account here and also in the adding case.

Editors Note:  SCR and ETR should be generated only for Dispatching case. 

· 7. SHALL include the 'method' parameter with the value 'BYE' in the Refer-To header;

· 8. SHALL when more than one Participant is expelled, include the following according to rules and procedures of [draft-norefersub]:
· a) the option tag 'norefersub' in the Require header; and,

· b) the value 'false' in the Refer-Sub header.
· 9. SHOULD when only one Participant is expelled, include the following according to rules and procedures of [draft-norefersub]:
· a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.
· 10. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 

NOTE 2:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [PoC-XDM Specification] the expelling will be rejected by the PoC Server hosting the PoC Group. 


· 11. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialogue according to rules and procedures of the SIP/IP Core. 

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE 3:
The PoC Server does not send any SIP NOTIFY request if the PoC Client inserted the Refer-Sub header with value 'false' in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
7.2.1.9 Leaving PoC Session request

Editor's Note:  Should be covered all the releasing cases (existing PoC 1 cases + the new expelling case), when the releasing PoC User uses privacy and privacy is not allowed in this PoC Group.
7.2.1.9.2 SIP BYE request received in a PoC Session 

Upon receiving a SIP BYE request the PoC Server:

· 1. SHALL send a SIP 200 "OK" response towards the PoC Client according to rules and procedures of the SIP/IP Core;

· 2. SHALL release User Plane resource associated with the SIP Session towards the Participating PoC Function by interacting with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function Procedures at PoC Session release”;
· 3. SHALL check PoC Session release policy as specified in the subclause 7.2.1.16 “PoC Session release policy” and according to the applied release policy perform for each Participant of the PoC Session the procedures as specified in the subclause 7.2.2.4 "Remove of Participant from the PoC Session", if needed;

· 4. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that a PoC User has left the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request”; and,.
· 5. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.9.3 SIP REFER BYE request received when using a Pre-established Session 

Upon receiving from the PoC Client a SIP REFER request when using a Pre-established Session with the method parameter set to value 'BYE 'in the Refer-To header the PoC Server:

· 1. SHALL perform the actions to verify the Authenticated Originator’s PoC Address of the PoC Client and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response;

· 2. SHALL examine the URI in the Refer-To header of the SIP REFER request and 

a) if the URI is an the PoC Session Identity and Participant referred by the Authenticated Originator’s PoC Address of the SIP REFER request is participating in the PoC Session then the PoC Server: 

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [draft-norefersub];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [draft-norefersub];

iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL remove the Participant referred by the Authenticated Originator’s PoC Address from the PoC Session by performing the procedures as specified in subclause 7.3.2.6.3 "Leaving a PoC Session within a Pre-established Session";

vi. SHALL check the PoC Session release policy as specified in subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each Participant of the PoC Session  (except for the owner of the Pre-established Session) the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

vii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
viii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Clients (except the owner of the Pre-established Session) terminate the existing subscription to the conference state event package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.

Editors Note: The re-join case should be studied.

b) if the URI is a PoC Address or a SSRC identifier, which identifies a Participant in the on-going PoC Session, then the PoC Server :

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [draft-norefersub];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [draft-norefersub];

iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL perform for the identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";
vi. SHALL check the PoC Session termination policy subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;
vii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
viii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,
ix. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
c) if referred to a URI list, then the PoC Server :

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [draft-norefersub];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [draft-norefersub];

iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL perform for each identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

vi. SHALL check the PoC Session termination policy subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;
vii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
viii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,
ix. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedure of the SIP/IP Core.
d) if the URI is ‘anonymous’ then the PoC Server:

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [draft-norefersub];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [draft-norefersub];

iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL perform for each anonymous Participant in the PoC Session the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

vi. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

vii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

viii. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
e) if the URI is '*' then the PoC Server :

Editors Note:  The ' * ' case shall be checked.
i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [draft-norefersub];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [draft-norefersub];

iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL perform for each Participant in the PoC Session the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

vi. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

vii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

viii. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
e) if the URI is else, the PoC Server: 

i. SHALL return SIP 404 "Not Found" response.

· 3. SHALL if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request, generate and send to the PoC Client SIP NOTIFY request(s) as specified in subclause 7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request” based on the progress of the BYE request.
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event 'refer'in case the Refer-Sub header is not present in or is set to 'true'.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.9.4 SIP BYE request received within a Pre-established Session

Upon receiving a SIP BYE request to a Pre-established Session the PoC Server:

· 1. SHALL check the PoC Session release policy as specified in subclause 7.2.1.16 "PoC Session release policy" and perform according to the applied PoC Session release policy for every Participant of the PoC Session (except for the owner of the Pre-established Session) the procedures as specified in subclause 7.2.2.4 "Remove of Participant from the PoC Session":

· 2. SHALL remove the owner from the PoC Session by performing the procedures as specified in subclause 7.3.2.6.3 " Leaving a PoC Session within Pre-established Session";

· 3. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

· 4. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for all PoC Clients terminate the existing subscription to the conference state event package, if needed; and,

· 5. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedures of the SIP/IP Core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Editors note:  Shall be checked if the subclause 7.1 supports this.

Editors note:  We should study the case when user tries to re-join to the PoC Session

7.2.1.9.5 SIP REFER BYE request received when using an On-demand Session 

Upon receiving from the PoC Client a SIP REFER request when using an On-demand Session with the method parameter set to value 'BYE' in the Refer-To header the PoC Server:

· 1. SHALL perform the actions to verify the Authenticated Originator’s PoC Address of the PoC Client and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response;  otherwise, continue with the rest of the steps.


· 2. SHALL examine the URI in the Refer-To header of the SIP REFER request and 

a) if the URI identifies a Participant in the on-going PoC Session, then the PoC Server :

i. SHALL perform for the identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

ii. SHALL check the PoC Session termination policy subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

iii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
iv. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

v. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
b) if referred to a URI list, then the PoC Server :

i. SHALL perform for each identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

ii. SHALL check the PoC Session termination policy subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

iii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
iv. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

v. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
c) if the URI is 'anonymous' then the PoC Server :
i. SHALL perform for each anonymous Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

ii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

iii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

iv. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
d) if the URI is '*' then the PoC Server :

Editors note:  The usage of '*' should be studied.
i. SHALL perform for each Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

ii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

iii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

iv. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
d) if the URI is else, the PoC Server: 

i. SHALL return SIP 403 "Forbidden" response.

· 3. SHALL if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request, generate and send to the PoC Client a SIP NOTIFY request(s) as specified in subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request" based on the progress of the BYE request.
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event 'refer' in case the Refer-Sub header is not present in or is set to 'true'.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Unique anonymous Nick Names within an ongoing PoC Session 
6.2 Nick Name

The PoC Server and the PoC Client MAY send Nick Names in SIP requests and SIP responses. 

If a PoC Server supports sending Nick Names in SIP requests and SIP responses the use of Nick Names SHALL be controlled by an service provider option which makes it possible to enable or disable the sending of Nick Names.

The following text describes the procedures in the PoC Client and the PoC Server when the PoC Client and the PoC Server support sending of Nick Names:

A PoC Client MAY provide the inviting PoC User’s Nick Name in the "display-name" part of the Authenticated Originator’s PoC Address, i.e. in the P-Preferred-Identity header or, e.g. when the P-Preferred-Identity header is not included, in the From header of the initial SIP INVITE request or SIP REFER request sent towards the PoC Server performing the Participating PoC Function.

NOTE 1:
A Nick Name included in the P-Preferred-Identity header is moved to the P-Asserted-Identity header by the underlying SIP / IP Core if validation of the PoC Address is successful as described in [RFC 3325]. If validation of the PoC Address fails the SIP /IP Core uses a default PoC Address in the P-Asserted-Identity header and the Nick Name, if included in the P-Preferred-Identity header, is lost. A Nick Name in the From header is never lost. 

The PoC Server performing the Participating PoC Function SHALL provide the inviting PoC User’s Nick Name, if a configured Nick Name is available, in the "display-name" part of the Authenticated Originator’s PoC Address in the initial SIP INVITE request before sending the initial SIP INVITE request to the PoC Server performing the Controlling PoC Function. If the Authenticated Originator’s PoC Address already includes a Nick Name it SHALL be replaced by the configured Nick Name.

The terminating PoC Client MAY provide the invited PoC User’s Nick Name in the "display-name" part of the To header of the SIP 200 “OK” response to an initial INVITE request sent to SIP / IP Core the PoC Server performing the Participating PoC Function.

The PoC Server performing the Participating PoC Function SHALL provide the invited PoC User’s Nick Name, if a configured Nick Name is available, in the "display-name" part of the Authenticated Originator’s PoC Address in SIP 200 “OK” responses to initial SIP INVITE requests before sending the SIP 200 “OK” response to the PoC Server performing the Controlling PoC Function. If the Authenticated Originator’s PoC Address already includes a Nick Name it SHALL be replaced by the configured Nick Name.

The PoC Server performing the Controlling PoC Function SHALL collect Nick Names, if Nick Names for Participants in a PoC Session are provided, according to the following priority order: 

· 1. A string that is unique within the PoC Session, e.g., “Anonymous-5” if there are five or more anonymous PoC Users on the PoC Session, or no Nick Name, for the case privacy that is requested; or,

· 2. The <display-name> child element of the <entry> element for PoC Users in PoC Group definitions as specified in [PoC-XDM Specification] if <display-name> is defined; or,

· 3. The Nick Names received in the “display-name” part of the Authenticated Originator’s PoC Address of initial SIP requests and SIP 200 “OK” responses to the initial SIP requests from Participants; or,

· 4. The Nick Names received in the “display-name” part of the From header of initial SIP requests or in the “display-name” part of the To header of the SIP 200 “OK” responses to the initial SIP requests from Participants.

The PoC Server performing the Controlling PoC Function SHALL use the <display-name> element defined in [PoC-XDM Specification] “PoC Group” as the Nick Name for the PoC Group in case of a Pre-Arranged PoC Group Session or a Chat PoC Group Session if the <display-name> element is defined.

The PoC Server performing the Controlling PoC Function SHALL include a Nick Name, if a Nick Name is available, in the Authenticated Originator’s PoC Address of the initial SIP INVITE request before inviting a PoC User to a PoC Session.

NOTE 2:
The PoC Server performing Controlling PoC Function use the Nick Name as part of the Talker Identification as specified in [OMA-POC-UP] “Talker Identification”, as part of Participant information as described in subclause 7.2.1.11 “PoC Session Participant request”.

The PoC Client MAY, override Nick Names received from the PoC Server if a locally stored display name is available in the User Equipment. 
Unique anonymous URI identity in Participant Information of an on going PoC Session
7.2.1.9.6 Generating a SIP NOTIFY request

The PoC Server SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265] with the clarifications in this subclause.

The PoC Server SHOULD limit the rate of SIP NOTIFY requests sent toward a PoC Client.

NOTE 1: 
How a PoC Server limits the rate of SIP NOTIFY requests towards the PoC Client is out of scope of this specification.

The PoC Server SHOULD avoid sending a SIP NOTIFY request towards a PoC Client at the same time as a Talk Burst is sent towards the PoC Client or a Talk Burst is received from the PoC Client. 

When reporting changes in the Participant information the PoC Server SHALL use partial output according to rules and procedures of [draft-conference-state].

The PoC Server SHALL include a MIME conference-info+xml body according to rules and procedures of [draft-conference-state] with the following limitations:

· 1. The PoC Server SHALL include the PoC Group Identity of the PoC Group in the “entity” attribute of the <conference-info> element.
· 2. for each Participant in the PoC Session the PoC Server SHALL include a <user> element. The <user> element:

a) SHALL include the "entity" attribute. The "entity" attribute:

i. SHALL for the originating PoC Client include the Authenticated originator’s PoC Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,

ii. SHALL for the originating PoC Client include the From header, if the Participant has requested privacy; and,

iii. SHALL for an Invited PoC Client include the identity used in the URI-list for the Invited PoC Client to an Ad-hoc PoC Group Session or the identity used in the PoC Group definition in case of a Pre-arranged or Restricted Chat PoC Group Session, if the Participant has not requested privacy; or, 

iv. SHALL for an Invited PoC Client include an anonymous identity that is unique within the on-going PoC Session, as specified in [draft-conference-state], if the Participant has requested privacy.

b) MAY include the <display-text> element. If included, the <display-text> element SHALL include the Nick Name of the identity which was used in the “entity” attribute as defined in a).

c) SHALL include a single <endpoint> element. The <endpoint> element

i. SHALL include the "entity" attribute;

ii. SHALL include the <status> element.  The <status> element SHOULD have one of the following values:

A.'connected' , when the Participant is added to the PoC Session; or,

B.'disconnected' , when the Participant has left the PoC Session since the last SIP NOTIFY request was sent; or,

C. 'on-hold' , when the Participant has put the PoC Session on hold; or,

D. 'alerting' , when the Invited PoC Client has responded by SIP 180 “Ringing”, but not yet accepted the invitation;

E. 'disconnected' , when the invited PoC Client is disconnected from the PoC Session before the invited PoC Client has accepted the invitation and the “alerting” notification has been sent.

iii. MAY include the “media” element. If included, “media” element SHALL include negotiated Media Types. 

Editor’s note: How to distinguish the Audio and PoC Speech is FFS.
NOTE 2:
The usage of other values of the <status-type> element is not defined for PoC.

NOTE 3:
The usage of other elements specified in [draft-conference-state] is not defined for PoC.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Comments

1: in the contribution there is suggested to insert into Refer-To either SSRC or string 'anonymous'.
 

Refer-To must contain URI or URI with display name + parameters as specified in rfc3515. The Refer-To cannot contain text only.
 

----------------------
      Refer-To = ("Refer-To" / "r") HCOLON ( name-addr / addr-spec ) * (SEMI generic-param)
----------------------

 

 

What URI scheme do you plan to use?
Answer: 
1：suggest to use  Refer-To = addr-spec,
SSRC is transformed to sip:ssrc-SSRC@poc-server-address sip:all-anonymous@poc-server-address, it becomes a URI, then put the URI into Refer-To header. *
Solution 1:

SSRC is transformed to PoC Session identity with an additional parameter expel-ssrc with value SSRC

‘anonymous’ ->  PoC Session identity with an additional parameter expel-all-anonymous

Solution 2:

For single or some anonymous participants, SSRC is transformed to  
 sip: SSRC @PoC-Session-identifier.com 
for all anonymous participants, SSRC is transformed to 

sip: expel-all-anonymous @PoC-Session-identifier.com

ssrc wiil be remvoved in cdma network?
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