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1 Reason for Change

a) Justification:
PoC Box access rules in PoC XDMS currently have an Action element of ‘Unconditional forward to the NW PoC Box’ in the context of common policy framework. The Condition element for this Action is now only one, i.e., when the PoC User is not registered with a PoC Client. 

Sometimes, even when PoC Client is registered to the SIP/IP Core, the published PoC Service setting to manage PoC Box use can be unavailable due to the expiration of the PoC Service Setting document or other failures. In order to manage PoC Box use under PoC Service Setting expiration or unavailability, it is needed additional Condition element as the static access rule for PoC Box use. 
The other consideration is when both type of PoC Box are available, we don’t have any rule to decide which one will be connected. This criteria rule might be also covered by introducing an extended PoC Service Setting parameter. However it seems better to be included as PoC Box access rule, since the rule is telling the default PoC Box type to use (with no reason to change default value dynamically and so often).  
One editorial is to change PoC Box criteria access ‘policy’ into ‘rules’ like other access rules as in 4.18 and 4.29. 

b) Clauses affected:
SD chap 4.18, 4.29
c) Summary of change:
Include necessary access rule for PoC Box use and replace one word. See the detailed proposal.
d) Consequence if not approved:

Incomplete SD.
e) Reason for revision:

N/A
2 Impact on Backward Compatibility
No impact.
3 Impact on Other Specifications
There may be other changes in CP, UP but those changes will be taken care of later.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Adopt into SD.
6 Detailed Change Proposal

Change 1:  Additional access rule for unconditional route
4.18 Access Control

4.18.1 Access Control management

Access Control management includes operations that allow the XDMC to reliably manipulate the PoC User access policy located in the PoC XDMS and PoC Group authorization rules located in the Shared Group XDMS. The documents describing PoC User access policy and PoC Group authorization rules MAY include references to Contact Lists or Group Lists stored in the Shared XDMS as URI lists.

A PoC Subscriber SHALL be able to manipulate the PoC User access policy and PoC Group authorization rules when queried. 
Access Control list management uses the XML Document Management operations specified in the [XDM AD V2.0].

4.18.2 PoC User access policy

PoC User access policy MAY be used by the PoC User as a means of controlling incoming and outgoing PoC Session requests from other PoC Users or PoC Groups. 
The PoC User access policies include: 

· General access rules;
· Media specific access rules; 

· PoC Box criteria access rules; and

· Invited party identity information access rules.
Editor’s Note: The precedence rules for combining different access policies are FFS.
PoC User access policies are superseded by the Incoming PoC Session Barring state.
4.18.2.1 General access rules
The PoC User access rules SHALL support the following actions:

· Allow/block PoC User and PoC Groups incoming PoC Session request
· Block anonymous PoC User’s incoming PoC Session request
Allow PoC Users to be treated in Automatic Answer Mode

The PoC User access rules MAY support the following actions:

· Allow PoC Users to override Manual Answer Mode setting, known as MAO.
The access rules MAY be applied also on the delivery of the Instant Personal Alerts.
4.18.2.2 Media specific access rules
The Media specific access rules SHALL support following:

· Allow PoC User to configure Automatic or Manual Answer Mode for Video

· Allow PoC User to configure Automatic or Manual Answer Mode for Audio
Editor's Note: Whether Media specific access rules are user specific is FFS.

Editor's Note: Media specific access rules have impact with PoC XDMS

Editor's Note: Discrete Media is FFS

4.18.2.3 PoC Box criteria access rules
The PoC Server MAY support the PoC Box criteria access rules.

The XDMC MAY support configuration of PoC Box criteria access rule conditions.

If the PoC Server supports PoC Box the PoC XDMS SHALL support storing of PoC Box criteria access rule conditions.

If the PoC Server supports PoC Box the PoC Server performing the Participating PoC Function of the Invited PoC Client SHALL check the PoC Box criteria access rule conditions defined by the Invited PoC User. 

The PoC Box criteria access rules SHALL support the following action:

· Unconditional forward invitations to the NW PoC Box when the PoC User is not registered with a PoC Client.
· Unconditional forward invitations to the PoC Box when the PoC Service Setting indicating PoC Box use is expired or unavailable.
The PoC Box criteria access rules SHALL, if both UE and NW PoC Box can be connected, support the following action:

· Unconditional forward invitations to the default PoC Box (e.g., UE or NW PoC Box).
A local policy MAY be used to determine if all Media Types in an invitation to a PoC Session can be forwarded to the PoC Box or not.
4.18.2.4 Invited party identity information access rules
The XDMC MAY support configuration of the invited party identity information access rules.

If the PoC Server supports the invited party identity information functionality the PoC XDMS SHALL support storing of invited party identity information access rules.

The Invited Party Identity Information access rules SHALL support the following action: 
· Allow/disallow Automatic Answer Mode to the invitation request containing invited party identity information
The access rules supersede the Automatic Answer Mode setting stored in the PoC Server.
4.18.3 PoC Group authorization rules

The PoC Group owner MAY use authorization rules to control permissions to access a pre-defined PoC Group. The PoC Group authorization rules SHALL support the following actions:

· Allow/block PoC User initiating the conference

· Allow/block PoC User joining the conference

· Allow/block PoC User adding Participants to the conference

· Allow/block subscription to the conference state
Allow/forbid the anonymity of certain Participants
Change policy into rule
4.29 PoC Box handling

4.29.1 General

· The Inviting PoC Client;
· MAY explicitly indicate that a PoC Session is to be established with the inviting PoC User's PoC Box;

· MAY explicitly indicate that a PoC Session is not to be established directly with the Invited PoC User without involvement of a PoC Box.

The PoC Client MAY publish PoC Service Setting to the PoC Server in the Home PoC Network to route the incoming PoC Session invitation to enable use of the PoC Box.
According to the PoC Box criteria access rule and/or the PoC Service Setting, the PoC Server in the Home PoC Network SHALL perform the necessary routing control(e.g., forward the incoming PoC Session invitation to the PoC Box conditionally or unconditionally, not forward to the PoC Box, and etc…).
NOTE:
A PoC Session can be established with the NW PoC Box or the UE PoC Box (see subclause 4.29.2"UE PoC Box handling" and 4.29.3"NW PoC Box handling") depending on the PoC Box criteria access rule.
An Invited PoC Client MAY explicitly redirect an invitation to the PoC Box when the PoC Client receives an invitation to the PoC Session.

When the PoC Box receives an invitation to a PoC Session, the PoC Box SHALL accept the invitation and return a PoC Box indication in responses to the invitation.
If PoC Box indication and PoC Box type indication are received in responses to an invitation to a PoC Session, a PoC Server SHALL forward the PoC Box indication and the PoC Box type indication towards the inviting PoC User.

· The Inviting PoC Client:

· SHALL indicate to the PoC User that a PoC Session is established with an Invited PoC User's PoC Box.; and,

· MAY differentiate between a NW PoC Box or a UE PoC Box (see subclause 4.29.2"UE PoC Box handling" and 4.29.3"NW PoC Box handling") if information is available in responses to the PoC Session invitation request.

Editor's note: The interaction with Simultaneous Sessions is FFS.
If the only pParticipants in a PoC Session are PoC Boxes then the PoC Session SHALL be released.
If the PoC Client supports invitation redirection to the NW PoC Box, the address of the NW PoC Box SHALL be provisioned in the PoC Client.
4.29.2 UE PoC Box handling
When the PoC User activates the UE PoC Box functionality the UE SHALL re-register via the POC-9 reference point with the SIP/IP Core the contact  for the UE PoC Box as specified in subclause 4.5.1.If the PoC User deactivates the PoC Boc functionality the UE SHALL de-register the PoC Box contact with the SIP/IP Core.
Editor’s Note: Whether the UE PoC Box Publishes it’s PoC Service Settings is FFS. 

The UE PoC Box SHALL when active inform the PoC Server if its PoC Service Settings via the POC 9 reference point. The PoC Service Settings for a UE PoC Box SHALL be set as follows:

1 Answer Mode set to Manual Answer;

2.Incoming Session Barring  set to ISB not active; 

3.Incoming Instant Personal Alert Barring set to IAB active;

4. Simultaneous PoC Sessions Support: set to either SSS actibe or SSS not active according to whether the UE PoC Box is capable of Simultaneous Sessions.

NOTE: ESS needs to be considered

5. Incoming Condition Based PoC Session Barring set to either ICSB active or ICSB not active according to whether the PoC User.has established Incoming Condition Based PoC Session Barring Rules for the PoC Box
When the UE PoC Box receives an invitation to join a PoC Session either directly via the POC-9 reference point or via the PoC Client it SHOULD accept the invitation immediately and SHALL return its contact along with the indication that this is a UE PoC Box in the OK response. The UE PoC Box SHALL indicate in its answer in the OK the Media Parameters it is capable of storing, the Talk Burst Control and Media Burst Control protocols it supports. 

When the UE PoC Box receives a Media Burst it SHOULD store that Media Burst along with the PoC Address of the sending PoC User and the date and time that the Media Burst was received. 

When the UE PoC Box is participating in a PoC Session it SHALL behave as a PoC Client behaves.
4.29.3 NW PoC Box handling
The NW PoC Box is a function providing the capability to store PoC Session Data and PoC Session Control Data in the PoC User's Home PoC Network.

When the NW PoC Box receives an invitation to join a PoC Session via the PoC Server in the Home PoC Network, the PoC Box SHOULD accept the invitation and SHALL return in responses to the invitation a PoC Box indication, the Media Parameters it is capable of storing, the Talk Burst Control and Media Burst Control protocols it supports.

When the NW PoC Box receives a Media Burst it SHOULD store that Media Burst along with the PoC Address of the sending PoC User and the date and time that the Media Burst was received.
Editor’s Note: Text for retrieval of PoC Session Control Data and PoC Session Data is FFS.
The NW PoC Box SHALL be able to send PoC Session Control Data when requested by the served PoC User and manage PoC Session Data according to the corresponding PoC Session Control Data. The NW PoC Box SHALL be able to send Media when the served PoC User requests the NW PoC Box to send recorded Media to the PoC User.
The PoC Client MAY publish the PoC Service Setting for NW PoC Box function and the parameters for the PoC Service Setting SHALL contain the PoC User’s willingness to route the incoming PoC Session to NW PoC Box as specified in subclause 4.25.10 “NW PoC Box willingness” and the indication whether the incoming PoC Session is routed to the NW PoC Box unconditionally or conditionally as specified in subclause 4.25.11 “NW PoC Box routing conditionality”.

The conditions for routing the incoming PoC Session to NW PoC Box SHALL be:
· when the PoC Server does not receive the ringing response from the PoC Client for certain time after the PoC Server sent the invitation to the PoC Client in case of Manual Answer Mode;

· when the PoC Server does not receive the invitation accept or reject response from the PoC Client for certain time after the Poc Server received the ringing response from the PoC Client in case of Manual Answer Mode;

· when the PoC Server does not receive the invitation accept or reject response from the PoC Client for certain time after the PoC Server sent the invitation to the PoC Client in case of Automatic Answer Mode; and

· when the ISB setting of the invited PoC User is set to “ISB active”.

The conditions for routing the incoming PoC Session to NW PoC Box SHOULD be:

· when the PoC Client already participated in another PoC Session and the PoC Client does not support the Simultaneous PoC Sessions.

The parameter of the PoC Service Setting for the several conditions SHALL be expressed as only one indication.

The XDMC in the UE SHALL allow the PoC User to change its willingness to route the incoming PoC Sessions to NW PoC Box when the PoC Client is not registered with the SIP/IP Core as specified in subclause 4.18.2.3 “PoC Box criteria access rules”.
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