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1 Reason for Change

a) Justification:
At Toronto meeting it was observed that the use of “Client/Server SHALL store” in CP is incorrect because:-

· there is never a corresponding “SHALL retrieve” or “SHALL recall”, therefore stored information is apparently never used

· this implies the existence of a new architectural entity – client/server memory- which is not defined in architecture document

· This implies that there exists a memory which is in a specific state, which is untestable
b) Clauses Affected:
6,7 passim.
c) Summary of Change:
Change “SHALL store” to “SHALL note”.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and agree this proposal.

6 Detailed Change Proposal

Changes

6. Procedures at the PoC Client

6.1 PoC Client originating procedures

6.1.3 PoC service registration

6.1.3.1 PoC service registration and re-registration

The PoC Client registration and re-registration to the SIP/IP Core SHALL be made according to rules and procedures of [RFC3261] with the clarifications in the following.

When registering or re-registering, the PoC Client

· 1. SHALL generate a SIP REGISTER request;

· 2. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request;
· 3. SHALL include the PoC feature tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request if receiving of Group Advertisement messages is supported; 

· 4. SHALL include a Require header with the option tag  'pref ' according to rules and procedures of [RFC3840]; and,

· 5. MAY include the User-Agent header in the SIP REGISTER request to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”. 
· 6. SHALL insert in the SIP REGISTER request any necessary security parameters (e.g. Digest response) according to rules and procedures of the SIP/IP Core; and,

· 7.  SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Each time the PoC Client has successfully performed an initial registration the PoC Client SHALL publish the PoC Service Setting as specified in subclause 6.1.2 "PoC Service Settings procedure".

NOTE 1: 
The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials.

NOTE 2:
Periodic application level re-registration is initiated by the PoC Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.2 PoC service de-registration

When de-registering the PoC Client SHALL de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following.

The PoC Client:

· 1. SHALL generate a SIP REGISTER request;

· 2. SHALL include the PoC feature tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request if the PoC Client needs to continue to receive Group Advertisement messages; 

· 3. SHALL include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840], if the PoC Client needs to continue to receive Group Advertisement messages and MAY include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840] in all other cases; 

· 4. MAY include the User-Agent header in the SIP REGISTER request to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”;

· 5. SHALL include the expiration value set to '0' according to rules and procedures of [RFC3261], if the User Equipment also needs to de-register from the SIP/IP Core; and,

· 6. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.  

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.4 PoC Service Settings procedure

To set, update or refresh the PoC Service Settings, the PoC Client:

· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [RFC4353];

· 2. SHALL set the Request-URI of the SIP PUBLISH request to the PoC Address of the PoC User;
· 3. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”;
· 4. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of [RFC 3841]; 
· 5. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";
· 6. SHALL set the Event header to the value 'poc-settings';

· 7. SHALL set PoC Service Settings expiration timer in expires header according to rules and procedures of [RFC 3903], in the same range as the registration timer recommended by SIP/IP Core;

· 8. SHALL include the PoC Service Settings as follows:

a. Answer Mode setting (auto-answer or manual-answer);

b. Incoming PoC Session Barring setting (ISB active or ISB not active);

c. Incoming Instant Personal Alert Barring setting (IAB active or IAB not active); and,

d. Simultaneous PoC Sessions Support setting (SSS active or SSS not active).

· 9. MAY include the following PoC Service Settings:

Editor’s note: Handling of optional PoC Service Settings (i.e. whether it shall be a SHALL or MAY include the PoC Service Settings) is FFS.

a.
Included Media Content in a Request Support (‘true’ or ‘false’).

· 10. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.

On receiving the SIP 200 "OK" response to the SIP PUBLISH request the PoC Client MAY indicate to the PoC User the successful communication of the PoC Service Settings to the PoC Server. 

NOTE: 
It needs to be studied whether a single PoC Address can be used with more than one PoC Client.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.5 PoC Session initiation

6.1.5.1 General

The PoC Client SHALL generate an initial SIP request according to rules and procedures of  [RFC3261].  The PoC Client:

· 1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of  [RFC3841] in all initial SIP requests; 

· 2. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”;

· 3. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header; 

· 4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261]; 

· 5. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”;

· 6. MAY include a Nick Name in the Authenticated Originator’s PoC Address as specified in subclause 5.4 “Nick Name”. 

The PoC Client SHALL generate an initial SIP INVITE request according to rules and procedures of  [RFC3261].  The PoC Client:

· 1. SHALL include the option tag 'timer' in the Supported header; and,
· 2. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028]], “Generating an Initial Session Refresh Request”. It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to ‘uac’.

NOTE 1:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', specified in [RFC3262], is not defined for POC-1 reference point.

· 3. MAY include media in one or more MIME body as specified in [RFC2046] with a size equal to or less than the maximum size indicated in “INCLUDED-MEDIA-CONTENT-SIZE”.

NOTE 2:
If “INCLUDED-MEDIA-CONTENT-SIZE” is not provisioned or if “INCLUDED-MEDIA-CONTENT-SIZE” is provisioned and set to zero a MIME body with a Media Type specified in [RFC2046] can not be included.

On receipt of a SIP final response or SIP provisional response to the SIP request, the PoC Client: 

· 1. SHALL note the list of SIP methods that the PoC Server supports if received in the Allow header; 
· 2. SHALL note the contact if received in the Contact header; and,
· 3. MAY present the warning text received in a Warning header to the PoC User, if a Warning header is received.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028], “Processing a 2xx Response”, and,
· 2. SHALL use the accepted Media Type and the connected Media-floor Control Entities until the PoC Session is modified or released.
· 3. MAY present the warning text received in a Warning header to the PoC User, if a Warning header is received.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.1a SDP offer generation

For a PoC Session one or more Media MAY be offered. The offered Media MAY consist of PoC Speech, Audio, Video and Discrete Media. Media for a PoC Session are offered with an SDP body, each independent Media represented by its own media-level description also known as m-line. There MAY be one or more Media-floor Control Entities.

The SDP body SHALL be composed according to rules and procedures of [RFC3264] and [RFC2327] as follows:

· 1. the IP address of the PoC Client for each offered Media and for each offered Media-floor Control Entity SHALL be set;
· 2. the media-level description for each offered Media SHALL consist of:
· a) the port number for Media;

· b) the codec(s) and Media Parameters;

NOTE 1: The Media Parameters of the Discrete Media are specified in [OMA IM TS], 
· c) the "a=label" attribute with a unique value as specified in [draft-ietf-mmusic-sdp-media-label], if Media is to be connected to a Media-floor Control Entity, except when only PoC Speech with TBCP is offered; and,

· d) the IP address of the PoC Client and port number to be used for RTCP at the PoC Client, according to rules and procedures of  [RFC3605], if the Media uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used;

Editors Note: following is ffs "– e) an attribute to set the Media inactive, if PoC Client is not willing to send or receive the Media immediately."
· 3. if any Media-floor Control Entity is offered, the media-level description of each offered Media-floor Control Entity consisting of:
· a) the protocol for Media-floor Control;

NOTE 2: the protocol can be either Talk Burst Control Protocol or Media Burst Control Protocol.

b) the Media-floor Control Entity parameters 

· c) the port number for Media-floor Control Entity; and,

· d) the "a=floorid:0 m-stream" attribute with value(s) referencing the Media as specified in [draft-ietf-mmusic-sdp-bfcp] intended to be connected to the Media-floor Control Entity except when only PoC Speech with TBCP is offered.

With an SDP offer, the following SHALL be applied:

· 1. if PoC Speech is offered, the media-level description that identifies PoC Speech SHALL be connected to Media-floor Control Entity;

· 2. if Video is offered, the media-level description that identifies Video SHALL be connected to Media-floor Control Entity;

· 3. if Audio is offered, the media-level description that identifies Audio SHALL be connected to Media-floor Control Entity; and,
· 4. if Discrete Media is offered and if it is bound to a Media-floor Control Entity, the media-level description that identifies Discrete Media SHALL be connected to Media-floor Control Entity.
Editor’s note: Media-floor Control Entity Protocol for each Media or each Media combination is FFS.

Editor's note: update from RFC2327 to new SDP draft [draft-ietf-mmusic-sdp-new-26] is to be considered.

Editor's note: how to distinguish the PoC Speech and Audio is FFS.

6.1.5.2 Using Pre-established Session

6.1.5.2.1 PoC Client initiates a Pre-established Session

When the PoC Client initiates a Pre-established Session the PoC Client:
· 1.  SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";
· 2.  SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the PoC service in the Home PoC Network of the PoC User;

· 3.  SHALL include a MIME SDP body as an SDP offer as specified in subclause 6.1.3.1a "SDP offer generation"; 

· 4. SHALL include value 'id' in the Privacy header according to rules and procedures of  [RFC3325], if privacy is requested to be used in the automatically answered terminated PoC Sessions;

NOTE:  The included  'id'value is not valid for an outgoing SIP REFER request when initiating a PoC Session.

· 5. SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core. 

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client: 

· 1.  SHALL note the conference URI that identifies  the Pre-established Session received in the Contact header; and,
· 2.  SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at Pre-established Session initialization".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.1.5.2.2 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session within a Pre-established Session the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

· 3. SHALL in case of a 1-1 PoC Session either set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515]; or continue in the step 4;

· 4. SHALL in case of Ad-hoc PoC Group Session modify the SIP REFER request according to rules and procedures of  [draft-multiple-refer] with the following clarifications:

a) include in the Refer-To header of the SIP REFER request a URL identifying the body part containing the MIME resource-list body with the Invited PoC Users; 

b) include a MIME resource-lists body according to rules and procedures of [draft-multiple-refer] with the list of the Invited PoC Users. The PoC Client SHALL check that the number of Invited PoC Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session as derived from  'MAX-ADHOC-GROUP-SIZE' parameter provisioned for PoC Client. If exceeded, the PoC Client SHOULD notify the PoC User;

NOTE 1:  With regards to “MAX-ADHOC-GROUP-SIZE” parameter, the initiator of the PoC Session is also counted as a Participant.
c) include option tag  'multiple-refer' to the Require header. Otherwise, continue with the rest of the steps. 

· 5. SHALL when more than one PoC User is invited, include the following according to rules and procedures of [draft-norefersub]:

a) the option tag 'norefersub'in the Require header; and,


b) the value  'false'in the Refer-Sub header.

· 6. MAY when only one PoC User is invited, include the following according to rules and procedures of [draft-norefersub]:
a) the option tag 'norefersub' in the Require header; and,


b) the value 'false' in the Refer-Sub header.
· 7. SHALL include value  'id' in the Privacy header according to rules and procedures of  [RFC3325] , if anonymity is requested;

· 8. SHALL, in case the PoC User has requested Manual Answer Override, include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto'according to rules and procedures of  [draft-answermode]; 

· 9. SHALL, in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client, include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require'according to rules and procedures of  [draft-answermode]; 

· 10. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 

Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".  

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE 2:
The PoC Server does not send any SIP NOTIFY request in case the value 'false'was included in the Refer-Sub header of the SIP REFER request.

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.5.2.3 PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session

Upon receiving a request from a PoC User to establish a Pre-arranged or Chat PoC Group Session within the Pre-established Session the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

· 3. SHALL set the Refer-To header of the SIP REFER request to the URI of the Pre-arranged PoC Group or Chat PoC Group according to rules and procedures of [RFC3515] and include Session Type uri-parameter "session=pre-arranged" or “session=chat", respectively as specified in E.5.1 "Session Type uri-parameter";
· 4. MAY include the following according to rules and procedures of [draft-norefersub]:
·       a) the option tag 'norefersub' in the Require header; and,
·       b) the value 'false'in the Refer-Sub header.
· 5. SHALL, in case the PoC User has requested Manual Answer Override, include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto'according to rules and procedures of  [draft-answermode];
· 6. SHALL, in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client, include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require'according to rules and procedures of  [draft-answermode];
· 7. SHALL include value 'id'in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 8. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause.

6.1.5.2.4 PoC Client releases a Pre-established Session

When a PoC Client needs to release a Pre-established Session as created in subclause 6.1.3.2.1"PoC Client initiates a Pre-established Session", the PoC Client:

· 1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at Pre-established Session release";

· 3. SHALL set the Request-URI of the SIP BYE request to the conference URI that identifies the Pre-established Session;

· 4. SHALL include value 'id'in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 5. SHALL send the SIP BYE request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.  

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.5.3 Establishment of an On-demand PoC Session 

6.1.5.3.1 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session the PoC Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";

· 2. SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the PoC service in the Home PoC Network of the PoC User;

· 3. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];

· 4. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer as specified in subclause 6.1.3.1a "SDP offer generation";5. SHALL insert in the SIP INVITE request a MIME resource-lists body with the PoC Address(es) of the Invited PoC User(s) according to rules and procedures of [draft-URI-list]. The PoC Client SHALL check that the number of Invited PoC Users on the URI-list does not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session as derived from  'MAX-ADHOC-GROUP-SIZE'parameter provisioned for PoC Client. If exceeded, the PoC Client SHOULD notify the PoC User. Otherwise, continue with the rest of the steps;

NOTE 1:  With regards to 'MAX-ADHOC-GROUP-SIZE' parameter, the initiator of the PoC Session is also counted as a Participant. 

·  6.  SHALL, in case the PoC User has requested Manual Answer Override, include in the SIP INVITE request a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of  [draft-answermode]; 
· 7.  SHALL, in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client, include in the SIP INVITE request an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of  [draft-answermode]; 
· 8. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
NOTE 2:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on rules specified in the [PoC-XDM Specification] the PoC Session will not be allowed by the PoC Server hosting the PoC Group.

· 9. SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client:

· 1. SHALL note the list of supported SIP methods if received in the Allow header;
· 2. SHALL note the PoC Session Identity if received in the Contact header; and,
· 3. MAY indicate the progress of the PoC Session establishment to the Inviting PoC User.

On receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client: 

· 1. SHALL note the list of supported SIP methods if received in the Allow header;
· 2. SHALL note the PoC Session Identity if received in the Contact header; 

· 3. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme;
· 4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization"; and,

· 5. MAY notify the answer state to the PoC User (i.e. “Unconfirmed” or “Confirmed”) if received in the P-Answer-State header in the response.

NOTE 3: 
According to [draft-URI-list] the received 200 “OK” means that the conference was created successfully, that the client that generated the SIP INVITE request is in the conference, and that the server understood the URI-list.  If the client wishes to obtain information about the status of other users in the conference it SHOULD use general conference mechanisms, such as the conference state event package.

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.1.5.3.2 PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session 

Upon receiving a request from a PoC User to establish a PoC Group Session using a PoC Group Identity, identifying a Pre-arranged PoC Group or a Chat PoC Group the PoC Client: 

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General"; 

· 2. SHALL set the Request-URI of the SIP INVITE request to the PoC Group Identity identifying the PoC Group;

· 3. MAY include in the Request-URI Session Type uri-parameter ”session=prearranged” or ”session=chat” depending on the PoC Group Identity as specified in E.5.1 "Session Type uri-parameter";
NOTE 1: The inclusion of the Session Type uri-parameter in the Request-URI in case of the On-demand Sessions is not mandatory, as it is not needed by the PoC Server for further processing by the Controlling PoC Function. In case the Session Type uri-parameter is included, the Controlling PoC Function checks whether it is set correctly.
· 4. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer as specified in subclause 6.1.3.1a "SDP offer generation";
· 5. SHALL, in case the PoC User has requested Manual Answer Override, include in the SIP INVITE request a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of  [draft-answermode];
NOTE 2: 
The PoC Server performing the Controlling PoC Function will ignore the Manual Answer Override indication in case the PoC Group Identity identifies a Chat PoC Group.

· 6. SHALL, in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client, include in the SIP INVITE request an Answer-Mode header with the value 'Manual;Require'according to rules and procedures of  [draft-answermode];
· 7. SHALL include value 'id'in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
NOTE 3:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on rules specified in the [PoC-XDM Specification] the PoC Session will not be allowed by the PoC Server hosting the PoC Group.

· 8.  SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client: 

· 1. SHALL note the list of supported SIP methods if received in the Allow header;
· 2. SHALL note the PoC Session Identity if received in the Contact header; and,
· 3. MAY indicate the progress of the PoC Session establishment to the Inviting PoC User.

On receiving a SIP 200 “OK” response to the SIP INVITE request, the PoC Client:

· 1. SHALL note the list of supported SIP methods if received in the Allow header;
· 2. SHALL note the PoC Session Identity received in the Contact header; 

· 3. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme;
· 4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization"; and, 

· 5. MAY notify the answer state to the PoC User (i.e. “Unconfirmed” or “Confirmed”) if received in the P-Answer-State header in the response.

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client Subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.1.6 PoC Client PoC Session modification

6.1.6.1 General

The PoC Client SHALL generate either a SIP UPDATE request according to rules and procedures of [RFC3311] or a SIP re-INVITE request according to rules and procedures of  [RFC3261]. A SIP UPDATE request MAY be used only if the PoC Server has indicated support for the SIP UPDATE method.

NOTE:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for the POC-1 reference point.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.6.2 PoC Client placing media on hold

This subclause describes the optional procedures that the PoC Client SHALL use when placing a media component on hold.

When the PoC Client sets a media component on hold the PoC Client:

· 1. SHALL generate a new Media Parameter SDP offer using a SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General";

· 2. SHALL include in the SIP request a MIME SDP body as an SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified capabilities;

· 3. SHALL include an "a=sendonly" attribute for a media component which is placed on hold; and,
· 4. SHALL send the SIP request towards the PoC Server according to rules and procedures of the SIP/IP Core.
On receipt of the SIP 200 "OK" response the PoC Client:

· 1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Media on and off hold"; and,

· 2. SHALL start to use the Media Parameters received in the MIME SDP body.

If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed Media Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.6.3 PoC Client placing media off hold
This subclause describes the procedures that the PoC Client SHALL use when re-activating a media component that had been on hold.
When the PoC Client activates a media component, the PoC Client: 

· 1. SHALL generate a new Media Parameter SDP offer using a SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General";

· 2. SHALL include in the SIP request a MIME SDP body as an SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified capabilities;

· 3. SHALL include an "a=sendrecv" attribute for a media component which is activated again; and,
· 4. SHALL send the SIP request towards the PoC Server according to rules and procedures of the SIP/IP Core.
On receipt of the SIP 200 "OK" response the PoC Client:

· 1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Media on and off hold"; and,

· 2. SHALL start to use the Media Parameters received in the MIME SDP body.

If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed Media Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.6.4 User Plane adaptation 

This subclause describes the optional procedures that the PoC Client SHALL use when initiating User Plane adaptation during an ongoing PoC Session.

When initiating User Plane adaptation the PoC Client: 

· 1. SHALL generate a new Media Parameter SDP offer using a SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General";

· 2. SHALL include in the SIP request a MIME SDP body as an SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified Media Parameters; and,
· 3. SHALL send the SIP request towards the PoC Server according to rules and procedures of the SIP/IP Core.
On receipt of the SIP 200 "OK" response the PoC Client:

· 1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "User Plane adaptation"; and,

· 2. SHALL start to use the Media Parameters received in the MIME SDP body.

If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed Media Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of   [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.6.5 SIP Session refresh

Prior to the expiry of the SIP Session timer the PoC Client:

· 1. SHALL generate either a SIP UPDATE request or a SIP re-INVITE request as specified in subclause 6.1.4.1 "General";
· 2. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028]] , “Generating Subsequent Session Refresh Requests”. It is RECOMMENDED that the refresher parameter is set to ‘uac’.

· 3. SHALL include option tag 'timer' in the Supported header; and,
· 4. SHALL send the SIP request towards the PoC Server according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session refresh mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.1.7 PoC Client rejoining a PoC Session 

6.1.7.1 On-demand PoC Session establishment

Upon receiving a request from a PoC User to re-join a PoC Session the PoC Client:

· 1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";

· 2. SHALL set the Request-URI to the PoC Session Identity;

· 3. MAY include in the Request-URI the Session Type uri-parameter indicating the PoC Session type e.g. "session=prearranged", "session=chat" or "session=adhoc" as defined in E.5.1 "Session Type uri-parameter";

· 4. SHALL include a MIME SDP body as an SDP offer as specified in subclause 6.1.3.1a "SDP offer generation";5. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
NOTE 1:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on rules specified in the [PoC-XDM Specification] the PoC Session will not be allowed by the PoC Server hosting the PoC Group.

· 5. SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client: 

· 1. SHALL note the list of supported SIP methods if received in the Allow header;
· 2. SHALL note the PoC Session Identity received in the Contact header; 
· 3. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme; and,
· 4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization". 

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.1.7.2 Pre-established Session

Upon receiving a request from a PoC User to re-join a PoC Session within a Pre-established Session that has been established as specified in subclause 6.1.3.2.1 "PoC Client initiates a Pre-established Session", the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

· 3. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity of the PoC Session to be re-joined with the Session Type uri-parameter indicating the PoC Session type, e.g. "session=prearranged", "session=chat" or "session=ad-hoc" as defined in E.5.1 "Session Type uri-parameter"; 

NOTE:
The PoC Session Identity of the PoC Session to be re-joined may have been received in the TBCP Connect message.
· 4. MAY include the following according to rules and procedures of [draft-norefersub]:
·       a) the option tag 'norefersub'in the Require header; and,
·       b) the value 'false'in the Refer-Sub header.
· 5. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 6. SHALL send the SIP REFER request towards the PoC Server via SIP/IP Core within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in the [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".  

Upon receiving a SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body. 

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.8 PoC Client leaving a PoC Session 

6.1.8.1 Leaving a PoC Session - On-demand Session case

When the Participant wants to leave the PoC Session that has been established using On-demand Session signaling as specified in subclause 6.1.3.3 "Establishment of an On-demand Session" or as specified in subclause 6.1.5.1 "PoC Client rejoining a PoC Session", the PoC Client:

· 1. SHOULD release the granted permission to talk or cancel the queued Talk Burst Requests and interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release";

· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release";
· 3. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

· 4. SHALL set the Request-URI to the PoC Session Identity of the PoC Session to leave;

· 5. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 6. SHALL send a SIP BYE request towards PoC Server according to rules and procedures of SIP/IP Core.  

Upon receiving a SIP 200 "OK" response to the SIP BYE request, the PoC Client SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.1.8.2 Leaving a PoC Session – Pre-established Session case 

Upon receiving a request from a PoC User to leave a PoC Session, the PoC Client:  
· 1. SHOULD release the granted permission to talk or cancel the queued Talk Burst Requests and interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release";
· 2. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 3. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

· 4. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to leave; 

NOTE:
The PoC Session Identity of the PoC Session to leave may have been received in the TBCP Connect message or in the SIP NOTIFY request associated with the SIP REFER request.
· 5. MAY include the following according to rules and procedures of [draft-norefersub]:
·       a) the option tag  'norefersub' in the Require header; and, 
·       b) the value  'false' in the Refer-Sub header.
· 6. SHALL include the 'method'parameter with the value 'BYE' in the Refer-To header;

· 7. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,
· 8. SHALL send the SIP REFER request towards the PoC Server via SIP/IP Core within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.  

Upon receiving a SIP 2xx response to the SIP REFER request, the PoC Client :

1. SHALL handle it according to rules and procedures of [RFC3515] and [RFC3265] 

2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.9 PoC Client adding PoC User(s) to a PoC Session

Upon receiving a request from the PoC User to add one or more PoC Users to an ongoing PoC Session, the PoC Client:

· 1. SHALL , if the SIP REFER request will be sent in a new dialog, generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515]; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2.  SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

NOTE 1: If the ongoing PoC Session is established using Pre-established Session but is not controlled by the same PoC Function as the Pre-established Session, the PoC Session Identity of the on-going PoC Session has been received in the TBCP Connect message.
· 3. SHALL, if only one PoC User is invited, either
a) set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515], and skip the next step; or

b) continue to the next step.

· 4. a) SHALL include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to rules and procedures of [draft-multiple-refer]; 
b) SHALL include a MIME resource-lists body with the list of the PoC Users to be added according to rules and procedures of [draft-multiple-refer]; and,

c) SHALL include option tag 'multiple-refer' to the Require header according to rules and procedures of [draft-multiple-refer]. 

· 5. SHALL , if the on-going PoC Session is an Ad-hoc PoC Group Session or 1-1 PoC Session on the Home PoC Server of the PoC User, check that the number of the Invited PoC Users on the URI-list or in the Refer-To header does not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session as derived from  'MAX-ADHOC-GROUP-SIZE' parameter provisioned for PoC Client. If exceeded, the PoC Client SHOULD notify the PoC User. Otherwise, continue with the rest of the steps.

NOTE 1:  With regards to  'MAX-ADHOC-GROUP-SIZE' parameter, the initiator of the PoC Session is also counted as a Participant.
· 6. SHALL when more than one PoC User is added, include the following according to rules and procedures of [draft-norefersub]:
· a) the option tag 'norefersub' in the Require header; and,

· b) the value  'false' in the Refer-Sub header.
· 7. MAY when only one PoC User is added, include the following according to rules and procedures of [draft-norefersub]:
· a) the option tag  'norefersub' in the Require header; and,

b) the value  'false' in the Refer-Sub header.

· 8. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 

NOTE 2:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [PoC-XDM Specification] the PoC User(s) will not be added to the PoC Session by the PoC Server hosting the PoC Group. 

· 9. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [draft-answermode] if the PoC User has requested Manual Answer Override; 

· 10. SHALL include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of  [draft-answermode] if the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client; and,

· 11. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialogue according to rules and procedures of the SIP/IP Core. 

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE 3:
The PoC Server does not send any SIP NOTIFY request if the PoC Client inserted the Refer-Sub header with value 'false' in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
6.1.10 PoC Client sending an Instant Personal Alert 

Upon a request from a PoC User to send an Instant Personal Alert with a PoC Address identifying the receiving PoC Client, the PoC Client: 

· 1. SHALL generate a SIP MESSAGE request according to rules and procedures of [RFC3428];

· 2. SHALL include Request-URI with the PoC Address of the PoC User to be alerted;

· 3. SHALL include the PoC Address of the PoC User in the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”;

· 4. SHALL include an Accept-Contact header with the PoC feature tag, '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of [RFC3841]; 

· 5. SHALL include the User-Agent header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”; and,
NOTE 1:
 It has not been determined whether anything needs to be added about the value of the content-type.

· 6. SHALL send the SIP MESSAGE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

NOTE 2: 
Privacy cannot be applied with the Instant Personal Alert. If anonymity is required by the sending PoC User then the Instant Personal Alert should not be sent, because the PoC Server will reject the request. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.11 PoC Client sending a Group Advertisement

Upon a request from a PoC User to send a Group Advertisement and if PoC Client supports Group Advertisement, the PoC Client: 

· 1. SHALL generate a SIP MESSAGE request according to rules and procedures of  [RFC3428]; 

· 2. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.groupad' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of [RFC 3841];

· 3. SHALL include PoC specific content in the form of MIME vnd.poc.group-advertisement+xml body.  The PoC Client:
a) SHALL include the <Group> element with the “type” attribute set to

i. “dialed-in” in the case of a Chat PoC Group; or

ii. “dialed-out” in case of a Pre-arranged PoC Group. 
b) MAY include the <display name> element with the value set to PoC Group Name of the PoC Group; 

c) SHALL include the <uri> element with the value set to the PoC Group Identity of the PoC Group; and,

d) MAY optionally include free text in the <note> element.  
NOTE 1: The vnd.poc.group-advertisement+xml is specified in the subclause E.1.1 "Group Advertisement".

· 4. SHALL set the Request-URI according to the PoC User's selection to a PoC Address of a PoC User, or to a PoC Group Identity identifying a Chat PoC Group or a Pre-arranged PoC Group, or to an Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message], if the Exploder-URI is provisioned for PoC Client;

· 5. SHALL include the PoC Address of the PoC User in the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”;

· 6. SHALL include the User-Agent header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”; 
· 7. MAY include media in one or more MIME body as specified in [RFC2046] with a size equal to or less than the maximum size indicated in “INCLUDED-MEDIA-CONTENT-SIZE”.

NOTE 2:
If “INCLUDED-MEDIA-CONTENT-SIZE” is not set or if “INCLUDED-MEDIA-CONTENT-SIZE” is set to zero a MIME body with a Media Type specified in [RFC2046] can not be included; and,

· 8. SHALL send the SIP MESSAGE request towards the PoC Server according to the procedures of the SIP/IP Core.

NOTE 3:
Privacy cannot be applied with Group Advertisement. If anonymity is required by the sending PoC User, the Group Advertisement should not be sent, because the PoC Server will reject the request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.12 PoC Client subscription to the conference state event package 

A PoC Client MAY subscribe to the conference state event package by sending a SIP SUBSCRIBE request to obtain information of the status of a PoC Session. 

The PoC Client: 

· 1. SHALL generate a SIP SUBSCRIBE request and use a new SIP-dialog, as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3265] and [draft-conference-state]; 
· 2. SHALL set the Request-URI of the SIP SUBSCRIBE request to PoC Session Identity or the PoC Group Identity; and,
· 3. SHALL send the SIP SUBSCRIBE request towards the PoC Server using a new SIP dialog, according to rules and procedures of the SIP/IP Core.
The responses to the SIP SUBSCRIBE request SHALL be handled according to rules and procedures of [RFC3265] and [draft-conference-state], and rules and procedures of the SIP/IP Core with the clarifications given in this subclause.

Upon receiving a SIP 200 "OK" or a SIP 202 “Accepted” response to the SIP SUBSCRIBE request the PoC Client: 

· 1. SHALL note the address of the PoC Server received in the Contact header.

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP SUBSCRIBE request the PoC Client: 

· 1. SHALL handle the request according to rules and procedures of [RFC3265] and [draft-conference-state]; and,
· 2. MAY display the current state information of the PoC Session or PoC Group to the PoC User based on the information in the SIP NOTIFY request body.

When needed the PoC Client SHALL terminate the subscription and indicate it terminated according to rules and procedures of [RFC3265].

The contents of the SIP NOTIFY request body is specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.13 PoC Client canceling a PoC Session 

6.1.13.1 Canceling a PoC Session - On-demand Session case

When the Participant wants to cancel the PoC Session initiation, when On-demand Session signaling is used as specified in subclause 6.1.3.3 " Establishment of an On-demand PoC Session” and when the PoC Client has not yet received a final SIP response for the SIP INVITE request, the PoC Client SHALL cancel the SIP INVITE request acting as UAC according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.14 Simultaneous PoC Session control procedures

The PoC Client MAY use Simultaneous PoC Session control procedures if Simultaneous PoC Sessions are supported by the Home PoC Network.

6.1.14.1 PoC Client setting PoC Session priority

The PoC Client MAY set a PoC Session priority while initiating a PoC Session with a SIP INVITE request or at any time later when a valid PoC Session exists with a SIP UPDATE or SIP re-INVITE request. 

When the PoC User wants to change PoC Session priority the PoC Client:

· 1. SHALL generate an SDP offer according to rules and procedures of [RFC2327] and [RFC3264] using a SIP INVITE or SIP re-INVITE or SIP UPDATE request as specified in subclause 6.1.4.1 "General";

· 2. SHALL include a MIME SDP body with the PoC Session parameter "poc_sess_priority" according to subclause E.3.1 "Talk Burst Control Protocol MIME registration"; and,
· 3. SHALL send the SIP request towards the PoC Server according to rules and procedures of the SIP/IP Core.
On receipt of the SIP 200 "OK" response the PoC Client:

· 1. SHALL take account the parameter “poc_sess_priority” in the SDP answer; and,

· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Simultaneous PoC Sessions".

If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed setting. 

The PoC Client MAY indicate the PoC Session priority and PoC Session locking setting in the same SIP request.

6.1.14.2 PoC Client handling of PoC Session locking

The PoC Client MAY request to lock itself in a particular PoC Session while initiating a PoC Session with a SIP INVITE request or at any time later when a valid PoC Session exists with a SIP UPDATE or SIP re-INVITE request. 

When the PoC User wants to change PoC Session locking state the PoC Client:

· 1. SHALL generate a SDP offer according to rules and procedures of [RFC2327] and [RFC3264] using a SIP INVITE or SIP re-INVITE or SIP UPDATE request as specified in subclause 6.1.4.1 "General";

· 2. SHALL include a MIME SDP body with the PoC Session locking parameter “poc_lock” according to subclause E.3.1 "Talk Burst Control Protocol MIME registration"; and,
· 3. SHALL send the request towards the PoC Server according to rules and procedures of the SIP/IP Core.
On receipt of the SIP 200 "OK" response the PoC Client 

· 1. SHALL take account the parameter “poc_lock” in the SDP answer; and,

· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Simultaneous PoC Sessions". 

If a SIP 200 "OK" response is not received the PoC Client SHALL continue to use the previously agreed setting.

NOTE 1: The PoC Session locking is automatically released when the PoC Session is ended. 

NOTE 2: Sending a TBCP Talk Burst Request message from the PoC Client in a PoC Session will cause the locking value to change to "unlocked" in any other PoC Session.

The PoC Client MAY indicate PoC Session priority and PoC Session locking setting in the same SIP request.

6.1.15 PoC Client expels another Participant(s) from a PoC Session 

Upon receiving a request from the PoC User to expel one or more Participants from an ongoing PoC Session, the PoC Client:

· 1. SHALL , if the SIP REFER request will be sent in a new dialog, generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515]; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2.  SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

NOTE 1: If the ongoing PoC Session is established using Pre-established Session but it is not controlled by the same PoC Function as the Pre-established Session, the PoC Session Identity of the on-going PoC Session has been received in the TBCP Connect message.
· 3. SHALL, if only one Participant is expelled, either
a) set the Refer-To header of the SIP REFER request to the PoC Address of the expelled Participant according to rules and procedures of [RFC3515], and skip the next step; or

b) continue to the next step.

· 4. a) SHALL, if not all Participants are expelled, include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to rules and procedures of [draft-multiple-refer]; 
b) SHALL include a MIME resource-lists body with the list of the PoC Users to be expelled according to rules and procedures of [draft-multiple-refer]; and,

c) SHALL include 'multiple-refer' option tag to the Require header according to rules and procedures of [draft-multiple-refer]. 

· 5. SHALL, if all Participants are expelled, set the Refer-To header of the SIP REFER request to '*';

Editors note:  The use of '*' shall be clarified

Editors note:  Tel URI should be taken account here and also in the adding case.

Editors Note:  SCR and ETR should be generated only for Dispatching case. 

· 6. SHALL include the 'method' parameter with the value 'BYE' in the Refer-To header;

· 7. SHALL when more than one Participant is expelled, include the following according to rules and procedures of [draft-norefersub]:
· a) the option tag 'norefersub' in the Require header; and,

· b) the value 'false' in the Refer-Sub header.
· 8. SHOULD when only one Participant is expelled, include the following according to rules and procedures of [draft-norefersub]:
· a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.

· 9. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 

NOTE 2:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [PoC-XDM Specification] the expelling will be rejected by the PoC Server hosting the PoC Group. 

Editors Note:  Expelling unknown anonymous Participants is FFS. 

· 10. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialogue according to rules and procedures of the SIP/IP Core. 

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE 3:
The PoC Server does not send any SIP NOTIFY request if the PoC Client inserted the Refer-Sub header with value 'false' in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
6.2 PoC Client termination procedures

6.2.3 PoC Client invited to a PoC Session

6.2.3.1 General

On receipt of the initial SIP INVITE request the PoC Client: 

· 1. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Client is occupied in another PoC Session and can not handle Simultaneous PoC Sessions as specified in 6.2.7 “Simultaneous PoC Sessions control procedures”; or,

b) when the PoC Client is occupied in a CS call; or,

c) when the PoC Client determines that there is not enough resources to handle the PoC Session; or,

d) any other reason outside the scope of this specification.

NOTE 1:
The decision to reject a SIP INVITE request to a PoC Session can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 

· 2. SHALL reject the SIP INVITE request with a SIP 403 “Forbidden” response if either of the following conditions are true:

a) the incoming SIP INVITE request contained a Priv-Answer-Mode header with the value 'Auto' as specified in [draft-answermode] and the PoC Client does not support Manual Answer Override;

b) the incoming SIP INVITE request contained an Answer-Mode header with the value 'Manual;Require' as specified in [draft-answermode] and the PoC Client does not support Manual Answer Mode;

· 3. SHALL note the list of supported SIP methods if received in the Allow header;
· 4. SHALL note as the PoC Session Identity the content of the Contact header;
· 5. MAY display to the PoC User the PoC Address of the Inviting PoC User but SHALL NOT display it if Privacy header includes value 'id'; 
· 6. MAY display Session Type information to the PoC User based on the information received in the Session-Type uri-parameter in the Contact header; and, 

· 7. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme. 
When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request the PoC Client:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 
NOTE 2:
The use of the option tag ‘precondition’, as specified in [RFC3312], and the option tag ‘100rel’, as specified in [RFC3262], is not defined for the POC-1 reference point.

· 2. SHALL include Server header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”;

· 3. SHALL include the option tag 'timer' in a Require header;
· 4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261]; 
· 5. SHALL include value 'id' in a Privacy header according to rules and procedures specified in [RFC3325], if anonymity is requested by the Invited PoC User; 

· 6. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request and start the SIP Session timer according to rules and procedures specified in [RFC4028]], “UAS Behavior”. The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uas'.
· 7. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”, if not provided automatically by SIP/IP Core; and,

· 8. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header;
· 9. MAY include a Nick Name as specified in subclause 5.4 “Nick Name” in the SIP 200 “OK” response to the initial SIP INVITE request; and,

· 10. SHOULD render the media received in MIME bodies to the PoC User if media in a request is supported and the Media Type is supported by the PoC Client.

· 11. SHOULD render the media received in a MIME body to the PoC User if media in a request is supported and the Media Type is supported by the PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.1.1a SDP answer generation

The SDP body SHALL be composed according to rules and procedures of [RFC3264] and [RFC2327] as follows:

· 1. the IP address of the PoC Client for each accepted Media and for each accepted Media-floor Control Entity SHALL be set;
· 2. the media-level description for each accepted Media from the SDP offer SHALL consist of:
· a) the port number for Media;

· b) the codec(s) and Media Parameters acceptable by the PoC Client for the PoC Service selected from those in the SDP offer contained in the incoming SIP INVITE request;

NOTE 1: The Media Parameters of the Discrete Media are defined in [OMA IM TS].

· c) the "a=label" attribute with a unique value as specified in [draft-ietf-mmusic-sdp-media-label], if Media is to be connected to a Media-floor Control Entity and except when only PoC Speech with TBCP is accepted; and,

· d) the IP address of the PoC Client and port number to be used for RTCP, according to rules and procedures of  [RFC3605], if the Media uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used.

Editors Note: following is ffs "– e) if PoC Client is not willing to send or receive the Media immediately, an attribute to set the Media inactive. ".
· 3. for any Media-floor Control Entity, that is offered in the SDP offer and accepted in the SDP answer, the media-level description of each offered Media-floor Control Entity SHALL consist of:
· a) the protocol for Media-floor Control as in the SDP offer;

NOTE 2: the protocol can be either Talk Burst Control Protocol or Media Burst Control Protocol.

· b) the Media-floor Control Entity parameters selected from those in the SDP offer contained in the SIP INVITE request; 

· c) the port number for Media-floor Control Entity; and,

· d) the "a=floorid:0 m-stream attribute with value(s) referencing the Media as specified in [draft-ietf-mmusic-sdp-bfcp] intended  to be connected the Media-floor Control Entity except when only PoC Speech with TBCP is accepted;

· 4. if a Media-floor Control Entity is either rejected or not supported: 

· a) the Media-floor Control Entity SHALL be marked as rejected according to rules and procedures of [RFC3264]; and

· b) all the Media bound to the Media-floor Control Entity SHALL be rejected according to rules and procedures of RFC [3264];

· 5. the Media not supported or rejected SHALL be marked as rejected according to rules and procedures of [RFC3264].

With an SDP answer, the following SHALL be applied:

· 1. if PoC Speech is accepted, the media-level description that identifies PoC Speech SHALL be connected to the corresponding Media-floor Control Entity as in the SDP offer;

· 2. if Video is accepted, the media-level description that identifies Video SHALL be connected to the corresponding Media-floor Control Entity as in the SDP offer;

· 3. if Audio is accepted, the media-level description that identifies Audio SHALL be connected to the corresponding Media-floor Control Entity as in the SDP offer; and
· 4. if Discrete Media is acceptedand bound to a Media-floor Control Entity, the media-level description that identifies Discrete Media SHALL be connected to corresponding Media-floor Control Entity as in the SDP offer.
Editor’s note: Media-floor Control Entity Protocol for each Media or each Media combination is FFS

Editor's note: update from RFC2327 to new SDP draft [draft-ietf-mmusic-sdp-new-26] is to be considered

Editor's note: how to distinguish the PoC Speech and Audio is FFS

6.2.3.2 Auto-answer case

On receipt of an initial SIP INVITE request, the PoC Client SHALL perform the auto-answer procedures described in this subclause if any of the following conditions are true: 

· the incoming SIP INVITE request contained an Answer-Mode header with the value "'Auto' as specified in [draft-answermode] and the PoC Client is set to Auto Answer Mode; or

· the incoming SIP INVITE request contained a Priv-Answer-Mode header with the value 'Auto' as specified in [draft-answermode], and the PoC Client does not have an already established PoC Session;
otherwise, do not continue with the rest of the steps in this subclause.

The PoC Client:

· 1. SHALL validate that the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable to the PoC Client and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. SHALL accept the request and generate a SIP 200 "OK" response as specified in the subclause 6.2.1.1 "General" towards the PoC Server; 

· 3. SHALL include in a SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request  as specified in the subclause 6.2.1.1a "SDP answer generation";

· 4. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core; 

· 5. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme; and,
· 6. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.2.3.3 Manual-answer case

On receipt of an initial SIP INVITE request, the PoC Client SHALL perform the manual-answer procedures described in this subclause if any of the following conditions are true:

· the incoming SIP INVITE request contained an Answer-Mode header with the value 'Manual;Require'as specified in [draft-answermode];
· the PoC Client is set to Manual Answer Mode and the incoming SIP INVITE request did not contain a Priv-Answer-Mode header with the value 'Auto'as specified in [draft-answermode];

· the incoming SIP INVITE request contained a Priv-Answer-Mode header with the value  'Auto' as specified in [draft-answermode] and the PoC Client has an already established PoC Session;
otherwise, do not continue with the rest of the steps in this subclause.

The PoC Client:

· 1. SHALL validate that the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable to the PoC Client and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. SHOULD indicate to the PoC User if maximum amount of Simultaneous PoC Sessions are exceeded with this PoC Session in case Simultaneous PoC Sessions are supported. When accepting another PoC Session a PoC Session SHALL be released as described in the subclause 6.1.6 "PoC Client leaving a PoC Session";
NOTE: How the PoC Client interacts with the PoC User to determine which PoC Session to release is an implementation issue. 

· 3. SHALL generate and send a SIP 180 'Ringing' response towards the PoC Server as specified in the subclause 6.2.1.1 "General". If the user accepts the PoC Session invitation, perform steps 3,4 and 6. If the user declines the PoC Session invitation, perform step 5;
· 4. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 6.2.1.1 "General" if the PoC User accepts the PoC Session invitation;  

· 5. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request  as specified in the subclause 6.2.1.1a “SDP answer generation”;

· 6. SHALL send a SIP 480 "Temporarily Unavailable" response towards the PoC Server if the PoC User declines the PoC Session invitation or a SIP 408 "Request Timeout" response if the invitation times out. 

· 7. SHALL, if the PoC User accepts the PoC Session invitation.

a) send the SIP 200 "OK" response to the PoC Server; and,
b) interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".

· 8. MAY notify the Media Burst Control Scheme to the PoC User if the PoC User acceptes the PoC Session invitation and  received the indication of Media Burst Control Scheme.When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.4 PoC Client receiving a PoC Session modification request

Upon receiving a SIP UPDATE request, or a SIP re-INVITE request with a MIME SDP body including a new SDP offer as specified by [RFC3264] and [RFC2327], the PoC Client:

· 1. SHALL validate that the Media Parameters and at least one codec are acceptable to the PoC Client and if not,

a) select a subset of the received Media Parameters; or,

b) reject the request with a SIP 488 "Not Acceptable Here" response towards the PoC Server according to rules and procedures of SIP/IP Core. Otherwise, continue with the rest of the steps.

· 2. SHALL activate new Media Parameters as specified in [OMA-PoC-UP] "User Plane adaptation";

· 3. SHALL generate a SIP 200 "OK" according to rules and procedures of [RFC3261]; 

· 4. SHALL include the Session-Expires header in the SIP 200 "OK" response to the SIP UPDATE or SIP re-INVITE request and re-start the SIP Session timer according to rules and procedures specified in [RFC4028], “UAS Behavior”.  The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uas'.  

· 5. SHALL include the option tag 'timer' in the Require header;
· 6. SHALL include the accepted Media Parameters in a MIME SDP body as the SDP answer to SDP offer in the SIP UPDATE or SIP re-INVITE request as specified in the subclause 6.2.1.1a “SDP answer generation”;

· 7. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of SIP/IPCore; and,

· 8. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.5 PoC Client receiving a PoC Session release request

6.2.5.1 PoC Session release request – On-demand Session case

Upon reception of a SIP BYE request, the PoC Client: 

· 1. SHALL send SIP 200 "OK" response towards PoC Server according to rules and procedures of the SIP/IP Core; and,
· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] “PoC Client procedures at PoC Session release”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.5.2 PoC Session release request – Pre-established Session case

Upon receiving a release request on the User Plane as specified in [OMA-PoC-UP] "PoC Session control state diagram – Pre-established Session", the PoC Client SHALL regard the PoC Session within the Pre-established Session as released and interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".

6.2.6 PoC Client receiving an Instant Personal Alert

Upon receiving a SIP MESSAGE request containing the PoC feature tag '+g.poc.talkburst' in the Accept-Contact header field, and a non-anonymous Authenticated Originator’s PoC Address, the PoC Client:

NOTE 1: 
It has not been determined whether the content-type needs to be checked.

· 1. MAY reject the SIP MESSAGE request with an appropriate reject code specified in [RFC3428] and [RFC3261] e.g.

a) when the PoC Client determines that there is not enough resources to handle the SIP MESSAGE request; or,

b) any other reason outside the scope of this specification.

NOTE 2:
The decision to reject the SIP MESSAGE request can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 

· 2. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3428];

· 3. SHALL include the Server header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”; and,
· 4. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core.
NOTE 3:
The PoC Client can indicate to the PoC User that an Instant Personal Alert was received.

The PoC Client MAY use the procedures specified in subclause 6.1.3.2.2 "PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session" or in subclause 6.1.3.3.1 "PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session" to initiate a 1-1 PoC Session with the PoC User identified in the Authenticated Originator’s PoC Address.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.7 PoC Client receiving a Group Advertisement

Upon receipt of a SIP MESSAGE request containing an Accept-Contact header including the PoC feature tag '+g.poc. groupad' the PoC Client: 

· 1. MAY reject the SIP MESSAGE request with an appropriate reject code specified in [RFC3428] and [RFC3261] e.g;

a) when the PoC Client determines that there is not enough resources to handle the SIP MESSAGE request; or,

b) any other reason outside the scope of this specification.

Otherwise, continue with the rest of the steps.  
NOTE 1:
The decision to reject the SIP MESSAGE request can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 

NOTE 2:
The case that PoC Client does not support the Group Advertisement is not needed to cover, because in this case the PoC Client has not registered the PoC feature tag '+g.poc. groupad' to the SIP/IP Core and will not receive a Group Advertisement message.

· 2. SHALL generate a 200 "OK" response according to rules and procedures of [RFC3428];

· 3. SHALL include the Server header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”; and,
· 4. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core.
NOTE 3:
The PoC Client can act based on the received Group Advertisement e.g. by showing the advertisement to the PoC User.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.2.8 PoC Client receiving a PoC Session SIP CANCEL request

6.2.8.1 PoC Session SIP CANCEL request - On-demand Session case

Upon reception of a SIP CANCEL request, the PoC Client SHALL behave as UAS according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.2.9 Simultaneous PoC Session control procedures

PoC Client MAY use Simultaneous PoC Session control procedures if the PoC Server of the Home PoC Network supports Simultaneous PoC Sessions. The Invited PoC Client MAY change the PoC Session priority and/or PoC Session locking during a PoC Session as specified in subclauses 6.1.12.1 "PoC Client Setting PoC Session Priority" and 6.1.12.2 "PoC Client handling of PoC Session locking".

NOTE:
The PoC Session locking is automatically released when the PoC Session is ended.

7. Procedures at the PoC Server

7.1 Determination of PoC Server role

This subclause describes how a PoC Server determines its role when receiving an initial or a stand-alone SIP request. 

The behaviour in the PoC Server when receiving SIP requests within an existing SIP dialog is described under the respective PoC Server role.

Once the role is decided the role SHALL be kept until the SIP dialog is released, or until the stand-alone transaction is done.

7.1.3 Reception of an initial SIP INVITE request

Upon receiving an initial SIP INVITE request the PoC Server:

· 1. SHALL if it is the Originating PoC Service Point Trigger and

a) if the SIP URI in the Request-URI of the SIP INVITE request corresponds to the Conference-factory-URI of the PoC service in the network served by the PoC Server but the SIP INVITE request does not include a URI-list of the PoC Users to be invited the PoC Server SHALL perform the role of Participating PoC Function and continue as specified in subclause 7.3.1.2 "Pre-established Session"; or,

b) otherwise the PoC Server SHALL perform the role of the Participating PoC Function as specified in 7.3.1.4 “PoC Session establishment or rejoin using On-demand Session”.

· 2. SHALL if it is the Terminating PoC Service Point Trigger and

· a)  if the Session Type uri-parameter is “session=prearranged” and,

· i. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Pre-arranged PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request"; 

or,

· ii. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Chat PoC Group owned by the PoC Server, the PoC Server SHALL return a SIP 404 “Not Found” response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to ‘100 Correct Session Type of <Request-URI> is “session=chat”’ and not continue with the rest of the steps.

or,

· b)  if the Session type uri-parameter is “session=chat” and,

· i. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Chat PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.5 "Joining Chat PoC Group Session request "; 

or,

· ii. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Pre-arranged PoC Group owned by the PoC Server, the PoC Server SHALL return a SIP 404 “Not Found” response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to ‘101 Correct Session Type of <Request-URI> is “session=prearranged”’ and not continue with the rest of the steps.

or,

· c) if a Session Type uri parameter is not included and

· i. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Pre-arranged PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request";

or,

· ii. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Chat PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.5 "Joining Chat PoC Group Session request ";

d) if the SIP-URI in the Request-URI of the SIP INVITE request corresponds to a PoC Session Identity generated by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.4 "Rejoining PoC Session request"; or,

e) if the SIP-URI in the Request-URI of the SIP INVITE request corresponds to a PoC User served by the PoC Server the PoC Server SHALL perform the role of Participating PoC Function and continue as specified in subclause 7.3.2.2 "PoC Session invitation request"; or,

f) if the SIP URI in the Request-URI of the SIP INVITE request is unknown to the PoC Server the PoC Server SHALL perform the actions specified in subclause 7.5.2 "Conference URI does not exist".

7.1.4 Reception of a SIP REFER request

Upon receiving a SIP REFER request outside of an existing SIP dialog the PoC Server 

· 1. SHALL if it is the Originating PoC Service Point Trigger continue as specified in subclause 7.3.1.8 “SIP REFER request received”; or,

· 2. SHALL if it is the Terminating PoC Service Point Trigger and

· a. if the SIP REFER is received without a method parameter in the Refer-To header or when the method parameter is set to "INVITE" in the Refer-To header continue as specified in subclause 7.2.1.8 “Adding Participants to PoC Session request”; or,

· b. if the method parameter is set to "BYE" in the Refer-To header

· i. continue as specified in subclause 7.2.1.9.2 “SIP REFER BYE request received when using a Pre-established Session” in case of a Pre-established Session; or,

· ii. continue as specified in subclause 7.2.1.9.4 “SIP REFER BYE request received when using an On-demand Session” in case of an On-demand Session.

7.1.5 Reception of a SIP MESSAGE request

Upon receiving a SIP MESSAGE request containing the PoC feature tag '+g.poc.talkburst' in the Accept-Contact header the PoC Server:

· 1. SHALL if it is the Originating PoC Service Point Trigger continue as specified in subclause 7.4.1.1 "Instant Personal Alert procedure at originating PoC Server "; or,

· 2. SHALL if it is the Terminating PoC Service Point Trigger continue as specified in subclause 7.4.1.2 " Instant Personal Alert procedure at terminating PoC Server ".

Upon receiving a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header the PoC Server:

· 1. SHALL if it is the Originating PoC Service Point Trigger continue as specified in subclause 7.3.1.11 " Group Advertisement request "; or,

· 2. SHALL if the Terminating PoC Service Point Trigger and the Request-URI contains a SIP URI corresponding to a PoC Group known by the PoC Server, continue as specified in the subclause 7.2.1.12 " Group Advertisement request "; or,

· 3. SHALL if it is the Terminating PoC Service Point Trigger and the Request-URI contains a SIP-URI corresponding to a PoC User served by the PoC Server continue as specified in subclause 7.3.2.7 " Group Advertisement request ".

7.1.6 Reception of a SIP SUBSCRIBE request

Upon receiving a SIP SUBSCRIBE request outside of an existing SIP dialog the PoC Server:

· 1. SHALL if it is the Originating PoC Service Point Trigger continue as specified in 7.3.1.7 “SIP SUBSCRIBE request”; or,

· 2. SHALL if it is the Terminating PoC Service Point Trigger continue as specified in subclause 7.2.1.11 "PoC Session Participant information Request".

7.2 Controlling PoC Function procedures

7.2.3 Request terminating at the Controlling PoC Function

7.2.3.1 General

On receipt of an initial SIP INVITE request the PoC Server 

· 1. SHALL note the supported SIP methods if received in the Allow header; and,

· 2. SHALL use the Nick Name, if a Nick Name is included, according to the priority specified in subclause 5.4 “Nick Name”.

When sending SIP provisional responses with the exception of the SIP 100 "Trying" response to the SIP INVITE request the PoC Server

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 3. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

· 4. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session or

b) set to the PoC Group Identity with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 “Session Type uri-parameter” in case of Pre-arranged or Chat PoC Group respectively; and,

· 5. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session Type uri-parameter “session=1-1”, or “session=adhoc”, or “session=prearranged”, or “session=chat” as appropriate for the type of the PoC Session as specified in E.5.1 “Session Type uri-parameter”.
· 6. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to 'xxx Media in INVITE discarded' if at least one MIME body with media was removed as specified in subclauses 7.2.1.2 “Ad-hoc PoC Group and 1-1 PoC Session setup request” and 7.2.1.3 “Pre-arranged PoC Group Session setup request”.

· 7. SHALL include Warning header(s) received in incoming provisional responses to SIP INVITE request with the exception of the SIP 100 “Trying” response.

When sending a SIP 200 "OK" response to the initial SIP INVITE request the PoC Server:

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

· 3. SHALL include the Session-Expires header with and start supervising the SIP Session according to rules and procedures of [RFC4028]], “UAS Behavior”. The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uac'. 

· 4. SHALL include the option tag 'timer' in a Require header;
· 5. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session  or,

b) set to the PoC Group Identity with the Session Type uri-parameter  "session=prearranged" or "session=chat" as specified in E.5.1 “Session Type uri-parameter” in case of the Pre-arranged or Chat PoC Group respectively.

· 6. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session Type uri-parameter “session=1-1”, or “session=adhoc”, or “session=prearranged”, or “session=chat” as appropriate for the type of the PoC Session as specified in E.5.1 “Session Type uri-parameter”; and,
· 7. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not already included in a SIP provisional response.

· 8. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to 'xxx Media in INVITE discarded' if at least one MIME body with media was removed as specified in subclauses 7.2.1.2 “Ad-hoc PoC Group and 1-1 PoC Session setup request” and 7.2.1.3 “Pre-arranged PoC Group Session setup request”.

· 9. SHALL include Warning header(s) received in incoming responses to SIP INVITE request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.1a  SDP answer generation

Editor’s Note: the initial SDP offer may need to be changed to the received SDP offer.

Editor’s Note: we need to check Media in this section need to be changed to Media Type.
The SDP answer is generated based on the initial SDP offer. The PoC Server SHALL accept the same Media Type and the connected Media-floor Control Entities as included in the initial SDP offer independent to the SDP answer(s) received in SIP 200 “OK” response(s), if any or further reduced based on the SDP answer(s).
The SDP body SHALL be composed according to rules and procedures of [RFC3264] and [RFC2327] as follows:

· 1. the IP address of the PoC Server SHALL be set for each accepted Media from the initial SDP offer and for each accepted Media-floor Control Entity from the initial SDP offer;
· 2. the media-level description for each accepted Media from the initial SDP offer SHALL consist of:
· a) the port number for Media;

· b) the codec(s) and Media Parameters selected by the PoC Server from the list contained in the initial SDP offer; optionally further reduced based on: 
· i) the SDP answer(s) received in SIP 200 "OK" response(s) from the Invited PoC Client(s), if already received;
· ii) the SDP answer(s) received in SIP 200 "OK" response(s) from the PoC Session Participant(s) other than Invited PoC Client(s), if already received; 

· iii) the SDP answer(s) sent in SIP 200 "OK" response(s) to the PoC Session Participant(s), if sent previously; and,
· iv) the Media Parameters that are currently used in this PoC Session, if PoC Session has already been set up;
NOTE 1: The Media Parameters of the Discrete Media are defined in [OMA IM TS]

NOTE 2: If transcoding is supported and codec(s) and Media Parameters other than those contained in the initial SDP offer have been offered in the SDP of the SIP INVITE request sent to Invited PoC Client(s), the SDP answer in the SIP 200 "OK" response towards the Inviting PoC Clientmay be different from the SDP answer received in SIP 200 "OK" response from the Invited PoC Client(s).

· c) the ‘label’ attribute with a unique value as specified in [draft-ietf-mmusic-sdp-media-label], if Media is to be connected to a Media-floor Control Entity except when only PoC Speech with TBCP is accepted; and,

· d) the IP address of the PoC Server and port number to be used for RTCP, according to rules and procedures of  [RFC3605], if the Media uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used;

· 3. for any Media-floor Control Entity, that is offered in the initial SDP offer and accepted in the SDP answer by the PoC Server, the media-level description of each offered Media-floor Control Entity SHALL consist of:
· a) the protocol for Media-floor Control as in the initial SDP offer;

NOTE 3: the protocol can be either Talk Burst Control Protocol or Media Burst Control Protocol.

· b) the Media-floor Control Entity parameters selected by the PoC Server from the list contained in the initial SDP offer; optionally reduced based on the SDP answer(s) received in SIP 200 "OK" response from the Invited PoC Client(s), if already received;

Editor's note: the Media-floor Control Entity parameters in optionally reduced case need to be clarified

c) the port number for Media-floor Control Entity;

· d) the ‘floorid:0 m-stream' attribute with value(s) referencing the Media as specified in [draft-ietf-mmusic-sdp-bfcp] intended  to be connected the Media-floor Control Entity except when only PoC Speech with TBCP is accepted; and,

· e) optionally  "tb-granted" indication as specified in E.3 "SDP Extensions";
· 4. if a Media-floor Control Entity is rejected: 

· a) the Media-floor Control Entity SHALL be marked as rejected according to rules and procedures of [RFC3264]; and,

· b) all the Media bound to the Media-floor Control Entity SHALL be marked as rejected according to rules and procedures of [RFC3264];

· 5. the Media rejected by the PoC Server SHALL be marked as rejected according to rules and procedures of [RFC3264].

With an SDP answer, the following SHALL be applied:

· 1. if PoC Speech is accepted, the media-level description that identifies PoC Speech SHALL be connected to the corresponding Media-floor Control Entity as in the initial SDP offer;
· 2. if Video is accepted, the media-level description that identifies Video SHALL be connected to the corresponding Media-floor Control Entity as in the initial SDP offer;
· 3. if Audio is accepted, the media-level description that identifies Audio SHALL be connected to the corresponding Media-floor Control Entity as in the initial SDP offer; and,
· 4. if Discrete Media is accepted and bound to a Media-floor Control Entity, the media-level description that identifies Discrete Media SHALL be connected to corresponding Media-floor Control Entity as in the initial SDP offer.
Editor’s note: Media-floor Control Entity Protocol for each Media or each Media combination is FFS

Editor's note: update from RFC2327 to new SDP draft [draft-ietf-mmusic-sdp-new-26] is to be considered

Editor's note: how to distinguish the PoC Speech and Audio is FFS

7.2.3.2 Ad-hoc PoC Group and 1-1 PoC Session setup request

Upon receiving of an initial SIP INVITE request the PoC Server:

· 1. SHALL check whether the Conference-factory-URI contained in the Request URI is allocated and perform the actions specified in subclause 7.5.1 "Conference-factory URI does not exist" if it is not allocated;

· 2. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it does not the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 3. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request, and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 4. SHALL validate that the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable by the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 5. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in an Ad-hoc PoC Group Session is not exceeded. If exceeded, PoC Server SHALL return SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text  set to ‘102 Too many participants’. Otherwise, continue with the rest of the steps; 

NOTE 1:  With regards to 'MAX-ADHOC-GROUP-SIZE' parameter, the initiator of the PoC Session is also counted as a Participant.

· 6. SHALL, if Included Media Content is supported by the PoC Server and if media is received in one or more MIME bodies,

· a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, either,

· i) send a SIP 403 “Forbidden” response. Otherwise continue with the rest of the steps; or,

· ii) removed the MIME body containing the not allowed media.

NOTE 2:
One example of a policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

· b) Check the size of all MIME bodies containing media and if the size exceeds a configurable max size send a SIP 413 “Request Entity Too Large” response. Otherwise, continue with the rest of the steps.

· 7. SHALL allocate a PoC Session Identity for the PoC Session; and,

· 8. SHALL invite the PoC Users listed in the MIME resource-lists body as specified in subclause 7.2.2.2 "PoC Session invitation request".

NOTE 3:
How the multiple invited members are conveyed in the SIP INVITE request is specified in [draft-URI-list].

Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value 'Unconfirmed' as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server:

· 1. SHALL generate 200 "OK" response as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and the final response is not yet sent to the Inviting PoC Client, otherwise do not proceed with the rest of the steps;

· 2. SHALL include body in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";

· 3. SHALL include a P-Answer-State header with the value 'Unconfirmed';

· 4. SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of SIP/IP Core;

NOTE 4: If PoC Server supports Unconfirmed Indication and generates and sends SIP 200 "OK" response towards Inviting PoC Client based on received SIP 183 "Session Progress", then PoC Server needs either to prepare for transcoding or PoC Session modification. This is needed in the case if the SDP answer contained in SIP 200 "OK" sent towards Inviting PoC Client is in mismatch with the SDP answer contained in SIP 200 "OK" received from terminating network.

· 5. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization"; and,

· 6. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".

· 7. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session Invitation Request" and the SIP final response or a SIP 180 "Ringing" response has not yet been sent to the Inviting PoC Client, the PoC Server:

· 1. SHALL generate a SIP 180 "Ringing" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General"; and,

· 2. SHALL send the SIP 180 "Ringing" response towards the Inviting PoC Client according to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server:

· 1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if the SIP final response is not yet sent to the Inviting PoC Client. Otherwise do not proceed with the rest of the steps;


2. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";  
· 3. SHALL send a SIP 200 "OK" response towards the Inviting PoC Client; and

· 4. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

· 5. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".
· 6. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP final response other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the PoC Server: 
· 1. SHALL send the SIP final response towards the Inviting PoC Client, if a SIP final response was received from all the Invited PoC Clients and the SIP 200 "OK" response is not yet sent.  The SIP final response SHALL include the Status-Code defined by the PoC Server according to local policy e.g. the lowest value received from the Invited PoC User(s); or, 

· 2. SHALL remove Inviting PoC Client from the PoC Session as specified in subclause 7.2.2.4 "Remove of Participant from PoC Session", if a SIP final response other than 2xx or 3xx was received from all the Invited PoC Clients and the SIP 200 "OK" response is already sent.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3.3 Pre-arranged PoC Group Session setup request

Upon receiving an initial SIP INVITE request the PoC Server:

· 1. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check the presence of the 'isfocus'feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '105 isfocus already assigned' . Otherwise, continue with the rest of the steps;

· 3. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14 "PoC Session initiation policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 4. SHALL check whether privacy is allowed for the Authenticated originator’s PoC Address, when anonymity is requested with the Privacy header containing the value 'id'.  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [PoC-XDM Specification].  Otherwise, continue with the rest of the steps;

· 5 SHALL validate that the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 6. if the PoC Group does not have already an on-going PoC Session then the PoC Server:

a) SHALL invite members of the Pre-arranged PoC Group as specified in subclauses 7.2.1.14 "PoC Session initiation policy" and 7.2.2.2 "PoC Session invitation requests".  

· 7. SHALL, if Included Media Content is supported by the PoC Server and if media is received in one or more MIME bodyies,

a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, either,

· i) send a SIP 403 “Forbidden” response. Otherwise continue with the rest of the steps; or,

· ii) removed the MIME bodies containing the not allowed media.

NOTE:
One example of a policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

b) Check the size of all MIME bodies containing media and if the total size exceeds a configurable max size send a SIP 413 “Request Entity Too Large” response. Otherwise, continue with the rest of the steps. c) SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization" and do not continue the rest of the steps.

· 8. if the PoC Group has already an active PoC Session then PoC Server:

a) SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

b) SHALL check if <max-participant-count> as specified in [PoC XDM Specification] is already reached.  If reached, PoC Server SHALL return a SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '102 Too many participants' to the originating network. Otherwise, continue with the rest of the steps;

c) SHALL generate a SIP 200 "OK" response as specified in the 7.2.1.1 "General"; 

d) SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";
e) SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core;

f) SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

g) SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

h) SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value 'Unconfirmed' as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session Invitation Requests" the PoC Server:

1. SHALL generate a SIP 200 "OK" response to SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and the SIP final response is not yet sent to the Inviting PoC Client, otherwise do not proceed with the rest of the steps;

2. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '103 Too many group members' in the SIP 200 "OK" response, if the Pre-arranged PoC Group has more than <max-participant-count> members as specified in [PoC XDM Specification].


3. SHALL include in the SIP 200 "OK" response a MIME SDP bodyas an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";
· 4. SHALL include a P-Answer-State header with the value 'Unconfirmed';

· 5. SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core; 

· 6. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";
· 7. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and

· 8. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session invitation requests" and the SIP final response or a SIP 180 "Ringing" response has not yet been sent to the Inviting PoC Client, the PoC Server: 

· 1. SHALL generate a SIP 180 "Ringing" to the SIP INVITE request response as specified in the subclause 7.2.1.1 "General"; and,

· 2. SHALL send the SIP 180 "Ringing" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation requests" the PoC Server: 

· 1. SHALL generate SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if the SIP final response is not yet sent to the Inviting PoC Client.  Otherwise do not proceed with the rest of the steps;

· 2. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '103 Too many group members' in the SIP 200 "OK" response, if the Pre-arranged PoC Group has more than <max-participant-count> members as specified in [PoC XDM Specification].


3. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";
· 4. SHALL send a SIP 200 "OK" response to the Inviting PoC Client according to rules and procedures of the SIP/IP Core; 

· 5. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

· 6. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,.

· 7. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP final response other than 2xx or 3xx that is one of the SIP 4xx, 5xx or 6xx final responses the PoC Server: 

· 1. SHALL perform either of the following:

a) send the SIP final response towards the Inviting PoC Client, according to rules and procedures of the SIP/IP Core, if a SIP final response was received from all the Invited PoC Clients and the SIP 200 "OK" response is not yet sent. The SIP final response SHALL include the Status-Code defined by the PoC Server according to local policy e.g. the lowest value received from the Invited PoC User(s); or,

b) remove the Inviting PoC Client from the PoC Session as specified in subclause 7.2.2.4 "Removal of Participant from PoC Session", if a SIP final response other than 2xx or 3xx was received from all the Invited PoC Clients and the SIP 200 "OK" response is already sent.

· 2. MAY invite an additional member of the Pre-arranged PoC Group as specified in subclause 7.2.2.2 "PoC Session invitation request" that has not already been invited, if the Pre-arranged PoC Group has more than <max-participant-count> members as specified in [PoC XDM Specification], and all members have not yet been invited.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3.4 Rejoining PoC Session request

Upon receipt of a SIP INVITE request that includes a PoC Session Identity in the Request-URI the PoC Server:

· 1. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check the presence of the Session Type uri-parameter in the Request-URI and if it is present check whether it matches with the correct Session Type of the Request-URI and if it doesn’t then the PoC Server performing the Controlling PoC Function SHALL reject the request with a SIP 404 "Not Found" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text ‘100 Correct Session Type of <Request-URI> is "session=chat"’ or ‘101 Correct Session Type of <Request-URI> is "session=prearranged"’. Otherwise, continue with the rest of the steps;

· 3. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

· 4. SHALL in the case a Chat or Pre-arranged PoC Group Session check if  <max-participant-count> as specified in [PoC-XDM Specification] is already reached.  If reached, PoC Server SHALL return a SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text  set to ‘102 Too many participants’ to the originating network. Otherwise, continue with the rest of the steps;

· 5. SHALL check whether privacy is allowed for the Authenticated Originator’s PoC Address, when anonymity is requested with the Privacy header containing the tag 'id' If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [PoC-XDM Specification].   Otherwise, continue with the rest of the steps;

· 6. SHALL validate that the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 7. SHALL accept the SIP request and generate a SIP 200 "OK" response to the SIP request as specified in the subclause 7.2.1.1 "General"; 


8. SHALL include a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specificed in the subclause 7.2.1.1.a "SDP answer generation";
· 9. SHALL send the SIP 200 "OK" response towards the PoC Client according to rules and procedures of SIP/IP Core;

· 10. SHALL interact with the User Plane as specified in [OMA-PoC- UP] "Controlling PoC Function procedures at PoC Session initialization";

· 11. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that a PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

· 12. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3.5 Joining Chat PoC Group Session request

Upon receipt of a SIP INVITE request that includes a PoC Group Identity, which identifies the Chat PoC Group in the request URI that is owned by the PoC Server, the PoC Server: 

· 1. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '105 Isfocus already assigned'. Otherwise, continue with the rest of the steps;

· 3. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

· 4. SHALL check if  <max-participant-count> as specified in [PoC-XDM Specification] is already reached.  If reached, PoC Server SHALL return SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '102 Too many participants' to the originating network. Otherwise, continue with the rest of the steps;

· 5. SHALL check whether privacy is allowed for the Authenticated Originator’s PoC Address, when anonymity is requested with the Privacy header containing the tag 'id' .  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [PoC-XDM Specification].  Otherwise, continue with the rest of the steps;

· 6. SHALL validate that the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 7. SHALL check whether the Chat PoC Group Session already exists. If it doesn't exist, the PoC Server creates a Chat PoC Group Session; 

· 8. SHALL accept the SIP request and generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General". The PoC Server: 

a) SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";
· 9. SHALL send the SIP 200 "OK" response towards the PoC Client according to rules and procedures of SIP/IP Core;

· 10. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

· 11. SHALL send a notification to the PoC Clients, which have subscribed to the conference state event package that a PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

· 12. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3.6 PoC Session joining policy

The PoC Server performing the Controlling PoC Function SHALL allow only those PoC Users to join in the Ad-hoc and 1-1 PoC Session that it hosts who

· have been invited in the original invitation; and,

· have been invited during the PoC Session by the owner or by another Participant of the PoC Session

The PoC Server performing the Controlling PoC Function SHALL allow only those PoC Users to join in the Pre-arranged or Chat PoC Session that it hosts whose Authenticated Originator’s PoC Address is allowed by the <join-handling> action of the PoC Group’s authorization rules, as specified in [PoC-XDM Specification].

7.2.3.7 PoC Session modification

Upon receiving a SIP UPDATE request or a SIP re-INVITE request within an existing PoC Session including a new SDP offer as specified by [RFC3264] and [RFC2327] the PoC Server:

· 1. SHALL validate that the new Media Parameters and at least one codec offered in the SIP UPDATE request or SIP re-INVITE request are acceptable by the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
· 2. SHALL update the User Plane with the new Media Parameters as specified in [OMA-PoC-UP] "User Plane adaptation"; 
· 3. SHALL generate a SIP 200 "OK" response as follows:

a) include a MIME SDP body as an SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the new Media Parameters and the selected codec(s), which SHALL be from the list contained in the SDP offer contained in the SIP UPDATE request or SIP re-INVITE request; and,

b) send the SIP 200 "OK” response to the SIP/IP Core along the signalling path.

· 4. SHOULD generate a notification as specified in subclause 7.2.1.11.2 "Generating Generating a SIP NOTIFY request" to the PoC Clients, which have subscribed to the conference state event package, if a PoC User has put the PoC Session on hold or off hold; and,

· 5. SHOULD send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.
NOTE: 
The PoC Server may determine to update the Media Parameters and codec(s) of the other Participants according to the local policy.  The modification is specified in subclause 7.2.2.5. "PoC Session modification".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3.8 Adding Participants to PoC Session request

Upon receiving a SIP REFER request that is without a method parameter in the Refer-To header or when the method parameter is set to 'INVITE' in the Refer-To header, the PoC Server: 

· 1. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclauses 7.2.1.14 "PoC Session initiation policy" and 7.2.1.15 "PoC Session adding policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL, for the case of a request to add Participants to a Pre-arranged PoC Group or Chat PoC Group Session, check whether privacy is allowed for the Authenticated Originator’s PoC Address, if anonymity is requested via a Privacy header containing the tag 'id' in the SIP REFER request.  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network.  Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [PoC-XDM Specification].  Otherwise, continue with the rest of the steps;

· 3. SHALL extract the PoC Address(es) of the PoC User(s) from the SIP REFER request to be invited either:

a) from the Refer-To header according to rules and procedures of [RFC3515]; or,

b) from the MIME resource-list body according to rules and procedures of [draft-multiple-refer]; 

· 4. SHALL, for the addition of PoC User(s) to an Ad-hoc PoC Group Session, check whether the PoC User(s) to be added, in addition to those already participating, do not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session. If exceeded, according to the local policy, the PoC Server SHALL return a SIP 486 “Busy Here” response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to ' 102 Too many participants' to the originating network.  Otherwise, continue with the rest of the steps;
· 5. SHALL, for the addition of users to a Chat or Pre-arranged PoC Group Session, check whether the PoC User(s) to be added, in addition to those already participating, do not exceed the maximum number of Participants allowed in the PoC Group Session according to the <max-participant-count> element, which is specified in [PoC XDM Specification].  If exceeded, the PoC Server SHALL return a SIP 486 “Busy Here” response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text to '102 Too many participants' to the originating network.  Otherwise, continue with the rest of the steps.
· 6. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];
· 7. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [draft-norefersub];
· 8. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false'” according to rules and procedures of [draft-norefersub];
· 9. SHALL send the SIP 2xx final response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;
· 10. SHALL perform for the PoC Addresses allowed according to 7.2.1.15 "PoC Session adding policy" the actions described in subclause 7.2.2.2 "PoC Session invitation request" for each PoC User; and,
· 11. SHALL if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request, generate and send to the PoC Client SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request” based on the progress of each SIP INVITE request sent to PoC User(s) in accordance with sub-clause 7.2.2.2 "PoC Session invitation request". 
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event 'refer' if the Refer-Sub header is not present or is set to 'true'.

Upon receiving a SIP 403 "Forbidden" response with the warning code 399 and the warning text '105 Isfocus already assigned', the PoC Server SHALL if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request, generate and send to the PoC Client a SIP NOTIFY request as specified in the subclause7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request”.

Upon receiving SIP provisional responses or SIP final responses for the SIP INVITE request(s) containing a P-Answer-State header with the value 'Unconfirmed' as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server:

· 1. SHALL discard the received SIP responses without forwarding them.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3.9 Leaving PoC Session request

Editor's Note:  Should be covered all the releasing cases (existing PoC 1 cases + the new expelling case), when the releasing PoC User uses privacy and privacy is not allowed in this PoC Group.

7.2.3.9.1 SIP BYE request received in a PoC Session 

Upon receiving a SIP BYE request the PoC Server:

· 1. SHALL send a SIP 200 "OK" response towards the PoC Client according to rules and procedures of the SIP/IP Core;

· 2. SHALL release User Plane resource associated with the SIP Session towards the Participating PoC Function by interacting with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function Procedures at PoC Session release”;
· 3. SHALL check PoC Session release policy as specified in the subclause 7.2.1.16 “PoC Session release policy” and according to the applied release policy perform for each Participant of the PoC Session the procedures as specified in the subclause 7.2.2.4 "Remove of Participant from the PoC Session", if needed;

· 4. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that a PoC User has left the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request”; and,.
· 5. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3.9.2 SIP REFER BYE request received when using a Pre-established Session 

Upon receiving from the PoC Client a SIP REFER request when using a Pre-established Session with the method parameter set to value 'BYE 'in the Refer-To header the PoC Server:

· 1. SHALL perform the actions to verify the Authenticated Originator’s PoC Address of the PoC Client and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response;

· 2. SHALL examine the URI in the Refer-To header of the SIP REFER request and 

a) if the URI is an the PoC Session Identity and Participant referred by the Authenticated Originator’s PoC Address of the SIP REFER request is participating in the PoC Session then the PoC Server: 

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [draft-norefersub];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [draft-norefersub];

iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL remove the Participant referred by the Authenticated Originator’s PoC Address from the PoC Session by performing the procedures as specified in subclause 7.3.2.6.3 "Leaving a PoC Session within a Pre-established Session";

vi. SHALL check the PoC Session release policy as specified in subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each Participant of the PoC Session  (except for the owner of the Pre-established Session) the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

vii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
viii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Clients (except the owner of the Pre-established Session) terminate the existing subscription to the conference state event package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.

Editors Note: The re-join case should be studied.

Editors Note:  Expelling unknown anonymous Participants is FFS. 

b) if theURI is a PoC Address, which identifies a Participant in the on-going PoC Session, then the PoC Server :

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [draft-norefersub];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [draft-norefersub];

iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL perform for the identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

vi. SHALL check the PoC Session termination policy subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

vii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

viii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.

c) if referred to a URI list, then the PoC Server :

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [draft-norefersub];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [draft-norefersub];

iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL perform for each identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

vi. SHALL check the PoC Session termination policy subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

vii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

viii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedure of the SIP/IP Core.

d) if the URI is '*' then the PoC Server :

Editors Note:  The ' * ' case shall be checked.

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [draft-norefersub];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [draft-norefersub];

iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL perform for each Participant in the PoC Session the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

vi. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

vii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

viii. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.

e) if the URI is else, the PoC Server: 

i. SHALL return SIP 404 "Not Found" response.

· 3. SHALL if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request, generate and send to the PoC Client SIP NOTIFY request(s) as specified in subclause 7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request” based on the progress of the BYE request.
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event 'refer'in case the Refer-Sub header is not present in or is set to 'true'.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3.9.3 SIP BYE request received within a Pre-established Session

Upon receiving a SIP BYE request to a Pre-established Session the PoC Server:

· 1. SHALL check the PoC Session release policy as specified in subclause 7.2.1.16 "PoC Session release policy" and perform according to the applied PoC Session release policy for every Participant of the PoC Session (except for the owner of the Pre-established Session) the procedures as specified in subclause 7.2.2.4 "Remove of Participant from the PoC Session":

· 2. SHALL remove the owner from the PoC Session by performing the procedures as specified in subclause 7.3.2.6.3 " Leaving a PoC Session within Pre-established Session";

· 3. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

· 4. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for all PoC Clients terminate the existing subscription to the conference state event package, if needed; and,

· 5. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedures of the SIP/IP Core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Editors note:  Shall be checked if the subclause 7.1 supports this.

Editors note:  We should study the case when user tries to re-join to the PoC Session

7.2.3.9.4 SIP REFER BYE request received when using an On-demand Session 

Upon receiving from the PoC Client a SIP REFER request when using an On-demand Session with the method parameter set to value 'BYE' in the Refer-To header the PoC Server:

· 1. SHALL perform the actions to verify the Authenticated Originator’s PoC Address of the PoC Client and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response;  otherwise, continue with the rest of the steps.

Editors Note:  Expelling unknown anonymous Participants is FFS. 

· 2. SHALL examine the URI in the Refer-To header of the SIP REFER request and 

a) if the PoC Address identifies a Participant in the on-going PoC Session, then the PoC Server :

i. SHALL perform for the identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

ii. SHALL check the PoC Session termination policy subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

iii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
iv. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

v. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.

b) if referred to a URI list, then the PoC Server :

i. SHALL perform for each identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

ii. SHALL check the PoC Session termination policy subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

iii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
iv. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

v. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.

c) if the PoC Address is '*' then the PoC Server :

Editors note:  The usage of '*' should be studied.

i. SHALL perform for each Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

ii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

iii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

iv. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.

d) if the URI is else, the PoC Server: 

i. SHALL return SIP 403 "Forbidden" response.

· 3. SHALL if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request, generate and send to the PoC Client a SIP NOTIFY request(s) as specified in subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request" based on the progress of the BYE request.
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event 'refer' in case the Refer-Sub header is not present in or is set to 'true'.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3.10 Cancel of PoC Session setup request

Upon reception of a SIP CANCEL request, the PoC Server: 

· 1. SHALL act as UAS according to rules and procedures of [RFC3261]; and,

· 2. SHALL cancel the PoC Session invitations to the other PoC Clients as specified in subclause 7.2.2.3 "Cancel of PoC Session invitation request" or subclause 7.2.2.4 "Removal of Participant from PoC Session" depending whether the SIP session has not yet or has already been established in case of Ad-hoc and 1-1 PoC Session establishment and Pre-arranged PoC Group Session establishment.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.3.11 PoC Session Participant information request

7.2.3.11.1 Subscribing to Participant information

Upon receiving a SIP SUBSCRIBE request with the Event header set to 'conference' according to rules and procedures of [draft-conference-state] the PoC Server:

· 1. SHALL, if the Request-URI contains a PoC Session Identity, check whether the PoC Session identified by the PoC Session Identity in the Request-URI is owned by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not owned by the PoC Server;  Otherwise continue with the rest of the steps;

· 2. SHALL, if the request-URI contains a PoC Group Identity, check whether the PoC Group identified with the PoC Group Identity in the Request-URI is owned by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not owned by the PoC Server.  Otherwise continue with the rest of the steps;

· 3. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps; 

· 4. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request as specified in subclause 7.2.1.18 “PoC Session Participant information policy” and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

NOTE: 
A local policy, e.g. number of simultaneous subscriptions exceeded, may cause the PoC Server to reject the subscription request.

· 5. SHALL create a subscription to the conference state of the PoC Session according to rules and procedures of [RFC3265] and [draft-conference-state];

· 6. SHALL generate a SIP 200 "OK" or a SIP 202 "Accepted" response to the SIP SUBSCRIBE request according to rules and procedures of  [RFC3265] [draft-conference-state];

· 7. SHALL set the Contact header of the SIP response to the address of the PoC Server;

· 8. SHALL include the Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session; or

b) set to the PoC Group Identity of the PoC Group with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 “Session Type uri-parameter” in case of a Pre-arranged or Chat PoC Group respectively.

· 9. SHALL include the option tag 'norefersub' in a Supported header in the SIP response;
· 10. SHALL send the SIP response towards the PoC Client according to rules and procedures of the SIP/IP Core;

· 11. SHALL generate an initial SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

· 12. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedures of the SIP/IP Core.
When a change in the subscribed state occurs, the PoC Server SHOULD generate and send a SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request" and according to rules and procedures of SIP/IP Core respectively.

When needed the PoC Server SHALL terminate the subscription and indicate it to the PoC Client as described in the subclause 7.2.1.11.3 "Terminating the subscription".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3.11.2 Generating a SIP NOTIFY request

The PoC Server SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265] with the clarifications in this subclause.

The PoC Server SHOULD limit the rate of SIP NOTIFY requests sent toward a PoC Client.

NOTE 1: 
How a PoC Server limits the rate of SIP NOTIFY requests towards the PoC Client is out of scope of this specification.

The PoC Server SHOULD avoid sending a SIP NOTIFY request towards a PoC Client at the same time as a Talk Burst is sent towards the PoC Client or a Talk Burst is received from the PoC Client. 

When reporting changes in the Participant information the PoC Server SHALL use partial output according to rules and procedures of [draft-conference-state].

The PoC Server SHALL include a MIME conference-info+xml body according to rules and procedures of [draft-conference-state] with the following limitations:

· 1. The PoC Server SHALL include the PoC Group Identity of the PoC Group in the “entity” attribute of the <conference-info> element.
· 2. for each Participant in the PoC Session the PoC Server SHALL include a <user> element. The <user> element:

a) SHALL include the "entity" attribute. The "entity" attribute:

i. SHALL for the originating PoC Client include the Authenticated originator’s PoC Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,

ii. SHALL for the originating PoC Client include the From header, if the Participant has requested privacy; and,

iii. SHALL for an Invited PoC Client include the identity used in the URI-list for the Invited PoC Client to an Ad-hoc PoC Group Session or the identity used in the PoC Group definition in case of a Pre-arranged or Restricted Chat PoC Group Session, if the Participant has not requested privacy; or, 

iv. SHALL for an Invited PoC Client include an anonymous identity as specified in [draft-conference-state], if the Participant has requested privacy.

b) MAY include the <display-text> element. If included, the <display-text> element SHALL include the Nick Name of the identity which was used in the “entity” attribute as defined in a).

c) SHALL include a single <endpoint> element. The <endpoint> element

i. SHALL include the "entity" attribute;

ii. SHALL include the <status> element.  The <status> element SHOULD have one of the following values:

A.'connected' , when the Participant is added to the PoC Session; or,

B.'disconnected' , when the Participant has left the PoC Session since the last SIP NOTIFY request was sent; or,

C. 'on-hold' , when the Participant has put the PoC Session on hold; or,

D. 'alerting' , when the Invited PoC Client has responded by SIP 180 “Ringing”, but not yet accepted the invitation;

E. 'disconnected' , when the invited PoC Client is disconnected from the PoC Session before the invited PoC Client has accepted the invitation and the “alerting” notification has been sent.

iii. MAY include the “media” element. If included, “media” element SHALL include negotiated Media Types. 
Editor’s note: How to distinguish the Audio and PoC Speech is FFS.
NOTE 2:
The usage of other values of the <status-type> element is not defined for PoC.

NOTE 3:
The usage of other elements specified in [draft-conference-state] is not defined for PoC.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3.11.3 Terminating the subscription

The PoC Server

· 1. SHALL terminate all subscriptions for PoC Session Participant information for the PoC Session when the PoC Session is released and not accept any re-subscriptions;

· 2. MAY terminate the subscription for a PoC Client when it leaves the PoC Session;

· 3. for each subscription that shall be terminated the PoC Server:

a) SHALL generate a SIP NOTIFY request according to rules and procedures specified in [RFC3265];

b) SHALL set the Subscription-State header to'terminated;noresource'; and,
c) SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.3.12 Group Advertisement request

Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header the PoC Server:

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response if Group Advertisement is not supported by the PoC Server. Otherwise continue with next step.

· 2. SHALL check whether Request-URI contains the PoC Group Identity owned by the PoC Server the Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message] and known by the PoC Server. Otherwise perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not owned. Otherwise, continue with the rest of the steps;  

· 3. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request as specified in subclause 7.2.1.19 “Group Advertisement policy” and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response.  Otherwise, continue with the rest of the steps; 

· 4. SHALL return a SIP 403 “Forbidden” response, if anonymity is requested. Otherwise, continue with the rest of the steps;

· 5. SHALL obtain the PoC Addresses to advertise from the PoC Addresses of the ‘uri’ attributes of the <entry> elements in the PoC Group document if the Request-URI is a PoC Group Identity identifying a restricted Chat PoC Group or a Pre-arranged PoC Group or from the PoC Addresses of the 'uri' attributes of the <entry> elements in the XML resource list if the Request-URI is an Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message];

· 6. SHALL send the SIP MESSAGE request towards each PoC Address as specified in the subclause 7.2.2.6 "Group Advertisement request"; and,
· 7. SHALL send a SIP 202 "Accepted" response along the signalling path towards the initiating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3.13 SIP Session refresh procedure

On receipt of a SIP re-INVITE request or a SIP UPDATE request including a Session-Expires header the PoC Server:

· 1. SHALL include the Session-Expires header in a SIP 200 "OK" response to the SIP request and restart the SIP Session timer according to rules and procedures of [RFC4028], “UAS Behavior”. The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uac'.
On expiry of the SIP Session timer the PoC Server SHALL initiate disconnection of the SIP Session as specified in subclause 7.2.2.4 "Removal of Participant from PoC Session".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session refresh mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3.14 PoC Session initiation policy

7.2.3.14.1 Pre-arranged PoC Group Session initiation policy

In the case of a Pre-arranged PoC Group the PoC Server performing the Controlling PoC Function SHALL initiate the PoC Session if the Authenticated Originator’s PoC Address is allowed the action <allow-initiate-conference> as specified in [PoC-XDM Specification].

In the case of a Pre-arranged PoC Group, the PoC Server performing the Controlling PoC Function SHALL invite PoC Group Members contained in the <list> element of the PoC Group document as specified in [PoC-XDM Specification]. If the number of PoC Group Members exceeds <max-participant-count>, the PoC Server performing the Controlling PoC Function SHALL invite only <max-participant-count> members from the list.

NOTE: 
How the PoC Server performing the Controlling PoC Function selects the <max-participant-count> members to invite is outside the scope of this specification.

7.2.3.14.2 Dispatch PoC Session initiation policy for PoC Dispatcher

· If the invitation does not indicate a list of PoC Users, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session if the Authenticated Originator’s Address is allowed the action <allow-initiate-conference> and the action <allow-dispatch>, as specified in [XDM-Shared-Groups]. When a request to invite the Dispatch PoC Group is made by an authorized PoC User, the PoC Server performing the Controlling PoC Function SHALL invite all PoC Users contained in the <list> element of the Dispatch PoC Group document that are not allowed the action <allow-dispatch> (i.e. PoC Fleet Members), as specified in [XDM-Shared-Groups]. The PoC Server performing the Controlling PoC Function MAY also invite other PoC Users contained in the <list> element of the Dispatch PoC Group document that are allowed the action <allow-dispatch> (i.e other PoC Dispatcher capable PoC Users).

NOTE 1: The decision to invite other PoC Dispatcher capable PoC Users can be based on local policies that are out of the scope of this specification.
· If the invitation indicates a list of PoC Users, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session only if the Authenticated Originator’s Address is allowed the action <allow-initiate-conference>, the action <allow-dispatch> and the action <allow-subconf> as specified in [XDM-Shared-Groups]. When a request to invite one or more PoC Users to a Dispatch PoC Session is made by an authorized PoC User, the PoC Server performing the Controlling PoC Function SHALL only invite the PoC Users that are contained in the <list> element of the Dispatch PoC Group document, as specified in [XDM-Shared-Groups]

· If the number of PoC Group Members exceeds <max-participant-count>, the PoC Server performing the Controlling PoC Function SHALL invite only <max-participant-count> members to the Dispatch PoC Session.

NOTE 2: How the PoC Server performing the Controlling PoC Function selects the <max-participant-count> members to invite is outside the scope of this specification.

Editor’s Note The action <allow-dispatch> shall be specified by OMA  PAG WG.

7.2.3.14.3 Dispatch PoC Session initiation policy for PoC Fleet Member

In the case of a Dispatch PoC Group, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session if the Authenticated Originator’s PoC Address is allowed the action <allow-initiate-conference> as specified in [XDM-Shared-Groups]. When the request is made by an authorized PoC User, the PoC Server performing the Controlling PoC Function SHALL invite one of the PoC Users that are allowed the action <allow-dispatch> as specified in [XDM-Shared-Groups].

NOTE: How the PoC Sever performing the Controlling PoC Function selects the PoC User to be invited is out of scope for this specification.

7.2.3.15 PoC Session adding policy

In the case of a Pre-arranged PoC Group, Dispatch PoC Group or restricted Chat PoC Group, the PoC Server performing the Controlling PoC Function SHALL invite PoC Users if the Authenticated Originator’s PoC Address is allowed by the <allow-invite-users-dynamically> action as specified in [PoC-XDM Specification]. When a request to add one or more PoC Users to a Restricted PoC Group Session is made by an authorized Participant of an ongoing PoC Session, the PoC Server performing the Controlling PoC Function SHALL only invite PoC Users if the Invited PoC Users are listed in the <list> element of the PoC Group document as specified in [PoC-XDM Specification].
1. In the case of an Ad-hoc PoC Group or unrestricted Chat PoC Group, the PoC Server performing the Controlling PoC Function SHALL invite PoC Users if the Authenticated Originator’s PoC Address is a Participant of the PoC Session.

2. In the case of a 1-1 or Ad-hoc PoC Group the PoC Server performing the Controlling PoC Function SHALL invite the PoC Clients if the Authenticated Originator’s PoC Address is allowed according to the PoC Server local policy. The PoC Server local policy may be e.g. that either only the PoC Session initiator or any of the Participants is allowed to add PoC Users.  

7.2.3.16 PoC Session release policy

To enable the PoC Server to remove Participants from a PoC Session, the PoC Session release policy SHALL support the following operator configurable variables together with the possible values shown in parenthesis:

· auto-release (true/false) 

· if 'true' the PoC Server SHALL remove rest of the Participants from Pre-arranged PoC Group Session and release the PoC Session when the originator leaves the PoC Session

· if 'false' the PoC Server SHALL NOT remove rest of the Participants from Pre-arranged PoC Group Session nor release the PoC Session when the originator leaves the PoC Session

NOTE 1: 1-1 and Ad-Hoc PoC Group Sessions are always released when the PoC Session initiator leaves the PoC Session regardless of the value of "auto-release". Chat PoC Group Sessions are unaffected by auto-release.

· session-max-length (seconds)

· if the PoC Session has lasted the specified amount of seconds the PoC Server SHALL release the PoC Session

· number-of-remaining-participants (0/1)

· if a Pre-arranged or Ad-hoc PoC Group Session has as many as or less than specified Participants left the PoC Server SHALL release the PoC Session. The possible values should be 0 or 1.  This does not apply to Chat PoC Group Sessions. 

NOTE 2:  1-1 PoC Sessions are always released whenever there is only one or no members left in the PoC Session regardless of the value of "number-of-remaining-participants".

The release policy SHALL include the following:

NOTE 3:  Local policies may be defined by the operator and these local policies may impact the release policies defined here.

· 1. The PoC Server performing the Controlling PoC Function SHALL remove the rest of the Participants from the PoC Session it hosts and release the PoC Session:  

3.      a) if the PoC Session is an Ad-hoc or 1-1 PoC Session and the originator of the PoC Session leaves the PoC Session;

4.      b) if the PoC Session is a Pre-arranged PoC Session and the originator of the PoC Session leaves the PoC Session and the auto-release has the value'true';

5.      c) if the PoC Session is a 1-1 PoC Session and there is only one or no Participants in the PoC Session;

6.      d) if the PoC Session is a Pre-arranged or Ad-hoc PoC Group Session and there are as many as or less than "number-of-remaining-participants" Participants in the PoC Session;

7.      e) if the PoC Session has lasted longer than the session-max-length variable specifies;

8.      f) if the PoC Session is Pre-arranged or Chat PoC Group Session and the PoC Group is deleted; and,

9.     g) if the PoC Session is a Dispatch PoC Session and the PoC Dispatcher leaves the PoC Session.

· 2. The PoC Server performing the Controlling PoC Function SHALL remove a Participant from the PoC Session:

10.      a) if the PoC Session is Pre-arranged or restricted Chat PoC Group Session and the Participant is removed from the PoC Group.

7.2.3.17 Generating a SIP NOTIFY request to the SIP REFER request

When generating a SIP NOTIFY request the PoC Server: 

· 1. SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265], [RFC3515], and rules and procedures of the SIP/IP Core;

· 2. SHALL, if generating a NOTIFY request as the result of sending a SIP INVITE request, include in the SIP NOTIFY request a MIME sipfrag body as specified in the [RFC3420] with:

a) the Status-Line received in the SIP response, (e.g. SIP 180 “Ringing” or SIP 200 “OK”), as specified in [RFC3261]. In case no SIP response is received the SIP 100 “Trying” SHALL be used when no SIP response is received yet; 

b) the To header as received in the SIP response; 

c) the Authenticated Originators PoC Address as if received in the SIP response; 

d) the Warning header if it is received in the SIP response;

e) the P-Answer-State header if it is received in the SIP response from the Invited PoC User; and,

f) the Contact header if it is received in the SIP response.

· 3. SHALL, if generating a NOTIFY request as the result of sending a SIP BYE request, include in the SIP NOTIFY request a MIME sipfrag body as specified in the [RFC3420] with the Status-Line received in the SIP response, (e.g.  SIP 200 “OK”), as specified in [RFC3261]. In case no SIP response is received the SIP 100 “Trying” SHALL be used when no SIP response is received yet; and,

· 4. SHALL send the SIP NOTIFY request to PoC Client according to rules and procedures of the SIP/IP Core.

The responses to the SIP NOTIFY request SHALL be handled in according to rules and procedures of [RFC3265], [RFC3515], and rules and procedures of the SIP/IP Core.

The PoC Server MAY terminate the implicit subscription created by the SIP REFER request and indicate the termination to the PoC Client according to rules and procedures of [RFC3265] and [RFC3515].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3.18 PoC Session Participant information policy

The PoC Server performing the Controlling PoC Function SHALL only allow the subscription to the Participant information of the PoC Session hosted by the PoC Server, to those PoC Users which satisfy any of the following conditions:

· 1. if the PoC Session is Ad-hoc PoC Group Session or 1-1 PoC Session, the Authenticated Originator's PoC Address is 

· a) a PoC Address of a PoC Session Participant of the PoC Session; or

· b) a PoC Address of an Invited PoC User of the PoC Session

· 2. if the PoC Session is Pre-arranged PoC Group Session or Chat PoC Group Session, the Authenticated Originator’s PoC Address is allowed to subscribe to Participant information according to the <allow-conference-state> action as specified in [PoC-XDM Specification]. 

7.2.3.19 PoC Session role transfer policy

In the case of a Dispatch PoC Session, the PoC Server Performing the Controlling PoC Function SHALL initiate the transfer of the PoC Dispatcher role to the indicated PoC Users only if the indicated PoC User is allowed the action <allow-dispatch> and the Authenticated Originator’s PoC Address is allowed the action <allow-dispatch> and the action <allow-role-transfer>, as specified in [XDM-Shared-Groups].

Editor’s Note: The action <allow-role-transfer> shall be specified by OMA PAG WG

7.2.3.20 Group Advertisement policy

The PoC Server performing the Controlling PoC Function SHALL allow any PoC Subscriber to advertise to any PoC User if the Request-URI is a PoC Group Identity identifying a unrestricted Chat PoC Group.
The PoC Server performing the Controlling PoC Function SHALL allow the Authenticated Originator to advertise if the Authenticated Originator’s PoC Address is allowed by the <allow-group-advertisement-sending> action as specified in [PoC-XDM Specification].
The PoC Server performing the Controlling PoC Function SHALL allow the Authenticated Originator to advertise to the <list> element if the Request-URI is a PoC Group Identity identifying a restricted Chat PoC Group or a Pre-arranged PoC Group and if the PoC Address of the ‘uri’ attribute of the <entry> element in the PoC Group document is allowed by the <allow-group-advertisement-receiving> action as specified in [PoC-XDM Specification].
The PoC Server performing the Controlling PoC Function SHALL allow the Authenticated Originator to advertise to the PoC Address of the 'uri' attribute of the <entry> element in the XML resource list if the Request-URI is an Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message] and if the PoC Address of the 'uri' attribute of the <entry> element in the XML resource list is allowed by the <allow-group-advertisement-receiving> action as specified in [PoC-XDM Specification].
Editor’s Note: Elements <allow-group-advertisement-sending> and <allow-group-advertisement-sending> are not yet agreed in PAG document [Shared Group XDMS].
7.2.4 Request initiated by the Controlling PoC Function

7.2.4.1 General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Server

· 1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with "require" and “explicit” parameters according to rules and procedures of [RFC3841] in all initial INVITE requests;
· 2.  SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

· 3. SHALL include the User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

NOTE:
The use of the option tag'precondition', as specified in [RFC3312], is not defined for the POC-2 reference point.

· 4. SHALL include an option tag '100rel' in a Supported header according to rules and procedures of [RFC3262];
· 5. SHALL include an option tag 'norefersub' in a Supported header according to rules and procedures of [draft-norefersub];
· 6. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) with the URI set to the PoC Address of the Inviting PoC Client and the Nick Name to the one defined for this PoC User in the incoming SIP request in case of 1-1 PoC Session and Ad-hoc PoC Group Session; or,

b) with the URI set to the PoC Group Identity and the Nick Name to the one defined for this PoC Group in the PoC Group definitions with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 “Session Type uri-parameter” in case of the Pre-arranged or Chat PoC Group respectively;

· 7. SHALL include a Referred-By header with the Authenticated Originator’s PoC Address of the Inviting PoC Client;

· 8. SHALL include in the Contact header as PoC Session Identity the contact address of the conference with the PoC feature tag '+g.poc.talkburst' and the feature tag 'isfocus' and a Session Type uri-parameter “session=1-1”, or “session=adhoc”, or “session=prearranged”, or “session=chat” as appropriate for the type of the PoC Session as specified in E.5.1 “Session Type uri-parameter”; 

· 9. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028]], “Generating an Initial Session Refresh Request”. The refresher parameter SHALL be omitted.

· 10. SHALL include the Supported header set to'timer';

· 11. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested with the Privacy header by the Inviting PoC Client;

· 12. SHOULD include an Allow header the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261]; and,

· 13. SHALL include unmodified an Answer-Mode header or Priv-Answer-Mode header if  present in the incoming SIP INVITE request or in the Refer-To URI of the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated.

On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the PoC Server:


1. SHALL start the SIP Session timer according to rules and procedures of [RFC4028]; and,


2. SHALL use the Nick name, if a Nick Name is included, according to the priority specified in subclause 5.4 “Nick Name”. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.2.1a SDP offer generation
Editor’s Note: the originating network SDP offer may need to be changed to the received SDP offer.

Editor’s Note: we need to check Media in this section need to be changed to Media Type.
The SDP offer is generated based on the originating network SDP offer. The PoC Server SHALL offer the same Media Type and the connected Media-floor Control Entities as included in the originating network SDP offer.
The SDP body SHALL be composed according to rules and procedures of [RFC3264] and [RFC2327] as follows:

· 1. the IP address of the PoC Server SHALL be set for each offered Media from the list contained in the originating network SDP offer and for each offered Media-floor Control Entity from the list contained in the originating network SDP offer;
· 2. the media-level description for each offered Media from the list contained in the originating network SDP offer SHALL consist of:
· a) the port number for Media;

· b) the codec(s) and Media Parameters selected by the PoC Server from the list contained in the originating network SDP offer and/or other codec(s), if any, that the PoC Server is capable of transcoding; 
NOTE 1: The Media Parameters of the Discrete Media are specified in [OMA IM TS]
NOTE 2: The PoC Server may narrow the selection of Media Parameters and codec(s) according to the local policy, which may be a function of one or more of the following:  Inter-operator service level agreement; domain of the invited PoC Client; other factors.
· c) the ‘label’ attribute with a unique value as specified in [draft-ietf-mmusic-sdp-media-label], if Media is to be connected to a Media-floor Control Entity except when only PoC Speech with TBCP is offered;

· d) the IP address of the PoC Server and port number to be used for RTCP at the PoC Server, according to rules and procedures of  [RFC3605], if the Media uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used; and,

· e) include the attribute "a=trafficopt" if the PoC Server supports PoC Media Traffic Optimisation;
Editor's note: the new SDP attribute "a=trafficopt" requires registration at the ietf.
· 3. if any Media-floor Control Entity is offered, the media-level description of each offered Media-floor Control Entity from the list contained in the originating network SDP offer consisting of:
· a) the protocol for Media-floor Control as in the originating network SDP offer;
NOTE 3: the protocol can be either Talk Burst Control Protocol or Media Burst Control Protocol

· b) the Media-floor Control Entity parameters selected by the PoC Server from those contained in the originating network SDP offer;

· c) the port number for Media-floor Control Entity;

· d) the ‘floorid:0 m-stream’ attribute with value(s) referencing the Media as specified in [draft-ietf-mmusic-sdp-bfcp] intended to be connected to the Media-floor Control Entity except when only PoC Speech with TBCP is offered;

· 4. if a Media-floor Control Entity is rejected: 

· a) the Media-floor Control Entity SHALL be marked as rejected in the SDP offer according to rules and procedures of [RFC3264], and;

· b) all the Media bound to the Media-floor Control Entity SHALL be marked as rejected in the SDP offer according to rules and procedures of [RFC3264];

5. the Media rejected by the PoC Server SHALL be marked as rejected in the SDP offer according to rules and procedures of [RFC3264].

With an SDP offer, the following SHALL be applied:

· 1. if PoC Speech is offered, the media-level description that identifies PoC Speech SHALL be connected to Media-floor Control Entity as in the originating network SDP offer;
· 2. if Video is offered, the media-level description that identifies Video SHALL be connected to Media-floor Control Entity as in the originating network SDP offer;
· 3. if Audio is offered, the media-level description that identifies Audio SHALL be connected to Media-floor Control Entity as in the originating network SDP offer; and,
· 4. if Discrete Media is offered and if it is bound to a Media-floor Control Entity, the media-level description that identifies Discrete Media SHALL be connected to Media-floor Control Entity as in the originating network SDP offer.
Editor’s note: Media-floor Control Entity Protocol for each Media or each Media combination is FFS

Editor's note: update from RFC2327 to new SDP draft [draft-ietf-mmusic-sdp-new-26] is to be considered

Editor's note: how to distinguish the PoC Speech and Audio is FFS

7.2.4.2 PoC Session invitation requests

This subclause describes the procedures for inviting a PoC User to a PoC Session. The procedure is initiated by the PoC Server as the result of an action specified in subclause 7.2.1 "Requests terminated at the Controlling PoC Function".
The PoC Server:

· 1. SHALL generate a SIP INVITE request as specified in subclause 7.2.2.1 "General";

· 2. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network as specified in the subclause 7.2.1.1a “"SDP offer generation";

· 3. SHALL, if Included Media Content is supported by the PoC Server and if a MIME body with media was included and not removed as described in 7.2.1.2 “Ad-hoc PoC Group and 1-1 PoC Session setup request” or 7.2.1.3 “Pre-arranged PoC Group Session setup request” and if the SIP INVITE request is the result of an initialization of a PoC Session, include the remaining MIME bodies with media contained into the incoming SIP INVITE request.

Editor’s note: Backward compatibility with PoC 1.0 when including a MIME body with media is FFS.

· 4.  SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 183 "Session Progress" response containing a Require header with the option tag '100rel' and containing a P-Answer-State header with the value 'Unconfirmed' in response to the SIP INVITE request the PoC Server SHALL according to rules and procedures of [RFC3262] send a SIP PRACK request to the other PoC Server according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP 180 "Ringing" response for the SIP INVITE request the PoC Server: 

· 1. MAY generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Invited PoC User is alerted to join to the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

· 2. MAY send the SIP NOTIFY request to the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving SIP provisional responses for the SIP INVITE request(s) the PoC Server:

· 1. SHALL note the list of supported SIP methods if received in the Allow header; and
· 
2. SHALL note the contact received in the Contact header;
Upon receiving SIP 200 "OK" response for the SIP INVITE request the PoC Server 

· 1. SHALL note the list of supported SIP methods if received in the Allow header; 
· 2. SHALL note the contact received in the Contact header;

· 3. SHALL in the case of  an invitation to a Pre-arranged PoC Group Session or to a Chat PoC Group Session, check whether the privacy is allowed for this PoC Group, when anonymity is requested with the Privacy header containing the tag'id'.  If not allowed, the PoC Server SHALL according to local policy either accept the SIP response ignoring the privacy request or release the PoC Client from the PoC Session immediately as specified in 7.2.2.4 "Removal of PoC Participant from the PoC Session".  Allowing privacy in the PoC Group is defined using <allow-anonymity> element as specified in [PoC-XDM Specification].  If accepted, continue with the rest of the steps;

· 4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

· 5. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Invited PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,
· 6. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedures of the SIP/IP Core.

NOTE 1: 
Procedures towards Inviting PoC Clients, when SIP 183 "Session Progress", SIP 180 "Ringing" SIP 200 "OK", or other SIP final response (4xx, 5xx, 6xx) is received, are specified subclause 7.2.1 "Requests Terminated at the Controlling PoC Function".

NOTE 2:
If a SIP 4xx response is received due to media included in a MIME body the PoC Server does not resend the SIP INVITE request without the MIME bodies causing the SIP 4xx response.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.4.3 Cancel of PoC Session invitation requests

When the PoC Server needs to cancel the PoC Session invitation request and when it has not received a SIP final response, the PoC Server SHALL cancel the SIP INVITE request acting as UAC according to rules and procedures of [RFC3261];
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.4.4 Removal of Participant from PoC Session

When a Participant needs to be removed from the PoC Session the PoC Server:

· 1. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session release";

· 2. SHALL generate a SIP BYE request according to rules and procedures of  [RFC3261]; and,

· 3. SHALL send the SIP BYE request towards the PoC Client of the Participant according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" for the SIP BYE request, the PoC Server:

1. SHALL release User Plane resources towards the Participating PoC Function (or towards the PoC Client if there is no Participating PoC Function on the User Plane path) by interacting with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session release";
2. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that a PoC User has left the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and, 
3. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.4.5 PoC Session modification

This subclause describes the optional procedures for modifying Media Parameters for one SIP Session in an ongoing PoC Session. The procedure MAY be initiated by the PoC Server as the result of an action specified in subclause 7.2.1 "Requests terminated at the Controlling PoC Function" or MAY be initiated by the PoC Server for PoC Media Traffic Optimisation purposes.
The PoC Server

· 1. SHALL generate either a SIP UPDATE request or a SIP re-INVITE request. A SIP UPDATE request MAY be used only if the PoC Server performing the Participating PoC Function has indicated support for the SIP UPDATE method;
· 2. SHALL include a MIME SDP body as an SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified Media Parameters; and,

· 3. SHALL send the SIP request towards PoC Client according to rules and procedures of SIP/IP Core.

Upon receipt of a SIP 200 "OK" response the PoC Server:

· 1. SHALL activate the new Media Parameters as specified in [OMA-PoC-UP] "User Plane adaptation".
The PoC Server SHALL continue to use the current Media Parameters until it has received a SIP 200 "OK" response.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.4.6 Group Advertisement request

Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header the PoC Server : 

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response if Group Advertisement is not supported by the PoC Server. Otherwise continue with rest of the steps;

· 2. SHALL generate a SIP MESSAGE request according to rules and procedures of [RFC3428];

· 3. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.groupad' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of [RFC3841];

· 4. SHALL include PoC specific content in form of application/vnd.poc.group-advertisement+xml indicating Group Advertisement. If this procedure has been initiated by a request received from a SIP/IP Core then the content SHALL be the same as in the request received from the SIP/IP Core; 
· 5. SHALL set the Request-URI to the PoC Address; and,

· 6. SHALL forward the SIP MESSAGE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3 Participating PoC Function procedures

7.3.3 Requests initiated by the served PoC User

7.3.3.1 General

Upon receiving from the served PoC Client an initial SIP INVITE request or SIP REFER request that requires an initial SIP INVITE request to be sent, the PoC Server:

· 1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261];

· 2. SHALL, if the incoming SIP INVITE or SIP REFER request contained a Privacy header, include in the SIP INVITE request the Privacy header unmodified according to rules and procedures of [RFC3325];

· 3. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to the one defined for the PoC User in the PoC Server, if configured; otherwise set the Nick Name in the Authenticated Originator’s PoC Address to the one in the incoming SIP request;

· 4. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with "require" and "explicit" parameters according to rules and procedures of [RFC3841];

· 5. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

NOTE 1: 
The use of the option tag'precondition', as specified in [RFC3312], is not defined for the POC-1 or POC-2 reference points.

NOTE 2:
The use of the option tag'100rel', as specified in [RFC3262] is not defined for the POC-1 reference point.

· 6. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], “Generating an Initial Session Refresh Request”.  It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to'uac'.

· 7. SHALL include the option tag 'timer' in a Supported header ;

· 8. SHALL note the allowed SIP methods if received in the Allow header;

· 9. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

· 10. SHALL include the Authenticated Originator's PoC Address received in the incoming SIP INVITE request in the outgoing SIP INVITE request;

· 11. SHALL, if the incoming SIP INVITE request contained an Answer-Mode header, or the incoming SIP REFER request contained a Refer-To URI with an Answer-Mode header:

a) include an Answer-Mode header unmodified if the received value is set to 'Manual;Require';

b) discard the Answer-Mode header if the received value is set to 'Auto' or 'Manual'; or

c) return a SIP 403 "Forbidden" response and not continue with the rest of the steps if the received value is set to 'Auto;Require';
· 12. SHALL, if the incoming SIP INVITE request contained a Priv-Answer-Mode header, or the incoming SIP REFER request contained a Refer-To URI with a Priv-Answer-Mode header:

a) include a Priv-Answer-Mode header unmodified if the received value is set to 'Auto';

b) return a SIP 403 "Forbidden" response and not continue with the rest of the steps if the received value is set to anything other than 'Auto';
· 13. SHALL include in the Contact header the PoC feature tag'+g.poc.talkburst'.

When sending SIP provisional responses, other than the SIP 100 "Trying" response, to the SIP INVITE request and if the PoC Server is acting as a B2BUA, the PoC Server:

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if has not already been sent in a provisional response for this dialog;

· 3. SHALL include the Authenticated Originator’s PoC Address if received in the incoming SIP response in the outgoing SIP provisional respond; and,

· 4. SHALL if not already sent in a provisional response for this dialog, include a SIP URI for the Contact header as follows:

a) constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the Contact header of the provisional response by the Controlling PoC Function; 

b) include the PoC feature tag'+g.poc.talkburst';

c) include the feature tag'isfocus';

d) include the Session Type uri-parameter provided in the Contact header of the provisional response received from the Controlling PoC Function.

· 5. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested.

When sending a SIP 200 "OK" response to the SIP INVITE request and if the PoC Server is acting as a B2BUA the PoC Server

· 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers” if has not already been sent in a provisional response for this dialog;

· 3. SHALL include the option tag 'timer' in a Require header;
· 4. SHALL include the Session-Expires header according to rules and procedures of [RFC4028], “UAS Behavior”. The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uac'. 
· 5. SHALL start the SIP Session timer according to rules and procedures of [RFC4028]; 
· 6. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

· 7. SHALL include a SIP URI for the Contact header as follows:

a) constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the Contact header of the SIP 200 "OK" response by the Controlling PoC Function;

b) include the PoC feature tag'+g.poc.talkburst';

c) include the feature tag'isfocus'; and,

d) include the Session Type uri-parameter provided in the Contact header of the SIP 200 "OK" response received from the Controlling PoC Function.

· 8. SHALL include the Authenticated Originator’s PoC Address if received in the incoming SIP 200 “OK” response in outgoing SIP 200 “OK” response.

· 9. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested;

· 10. SHALL include the option tag 'norefersub' in a Supported header according to rules and procedures of [draft-norefersub];
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.1.1a SDP offer generation in case of On-demand session

The SDP body SHALL be composed according to rules and procedures of [RFC3264] and [RFC2327] as follows:

· 1. the IP address of the PoC Server SHALL be set for each offered Media from the list contained in the PoC Client SDP offer and for each offered Media-floor Control Entity from the list contained in the PoC Client SDP offer;
· 2. the media-level description for each offered Media from the list contained in the PoC Client SDP offer SHALL consist of:
· a) the port number for Media;

· b) the codec(s) and Media Parameters selected by the PoC Server from the list contained in the PoC Client SDP offer and/or, if transcoding is supported by the PoC Server, other codec(s), that the PoC Server is capable of transcoding;
NOTE 1: The Media Parameters of the Discrete Media are specified in [OMA IM TS]
NOTE 2: The PoC Server may narrow the selection of Media Parameters and codec(s) according to the local policy, which may be a function of one or more of the following:  Inter-operator service level agreement; domain of the invited PoC Client; other factors.
· c) the "a=label" attribute with a unique value as specified in [draft-ietf-mmusic-sdp-media-label], if Media is to be connected to a Media-floor Control Entity except when only PoC Speech with TBCP is offered; and,

· d) the IP address of the PoC Server and port number to be used for RTCP at the PoC Server, according to rules and procedures of  [RFC3605], if the Media uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used;

· 3. if any Media-floor Control Entity is offered, the media-level description of each offered Media-floor Control Entity from the list contained in the PoC Client SDP offer consisting of:
· a) the protocol for Media-floor Control as in the PoC Client SDP offer;
NOTE 3: the protocol can be either Talk Burst Control Protocol or Media Burst Control Protocol

· b) the Media-floor Control Entity parameters selected by the PoC Server from those contained in the PoC Client SDP offer;

· c) the port number for Media-floor Control Entity; and,

· d) the "a=floorid:0 m-stream" attribute with value(s) referencing the Media as specified in [draft-ietf-mmusic-sdp-bfcp] intended to be connected to the Media-floor Control Entity except when only PoC Speech with TBCP is offered.

· 4. if a Media-floor Control Entity is rejected: 

· a) the Media-floor Control Entity SHALL be marked as rejected in the SDP offer according to rules and procedures of [RFC3264], and;

· b) all the Media bound to the Media-floor Control Entity SHALL be rejected in the SDP offer according to rules and procedures of [RFC3264];

· 5. the Media rejected by the PoC Server SHALL be marked as rejected in the SDP offer according to rules and procedures of [RFC3264].

With an SDP offer, the following SHALL be applied:

· 1. if PoC Speech is offered, the media-level description that identifies PoC Speech SHALL be connected to Media-floor Control Entity as in the PoC Client SDP offer;
· 2. if Video is offered, the media-level description that identifies Video SHALL be connected to Media-floor Control Entity as in the PoC Client SDP offer;
· 3. if Audio is offered, the media-level description that identifies Audio SHALL be connected to Media-floor Control Entity as in the PoC Client SDP offer; and,
· 4. if Discrete Media is offered and if it is bound to a Media-floor Control Entity, the media-level description that identifies Discrete Media SHALL be connected to Media-floor Control Entity as in the PoC Client SDP offer.
Editor’s note: Media-floor Control Entity Protocol for each Media or each Media combination is FFS

Editor's note: update from RFC2327 to new SDP draft [draft-ietf-mmusic-sdp-new-26] is to be considered

Editor's note: how to distinguish the PoC Speech and Audio is FFS

7.3.1.1b SDP offer generation in case of Pre-established session

The SDP body SHALL be composed according to rules and procedures of [RFC3264] and [RFC2327] as follows:

· 1. the IP address of the PoC Server SHALL be set for each offered Media from the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session";
· 2. the IP address of the PoC Server SHALL be set for each offered Media-floor Control Entity from the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session";
· 3. the media-level description for each offered Media from the list contained in the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session" SHALL consist of:
· a) the port number for Media;

· b) the codec(s) and Media Parameters as in the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session" and/or, if transcoding is supported by the PoC Server, other codec(s), that the PoC Server is capable of transcoding;
NOTE 1: The Media Parameters of the Discrete Media are specified in [OMA IM TS]
NOTE 2: If the media is inactive in the the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session" then the media in the SDP offer is also set to inactive.
· c) the "a=label" attribute with a unique value as specified in [draft-ietf-mmusic-sdp-media-label], if Media is to be connected to a Media-floor Control Entity except when only PoC Speech with TBCP is offered; and,

· d) the IP address of the PoC Server and port number to be used for RTCP at the PoC Server, according to rules and procedures of [RFC3605], if the Media uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used;

· 4. if any Media-floor Control Entity is offered, the media-level description of each offered Media-floor Control Entity from the list contained in the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session" consisting of:
· a) the protocol for Media-floor Control as in the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session";
NOTE 3: the protocol can be either Talk Burst Control Protocol or Media Burst Control Protocol

· b) the Media-floor Control Entity parameters as in the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session";

· c) the port number for Media-floor Control Entity; and,

· d) the "a=floorid:0 m-stream" attribute with value(s) referencing the Media as specified in [draft-ietf-mmusic-sdp-bfcp] intended to be connected to the Media-floor Control Entity except when only PoC Speech with TBCP is offered.

· 5. if a Media-floor Control Entity is rejected: 

· a) the Media-floor Control Entity SHALL be marked as rejected in the SDP offer according to rules and procedures of [RFC3264], and;

· b) all the Media bound to the Media-floor Control Entity SHALL be rejected in the SDP offer according to rules and procedures of [RFC3264];

· 6. the Media rejected by the PoC Server SHALL be marked as rejected in the SDP offer according to rules and procedures of [RFC3264].

With an SDP offer, the following SHALL be applied:

· 1. if PoC Speech is offered, the media-level description that identifies PoC Speech SHALL be connected to Media-floor Control Entity as in the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session";
· 2. if Video is offered, the media-level description that identifies Video SHALL be connected to Media-floor Control Entity as in the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session";
· 3. if Audio is offered, the media-level description that identifies Audio SHALL be connected to Media-floor Control Entity as in the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session"; and,
· 4. if Discrete Media is offered and if it is bound to a Media-floor Control Entity, the media-level description that identifies Discrete Media SHALL be connected to Media-floor Control Entity as in the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session".
Editor’s note: Media-floor Control Entity Protocol for each Media or each Media combination is FFS

Editor's note: update from RFC2327 to new SDP draft [draft-ietf-mmusic-sdp-new-26] is to be considered

Editor's note: how to distinguish the PoC Speech and Audio is FFS

7.3.1.1c 
 SDP answer generation

The SDP body SHALL be composed according to rules and procedures of [RFC3264] and [RFC2327] as follows:

· 1. the IP address of the PoC Server SHALL be set for each accepted Media from the list contained in the PoC Client SDP offer and for each accepted Media-floor Control Entity from the list contained in the PoC Client SDP offer;
· 2. the media-level description for each accepted Media from the list contained in the PoC Client SDP offer SHALL consist of:
· a) the port number for Media;

· b) the codec(s) and Media Parameters selected by the PoC Server from the list contained in the PoC Client SDP offer, and those contained in the SDP answer in SIP 200 "OK" response from the Controlling PoC Function, if already received;
NOTE 1: The Media Parameters of the Discrete Media are defined in [OMA IM TS]

· c) the "a=label" attribute with a unique value as specified in [draft-ietf-mmusic-sdp-media-label], if Media is to be connected to a Media-floor Control Entity except when only PoC Speech with TBCP is accepted; and,

· d) the IP address of the PoC Server and port number to be used for RTCP, according to rules and procedures of  [RFC3605], if the Media uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used;

· 3. for any Media-floor Control Entity, that is offered in the PoC Client SDP offer and accepted in the SDP answer by the PoC Server, the media-level description of each offered Media-floor Control Entity SHALL consist of:
· a) the protocol for Media-floor Control as in the PoC Client SDP offer;

NOTE 2: the protocol can be either Talk Burst Control Protocol or Media Burst Control Protocol.

· b) the Media-floor Control Entity parameters selected by the PoC Server from the list contained in the PoC Client SDP offer;

· c) the port number for Media-floor Control Entity;

· d) the "a=floorid:0 m-stream" attribute with value(s) referencing the Media as specified in [draft-ietf-mmusic-sdp-bfcp] intended  to be connected the Media-floor Control Entity except when only PoC Speech with TBCP is accepted; and,

· e) optionally "tb-granted" indication as specified in E.3 " SDP Extensions "; 
· 4. if a Media-floor Control Entity is rejected: 

· a) the Media-floor Control Entity SHALL be marked as rejected according to rules and procedures of [RFC3264]; and,

· b) all the Media bound to the Media-floor Control Entity SHALL be rejected according to rules and procedures of [RFC3264].

· 5. the Media rejected by the PoC Server SHALL be marked as rejected according to rules and procedures of [RFC3264].

With an SDP answer, the following SHALL be applied:

· 1. if PoC Speech is accepted, the media-level description that identifies PoC Speech SHALL be connected to the corresponding Media-floor Control Entity as in the PoC Client SDP offer;
· 2. if Video is accepted, the media-level description that identifies Video SHALL be connected to the corresponding Media-floor Control Entity as in the PoC Client SDP offer;
· 3. if Audio is accepted, the media-level description that identifies Audio SHALL be connected to the corresponding Media-floor Control Entity as in the PoC Client SDP offer; and,
· 4. if Discrete Media is accepted and bound to a Media-floor Control Entity, the media-level description that identifies Discrete Media SHALL be connected to corresponding Media-floor Control Entity as in the PoC Client SDP offer.
Editor’s note: Media-floor Control Entity Protocol for each Media or each Media combination is FFS

Editor's note: update from RFC2327 to new SDP draft [draft-ietf-mmusic-sdp-new-26] is to be considered

Editor's note: how to distinguish the PoC Speech and Audio is FFS

7.3.3.2 Pre-established Session

Upon receipt of an initial SIP INVITE request that includes a Conference-factory-URI in the Request-URI but no invited member(s), the PoC Server performing the Participating PoC Function: 

· 1. SHALL check whether the Accept-Contact header included the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL, if the PoC Server cannot accept the request, return a SIP 403 "Forbidden" response according to rules and procedures of [RFC3261]. Otherwise, continue with the rest of the steps;

NOTE:  
Pre-established Session is an optional function; hence, the above condition is for the case where the PoC Server does not support this optional function.

· 3. SHALL check whether the Conference-factory-URI is allocated and perform the actions specified in subclause 7.5.1 "Conference-factory URI does not exist" if it is not allocated.  Otherwise, continue with the rest of the steps;

· 4. SHALL perform the actions to verify the Authenticated Originator's PoC Address of the PoC Client and verify the request authorization. If the request cannot be authorized, the PoC Server SHALL return a SIP 403 "Forbidden" response and not continue with the rest of the steps;

· 5. SHALL validate that there is at least one Media for which the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable by the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 6. SHALL allocate a URI to be used as a conference URI that identifies to identify the Pre-established Session; 

· 7. SHALL note the Nick Namecontained in the Authenticated Originator's PoC Address;

· 8. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as follows:

a) a Contact header containing the conference URI that identifies to identify the Pre-established Session along with the PoC feature tag  '+g.poc.talkburst'  and the feature tag 'isfocus';

b) an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];
c) a Server header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

d) include the option tag 'timer' in a Require header;
e) a Session-Expires header according to rules and procedures of [RFC4028], "UAS Behavio"”. The 'refresher' parameter in the Session-Expires header SHALL be set to 'uac'.;
f) include the Conference-factory-URI in the Authenticated Originator’s PoC Address as specified in the subclause 5.2 "Authenticated Originator’s PoC Address"; and,

g) a MIME SDP body as an SDP answer based on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.1.1c "SDP answer generation";

· 9. SHALL send the SIP 200 "OK" response towards the PoC Client according to the rules and procedures of the SIP/IP Core;

· 10. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028]; and,
· 11. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Pre-established Session state diagrams – basic".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.3.3 Pre-established Session modification

This subclause describes the procedures that the Participating PoC Server upon receiving a SIP UPDATE request or a SIP re-INVITE request that modifies the Pre-established Session. 

The PoC Server:

· 1. SHALL validate that the new Media Parameters ("a=inactive" or "a=sendrecv") and at least one codec offered in the SIP UPDATE request or SIP re-INVITE request are acceptable by the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response.  Otherwise, continue with the rest of the steps;
· 2. SHALL update the User Plane with the new Media Parameters as specified in [OMA-PoC-UP] "User Plane adaptation"; and,

· 3. SHALL generate a SIP 200 "OK" response as follows:

a) include a MIME SDP body as an SDP answer based on the SDP offer in the received SIP UPDATE request or a SIP re-INVITE request as specified in the subclause 7.3.1.1c "SDP answer generation"; and,

b) send a SIP 200 "OK" response to the SIP/IP Core along the signalling path.

NOTE 1:
 In case the Pre-established Session is on hold the PoC Server performing the Participating PoC Function shall forward the PoC Session modification messages between the PoC Client and the PoC Server performing the Controlling PoC Function.

NOTE 2: 
In case the media parameters have been re-negotiated during the PoC Session, they are valid in the Pre-established Session also after the PoC Session is released.
7.3.3.4 PoC Session establishment or rejoin using On-demand Session

Upon receiving an initial SIP INVITE request containing a Request-URI with a Conference-Factory-URI owned by this PoC Server, the PoC Server:

NOTE 1: 
The procedure as follows applies when a PoC Client initiates an Ad-hoc PoC Group Session or a 1-1 PoC Session. The PoC Session will be owned by this same PoC Server.

· 1. SHALL, if a Priv-Answer-Mode header with the value 'Auto' is present in the incoming SIP INVITE request, authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response and not continue with the rest of the steps; 
· 2. SHALL, if Included Media Content is supported by the PoC Server and if media is included in one or more MIME body,
· a) authorize the Media Type of the media in all MIME bodies using a Service Provider configurable setting and if all Media Types was not allowed send a SIP 415 “Unsupported Media Type” and do not continue with the rest of the steps.
Editor’s note: Need to clarify that the PoC Server includes in the  Accept header / Accept-Encoding  Header the media types/ encodings  that the PoC Server would have accepted.
· b) Check the total size of all MIME bodies containing media and if the total size exceeds a configurable max size send a SIP 413 “Request Entity Too Large” response. Otherwise, continue with the rest of the steps.

· 3. SHALL also adapt the role of a Controlling PoC Function and continue as specified in the subclause 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request".

NOTE 2: 
The handling of SIP requests and SIP responses within the SIP dialog created by this SIP INVITE request is described in the 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request".

Upon receiving an initial SIP INVITE request that contains a Request-URI not owned by this PoC Server, the PoC Server:

NOTE 3:
The following procedure of this subclause applies when a PoC Client initiates or joins a Pre-arranged PoC Group Session, or when a PoC Client rejoins a PoC Session, or when a PoC Client joins a Chat PoC Group Session and in all these cases the PoC Session is owned by another PoC Server.

either

· 1. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it does not the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL perform the actions to verify the Authenticated Originator’s PoC Address of the Inviting PoC User and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 3. SHALL validate that the new Media Parameters and at least one codec offered in the SIP INVITE request are acceptable by the PoC Server when staying on the media path and Talk Burst Control path and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 4. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session, when staying on the media path and Talk Burst Control path; 

· 5. SHALL, if a Priv-Answer-Mode header with the value 'Auto' is present in the incoming SIP INVITE request, authorize whether the served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response and not continue with the rest of the steps;
· 6. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded.  If exceeded, the PoC Server SHALL respond with a SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '104 Too many Simultaneous PoC Sessions'. Otherwise, continue with the rest of the steps;

· 7. SHALL, if Included Media Content is supported by the PoC Server and if media is included in one or more MIME body,
· a) authorize the Media Type of the media in all MIME bodies using a Service Provider configurable setting and if all Media Types was not allowed send a SIP 415 “Unsupported Media Type” and do not continue with the rest of the steps.
Editor’s note: Need to clarify that the PoC Server includes in the  Accept header / Accept-Encoding  Header the media types/ encodings  that the PoC Server would have accepted.
· b) Check the total size of all MIME bodies containing media and if the total size exceeds a configurable max size send a SIP 413 “Request Entity Too Large” response. Otherwise, continue with the rest of the steps.

Editor’s note: How to handle backward compatibility in case of pre-arranged PoC Group session is FFS.

· 8. SHALL generate a SIP INVITE request as specified in subclause 7.3.1.1 "General"; 

· 9. SHALL include as the contents of the Request-URI:

a) copy the received Request-URI including the Session Type uri-parameter; or,

b) resolve back the received Request-URI to the SIP URI received in the Contact header from the PoC Server performing the Controlling PoC Function within the SIP 200 "OK" response to the initial SIP INVITE request in the case of re-join.


10. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer based on the SDP offer in the received SIP INVITE request from the PoC Client as specified in the subclause 7.3.1.1a "SDP offer generation in case of On-demand session";

· 11. SHALL, if Included Media Content is supported by the PoC Server and if media is included in one or more MIME body, include the MIME bodies in the incoming SIP INVITE request into the outgoing SIP INVITE request as specified in [RFC2046].

· 12. SHALL send the SIP INVITE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core.

or 

· 1. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the PoC Session, when not staying in media and Talk Burst Control path;

· 2. SHALL, if Included Media Content is supported by the PoC Server and if media is included in one or more MIME body,
· a) authorize the Media Type of the media in all MIME bodies using a Service Provider configurable setting and if all Media Types was not allowed send a SIP 415 “Unsupported Media Type” and do not continue with the rest of the steps.
Editor’s note: Need to clarify that the PoC Server includes in the  Accept header / Accept-Encoding  Header the media types/ encodings  that the PoC Server would have accepted.
· b) Check the total size of all MIME bodies containing media and if the total size exceeds a configurable max size send a SIP 413 “Request Entity Too Large” response. Otherwise, continue with the rest of the steps.

· 3. SHALL include a Record-Route header containing a URI identifying its own address; and,

· 4. SHALL forward the SIP INVITE request towards the PoC Server performing the Controlling PoC Function.

Upon receiving a SIP 180 "Ringing" response and when the PoC Server is acting as a B2BUA, the PoC Server: 

· 1. SHALL note the list of supported SIP methods if received in the Allow header;
· 2. SHALL note the contact if received in the Contact header;

· 3. SHALL generate a SIP 180 "Ringing" response to the SIP INVITE request as specified in the subclause 7.3.1.1 "General"; 

· 5. SHALL include Warning header(s) received in incoming SIP 180 “Ringing” response; and,

· 6. SHALL forward the SIP 180 "Ringing" response to the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response and when the PoC Server is acting as a SIP proxy the PoC Server SHALL forward the SIP response towards the initiating PoC Client according to rules and procedures of [RFC3261].

Upon receiving a SIP 200 "OK" response, the PoC Server is acting as a B2BUA, the PoC Server: 

· 1. SHALL note the list of supported SIP methods if received in the Allow header;
· 2. SHALL note the contact received in the Contact header;

· 3. SHALL generate a SIP 200 "OK" response as specified in the subclause 7.3.1.1 "General"; 


4. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer as specified in the subclause 7.3.1.1c "SDP answer generation";  

· 5. SHALL include unmodified a P-Answer-State header if a P-Answer-State header was present in the incoming SIP 200 "OK" response;
· 6. SHALL include Warning header(s) received in the incoming SIP 200 “OK” responses.

· 7. SHALL send the SIP 200 "OK" response to the PoC Client according to rules and procedures of SIP/IP Core; and

· 8. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization";

Upon receiving a SIP 200 "OK" response, when the PoC Server is acting as a SIP proxy

· 1. SHALL forward the SIP 200 "OK" response toward the initiating PoC Client according to rules and procedures of [RFC3261] and SIP/IP Core;

· 2. SHALL continue to act as a SIP proxy for the duration of the PoC Session.

Upon receiving a SIP final response other than a SIP 200 "OK", the PoC Server SHALL forward the SIP final response along the signalling path towards the initiating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.3.5 PoC Session initiation using Pre-established Session

NOTE 1: 
The procedure in this subclause applies upon receiving a SIP REFER request containing in the Request-URI a SIP URI of a Pre-established Session owned by this PoC Server if the "method" parameter in the Refer-to header is set as  'INVITE' or is not present.
The PoC Server:

· 1. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded.  If exceeded, the PoC Server SHALL respond with a SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '104 Too many Simultaneous PoC Sessions'. Otherwise, continue with the rest of the steps;

· 2. SHALL if a Priv-Answer-Mode header with the value 'Auto' is present in the incoming SIP REFER request, authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response and not continue with the rest of the steps.

· 3. SHALL check the SIP URI in the Refer-To header. If the SIP URI in the Refer-To header does not include the Session Type uri-parameter "session=adhoc", "session=prearranged" or "session=chat" the PoC Server:

a) SHALL perform the procedures as specified in 7.2.1.8 "Adding Participants to PoC Session Request" and do not do anything else in this subclause.

· 4. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session;

· 5. SHALL generate a final SIP response 2xx according to rules and procedures of [RFC3515];
· 6. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value  'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to  'false' according to rules and procedures of [draft-norefersub];

· 7. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;
· 8. SHALL generate a SIP INVITE request as specified in subclause 7.3.1.1 "General";

· 9. SHALL insert a Request-URI using the URI out of the Refer-To in the SIP REFER request:

10. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer as specified in the subclause 7.3.1.1b "SDP offer generation in case of Pre-established session" based on the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session"; 

· 11. SHALL send the SIP INVITE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core; and,

NOTE 2: B2BUA do not forward any SIP provisional nor final responses.

· 12. SHALL if the Refer-Sub header is not present or is set to  'true' in the SIP REFER request generate and send to the PoC Client SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request" based on the progress of the invitation. Do not continue to the rest of the steps.
Upon receiving SIP provisional responses for the SIP INVITE request(s) the PoC Server:

· 1. SHALL note the list of supported SIP methods if received in the Allow header;
· 2. SHALL note the contact if received in the Contact header; and,

· 3. SHALL discard the received SIP responses without forwarding them.
Upon receiving a SIP 200 "OK" response for the SIP INVITE request the PoC Server:

· 1. SHALL note the list of supported SIP methods if received in the Allow header;
· 2. SHALL note the contact received in the Contact header; and,

· 3. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization", when a PoC Session is initiated;

Upon receiving a SIP 403 "Forbidden" response with the warning code 399 and the warning text '105 Isfocus already assigned', the PoC Server SHALL if the Refer-Sub header is not present or is set to  'true' in the SIP REFER request, generate and send to the PoC Client a SIP NOTIFY request as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request".

Upon receiving a SIP final response other than 2xx or 3xx or 403, that is one of the SIP 4xx, 5xx or 6xx responses the PoC Server: 
· 1. SHALL discard the received SIP responses without forwarding them.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.3.6 PoC Session modifications

Upon receiving a SIP UPDATE request or a SIP re-INVITE request from the PoC Client during an on-going PoC Session including a new SDP offer as specified by [RFC3264] and [RFC2327] a PoC Server acting as a B2BUA: 

· 1. SHALL validate that the Media Parameters are acceptable to the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise continue with the rest of the steps;

· 2. SHALL generate a SIP UPDATE request according to rules and procedures of [RFC3311] or a SIP re-INVITE request according to rules and procedures of [RFC3261]. A SIP UPDATE request MAY be used only if the PoC Server performing the Controlling PoC Function has indicated support for the SIP UPDATE method;
· 3. SHALL include a MIME SDP body as an SDP offer in the SIP UPDATE request and SIP re-INVITE request according to rules and procedures of [RFC3264] and [RFC2327] with the new Media Parameters; and,
· 4. SHALL send the SIP request towards the PoC Server performing the Controlling PoC Function within the existing SIP dialog according to rules and procedures of the SIP/IP Core.
On receipt of a SIP 200 "OK" response the PoC Server:

· 1. SHALL generate a SIP 200 "OK" response to the SIP UPDATE request and SIP re-INVITE according to rules and procedures of [RFC3261];

· 2. SHALL, if the PoC Server is in the media path, update the User Plane with the new Media Parameters received in the MIME SDP body as specified in [OMA-PoC-UP] "User Plane adaptation"; and,

· 3. SHALL send a SIP 200 "OK" response towards the PoC Client according to rules and procedures of SIP/IP Core.

Upon receiving a SIP UPDATE request or a SIP re-INVITE request from the PoC Client during an on-going PoC Session a PoC Server acting as a SIP proxy SHALL act according to rules and procedures of [RFC3261].

Upon receiving SIP final response other than SIP 200 “OK” the PoC Server SHALL forward the SIP response to the PoC Client according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.3.7 SIP SUBSCRIBE request

Upon receiving a SIP SUBSCRIBE request that contains a SIP URI corresponding to a PoC Session owned by this PoC Server the PoC Server:

· 1. SHALL perform the Controlling PoC Function as specified in subclause 7.2.1.11.1 “Subscribing to Participant information”.

If the PoC Server receives a SIP SUBSCRIBE request that contains a PoC Session Identity or PoC Group Identity not owned by this PoC Server then the PoC Server: 

NOTE: 
The case when the PoC Session or the PoC Group is owned by the PoC Server is described in subclause 7.2.1.11 “PoC Session PoC Participant information request”

· 1. SHALL, if the PoC Server wants to stay on the signalling path insert a Record-Route header containing a URI identifying its own address;

· 2. SHALL, if the PoC Server is acting as a B2BUA for the PoC Session insert a Request-URI by resolving back the received Request-URI to the SIP URI received in the Contact header from the PoC Server performing the Controlling PoC Function within the SIP 200 “OK” response to the initial SIP INVITE request; and,

· 3. SHALL forward the SIP SUBSCRIBE request towards the SIP/IP Core.

Upon receiving a SIP final response PoC Server SHALL forward the SIP final response along the signaling path towards the initiating PoC Client according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.3.8 SIP REFER request received

Upon receiving a SIP REFER request containing in the Request-URI a conference URI that identifies a Pre-established Session owned by this PoC Server, the PoC Server:

· 1. SHALL perform the procedures specified in subclause 7.3.1.5 "PoC Session Initiation using Pre-established Session", if the “method” parameter in the Refer-to header is set as  'INVITE' or is not present; or

· 2. SHALL perform the procedures specified in subclause 7.3.1.10.2  "SIP REFER BYE request from the PoC Client - Pre-established Session case", if the “method” parameter in the Refer-to header is set as 'BYE'.

Upon receiving a SIP REFER request containing in the Request-URI a SIP URI of a PoC Session not owned by this PoC Server, the PoC Server:

· 1. SHALL, if the PoC Server wants to stay on the signalling path insert a Record-Route header containing its own address; and, 

· 2. SHALL forward the SIP REFER request towards the Controlling PoC Function according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP final response to a SIP REFER request the PoC Server forwarded, the PoC Server SHALL forward the SIP final response along the signaling path towards the initiating PoC Client according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.3.9 SIP CANCEL request

Upon receiving a SIP CANCEL request from the PoC Client, a PoC Server acting as a B2BUA: 

· 1. SHALL act as UAS according to rules and procedures of [RFC3261]; and,

· 2. SHALL cancel the SIP INVITE request towards the PoC Server performing the Controlling PoC Function acting as UAC according to rules and procedures of [RFC3261].

When acting as a SIP proxy the rules and procedures as specified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.3.10 SIP BYE request from PoC Client

7.3.3.10.1 SIP BYE request from PoC Client – On-demand Session case

Upon receiving a SIP BYE request from the PoC Client a PoC Server acting as a B2BUA:

· 1. SHALL generate a SIP 200 "OK" response and send it towards PoC Client according to rules and procedures of the SIP/IP Core;

· 2. SHALL release User Plane resources associated with the SIP Session with the PoC Client as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release"; and,

· 3. SHALL send a SIP BYE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIP BYE request the PoC Server SHALL release User Plane resources associated with the SIP Session with the PoC Server performing the Controlling PoC Function as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release".
When acting as a SIP proxy the rules and procedures as specified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.3.10.2 SIP REFER BYE request from PoC Client – Pre-established Session case

Upon receiving from the PoC Client a SIP REFER request with the method parameter set to value 'BYE' in the Refer-To header the PoC Server:

· 1. in case of a PoC Session is established within a Pre-established Session as specified in subclause 6.1.3.2.2 "PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session", the PoC Server 
a) SHALL perform the procedures as specified in subclause 7.2.1.9.2 "SIP REFER BYE request received within a Pre-established Session". Do not continue the rest of the steps.

· 2. in case of a PoC Session is established within Pre-established Session, as specified in subclause 6.1.3.2.3 “PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session”, or by sending a TBCP message to the PoC Client as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization", the PoC Server
a) SHALL extract from the Refer-To header the PoC Session Identity that the PoC Client wants to leave; 

b) SHALL generate a final SIP 2xx response to the SIP REFER request according to rules and procedures of [RFC3515];

c) SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [draft-norefersub];

d) SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value  'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to  'false' according to rules and procedures of [draft-norefersub];

e) SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;

f) SHALL generate a SIP BYE request and set the Request-URI to the PoC Session Identity; 

g) SHALL send the SIP BYE request towards the Controlling PoC Function according to rules and procedures of the SIP/IP Core;

h) SHALL upon receiving a SIP 200 “OK” response for the SIP BYE request release User Plane resources towards the Controlling PoC Function as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release"; and,

i) SHALL if the Refer-Sub header is not present or it is set to  'true' in the SIP REFER request, generate and send the PoC Client a SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 “Generating a SIP NOTIFY request to the SIP REFER request” based on the progress of the BYE request.

NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event “refer” in case the Refer-Sub header is not present or is set to 'true'.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.3.10.3 Pre-established Session release request from PoC Client

Upon receiving a SIP BYE request from the PoC Client within a Pre-established Session the PoC Server:

· 1. SHALL check whether there is a PoC Session using the Pre-established Session. If there is not, then the PoC Server
a) SHALL disconnect the User Plane resources towards the PoC Client by interacting with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release"; and,

b) SHALL generate and send a SIP 200 “OK” response to the SIP BYE request according to rules and procedures of the SIP/IP Core.

· 2. SHALL check whether there is a PoC Session using the Pre-established Session and the PoC Session is controlled by this PoC Server.   If there is then the PoC Server 

a) SHALL remove the owner from the PoC Session by performing the procedures as specified in subclause 7.2.1.9.3 " SIP BYE request received within a Pre-established Session"; and,b) SHALL generate and send a SIP 200 “OK” response to the SIP BYE request according to rules and procedures of the SIP/IP Core;

· 3. SHALL check whether there is a PoC Session using the Pre-established Session, but is not controlled by this PoC Server.  If there is, then the PoC Server
a) SHALL generate a SIP BYE request and set the Request-URI to the PoC Session Identity; and,

b) SHALL send the SIP BYE request towards the Controlling PoC Function according to the procedures of the SIP/IP Core;

Upon receiving a SIP 200 "OK" response from the Controlling PoC Function as a response to the SIP BYE request, the PoC Server 

· 1. SHALL release User Plane resources towards the Controlling PoC Function as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release";

· 2. SHALL release User Plane resources towards the PoC Client as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release";

· 3. SHALL send a SIP 200 "OK" response to the PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.3.11 Group Advertisement request

Upon receiving of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header field and an identity in the Request-URI not owned by this PoC Server the PoC Server: 

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response if Group Advertisement is not supported by the PoC Server. Otherwise continue with the rest of the steps
· 2. SHALL return a SIP 403 “Forbidden” response, if anonymity is requested. Otherwise, continue with the rest of the steps;
· 3. SHALL check the Authenticated Originator's PoC Address of the PoC User for permission to send a Group Advertisement, and if the PoC User is not allowed to send a Group Advertisement the PoC Server SHALL send a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;
· 4. SHALL if the Request-URI contains a SIP URI corresponding to the Exploder URI known by the PoC Server, continue as specified in subclause 7.2.1.12 "Group Advertisement request". Otherwise, continue with the following step; and,
· 5. SHALL forward the SIP MESSAGE request to the SIP/IP Core. 
Upon receiving SIP final response the PoC Server SHALL forward the SIP final response according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.3.12 Simultaneous PoC Session control procedures

7.3.3.12.1 General

The support of Simultaneous PoC Sessions is optional for the PoC Server. The following procedures in this subclause are only applicable when the PoC Server supports Simultaneous PoC Sessions.
7.3.3.12.2 PoC Session priority request

Upon receiving a SIP INVITE or SIP UPDATE or SIP re-INVITE request containing the PoC Session priority parameter as specified in E.3.1 "Talk Burst Control Protocol MIME registration" in the SDP offer the PoC Server:

· 1. SHALL validate that the PoC Session priority in the SDP offer is acceptable to PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps; 
· 2. SHALL check the PoC Session priority parameter, if included in the SDP offer;

a) if the PoC Session priority parameter ‘poc_sess_priority’ is '0' or no ‘poc_sess_priority’ is included and the local policy allows then the PoC Server SHALL set the PoC Session priority to secondary, perform procedures specified in [OMA-PoC-UP] "Simultaneous PoC Session state diagram – per User"; or,

b) if the PoC Session priority value ‘poc_sess_priority’ is '1' and the local policy allows then the PoC Server SHALL set the PoC Session priority to primary and ensure that all other PoC Sessions have the secondary priority, and perform procedures specified in [OMA-PoC-UP] "Simultaneous PoC Session state diagram – per User".

· 3. SHALL remove the PoC Session priority parameter in the SDP payload when the request is forwarded to Controlling PoC Function and the PoC Server support PoC Session priority;

· 4. SHALL generate a SIP 200 "OK" response containing an SDP answer that indicates the selected priority parameter according to rules and procedures of [RFC2337] and [RFC3264]; and,
· 5. SHALL send the SIP 200 "OK" response to the SIP/IP Core along the signalling path.
NOTE 1: 
The PoC Server performing Participating PoC Function if not recognizing a parameter will ignore it and pass it towards PoC Server performing the Controlling PoC Function. The PoC Server SHALL set the PoC Session priority by default to Secondary if the PoC Client does not indicate the priority in the request. 

NOTE 2: 
Only one PoC Session can be set a Primary PoC Session at the given time.

7.3.3.12.3 PoC Session locking request

Upon receiving a SIP INVITE or SIP UPDATE or SIP re-INVITE request containing the PoC Session locking parameter in the SDP offer as specified in E.3.1 “Talk Burst Control Protocol MIME registration” the PoC Server:

· 1. SHALL validate that the PoC Session priority in the SDP offer are acceptable to the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
· 2. SHALL check the PoC Session locking parameter ‘poc_ lock’ if included in the SDP offer;

a) if the PoC Session locking parameter ‘poc_ lock’ is '1' then the PoC Server SHALL set the PoC Session locked and perform procedures as specified in [OMA-PoC-UP] "Simultaneous PoC Session state diagram – per User”; or,

b) if the PoC Session locking parameter ‘poc_lock’ is '0' or no ‘poc_lock’ parameter is included then the PoC Server SHALL set the PoC Session unlocked and perform procedures as specified in [OMA-PoC-UP] "Simultaneous PoC Session state diagram – per User": 
· 3. SHALL remove the PoC Session locking parameter ‘poc_lock’ in the SDP payload when the request is forwarded to the PoC Server performing the Controlling PoC Function and the PoC Server supports PoC Session locking.

· 4. SHALL generate a SIP 200 "OK" response containing the SDP answer that indicates the selected locking parameter according to rules and procedures of [RFC2337] and [RFC3264]; and,

· 5. SHALL send the SIP 200 "OK" response to the SIP/IP Core along the signaling path.

NOTE 1:
The PoC Server performing the Participating PoC Function if not recognizing a parameter will ignore it and pass it towards the PoC Server performing the Controlling PoC Function.

NOTE 2: 
Only one PoC Session can be set locked at the given time. 

NOTE 3:
Receipt of a TBCP Talk Burst Request message from the PoC Client for a PoC Session will cause the locking value to change to unlocked in any other PoC Session.

7.3.3.13 SIP Session timer expiry

On expiry of the SIP Session timer and if the PoC Server acts as a B2BUA the PoC Server:

· 1. SHALL send a SIP BYE request to the PoC Client according to rules and procedures of [RFC3261] and according to rules and procedures of the SIP/IP Core; and,

· 2. SHALL send a SIP BYE request to the PoC Server performing the Controlling PoC Function according to rules and procedures of [RFC3261] and according to rules and procedures of the SIP/IP Core.

On receipt of a SIP 200 "OK" response to the SIP BYE request from the PoC Client the PoC Server SHALL release User Plane resources as specified in  [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release" in the direction towards the PoC Client.

On receipt of a SIP 200 "OK" response to the SIP BYE request from the PoC Server performing Controlling PoC Function the PoC Server SHALL release User Plane resources as specified in  [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release" in the direction towards the PoC Server performing the Controlling PoC Function.

On expiry of the SIP Session timer and if the PoC Server acts as a B2BUA the PoC Server:

· 1. SHALL release User Plane resources as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release" in the direction towards the PoC Server performing the Controlling PoC Function; and,

· 2. SHALL release User Plane resources as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release" in the direction towards the PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.3.14 PoC Service Setting procedure

Upon receiving a SIP PUBLISH request the PoC Server: 

· 1. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Event header includes value 'poc-settings' and if not included the PoC Server SHALL return a SIP 489 "Bad event" response. Otherwise, continue with the rest of the steps;

· 3. SHALL perform the actions to verify the Authenticated Originator’s PoC Address of the PoC Client and if not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 4. SHALL process the SIP PUBLISH request according to rules and procedures of [RFC3903] and if processing of the SIP request was successful continue with next step;

· 5. SHALL note the PoC Service Settings until PoC Service Settings expiration timer is expired; 

NOTE 1:  The PoC Service Settings are “Answer Mode Indication”, “Incoming PoC Session Barring”, “Incoming Instant Personal Alert Barring”  and “Simultaneous PoC Sessions Support”.

· 6. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];
· 7. SHALL include a Server header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”; and,

· 8. SHALL send SIP 200 "OK" response to the SIP PUBLISH request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause. 

7.3.3.15 PoC Session release from User Plane

Upon receiving a PoC Session release request from the User Plane as specified in [OMA-PoC-UP] “Receive TBCP Talk Burst Acknowledgement message (R: TB_Ack)” or “T15 (Connect message re-transmit) timer fired N times” or “Receive PoC Session release indication from PoC Client (R: PoC Session release from PoC Client)”, the PoC Server:

· 1. SHALL remove the Participant referred by User Plane from the PoC Session by performing the procedures as specified in subclause 7.3.2.6.3 "Leaving a PoC Session within a Pre-established Session";

· 2. SHALL check the PoC Session release policy as specified in subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each Participant of the PoC Session  (except for the owner of the Pre-established Session) the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

· 3. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
· 4. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Clients (except the owner of the Pre-established Session) terminate the existing subscription to the conference state event package, if needed; and,

· 5. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.4 Requests terminated by the served PoC User

7.3.4.1 General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] with the clarifications in this subclause.

The PoC Server

· 1. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325] if anonymity is requested with the Privacy header containing the tag'id';
· 2. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

· 3. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with "require" and "explicit" parameters according to rules and procedures of [RFC3841]; 
· 4. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 5. SHOULD include the Session-Expires header in the INVITE according to rules and procedures of [RFC4028], “Generating an Initial Session Refresh Request”. The “refresher” parameter SHALL be omitted.
· 6. SHALL include the option tag 'timer' in the Supported header;
· 7. SHALL include the option tag 'norefersub' in a Supported header;
· 8. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

· 9. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the SIP INVITE request by the Controlling PoC Function; 
b) include the PoC feature tag'+g.poc.talkburst';

c) include the feature tag'isfocus'; and,

d) include the Session Type uri-parameter provided in the SIP INVITE request by the Controlling PoC Function.

· 10. SHALL include the Authenticated Originator's PoC Address if received in the incoming SIP INVITE request in the outgoing SIP INVITE request; and,

· 11. SHALL include the Nick Name received in incoming SIP INVITE request in the outgoing SIP INVITE request.

NOTE:
The use of the option tag'precondition', as specified in [RFC3312] and the option tag'100rel', as specified in [RFC3262] is not defined in the POC-1 reference point.

· 12. SHALL, if Included Media Content is supported by the PoC Server and if one or more MIME body containing media are included in the incoming SIP INVITE request and if at least one MIME body containing media was not removed as specified in subclause 7.3.2.2 “PoC Session invitation request” include MIME bodies containing media in the outgoing SIP INVITE request.

When sending a SIP provisional responses other than the SIP 100 "Trying" response to the SIP INVITE request, the PoC Server:

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers". 

· 3. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261], if not previously sent in a provisional response for this dialog;

· 4. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst' if not previously sent in a provisional response for this dialog; and,

· 5. SHALL include as the URI in the Authenticated Originator’s PoC Address in the outgoing SIP provisional response either
a. the URI contained in the Authenticated Originator’s PoC Address received in the incoming SIP provisional response in the case of an On-demand Session establishment; or

b. the URI stored from the Request-URI  received in the incoming SIP INVITE request in the case of a Pre-established Session establishment;

· 6. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to either
a) the one defined for the PoC User in the PoC Server, if configured; otherwise the one in the incoming SIP provisional response if received, in the case of an On-demand Session establishment; or

· b)
the one defined for the PoC User in the PoC Server, if configured; otherwise the one stored from the Authenticated Originator’s PoC Address contained in the SIP INVITE request if received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session; received in the incoming SIP provisional response in the outgoing SIP provisional response.7. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session.
· 8. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to 'xxx Media in INVITE discarded' if at least one MIME body containing media was removed as specified in subclause 7.3.2.2 “PoC Session invitation request”.
Editor’s note:  If one Warning header per removed MIME body is used or not if FFS.
When sending a SIP 200 "OK" response to the SIP INVITE request the PoC Server

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261] and [RFC3262];

· 2. SHALL include as the URI in the Authenticated Originator’s PoC Address in the outgoing SIP 200 “OK” response either
a) the URI contained in the Authenticated Originator’s PoC Address received in the incoming SIP 200 “OK” response in the case of an On-demand Session establishment; or
b) the URI stored from the Request-URI  received in the incoming SIP INVITE request in the case of a Pre-established Session establishment;
· 3. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to either
a. the one defined for the PoC User in the PoC Server, if configured; otherwise the one in the incoming SIP 200 "OK" response if received, in the case of an On-demand Session establishment; or

b. the one defined for the PoC User in the PoC Server, if configured; otherwise the one stored from the Authenticated Originator’s PoC Address contained in the SIP INVITE request if received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

· 4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

· 5. SHALL include the option tag 'timer' in the Require header;

· 6. SHALL include the Session-Expires header in the SIP 200 "OK" before sending the response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of [RFC4028], “UAS Behavior”. The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uas'.
· 7. SHALL start the SIP Session timer according to rules and procedures of [RFC4028];

· 8. SHOULD include the Allow header with the SIP methods supported in this dialog according to rules and procedures of  [RFC3261], if not previously sent in a provisional response for this dialog;

· 9. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not previously sent in a provisional response for this dialog; and,
· 10. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst'.

· 11. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to 'xxx Media in INVITE discarded' if at least one MIME body containing media was removed as specified in subclause 7.3.2.2 “PoC Session invitation request”.
Editor’s note:  If one Warning header per removed MIME body is used or not if FFS.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.1a SDP offer generation

The SDP body SHALL be composed according to rules and procedures of [RFC3264] and [RFC2327] as follows:

· 1. the IP address of the PoC Server SHALL be set for each offered Media from the list contained in the Controlling PoC Function SDP offer and for each offered Media-floor Control Entity from the list contained in the Controlling PoC Function SDP offer;
· 2. the media-level description for each offered Media from the list contained in the Controlling PoC Function SDP offer SHALL consist of:
· a) the port number for Media;

· b) the codec(s) and Media Parameters selected by the PoC Server from the list contained in the Controlling PoC Function SDP offer; and optionally the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in the Controlling PoC Function SDP offer, if transcoding is supported by the PoC Server; 
NOTE 1: The Media Parameters of the Discrete Media are specified in [OMA IM TS]
· c) the "a=label" attribute with a unique value as specified in [draft-ietf-mmusic-sdp-media-label], if Media is to be connected to a Media-floor Control Entity except when only PoC Speech with TBCP is offered; and,

· d) the IP address of the PoC Server and port number to be used for RTCP at the PoC Server, according to rules and procedures of  [RFC3605], if the Media uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used;

· 3. if any Media-floor Control Entity is offered, the media-level description of each offered Media-floor Control Entity from the list contained in the Controlling PoC Function SDP offer consisting of:
· a) the protocol for Media-floor Control as in the Controlling PoC Function SDP offer;
NOTE 2: the protocol can be either Talk Burst Control Protocol or Media Burst Control Protocol

· b) the Media-floor Control Entity parameters selected by the PoC Server from the Controlling PoC Function SDP offer;

· c) the port number for Media-floor Control Entity; and,

· d) the "a=floorid:0 m-stream" attribute with value(s) referencing the Media as specified in [draft-ietf-mmusic-sdp-bfcp] intended to be connected to the Media-floor Control Entity except when only PoC Speech with TBCP is offered.

· 4. if a Media-floor Control Entity is rejected: 

· a) the Media-floor Control Entity SHALL be marked as rejected in the SDP offer according to rules and procedures of [RFC3264], and;

· b) all the Media bound to the Media-floor Control Entity SHALL be rejected in the SDP offer according to rules and procedures of [RFC3264];

· 5. the Media rejected by the PoC Server SHALL be marked as rejected in the SDP offer according to rules and procedures of [RFC3264].

With an SDP offer, the following SHALL be applied:

· 1. if PoC Speech is offered, the media-level description that identifies PoC Speech SHALL be connected to Media-floor Control Entity as in the Controlling PoC Function SDP offer;
· 2. if Video is offered, the media-level description that identifies Video SHALL be connected to Media-floor Control Entity as in the Controlling PoC Function SDP offer;
· 3. if Audio is offered, the media-level description that identifies Audio SHALL be connected to Media-floor Control Entity as in the Controlling PoC Function SDP offer; and,
· 4. if Discrete Media is offered and if it is bound to a Media-floor Control Entity, the media-level description that identifies Discrete Media SHALL be connected to Media-floor Control Entity as in Controlling PoC Function SDP offer.
Editor’s note: Media-floor Control Entity Protocol for each Media or each Media combination is FFS

Editor's note: update from RFC2327 to new SDP draft [draft-ietf-mmusic-sdp-new-26] is to be considered

Editor's note: how to distinguish the PoC Speech and Audio is FFS

7.3.2.1b SDP answer generation in case of On-demand session

The SDP body SHALL be composed according to rules and procedures of [RFC3264] and [RFC2327] as follows:

· 1. the IP address of the PoC Server SHALL be set for each accepted Media from the list contained in the Controlling PoC Function SDP offer and for each accepted Media-floor Control Entity from the list contained in the Controlling PoC Function SDP offer;
· 2. the media-level description for each accepted Media from the list contained in the Controlling PoC Function SDP offer SHALL consist of:
· a) the port number for Media;

· b) the codec(s) and Media Parameters selected by the PoC Server from the list contained in the Controlling PoC Function SDP offer, optionally reduced based on the SDP answer received in SIP 200 "OK" response from the Invited PoC Client; 
NOTE 1: The Media Parameters of the Discrete Media are defined in [OMA IM TS]

NOTE 2: If transcoding is supported and codec(s) and Media Parameters other than those contained in the Controlling PoC Function SDP offer have been offered in the SDP of the SIP INVITE request sent to Invited PoC Client(s), the SDP answer in the SIP 200 "OK" response towards Controlling PoC Function may be different from the SDP answer received in SIP 200 "OK" response from the Invited PoC Client(s); 

· c) the "a=label" attribute with a unique value as specified in [draft-ietf-mmusic-sdp-media-label], if Media is to be connected to a Media-floor Control Entity except when only PoC Speech with TBCP is accepted;

· d) the IP address of the PoC Server and port number to be used for RTCP, according to rules and procedures of  [RFC3605], if the Media uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used; and,

· e) if the PoC Server performing the Controlling PoC Function did include the SDP attribute "a=trafficopt" in the SDP offer in the SIP INVITE request the PoC Server MAY include the SDP attributes "a=trafficopt" and "a=sendonly" if the PoC Server supports PoC Media Traffic Optimisation.
· 3. for any Media-floor Control Entity, that is offered in the SDP offer from the PoC Server and accepted in the SDP answer by PoC Client, the media-level description of each offered Media-floor Control Entity SHALL consist of:
· a) the protocol for Media-floor Control as in the Controlling PoC Function SDP offer;
NOTE 3: the protocol can be either Talk Burst Control Protocol or Media Burst Control Protocol.

· b) the Media-floor Control Entity parameters selected by the PoC Server from those contained in the SDP answer from the Invited PoC Client;
· c) the port number for Media-floor Control Entity; and,

· d) the "a=floorid:0 m-stream" attribute with value(s) referencing the Media as specified in [draft-ietf-mmusic-sdp-bfcp] intended  to be connected the Media-floor Control Entity except when only PoC Speech with TBCP is accepted; 

· 4. if a Media-floor Control Entity is rejected: 

· a) the Media-floor Control Entity SHALL be marked as rejected according to rules and procedures of [RFC3264]; and,

· b) all the Media bound to the Media-floor Control Entity SHALL be rejected according to rules and procedures of [RFC3264].

· 5. the Media rejected by the PoC Server SHALL be marked as rejected according to rules and procedures of [RFC3264].

With an SDP answer, the following SHALL be applied:

· 1. if PoC Speech is accepted, the media-level description that identifies PoC Speech SHALL be connected to the corresponding Media-floor Control Entity as in the Controlling PoC Function SDP offer;
· 2. if Video is accepted, the media-level description that identifies Video SHALL be connected to the corresponding Media-floor Control Entity as in the Controlling PoC Function SDP offer;
· 3. if Audio is accepted, the media-level description that identifies Audio SHALL be connected to the corresponding Media-floor Control Entity as in the Controlling PoC Function SDP offer; and,
· 4. if Discrete Media is accepted and bound to a Media-floor Control Entity, the media-level description that identifies Discrete Media SHALL be connected to corresponding Media-floor Control Entity as in the Controlling PoC Function SDP offer.
Editor’s note: Media-floor Control Entity Protocol for each Media or each Media combination is FFS

Editor's note: update from RFC2327 to new SDP draft [draft-ietf-mmusic-sdp-new-26] is to be considered

Editor's note: how to distinguish the PoC Speech and Audio is FFS

7.3.2.1c SDP answer generation in case of Pre-established Session

The SDP body SHALL be composed according to rules and procedures of [RFC3264] and [RFC2327] as follows:

· 1. the IP address of the PoC Server SHALL be set for each accepted Media from the list contained in the Controlling PoC Function SDP offer, which was also negotiated in Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session", 

· 2. the IP address of the PoC Server SHALL be set for each accepted Media-floor Control Entity from the list contained in the Controlling PoC Function SDP offer, which was also negotiated in Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session";
· 3. the media-level description for each accepted Media from the list contained in the Controlling PoC Function SDP offer, which was also negotiated in Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session", SHALL consist of:
· a) the port number for Media;

· b) the codec(s) and Media Parameters selected by the PoC Server from the list contained in the Controlling PoC Function SDP offer, reduced based on the Media Parameters negotiated in Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session"; optionally also including the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in Media Parameters negotiated in Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session";
NOTE 1: The Media Parameters of the Discrete Media are defined in [OMA IM TS]

· c) the "a=label" attribute with a unique value as specified in [draft-ietf-mmusic-sdp-media-label], if Media is to be connected to a Media-floor Control Entity except when only PoC Speech with TBCP is accepted;

· d) the IP address of the PoC Server and port number to be used for RTCP, according to rules and procedures of  [RFC3605], if the Media uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used; and,

· e) If the PoC Server performing the Controlling PoC Function did include the SDP attribute "a=trafficopt" in the SDP offer in the SIP INVITE request the PoC Server MAY include the SDP attributes "a=trafficopt" and "a=sendonly" if the PoC Server supports PoC Media Traffic Optimisation.
· 4. for any Media-floor Control Entity, that is offered in the SDP offer from the PoC Server and accepted in the SDP answer by PoC Client, the media-level description of each offered Media-floor Control Entity SHALL consist of:
· a) the protocol for Media-floor Control as in the Controlling PoC Function SDP offer;
NOTE 2: the protocol can be either Talk Burst Control Protocol or Media Burst Control Protocol.

· b) the Media-floor Control Entity parameters contained in the Controlling PoC Function SDP offer, restricted to Media-floor Control Entity parameters negotiated during the Pre-established Session establishment as specified in the subclause 7.3.1.2 "Pre-established Session";
Editor's note: the Media-floor Control Entity parameters in reduced case need to be clarified

· c) the port number for Media-floor Control Entity; and,

· d) the "a=floorid:0 m-stream" attribute with value(s) referencing the Media as specified in [draft-ietf-mmusic-sdp-bfcp] intended  to be connected the Media-floor Control Entity except when only PoC Speech with TBCP is accepted; 

· 5. if a Media-floor Control Entity is rejected: 

· a) the Media-floor Control Entity SHALL be marked as rejected according to rules and procedures of [RFC3264]; and,

· b) all the Media bound to the Media-floor Control Entity SHALL be rejected according to rules and procedures of [RFC3264].

· 6. the Media rejected by the PoC Server SHALL be marked as rejected according to rules and procedures of [RFC3264].

With an SDP answer, the following SHALL be applied:

· 1. if PoC Speech is accepted, the media-level description that identifies PoC Speech SHALL be connected to the corresponding Media-floor Control Entity as in the Controlling PoC Function SDP offer;
· 2. if Video is accepted, the media-level description that identifies Video SHALL be connected to the corresponding Media-floor Control Entity as in the Controlling PoC Function SDP offer;
· 3. if Audio is accepted, the media-level description that identifies Audio SHALL be connected to the corresponding Media-floor Control Entity as in the Controlling PoC Function SDP offer; and,
· 4. if Discrete Media is accepted and bound to a Media-floor Control Entity, the media-level description that identifies Discrete Media SHALL be connected to corresponding Media-floor Control Entity as in the Controlling PoC Function SDP offer.
Editor’s note: Media-floor Control Entity Protocol for each Media or each Media combination is FFS

Editor's note: update from RFC2327 to new SDP draft [draft-ietf-mmusic-sdp-new-26] is to be considered

Editor's note: how to distinguish the PoC Speech and Audio is FFS

7.3.4.2 PoC Session invitation request

Upon receipt of an initial SIP INVITE request that includes a PoC Address in the Request-URI the PoC Server: 

· 1. SHALL check whether the Accept-Contact header including the PoC feature tag '+g.poc.talkburst' is included and if it is not then the PoC Server SHALL return a SIP 403 "Forbidden" response without continuing the rest of the steps;

· 2. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '106 Isfocus not assigned' without continuing the rest of the steps;

· 3. SHALL check the Invited PoC User's PoC Service Settings associated to the PoC Address received in the Request-URI. If the PoC Service Settings have not been received from the PoC Client yet or if PoC Service Settings expiration timer has expired, the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps;

· 4. SHALL check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the initial SIP INVITE request is not  'reject' in the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [PoC-XDM Specification].  If at least one of them is  'reject' then the PoC Server SHALL send SIP 403 “Forbidden” response towards the originating PoC Client according to rules and procedures of SIP/IP Core  and do not continue the rest of the steps; 

· 5. SHALL check the Invited PoC User's Incoming PoC Session Barring setting associated to the PoC Address received in the Request-URI. If the Incoming PoC Session Barring is activated the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps;

· 6. SHALL, if Included Media Content is supported by the PoC Server and if media is included in one or more MIME body, 
· a) check the PoC Service Setting for Included Media Content in a Request Support and if set to ‘false’ or not set at all and if at least one Media Type is not allowed according to local policy, either

· i) send a SIP 415 “Unsupported Media Type” and do not continue with the rest of the steps; or,

· ii) remove all MIME bodies containing media and continue with the rest of the steps.

Editor’s note: Need to clarify that the PoC Server includes in the  Accept header / Accept-Encoding  Header the media types/ encodings  that the PoC Server would have accepted.
· b) check the total size of MIME bodies containing media and if the total size exceeds a configurable max size and if max size is exceeded, either,
· i) send a SIP 413 “Message Too Large” response and do not continue with the rest of the steps; or,

· ii) remove all MIME bodies containing media and continue with the rest of the steps.

· 7. SHALL check if either:

a) the received SIP INVITE request contained a Priv-Answer-Mode header with the value set to 'Auto' ; or

b)  the Authenticated Originator's PoC Address indicated by the Request-URI in the initial SIP INVITE request is 'accept' by the <allow-invite> action associated to the Invited PoC User, which is stored in the PoC XDMS as described in [PoC-XDM Specification], and the Answer Mode setting in the PoC Service Settings of the Invited PoC User is set to Automatic Answer, and the received SIP INVITE request did not contain an Answer-Mode header with the value set to 'Manual;Require' ; 

and if the PoC Server does not have already a PoC Session with the PoC Client then perform the actions specified in subclause 7.3.2.2.2 "Automatic answer using the Pre-established Session" or 7.3.2.2.1 "Automatic answer Using On-demand Session" depending on whether the Invited PoC User has or has not, respectively, an ongoing Pre-established Session.  Otherwise the PoC Server SHALL perform actions specified in subclause 7.3.2.2.3 "Manual answer".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.4.2.1 Automatic-answer using On-demand Session

The PoC Server SHALL act as B2BUA.

NOTE: In this version the PoC Server acts as B2BUA.

The PoC Server:
· 1. SHALL generate a SIP 183 "Session Progress" response to the SIP INVITE request as specified in subclause 7.3.2.1 "General" and according to rules and procedures of [RFC3261] and [RFC3262] and act as a B2BUA;
· 2. MAY include a Require header set to '100rel'  according to rules and procedures of [RFC3262];
· 3. SHALL include the P-Answer-State header set to'Unconfirmed';
· 4. SHALL send the SIP 183 "Session Progress" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.
The PoC Server:

· 1. SHALL generate a SIP INVITE request as specified in subclause 7.3.2.1 "General";
· 2. SHALL, if the received SIP INVITE request contained a Priv-Answer-Mode header with the value set to'Auto', authorize the Authenticated Originator's PoC Address to override the Invited PoC User’s Answer Mode setting, and if authorized include a Priv-Answer-Mode header with the value'Auto', and if not authorized reject the request with a 403 "Forbidden" response;

· 3. SHALL, if the received SIP INVITE request did not contain a Priv-Answer-Mode header, include an Answer-Mode header with the value set to'Auto';


4. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer based on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation"
· 5. SHALL include the Referred-By header from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header; and,
· 6. SHALL send the SIP INVITE request towards the PoC Client according to rules and procedures of the SIP /IP Core.

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the actions in the PoC Server depends, according to rules and procedures of [RFC3261] and [RFC3262], on if the SIP 183 "Session Progress" was sent reliable or not as follow:

· 1. SHALL, if the SIP 183 "Session Progress" was sent unreliable, send the SIP 200 "OK" response immediately (since the PoC Server does not have to wait for a SIP PRACK request); and, 

· 2. SHALL, if the SIP 183 "Session Progress" was sent reliable, send the SIP 200 "OK" according to rules and procedures of [RFC3262] and [RFC3261].

Upon receiving a SIP PRACK request the PoC Server 

· 1. SHALL generate a SIP 200 "OK" response to the SIP PRACK request according to rules and procedures of [RFC3262] and [RFC3261]; and, 

· 2. SHALL send the SIP 200 "OK" response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.

Whenever the PoC Server sends the SIP 200 "OK" response the PoC Server:

· 1. SHALL generate a 200 "OK" response as described in the sub-clause 7.3.2.1 "General";
2. SHALL include in the SIP 200 "OK" response a MIME SDP body with an SDP answer  based on the SDP answer in the received SIP 200 "OK" response as specified in 7.3.2.1b "SDP answer generation in case of On-demand session";
· 3. SHALL send the SIP 200 "OK" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

· 4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedure at initialization"; and,

Editor's note: It might be needed to add an additional reference to the relevant "PoC Media Traffic Optimisation" section in the UP document when the section is available.
· 5. SHALL act as a B2BUA for the duration of the PoC Session according to rules and procedures of [RFC3261].

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.4.2.2 Automatic-answer using Pre-established Session

The PoC Server SHALL act as B2BUA.

The PoC Server:

· 1. SHALL validate that the Media Parameters are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as described in the subclause 7.3.2.1 "General" and

a) Include in the SIP 200 "OK" response a MIME SDP body as an SDP answer as specified in the subclause 7.3.2.1c"SDP answer generation in case of Pre-established session" based on the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session" and SDP offer received from the PoC Server in the SIP INVITE request;

· 3. SHALL include the P-Answer-State header set to 'Unconfirmed';

· 4. SHALL include value  'id' in the Privacy header according to rules and procedures of  [RFC3325], if the invited PoC Client has requested privacy, when the Pre-established Session was established; 

· 5. SHALL send the SIP 200 "OK" Response to the SIP INVITE request according to rules and procedures of SIP/IP Core; and,

· 6. SHALL interact with the User Plane as described in [OMA-PoC-UP] "Participating PoC Function procedure at initialization". 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.4.2.3 Manual-answer 

NOTE: The procedure of manual answer using a Pre-established Session is not supported in this version of the PoC Enabler.

The PoC Server:

· 1. SHALL determine if the PoC Server stays in the media path and Talk Burst Control path or not, as specified in [OMA-PoC-UP] "User Plane routing";
· 2. SHALL, if the PoC Server stays on the media path or the anonymity is requested by the value 'id' in the Privacy header, the PoC Server

a) SHALL generate a SIP INVITE request as specified in  subclause 7.3.2.1 "General". 
b) SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation";

c) SHALL continue, for the duration of the SIP Session, acting as a B2BUAaccording to rules and procedures of [RFC3261].

· 3. SHALL, if the PoC Server does not stay in the media path, 
a) for the duration of the SIP Session and as long as the PoC Client is a Participant in the PoC Session, act as a SIP proxy according to rules and procedures of [RFC3261]; 

b) use the content of the received SIP INVITE to generate the SIP INVITE request according to rules and procedures of [RFC3261]; and,

c) include a Record-Route header containing a URI identifying its own address.

· 4. SHALL include the Anser-Mode header set to'Manual;Require';

· 5. SHALL include the Referred-By header from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header; and,

· 6. SHALL send the SIP INVITE request towards the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Server:

· 1. SHALL note the list of supported SIP methods if received in the Allow header;
· 2. SHALL note the contact if received in the Contact header;

· 3. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General" if acting as a B2BUA; and,
· 4. SHALL generate a SIP 180 "Ringing" response according to rules and procedures of [RFC3261] if acting as a SIP proxy.

· 5. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Server:

· 1. SHALL, if the PoC Server acts as B2BUA 

a) SHALL note the list of supported SIP methods if received in the Allow header;

b) SHALL note the contact received in the Contact header;

c) SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded.  If exceeded, the PoC Server 

i. SHALL respond with a SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '104 Too many Simultaneous PoC Sessions' towards the inviting PoC Client;. 

ii. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release ";

iii. SHALL generate a SIP BYE request according to rules and procedures of  [RFC3261]; and,

iv. SHALL send the SIP BYE request towards the Invited PoC Client according to rules and procedures of the SIP/IP Core;

Otherwise, continue with the rest of the steps;

d) generate a SIP 200 "OK" response as specified in the subclause 7.3.2.1 "General"; and,

e) include in the SIP 200 "OK" response a MIME SDP body as the SDP answer the SDP offer received from the PoC Server in the SIP INVITE request as specified in the subclause 7.3.2.1b"SDP answer generation in case of On-demand session"
f) interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedure at initialization".

Editor's note: It might be needed to add an additional reference to the relevant "PoC Media Traffic Optimisation" section in the UP document when the section is available.
· 2. SHALL, if the PoC Server acts as a SIP proxy

a) generate a SIP 200 "OK" response according to rules and procedures of [RFC3261]; and,

b) include the same MIME SDP body as the SDP answer received in the SIP 200 "OK" response.

· 3. SHALL send the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.4.3 PoC Session modifications

Upon receiving a SIP UPDATE request or a SIP re-INVITE request and when the PoC Server acts as a B2BUA during an on-going PoC Session the PoC Server: 

· 1. SHALL generate a SIP UPDATE request according to rules and procedures of [RFC3311] or a SIP re-INVITE request according to rules and procedures of [RFC3261]. A SIP UPDATE request MAY be used only if the PoC Server has indicated support for the SIP UPDATE method;

· 2. SHALL validate that the Media Parameters are acceptable to the PoC Client and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise continue with the rest of the steps;

· 3. SHALL include a MIME SDP body of a SIP UPDATE request or a SIP re-INVITE request with a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the new Media Parameters; and,

· 4. SHALL send the SIP request towards the PoC Client within the existing SIP dialog according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP UPDATE request or a SIP re-INVITE request during an on-going PoC Session and when the PoC Server acts as a SIP proxy the PoC Server SHALL forward the SIP request according to rules and procedures of [RFC3261]. A SIP UPDATE request MAY be used only if the PoC Client has indicated support for the SIP UPDATE method.
Upon receiving of a SIP 200 "OK" response and when the PoC Server acts as a B2BUA the PoC Server:

· 1. SHALL generate a SIP 200 "OK" to the SIP UPDATE request or the SIP re-INVITE request according to rules and procedures of the [RFC3261];

· 2. SHALL include a MIME SDP body in the SIP 200 "OK" response as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the new Media Parameters;
· 3. SHALL send a SIP 200 "OK" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core; and,
· 4. SHALL if the PoC Server is in the media path, activate the Media Parameters received in the MIME SDP body as SDP answer as specified in [OMA-PoC-UP] "User Plane adaptation".
Upon receiving of a SIP 200 "OK" response and when the PoC Server acts as a SIP proxy the PoC Server SHALL forward the SIP 200 "OK" response according to rules and procedures of [RFC3261].
Upon receiving of a SIP final response (with the exception of the SIP 200 “OK” response) to the SIP re-INVITE request or the SIP UPDATE request the PoC Server SHALL forward the SIP final response according to rules and procedures of [RFC3261].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.4.4 SIP NOTIFY request

If the PoC Server performing the Participating PoC Function receives an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP SUBSCRIBE request the PoC Server:

· 1. SHALL send the SIP NOTIFY request towards the PoC Client along the signalling path; and,
· 2. SHALL forward the response along the signalling path to the originating network when the Invited PoC Client responds and a response is received from the invited PoC Address.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms and procedures according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.4.5 SIP CANCEL request

Upon receiving a SIP CANCEL request from the PoC Server performing the Controlling PoC Function, a PoC Server acting as a B2BUA:

· 1. SHALL act as UAS according to rules and procedures of [RFC3261]; and,

· 2. SHALL cancel the SIP INVITE request towards the PoC Client acting as UAC according to rules and procedures of [RFC 3261].

When acting as a SIP proxy the rules and procedures as specified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.4.6 SIP BYE request

7.3.4.6.1 SIP BYE request from the Controlling PoC Function – On-demand Session case

Upon receiving a SIP BYE request from the PoC Server performing the Controlling PoC Function a PoC Server acting as a B2BUA:

· 1. SHALL generate a SIP 200 "OK" response and send it towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core;

· 2. SHALL release User Plane resource associated with the SIP Session with the PoC Server performing the Controlling PoC Function as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release"; and,

· 3. SHALL send a SIP BYE request towards the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SIP BYE request the PoC Server SHALL release User Plane resources associated with the SIP Session with the PoC Client as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release". When acting as a SIP proxy the rules and procedures as specified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.4.6.2 SIP BYE request from the Controlling PoC Function – Pre-established Session case

NOTE: The procedure in this subclause applies when the PoC Session is established by sending a TBCP message to the PoC Client as specified in [OMA-PoC-UP] "Participating PoC function procedures at PoC Session initialization".

Upon receiving a SIP BYE request from the Controlling PoC Function the PoC Server: 

· 1. SHALL disconnect the User Plane resources towards the PoC Server performing Controlling PoC Function by interacting with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release";

· 2. SHALL send a SIP 200 "OK" response to the Controlling PoC Function;

· 3. SHALL disconnect the User Plane resources towards the PoC Client from the User Plane resources towards the Controlling PoC Function by interacting with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release"; and,

· 4. SHALL maintain the Pre-established Session towards the PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.4.6.3 Leaving a PoC Session when using Pre-established Session

NOTE: The procedure in this subclause applies when the PoC Session is established within a Pre-established Session as specified in subclause 6.1.3.2.2 "PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session”; or when the PoC Client releases the proper Pre-established Session as specified in subclause 6.1.3.2.1 “PoC Client initiates a Pre-established Session”.

The PoC Server: 

· 1. SHALL maintain the Pre-established Session towards the PoC Client; and, 

· 2. SHALL disconnect the User Plane resources towards the PoC Client from the User Plane resources towards the Controlling PoC Function by interacting with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release";

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.4.7 Group Advertisement request

Upon receiving of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header and a PoC Address in the Request -URI served by the PoC Server performing the Participating PoC Function the PoC Server: 

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response if Group Advertisement is not supported by the PoC Server. Otherwise continue with the rest of the steps;

· 2. SHALL check if the Authenticated Originator's PoC Address in the initial SIP MESSAGE request is not  'reject'  in the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [PoC-XDM Specification].  If it is  'reject' the PoC Server SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 3. SHALL forward the SIP MESSAGE request towards the PoC Client according to rules and procedures of the SIP/IP Core; and,

· 4. SHALL forward the SIP response along the signalling path to the originating network when the Invited PoC Client responds and a SIP response is received from the invited PoC Address.

Upon receiving SIP final response the PoC Server SHALL forward the SIP final response according to rules and procedures of [RFC3261].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.4 Handling of requests unrelated to PoC Sessions

7.4.3 Instant Personal Alert

7.4.3.1 Instant Personal Alert procedure at Originating PoC Server

Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.talkburst' in the Accept-Contact header, the PoC Server:

· 1. SHALL return a SIP 403 “Forbidden” response, if anonymity is requested. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Authenticated Originator's PoC Address is of a PoC User that is allowed to send an Instant Personal Alert and if it is not the PoC Server serving the originating PoC Client SHALL respond with a SIP 403 "Forbidden" response to the PoC Client. Otherwise, continue with the rest of the steps; and,

· 3. SHALL forward the SIP MESSAGE request to the SIP/IP Core.

Upon receiving a SIP final response PoC Server SHALL forward the SIP final response along the signalling path towards the originating PoC Client according to rules and procedures of [RFC3261].  

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

7.4.3.2 Instant Personal Alert procedure at terminating PoC Server

Upon receipt of a SIP MESSAGE request containing the PoC feature tag  '+g.poc.talkburst' in the Accept-Contact header and the request includes a PoC Address in the Request-URI that is served by the PoC Server then, the PoC Server:

· 1. SHALL check if the Authenticated Originator's PoC Address in the initial SIP MESSAGE request is not   'reject' in the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [PoC-XDM Specification]. If it is  'reject' the PoC Server SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;  

· 2. SHALL check the terminating PoC User's Incoming Instant Personal Alert Barring setting associated to the PoC Address received in the Request-URI. If the Incoming Instant Personal Alert Barring is activated the PoC Server performing the Participating PoC Function SHALL respond with a SIP 480 "Temporarily Unavailable" response to the originating network. The response is sent along the signalling path. Otherwise, continue with the rest of the steps; and,

· 3. SHALL forward the SIP MESSAGE request towards the PoC Client of the terminating PoC User according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP final response PoC Server SHALL forward the SIP final response along the signalling path towards the originating PoC Client according to rules and procedures of [RFC3261]. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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