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1 Reason for Change

Justification

The definition of Restricted Group in OMA-TS-PoC-ControlPlane-V2_0-20061004-D (chapter 3.2) states that only a Group member can join such a group. This is also stated in OMA-TS-PoC-System-Description-V2_0-20060928-D (chapter 5.4).However, this constraint is not reflected in the policy description in chapter 7.2.1.6 “PoC Session joining policy” of the ControlPlane document according to which it is possible to define an additional <join-handling> condition for PoC Users. This means that it would be possible to allow any non-member to join the group, and thereby violate the intended restriction to the group.
Furthermore, according to chapter 7.2.1.14 of the ControlPlane document a PoC User can be allowed to initiate a conference for a Restricted Group (in this case it is a Pre-arranged PoC Group or a Dispatch PoC Group). However, there is nothing stated that the PoC User must be a member of the group. It seems illogical that a non-member can initiate for example a Pre-arranged PoC Group Session which is a restricted group.
Similar arguments can be applied to handling of Poc Session Participant information, PoC Session role transfer and Group Advertisement.

As a consequence of the change, when adding a PoC User to a PoC Session for a Restricted Group only a true member of the group will be able to invite PoC Users. This preserves the control of the Session Participants to the members of the group.

Summary of Change

The joining policy and invitation policy is changed ,as well as participant information policy, role transfer policy and Group Advertisement policy for Restricted Groups.
Scope of Change

Sub-clauses 7.2.1.6, 7.2.1.14, 7.2.1.18, 7.2.1.19 and 7.2.1.20 are updated.

Consequence if not accepted

Possible violation and misuse of Restricted Group.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.

6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

7.2.1.6 PoC Session joining policy

The PoC Server performing the Controlling PoC Function SHALL allow only those PoC Users to join in the Ad-hoc and 1-1 PoC Session that it hosts who

· have been invited in the original invitation; and,

· have been invited during the PoC Session by the owner or by another Participant of the PoC Session

The PoC Server performing the Controlling PoC Function SHALL allow only those PoC Users to join in the Pre-arranged PoC Group Session or Chat PoC Session for a Restricted Group that it hosts whose Authenticated Originator’s PoC Address is contained in the <list> element of the PoC Group document and allowed by the <join-handling> action of the PoC Group’s authorization rules, as specified in [XDM-Shared-Groups]. For an Unrestricted Chat PoC Group the PoC Server performing the Controlling PoC Function SHALL allow those PoC Users to join allowed by the <join-handling> action of the PoC Group’s authorization rules, as specified in [XDM-Shared-Groups]. 
Change 2:  Another change

7.2.1.7 PoC Session initiation policy

7.2.1.7.1 Pre-arranged PoC Group Session initiation policy

In the case of a Pre-arranged PoC Group the PoC Server performing the Controlling PoC Function SHALL initiate the PoC Session if the Authenticated Originator’s PoC Address is allowed the action <allow-initiate-conference> as specified in [XDM-Shared-Groups] and listed in the <list> element of the PoC Group document as specified in [XDM-Shared-Groups].

In the case of a Pre-arranged PoC Group, the PoC Server performing the Controlling PoC Function SHALL invite PoC Group Members contained in the <list> element of the PoC Group document as specified in [XDM-Shared-Groups]. If the number of PoC Group Members exceeds <max-participant-count>, the PoC Server performing the Controlling PoC Function SHALL invite only <max-participant-count> members from the list.

NOTE: 
How the PoC Server performing the Controlling PoC Function selects the <max-participant-count> members to invite is outside the scope of this specification.

7.2.1.7.2 Dispatch PoC Session initiation policy for PoC Dispatcher

If the invitation does not indicate a list of PoC Users, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session if the Authenticated Originator’s Address is allowed the action <allow-initiate-conference> and the action <allow-dispatch> and listed in the <list> element of the Dispatch PoC Group document, as specified in [XDM-Shared-Groups]. 
When a request to invite the Dispatch PoC Group is made by an authorized PoC User, the PoC Server performing the Controlling PoC Function SHALL invite all PoC Users contained in the <list> element of the Dispatch PoC Group document that are not allowed the action <allow-dispatch> (i.e. PoC Fleet Members), as specified in [XDM-Shared-Groups]. 
The PoC Server performing the Controlling PoC Function MAY also invite other PoC Users contained in the <list> element of the Dispatch PoC Group document that are allowed the action <allow-dispatch> (i.e other PoC Dispatcher capable PoC Users).

NOTE 1:
The decision to invite other PoC Dispatcher capable PoC Users can be based on local policies that are out of the scope of this specification.
If the invitation indicates a list of PoC Users, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session only if the Authenticated Originator’s Address is allowed the action <allow-initiate-conference>, the action <allow-dispatch> and the action <allow-subconf> and listed in the <list> element of the Dispatch PoC Group document as specified in [XDM-Shared-Groups]. 
When a request to invite one or more PoC Users to a Dispatch PoC Session is made by an authorized PoC User, the PoC Server performing the Controlling PoC Function SHALL only invite the PoC Users that are contained in the <list> element of the Dispatch PoC Group document, as specified in [XDM-Shared-Groups]

If the number of PoC Group Members exceeds <max-participant-count>, the PoC Server performing the Controlling PoC Function SHALL invite only <max-participant-count> members to the Dispatch PoC Session.

NOTE 2:
How the PoC Server performing the Controlling PoC Function selects the <max-participant-count> members to invite is outside the scope of this specification.

Editor’s Note The action <allow-dispatch> shall be specified by OMA  PAG WG.

7.2.1.7.3 Dispatch PoC Session initiation policy for PoC Fleet Member
In the case of a Dispatch PoC Group, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session if the Authenticated Originator’s PoC Address is allowed the action <allow-initiate-conference> and listed in the <list> element of the Dispatch PoC Group document as specified in [XDM-Shared-Groups]. 

When the request is made by an authorized PoC User, the PoC Server performing the Controlling PoC Function SHALL invite one of the PoC Users that are allowed the action <allow-dispatch> as specified in [XDM-Shared-Groups].

NOTE:
How the PoC Sever performing the Controlling PoC Function selects the PoC User to be invited is out of scope for this specification.

Change 3:  etc

7.2.1.8 PoC Session Participant information policy

The PoC Server performing the Controlling PoC Function SHALL only allow the subscription to the Participant information of the PoC Session hosted by the PoC Server, to those PoC Users which satisfy any of the following conditions:

· 1. if the PoC Session is Ad-hoc PoC Group Session or 1-1 PoC Session, the Authenticated Originator's PoC Address is 

· a) a PoC Address of a PoC Session Participant of the PoC Session; or
· b) a PoC Address of an Invited PoC User of the PoC Session
· 2. if the PoC Session is Pre-arranged PoC Group Session or Chat PoC Group Session for a Restricted Group, the Authenticated Originator’s PoC Address is listed in the <list> element of the PoC Group document and allowed to subscribe to Participant information according to the <allow-conference-state> action as specified in [XDM-Shared-Groups].
· 3. if the PoC Session is Chat PoC Group Session for an Unrestricted group, the Authenticated Originator’s PoC Address is allowed to subscribe to Participant information according to the <allow-conference-state> action as specified in [XDM-Shared-Groups].
Change 4:  etc

7.2.1.9 PoC Session role transfer policy

In the case of a Dispatch PoC Session, the PoC Server Performing the Controlling PoC Function SHALL initiate the transfer of the PoC Dispatcher role to the indicated PoC Users only if the indicated PoC User islisted in the <list> element of the Dispatch PoC Group document and allowed the action <allow-dispatch> and the Authenticated Originator’s PoC Address is listed in the <list> element of the Dispatch PoC Group document and allowed the action <allow-dispatch> and the action <allow-role-transfer>, as specified in [XDM-Shared-Groups].

Editor’s Note: The action <allow-role-transfer> shall be specified by OMA PAG WG

Change 5:  etc

7.2.1.10 Group Advertisement policy

The PoC Server performing the Controlling PoC Function SHALL allow any PoC Subscriber to advertise to any PoC User if the Request-URI is a PoC Group Identity identifying a unrestricted Chat PoC Group.
The PoC Server performing the Controlling PoC Function SHALL allow the Authenticated Originator to advertise if the Authenticated Originator’s PoC Address is allowed by the <allow-group-advertisement-sending> action as specified in [XDM-Shared-Groups].
The PoC Server performing the Controlling PoC Function SHALL allow the Authenticated Originator to advertise to the <list> element if the Authenticated Originator’s PoC Address is listed in the <list> element and the Request-URI is a PoC Group Identity identifying a restricted Chat PoC Group or a Pre-arranged PoC Group and if the PoC Address of the 'uri' attribute of the <entry> element in the PoC Group document is allowed by the <allow-group-advertisement-receiving> action as specified in [XDM-Shared-Groups].
The PoC Server performing the Controlling PoC Function SHALL allow the Authenticated Originator to advertise to the PoC Address of the 'uri' attribute of the <entry> element in the XML resource list if the Request-URI is an Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message] and if the PoC Address of the 'uri' attribute of the <entry> element in the XML resource list is allowed by the <allow-group-advertisement-receiving> action as specified in [XDM-Shared-Groups].
Editor’s Note: Elements <allow-group-advertisement-sending> and <allow-group-advertisement-sending> are not yet agreed in PAG document [Shared Group XDMS].
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