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1 Reason for Change

Justification
At the moment some preliminary text about the PoC Box is included in the Participating PoC Function on terminating side. 
The text need to be better structured in order to avoid duplication of text. 

Further, some general way of handling all different conditions that results in forwarding a PoC Box is needed.
Scope of change
· Restructuring of existing text.

· Modifications of existing text

· Some new text added to also cover the busy case and the no answer case.

· Some ENs removed
· "2. SHALL set the Request-URI to the PoC Address of the PoC User to be invited" moved to individual chapters to avoid duplication.
Impacted subclauses
Subclauses 7.3.2.1 7.3.2.2, 7.3.2.1.1, 7.3.2.1, 7.3.2.2.5 and 7.3.2.2.5 are modified.
Consequence if not accepted
PoC Box can not be ready. 
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes shall be included in the next version of the CP.
6 Detailed Change Proposal

Change 1:  (adding new reference)

	[RFC4458]
	IETF RFC 4458 (April 2006): "Session Initiation Protocol (SIP) URIs for Applications such as Voicemail and Interactive Voice Response (IVR)", S. Bradner, March 1997,

URL:http://www.ietf.org/rfc/rfc4458.txt


Change 2:  (Removing EN and restructuring)

7.3.2.1 General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] with the clarifications in this subclause.

The PoC Server

· 1. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325] if anonymity is requested with the Privacy header containing the tag 'id';
· 
· Contributor's comment (not to be included in the document): The above statement is moved to the individual chapters so that forwarding to a PoC Box also can reference this subclause and avoid duplication.

· 2. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]; 
· 3. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 4. SHOULD include the Session-Expires header in the INVITE according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". The "refresher" parameter SHALL be omitted.
· 5. SHALL include the option tag 'timer' in the Supported header;
· 6. SHALL include the option tag 'norefersub' in a Supported header;
· 7. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

· 8. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the SIP INVITE request by the Controlling PoC Function; 
b) include the PoC feature tag '+g.poc.talkburst';

c) include the feature tag 'isfocus'; and,

d) include the Session Type uri-parameter provided in the SIP INVITE request by the Controlling PoC Function.

· 9. SHALL include the Authenticated Originator's PoC Address if received in the incoming SIP INVITE request in the outgoing SIP INVITE request; and,

· 10. SHALL include the Nick Name received in incoming SIP INVITE request in the outgoing SIP INVITE request.

NOTE:
The use of the option tag 'precondition', as specified in [RFC3312] and the option tag '100rel', as specified in [RFC3262] is not defined in the POC-1 reference point.

· 12. SHALL include MIME bodies containing media in the outgoing SIP INVITE request, if Included Media Content is supported by the PoC Server and if one or more MIME body containing media are included in the incoming SIP INVITE request and if at least one MIME body containing media was not removed as specified in subclause 7.3.2.2 "PoC Session invitation request".

· 13. SHALL include the Subject header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Text Content is supported by the PoC Server and if text content is included in Subject header.
· 14. SHALL include the Alert-Info header and the Call-Info header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Referenced Media Content is support by the PoC Server and if a reference to media content is included in the Alert-Info header or in the Call-Info header or both.
· 15. SHALL, if the PoC Server supports ‘Official Government Use’ QoE Profile, check, according to the rules and procedures of [RFC4412], for a Resource-Priority header for ‘Official Government Use’ QoE Profile included in the SIP INVITE. If present, the PoC Server SHALL include a Resource-Priority header identical to the one in the incoming SIP INVITE request.
When sending a SIP provisional responses other than the SIP 100 "Trying" response to the SIP INVITE request, the PoC Server:
· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers". 

· 3. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261], if not previously sent in a provisional response for this dialog;

· 4. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst' if not previously sent in a provisional response for this dialog; and,

· 5. SHALL include as the URI in the Authenticated Originator’s PoC Address in the outgoing SIP provisional response either
a) the URI contained in the Authenticated Originator’s PoC Address received in the incoming SIP provisional response in the case of an On-demand Session establishment; or

b) the URI stored from the Request-URI  received in the incoming SIP INVITE request in the case of a Pre-established Session establishment;

· 6. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to either
a) the one defined for the PoC User in the PoC Server, if configured; otherwise the one in the incoming SIP provisional response if received, in the case of an On-demand Session establishment; or

b) the one defined for the PoC User in the PoC Server, if configured; otherwise the one stored from the Authenticated Originator’s PoC Address contained in the SIP INVITE request if received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session; received in the incoming SIP provisional response in the outgoing SIP provisional response.
· 7. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session.
· 8. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to 'xxx Media in INVITE discarded' if at least one MIME body containing media was removed as specified in subclause 7.3.2.2 "PoC Session invitation request". The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
· 9. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to 'xxx Media in INVITE discarded' if the Subject header  was removed as specified in subclause 7.3.2.2 “PoC Session invitation request” for some local policy reason. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
· 10. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to 'xxx Media in INVITE discarded' if the Alert-Info header or Call-Info header was removed as specified in subclause 7.3.2.2 “PoC Session invitation request” for some local policy reason.
Editor’s note:  If one Warning header per removed MIME body or Subject header or Alert-Info header or Call-Info header is used or not if FFS.
When sending a SIP 200 "OK" response to the SIP INVITE request the PoC Server

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261] and [RFC3262];

· 2. SHALL include as the URI in the Authenticated Originator’s PoC Address in the outgoing SIP 200 "OK" response either
a) the URI contained in the Authenticated Originator’s PoC Address received in the incoming SIP 200 "OK" response in the case of an On-demand Session establishment; or
b) the URI stored from the Request-URI  received in the incoming SIP INVITE request in the case of a Pre-established Session establishment;
· 3. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to either
a) the one defined for the PoC User in the PoC Server, if configured; otherwise the one in the incoming SIP 200 "OK" response if received, in the case of an On-demand Session establishment; or

b) the one defined for the PoC User in the PoC Server, if configured; otherwise the one stored from the Authenticated Originator’s PoC Address contained in the SIP INVITE request if received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

· 4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

· 5. SHALL include the option tag 'timer' in the Require header;

· 6. SHALL include the Session-Expires header in the SIP 200 "OK" before sending the response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uas'.
· 7. SHALL start the SIP Session timer according to rules and procedures of [RFC4028];

· 8. SHOULD include the Allow header with the SIP methods supported in this dialog according to rules and procedures of  [RFC3261], if not previously sent in a provisional response for this dialog;

· 9. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not previously sent in a provisional response for this dialog; and,
· 10. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst'.

· 11. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to 'xxx Media in INVITE discarded' if at least one MIME body containing media was removed as specified in subclause 7.3.2.2 "PoC Session invitation request". The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
· 12. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to 'xxx Media in INVITE discarded' if the Subject header was removed as specified in subclause 7.3.2.2 “PoC Session invitation request” for some local policy reason. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
· 13. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to 'xxx Media in INVITE discarded' if the Alert-Info header or Call-Info header  was removed as specified in subclause 7.3.2.2 “PoC Session invitation request” for some local policy reason. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
Editor’s note:  If one Warning header per removed MIME body or Subject header or Alert-Info header or Call-Info header is is used or not is FFS.
· 14. SHALL insert the uri-parameter "stay-on-media-path" to the URI of the PoC Server in the Contact header of the initial SIP request, if the PoC Server performing Participating PoC Function indicates according to local policy to the Controlling PoC Function, that it stays on the Media path.

· 15. SHALL include in the Contact header the feature tag 'automata' with the parameters 'msg-taker' or 'principal' if received in the incoming SIP response.

Editor's Note.  The URI parameter shall be defined.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.2      PoC Session invitation request

Upon receipt of an initial SIP INVITE request that includes a PoC Address in the Request-URI the PoC Server: 






Contributor's comment (not to be included in the document): The above bullets is moved so that the first steps are always done independent on PoC Box.

1. SHALL check whether the Accept-Contact header including the PoC feature tag '+g.poc.talkburst' is included and if it is not then the PoC Server SHALL return a SIP 403 "Forbidden" response without continuing the rest of the steps;

2. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '106 Isfocus not assigned'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". Otherwise continuing the rest of the steps;

3. SHALL check the Invited PoC User's PoC Service Settings associated to the PoC Address received in the Request-URI. If the PoC Service Settings have not been received from the PoC Client yet or if PoC Service Settings expiration timer has expired, the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps;

4. SHALL check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the initial SIP INVITE request is not  'reject' in the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [PoC-XDM Specification].  If at least one of them is 'reject' then the PoC Server SHALL send SIP 403 "Forbidden" response towards the originating PoC Client according to rules and procedures of SIP/IP Core  and do not continue the rest of the steps; 

5. SHALL, in case privacy is requested, check if the action is not <reject> associated to the <anonymous-request> element stored in the PoC XDMS as described in [PoC-XDM Specification].  If it is <reject> then the PoC Server SHALL send SIP 433 “xxxxx” response  as specified in [RFC3261] towards the originating PoC Client according to rules and procedures of SIP/IP Core and not continue with the rest of the steps; 
Editors Note:  The access policy for 1-1 and Ad-hoc case should be covered.

Editors Note:  The SIP 433 "xxxxx" response shall be checked.
6. SHALL if the PoC Server supports PoC Box functionality and if the PoC Service Settings for the PoC Pox indicates unconditional forward invitations to a PoC Box perform as described in subclause 7.3.2.2.5.1"General".
7. SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps if the PoC Server supports PoC Box functionality and if the PoC Service Settings for the PoC Pox indicates unwillingness to forward invitation to a PoC Box and if the feature tag 'automata' with 'explicit' and 'require' is included in the Accept-Contact header. Otherwise continue with the rest of the steps.
8. SHALL check the Invited PoC User's Incoming PoC Session Barring setting associated to the PoC Address received in the Request-URI. If the Incoming PoC Session Barring is activated the PoC Server either 

a) SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps if PoC    Box functionality is not supported by PoC Server or the PoC User does not subscribe to the PoC Box functionality;
 or,
b) SHALL if PoC Box functionality is supported by the PoC Server and the PoC User subscribes to the PoC Box perform actions in 7.3.2.2.5.1 "General.

9. SHALL if the PoC Server supports PoC Box functionality and if the Accept-Contact header includes the feature tag 'automata' with parameters 'explicit' and 'require'  perform actions in the subclause 7.3.2.2.5.1 "General".




10. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if media is included in one or more MIME body:
a) check the PoC Service Setting for Included Media Content in a Request Support and if set to 'false' or not set at all and if at least one Media Type is not allowed according to local policy, either

i) send a SIP 415 "Unsupported Media Type" The SIP 415 “Unsupported Media Type” response SHALL include:
1).  the Accept header with the acceptable Media-Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
2).  the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
3) both.
and do not continue with the rest of the steps; or,

ii) remove all MIME bodies containing not allowed Media Types and continue with the rest of the steps.

b) check the total size of MIME bodies containing media and if the total size exceeds a configurable max size and if max size is exceeded, either,
i) send a SIP 413 "Message Too Large" response and do not continue with the rest of the steps; or,

ii) remove all MIME bodies containing media and continue with the rest of the steps.

11. MAY remove the Subject header.
12 MAY remove the Alert-Info or the Call-Info header.
NOTE 1:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.
13. SHALL, perform actions to authorize the requested QoE Profile, as specified in subclause 5.8 “QoE Profiles”, if QoE Profiles are enabled and a QoE Profile attribute is included and marked  as mandatory in the received SDP Offer, as specified in subclause E.3.2 “QoE Profile”. If the requested QoE Profile cannot be authorized, the PoC Server SHALL send a SIP 403 “Forbidden” response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core, and do not continue with the rest of the steps. Otherwise, continue.

NOTE 2:
'Official Government Use' QoE Profile is automatically authorized at the terminating PoC Server to the invited PoC Client, if the PoC Server supports this QoE Profile.

14. SHALL check if either:

a) the received SIP INVITE request contained a Priv-Answer-Mode header with the value set to 'Auto'; in case the manual answer override functionality is supported, or

b)  the Authenticated Originator's PoC Address indicated by the Request-URI in the initial SIP INVITE request is 'accept' and the conditions for each offered Media are 'accept' by the <allow-invite> action associated to the Invited PoC User, which is stored in the PoC XDMS as described in [PoC-XDM Specification], and the Answer Mode setting in the PoC Service Settings of the Invited PoC User is set to Automatic Answer, and the received SIP INVITE request did not contain an Answer-Mode header with the value set to 'Manual;Require' ; 

and if the PoC Server does not have already a PoC Session with the PoC Client then perform the actions specified in subclause 7.3.2.2.2 "Automatic answer using the Pre-established Session" or 7.3.2.2.1 "Automatic answer Using On-demand Session" depending on whether the Invited PoC User has or has not, respectively, an ongoing Pre-established Session.  Otherwise the PoC Server SHALL perform actions specified in subclause 7.3.2.2.4 "Manual answer Using Pre-established Session" or 7.3.2.2.3 "Manual answer Using On-demand Session" depending on whether the Invited PoC User has or has not, respectively, a useable Pre-established Session.

Editor’s note: The wording of the access rules checking might be improved later.
Editor’s note: It is FFS, if access rules are checked also in case of PoC Session modification (SIP re-INVITE/SIP UPDATE).
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.1.1 Automatic-answer using On-demand Session

The PoC Server SHALL act as B2BUA.

NOTE 1:
In this version the PoC Server acts as B2BUA.

The PoC Server SHALL, if the PoC Box function is supported and when the conditions in subclause 7.3.2.2.3 "General" are fulfilled forward the SIP INVITE request to a PoC Box as specified in 7.3.2.2.3 "General".

The PoC Server:
1. SHALL generate a SIP 183 "Session Progress" response to the SIP INVITE request as specified in subclause 7.3.2.1 "General" and according to rules and procedures of [RFC3261] and [RFC3262] and act as a B2BUA;
2. MAY include a Require header set to '100rel' according to rules and procedures of [RFC3262];
3. SHALL include the P-Answer-State header set to "Unconfirmed";
4. SHALL send the SIP 183 "Session Progress" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.
The PoC Server:

1. SHALL generate a SIP INVITE request as specified in subclause 7.3.2.1 "General";
2. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;
3. SHALL authorize the Authenticated Originator's PoC Address to override the Invited PoC User’s Answer Mode setting, and if authorized include a Priv-Answer-Mode header with the value 'Auto', if the received SIP INVITE request contained a Priv-Answer-Mode header with the value set to 'Auto' and if not authorized or if the manual answer override functionality is not supported reject the request with a 403 "Forbidden" response;

4. SHALL include an Answer-Mode header with the value set to 'Auto', if the received SIP INVITE request did not contain a Priv-Answer-Mode header;

5. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer based on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation"
6. MAY, in the establishment of an Ad-hoc PoC Group Session, include in the SIP INVITE request the MIME resource-lists body according to rules and procedures of [draft-URI-list], and MAY perform procedures of [draft-URI-list-capacity] relying on the "capacity" and the "anonymize" attribute values in the list;
NOTE 2:
The URIs without both the "capacity" and the "anonymize" attributes are interpreted as their "anonymize" attribute value has been set to 'true'.
7. SHALL include the Referred-By header from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header; and,
8. SHALL send the SIP INVITE request towards the PoC Client according to rules and procedures of the SIP /IP Core.

Upon receiving a SIP 200 "OK" response to the SIP INVITE, the PoC Server:

· 1. SHALL, if QoE Profiles are enabled and a QoE Profile attribute is included in the SDP answer, perform actions to authorize the requested Local QoE Profile, as specified in subclause 5.8 “QoE Profiles”. If the QoE Profile is not authorized, the PoC Server:

i. SHALL respond with a SIP 403 "Forbidden" response towards the inviting PoC Client;

ii. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release ";

iii. SHALL generate a SIP BYE request according to rules and procedures of  [RFC3261]; and,

iv. SHALL send the SIP BYE request towards the Invited PoC Client according to rules and procedures of the SIP/IP Core, and do not continue with the rest of steps;
2.Depending, according to rules and procedures of [RFC3261] and [RFC3262], on if the SIP 183 "Session Progress" was sent reliable or not as follows:

i. SHALL send the SIP 200 "OK" response immediately, if the SIP 183 "Session Progress" was sent unreliable (since the PoC Server does not have to wait for a SIP PRACK request); and, 

ii SHALL send the SIP 200 "OK" according to rules and procedures of [RFC3262] and [RFC3261], if the SIP 183 "Session Progress" was sent reliable.

Upon receiving a SIP PRACK request the PoC Server 

1. SHALL generate a SIP 200 "OK" response to the SIP PRACK request according to rules and procedures of [RFC3262] and [RFC3261]; and, 

2. SHALL send the SIP 200 "OK" response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.

Whenever the PoC Server sends the SIP 200 "OK" response the PoC Server:

1. SHALL generate a 200 "OK" response as described in the sub-clause 7.3.2.1 "General";
2. SHALL include in the SIP 200 "OK" response a MIME SDP body with an SDP answer  based on the SDP answer in the received SIP 200 "OK" response as specified in 7.3.2.1b "SDP answer generation in case of On-demand session";
3. SHALL send the SIP 200 "OK" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization"; and,

5. SHALL act as a B2BUA for the duration of the PoC Session according to rules and procedures of [RFC3261].

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.1.2 Automatic-answer using Pre-established Session

The PoC Server SHALL act as B2BUA.

The PoC Server:

1. SHALL validate that the Media Parameters are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

2. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as described in the subclause 7.3.2.1 "General" and

a) Include in the SIP 200 "OK" response a MIME SDP body as an SDP answer as specified in the subclause 7.3.2.1c "SDP answer generation in case of Pre-established Session" based on the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session" and SDP offer received from the PoC Server in the SIP INVITE request;

3. SHALL include the P-Answer-State header set to "Unconfirmed";

4. SHALL include value 'id' in the Privacy header according to rules and procedures of  [RFC3325], if the invited PoC Client has requested privacy, when the Pre-established Session was established; 

5. SHALL send the SIP 200 "OK" Response to the SIP INVITE request according to rules and procedures of SIP/IP Core; and,

6. SHALL interact with the User Plane as described in [OMA-PoC-UP] "Participating PoC Function procedure at initialization". 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.1.3 Manual-answer using On-demand Session

The PoC Server SHALL, if the PoC Box function is supported and when the conditions in subclause 7.3.2.2.3 "General" are fulfilled forward the SIP INVITE request to a PoC Box as specified in 7.3.2.2.3 "General".
The PoC Server:

1. SHALL determine if the PoC Server stays in the media path and Talk Burst Control path or not, as specified in [OMA-PoC-UP] "User Plane routing";
2. SHALL perform the following actions, if the PoC Server stays on the media path or the anonymity is requested by the value 'id' in the Privacy header:

a) generate a SIP INVITE request as specified in subclause 7.3.2.1 "General". 

b) include in the SIP INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation";
c) set the Request-URI to the PoC Address of the PoC User to be invited
d) continue, for the duration of the SIP Session, acting as a B2BUA according to rules and procedures of [RFC3261].

3. SHALL perform the following actions, if the PoC Server does not stay in the media path: 
a) for the duration of the SIP Session and as long as the PoC Client is a Participant in the PoC Session, act as a SIP proxy according to rules and procedures of [RFC3261]; 

b) use the content of the received SIP INVITE to generate the SIP INVITE request according to rules and procedures of [RFC3261]; and,

c) include a Record-Route header containing a URI identifying its own address.

4. SHALL include the Answer-Mode header set to 'Manual;Require';

5. SHALL include the Referred-By header from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header; 

· 6. MAY, in the establishment of an Ad-hoc PoC Group Session, include in the SIP INVITE request the MIME resource-lists body according to rules and procedures of [draft-URI-list], and MAY perform procedures of [draft-URI-list-capacity] relying on the "capacity" and the "anonymize" attribute values in the list; and,

NOTE:
The URIs without both the "capacity" and the "anonymize" attributes are interpreted as their "anonymize" attribute value has been set to 'true'.
7. SHALL send the SIP INVITE request towards the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Server:

1. SHALL cache the list of supported SIP methods if received in the Allow header;
2. SHALL cache the contact if received in the Contact header;

3. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General" if acting as a B2BUA; and,
4. SHALL generate a SIP 180 "Ringing" response according to rules and procedures of [RFC3261] if acting as a SIP proxy.

5. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Server:

1. SHALL perform the following actions, if the PoC Server acts as B2BUA 

a) cache the list of supported SIP methods if received in the Allow header;

b) cache the contact received in the Contact header;

c) check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded, if the Simultaneous PoC Sessions Support PoC Service Settings is set to "SSS active".  If exceeded, the PoC Server 

i. SHALL respond with a SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '104 Too many Simultaneous PoC Sessions' towards the inviting PoC Client. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header";

ii. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release ";

iii. SHALL generate a SIP BYE request according to rules and procedures of  [RFC3261]; and,

iv. SHALL send the SIP BYE request towards the Invited PoC Client according to rules and procedures of the SIP/IP Core;

Otherwise, continue with the rest of the steps;
d) SHALL, if QoE Profiles are enabled and a QoE Profile attribute is included in the SDP answer, perform actions to authorize the requested Local QoE Profile, as specified in subclause 5.8 “QoE Profiles”. If the QoE Profile is not authorized, the PoC Server:

i. SHALL respond with a SIP 403 "Forbidden" response towards the inviting PoC Client;

ii. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release ";

iii. SHALL generate a SIP BYE request according to rules and procedures of  [RFC3261]; and,

iv. SHALL send the SIP BYE request towards the Invited PoC Client according to rules and procedures of the SIP/IP Core, and do not continue with the rest of steps;

e) generate a SIP 200 "OK" response as specified in the subclause 7.3.2.1 "General"; and,

f) include in the SIP 200 "OK" response a MIME SDP body as the SDP answer the SDP offer received from the PoC Server in the SIP INVITE request as specified in the subclause 7.3.2.1b"SDP answer generation in case of On-demand session"
g) interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization".

2. SHALL perform the following actions, if the PoC Server acts as a SIP proxy

a) generate a SIP 200 "OK" response according to rules and procedures of [RFC3261]; and,

b) include the same MIME SDP body as the SDP answer received in the SIP 200 "OK" response.

3. SHALL send the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.1.4 Manual-answer using Pre-established Session

The PoC Server SHALL act as B2BUA.
The PoC Server SHALL, if the PoC Box function is supported and if the conditions in subclause 7.3.2.2.3 "General" are fulfilled forward the SIP INVITE request to a PoC Box as specified in 7.3.2.2.3 "General".
Upon receiving the incoming SIP INVITE from the PoC Server performing Controlling PoC function, the PoC Server 

1. SHALL validate that the Media Parameters are compliant with the Pre-established PoC Session, and that the PoC Server and Invited PoC Client support Manual Answer using Pre-established Session, if not, follow as described in 7.3.2.2.3 "Manual answer using On-demand Session" Otherwise, continue with the rest of the steps;
NOTE 1:
PoC Server can make session modification to get Media Parameters to match between incoming PoC Session and existing Pre-established Session.

2. SHALL generate SIP re-INVITE request as described in subclause 7.3.2.1 "General";
a. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

b. SHALL include Call-ID, From tag and To tag which are provided from Pre-established Session;
c. SHALL include the Answer-Mode header set to 'Manual; Require';
d. SHALL include the Referred-By header from the incoming SIP INVITE request if anonymity is not requested by the value 'id' in the Privacy header.
e. SHALL include in the SIP re-INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation";

f. MAY, in the establishment of an Ad-hoc PoC Group Session, include in the SIP INVITE request the MIME resource-list body according to rules and procedures of [draft-URI-list], and MAY perform procedures of [draft-URI-list-capacity] relying on the "capacity" and the "anonymize" attribute values in the list.
NOTE 2:
The URIs without both the "capacity" and the "anonymize" attributes are interpreted as if their "anonymize" attribute value has been set to 'true'.
3. SHALL send the SIP re-INVITE request toward the terminating PoC Client within the existing SIP dialog according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response to the SIP re-INVITE request, the PoC Server:

1. SHALL store the list of supported SIP methods if received in the Allow header;
2. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General" if acting as a B2BUA; and,
3. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;
Upon receiving a SIP 200 "OK" response to the SIP re-INVITE request, the PoC Server:

1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request from the PoC Server performing Controlling PoC function as described in the subclause 7.3.2.1 "General"
2. SHALL include in the SIP 200 "OK" response to the SDP offer received in SIP INVITE from the PoC Server performing the Controlling PoC Function, a MIME SDP body as a SDP answer as specified in the subclause 7.3.2.1c "SDP answer generation in case of Pre-established Session" based on the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session" 

3. SHALL include value "id" in the Privacy header according to rules and procedures of  [RFC3325], if the invited PoC Client has requested privacy, when the Pre-established Session was established; 
4. SHALL send the SIP 200 "OK" Response to the SIP INVITE request according to rules and procedures of SIP/IP Core; and,
5. SHALL interact with the User Plane as described in [OMA-PoC-UP] "Participating PoC Function procedure at initialization"
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.2.5
Forward invitation to a PoC Box
7.3.2.2.5.1 General
Upon receiving a SIP INVITE request a PoC Server supporting the PoC Box SHALL forward the SIP INVITE request to the PoC Box:

1. If the Accept-Contact header includes the feature tag 'automata' with the parameters 'explicit' and 'require' and if the PoC Box PoC Service Setting <indication-setting> is not set to "unwillingness";
or,
2. If the PoC Box PoC Service Setting <indication-setting> is set to "conditional" and
a. upon receiving a SIP 486 "Busy" response to the SIP INVITE request; or,
b. upon receiving a SIP 301 "Redirection" response to the SIP INVITE request; or,

c. when no answer is received from an Invited PoC Client.

Editor's note: How the PoC Server determines that no answer has occurred is FFS.
       or,

3. If the PoC Box Service Setting <indication-setting> is set to "unconditional".
If the invitation is forwarded to a PoC Box the PoC Server SHALL perform the actions in subclause 7.3.2.2.5.2 "Forward invitations to a NW PoC Box" or subclause 7.3.2.2.5.3 "Forward invitations to a UE PoC Box" based on the access rule.
Editor's note: The access rule is FFS.
NOTE:
The SIP INVITE request is never forwarded if the access rule indicates "unwillingness".
If the conditions described in this subclause are not fulfilled the PoC Server SHALL continue with the PoC Session establishment at the point where the conditions were checked.
7.3.2.2.5.2      Forward invitations to a NW PoC Box


When an invitation to a PoC Session is forwarded to the NW PoC Box the PoC Server:

1. SHALL if the Reject-Contact header is set to 'automata' respond with a SIP 480 "Temporarily Unavailable" response. Otherwise continue with the next step.





2. 
SHALL generate a SIP 181 "Call is Being Forwarded" response according to rules and procedures of [RFC 3261];
Editor's note: The content of th181 "Call is Being Forwarded" response is FFS.
3. 
SHALL send the SIP 181 "Call is Being Forwarded" response according to rules and procedures of SIP IP Core;
4. 
SHALL generate a SIP INVITE request as specified in 7.3.2.1"General";
5. 
SHALL include the address to a NW PoC Box in the Request-URI according to rules and procedures of [RFC 4458];


6.
SHALL include a History header as specified in [RFC 4244] giving the condition for forwarding the invitation to the PoC Box;

7. 
SHALL forward the incoming SIP INVITE request towards the PoC Box according to rules and procedures of SIP/IP Core.
Upon receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Server:

1. SHALL perform the following actions, if the PoC Server acts as B2BUA 

a) cache the list of supported SIP methods if received in the Allow header;

b) cache the contact received in the Contact header;
Editor's note: The handling of QoE for PoC Box is FFS.
2. SHALL perform the following actions, if the PoC Server acts as a SIP proxy

a) generate a SIP 200 "OK" response according to rules and procedures of [RFC3261]; and,

b) include the same MIME SDP body as the SDP answer received in the SIP 200 "OK" response.

3. SHALL send the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.2.5.3
Forward invitations to a UE PoC Box

When an invitation to a PoC Session is forwarded to the NW PoC Box
1. 
SHALL if the Reject-Contact header is set to 'automata' respond with a SIP 480 "Temporarily Unavailable" response and do not continue with the rest of the steps. Otherwise continue with the next step;
2. 
SHALL generate a SIP INVITE request as specified in 7.3.2.1 "General";
3. 
SHALL include in the Request-URI the parameters specified in [RFC 4458];
Editor's note: The exact parameters to use are FFS.
4. 
SHALL include in the Accept-Contact header the feature tag 'automata' along with the parameters 'explicit' and 'require'; and,




5. SHALL send the SIP INVITE request towards the PoC Box according to rules and procedures of the SIP/IP Core.

The PoC Server SHALL forward any other SIP response as specified in the subclause 7.3.2.2.3 "Manual-answer using On-demand Session".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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