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1 Reason for Change

Justification
The checking of MaxAd-Hoc group size at the orgininating PoC Client becomes obsolete because the PoC Client can NOT anymore check the size of Ad hoc PoC Group in reliable way as one URI may stand for group.
Clause affected

Subclause 6.1.3.2.2, 6.1.3.3.1, 6.1.7, 7.2.1.2, 7.2.1.8 and 7.2.2.2.
Summary of change

MAX-AD-HOC-COUNT is not relevant to be used in the check, because some of the URIs may address PoC Groups.
Consequence if not approved:
Confusion.
Reasons for revision:
R01:  Removed the last new EN in the sub clause 7.2.2.2 (which was proposed by an original version).  This revision is valid, if CR# 753r01 is agreed.
2 Impact on Backward Compatibility

None identified
3 Impact on Other Specifications

None identified
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to incorporate the proposed changes into OMA PoC2 AD.
6 Detailed Change Proposal
6.1.3.2.2 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session within a Pre-established Session the PoC Client:

1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

2. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

3. SHALL in case of a 1-1 PoC Session either set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515]; or continue in the step 4;

4. SHALL in case of Ad-hoc PoC Group Session modify the SIP REFER request according to rules and procedures of  [draft-multiple-refer] with the following clarifications:

a) include in the Refer-To header of the SIP REFER request a URL identifying the body part containing the MIME resource-list body with the Invited PoC Users; 

b) include a MIME resource-lists body according to rules and procedures of [draft-multiple-refer] with the list of the Invited PoC Users and invited Pre-arranged PoC Groups. The PoC Client MAY, for each URI in the list, set the "capacity" attribute to 'to' or 'cc', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous, according to rules and procedures of [draft-URI-list-capacity]; and,

c) include option tag  'multiple-refer' to the Require header. Otherwise, continue with the rest of the steps. 

5. SHALL include the following according to rules and procedures of [RFC4488], when more than one PoC User is invited:

a) the option tag 'norefersub' in the Require header; and,


b) the value  'false' in the Refer-Sub header.

6. MAY include the following according to rules and procedures of [RFC4488], when only one PoC User is invited:
a) the option tag 'norefersub' in the Require header; and,


b) the value 'false' in the Refer-Sub header.
7. SHALL include value 'id' in the Privacy header according to rules and procedures of  [RFC3325], if anonymity is requested;

8. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of  [draft-answermode], in case the PoC User has requested Manual Answer Override; 

9. SHALL include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of  [draft-answermode], in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client; 
10. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 

Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".  
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE 2:
The PoC Server does not send any SIP NOTIFY request in case the value 'false' was included in the Refer-Sub header of the SIP REFER request.

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.3.1 PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session the PoC Client:

1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";

2. SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the PoC service in the Home PoC Network of the PoC User;

3. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];

4. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer as specified in subclause 6.1.3.1a "SDP offer generation";
5. SHALL insert in the SIP INVITE request a MIME resource-lists body with the PoC Address(es) of the Invited PoC User(s) and PoC Group Identities of the invited Pre-arranged PoC Group(s) according to rules and procedures of [draft-URI-list];


6. MAY, for each URI in the list, set the "capacity" attribute to 'to' or 'cc', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous, according to rules and procedures of [draft-URI-list-capacity];  
7 SHALL include in the SIP INVITE request a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of  [draft-answermode], in case the PoC User has requested Manual Answer Override; 
8. SHALL include in the SIP INVITE request an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of  [draft-answermode], in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client; 
9. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
NOTE 2:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on rules specified in the [XDM-Shared-Groups] the PoC Session will not be allowed by the PoC Server hosting the PoC Group.

10. SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client:

1. SHALL cache the list of supported SIP methods if received in the Allow header;
2. SHALL cache the PoC Session Identity if received in the Contact header; and,
3. MAY indicate the progress of the PoC Session establishment to the Inviting PoC User.

On receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client: 

1. SHALL cache the list of supported SIP methods if received in the Allow header;
2. SHALL cache the PoC Session Identity if received in the Contact header; 

3. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme;
4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization"; and,

5. MAY notify the answer state to the PoC User (i.e. "Unconfirmed" or "Confirmed") if received in the P-Answer-State header in the response.

NOTE 3:
According to [draft-URI-list] the received 200 "OK" means that the conference was created successfully, that the client that generated the SIP INVITE request is in the conference, and that the server understood the URI-list.  If the client wishes to obtain information about the status of other users in the conference it uses general conference mechanisms, such as the conference state event package.

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.1.7 PoC Client adding PoC User(s) to a PoC Session

Upon receiving a request from the PoC User to add one or more PoC Users to an ongoing PoC Session, the PoC Client:

1. SHALL generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515], if the SIP REFER request will be sent in a new dialog; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

2.  SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

NOTE 1: If the ongoing PoC Session is established using Pre-established Session but is not controlled by the same PoC Function as the Pre-established Session, the PoC Session Identity of the on-going PoC Session has been received in the TBCP Connect message.
3. SHALL perform the following actions, if only one PoC User is invited, either
a) set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515] if the "capacity" and the "anonymize" attributes are not used, and skip the next step; or

b) continue to the next step.

4. SHALL perform the following actions:

a) include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to rules and procedures of [draft-multiple-refer]; 
b) include a MIME resource-lists body with the list of the PoC Users to be added according to rules and procedures of [draft-multiple-refer]; 

c) MAY, for each URI in the list, set the "capacity" attribute to 'to' or 'cc', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous, according to rules and procedures of [draft-URI-list-capacity]; and,

d) include option tag 'multiple-refer' to the Require header according to rules and procedures of [draft-multiple-refer]. 



5. SHALL include the following according to rules and procedures of [RFC4488], when more than one PoC User is added:
a) the option tag 'norefersub' in the Require header; and,

b) the value  'false' in the Refer-Sub header.
6. MAY include the following according to rules and procedures of [RFC4488], when only one PoC User is added:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.
7. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 

NOTE 2:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [XDM-Shared-Groups] the PoC User(s) will not be added to the PoC Session by the PoC Server hosting the PoC Group. 

8. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [draft-answermode] if the PoC User has requested Manual Answer Override; 
9. SHALL include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of  [draft-answermode] if the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client; and,

10. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialogue according to rules and procedures of the SIP/IP Core. 

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE 3:
The PoC Server does not send any SIP NOTIFY request if the PoC Client inserted the Refer-Sub header with value 'false' in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
7.2.1.2 Ad-hoc PoC Group and 1-1 PoC Session setup request

Upon receiving of an initial SIP INVITE request the PoC Server:

1. SHALL check whether the Conference-factory-URI contained in the Request URI is allocated and perform the actions specified in subclause 7.5.1 "Conference-factory URI does not exist" if it is not allocated;

2. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it does not the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

3. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request, and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

4. SHALL validate that the received SDP offer includes at least one Media Type for which the Media Parameters and at least one codec or Media format is acceptable by the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

5. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in an Ad-hoc PoC Group Session is not exceeded. If exceeded, PoC Server SHALL return SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text  set to '102 Too many participants'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps; 

6. SHALL check that all or none of the PoC Addresses and PoC Group Identities in the URI-list contains the PoC Boc an explicit request to be routed to a PoC Box uri-parameter "pocbox" and if only some of them contains the uri-parameter the PoC Server SHALL return a SIP 403 "Forbidden" response. 

Editor’s note: The explicit request to be routed to a PoC Box is FFS.

7. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if media is received in one or more MIME bodies:

a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, either,

i) send a SIP 403 "Forbidden" response. Otherwise continue with the rest of the steps; or,

ii) removed the MIME body containing the not allowed media.

NOTE 2:
One example of a local policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

b) Check the size of all MIME bodies containing media and if the size exceeds a configurable max size send a SIP 413 "Request Entity Too Large" response. Otherwise, continue with the rest of the steps.

8. SHALL, if the PoC Server supports ‘Official Government Use’ QoE Profile, check for a Resource-Priority header for 'Official Government Use' QoE Profile in the SIP INVITE request. If it is present and the QoE Profile attribute indicates other QoE Profile, as specified in subclause E.3.2 “QoE Profile”, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and do not proceed with the rest of the steps. Otherwise, the PoC Server SHALL assign the included ‘Official Government Use QoE Profile as the QoE Profile for the PoC Session, and continue with the rest of the steps.

9. SHALL check the QoE Profile attribute indicated in the request and SHALL assign the indicated QoE Profile as the QoE Profile for the PoC Session. If no QoE Profile attribute is included in the SIP INVITE request, the PoC Server SHALL assign 'Basic' QoE Profile as the QoE Profile for the PoC Session.

Editor’s Note: Possible prioritization and pre-emption procedures shall be specified in accordance with the QoE Profile assigned for the PoC Sessions

10. MAY remove the Subject header.
11. MAY remove the Alert-Info or the Call-Info header.
NOTE 3:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.
12. SHALL allocate a PoC Session Identity for the PoC Session; and,

13. SHALL invite the PoC Users and Pre-arranged PoC Groups listed in the MIME resource-lists body as specified in subclause 7.2.2.2 "PoC Session invitation request".

NOTE 4:
How the multiple invited members are conveyed in the SIP INVITE request is specified in [draft-URI-list]. How each URI in the list is anonymized is specified in [draft-URI-list-capacity].
Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value "Unconfirmed" as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server:

1. SHALL generate 200 "OK" response as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and the final response is not yet sent to the Inviting PoC Client, otherwise do not proceed with the rest of the steps;

2. SHALL include body in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";
3. SHALL include a P-Answer-State header with the value "Unconfirmed";

4. SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of SIP/IP Core;

NOTE 5:
If PoC Server supports Unconfirmed Indication and generates and sends SIP 200 "OK" response towards Inviting PoC Client based on received SIP 183 "Session Progress", then PoC Server needs either to prepare for transcoding or PoC Session modification. This is needed in the case if the SDP answer contained in SIP 200 "OK" sent towards Inviting PoC Client is in mismatch with the SDP answer contained in SIP 200 "OK" received from the terminating network.

5. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization"; and,

6. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".

7. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session Invitation Request" and the SIP final response or a SIP 180 "Ringing" response has not yet been sent to the Inviting PoC Client, the PoC Server:

1. SHALL generate a SIP 180 "Ringing" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General"; and,

2. SHALL send the SIP 180 "Ringing" response towards the Inviting PoC Client according to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation request" and if the SIP final response has not yet been sent to the Inviting PoC Client the PoC Server:

1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps. Otherwise do not proceed with the rest of the steps;

2. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";  
3. SHALL send a SIP 200 "OK" response towards the Inviting PoC Client; and

4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

5. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".
6. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP final response other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the PoC Server: 
1. SHALL send the SIP final response towards the Inviting PoC Client, if a SIP final response was received from all the Invited PoC Clients and the SIP 200 "OK" response is not yet sent.  The SIP final response SHALL include the Status-Code defined by the PoC Server according to local policy e.g. the lowest value received from the Invited PoC User(s); or, 

2. SHALL remove Inviting PoC Client from the PoC Session as specified in subclause 7.2.2.4 "Remove of Participant from PoC Session", if a SIP final response other than 2xx or 3xx was received from all the Invited PoC Clients and the SIP 200 "OK" response is already sent.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.8 Adding Participants to PoC Session request

Upon receiving a SIP REFER request that is without a method parameter in the Refer-To header or when the method parameter is set to "INVITE" in the Refer-To header, the PoC Server: 

1. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclauses 7.2.1.14 "PoC Session initiation policy" and 7.2.1.15 "PoC Session adding policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

2. SHALL check whether privacy is allowed for the Authenticated Originator’s PoC Address, if anonymity is requested via a Privacy header containing the tag 'id' in the SIP REFER request, if adding PoC User(s) to a Pre-arranged PoC Group or Chat PoC Group Session.  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network.  Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [XDM-Shared-Groups].  Otherwise, continue with the rest of the steps;

3. SHALL, if it supports ‘Official Government Use’ QoE Profile, check, according to the rules and procedures of [RFC4412], for a Resource-Priority header for ‘Official Government Use’ QoE Profile included in the REFER, and if included and the QoE Profile of the PoC Session is ‘Official Government Use’, the PoC Server SHALL apply preferential treatment to the request to modify the PoC Session, as specified in [RFC4412];

4. SHALL extract the PoC Address(es) of the PoC User(s) from the SIP REFER request to be invited either:

a) from the Refer-To header according to rules and procedures of [RFC3515]; or,

b) from the MIME resource-list body according to rules and procedures of [draft-multiple-refer]; 



Contriburor's Note:  These tests should be on the terminating side (subclause 7.2.x.x), because on the originating side the amount of invited users are not known.

REMOVE THIS NOTE BEFORE ADOPTING THIS CR INTO SPEC.
5. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];
6. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [RFC4488];
7. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];
8. SHALL send the SIP 2xx final response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;
9. SHALL perform for the PoC Addresses allowed according to 7.2.1.15 "PoC Session adding policy" the actions described in subclause 7.2.2.2 "PoC Session invitation request" for each PoC User; and,
10. SHALL generate and send to the PoC Client SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request" based on the progress of each SIP INVITE request sent to PoC User(s) in accordance with sub-clause 7.2.2.2 "PoC Session invitation request", if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request. 
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event 'refer' if the Refer-Sub header is not present or is set to 'true'.

Upon receiving a SIP 403 "Forbidden" response with the warning code 399 and the warning text '105 Isfocus already assigned', the PoC Server SHALL if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request, generate and send to the PoC Client a SIP NOTIFY request as specified in the subclause7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request".

Upon receiving SIP provisional responses or SIP final responses for the SIP INVITE request(s) containing a P-Answer-State header with the value "Unconfirmed" as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server:

1. SHALL discard the received SIP responses without forwarding them.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.2.2 PoC Session invitation requests

This subclause describes the procedures for inviting a PoC User to a PoC Session. The procedure is initiated by the PoC Server as the result of an action specified in subclause 7.2.1 "Requests terminated at the Controlling PoC Function".
The PoC Server:

· 1. SHALL generate a SIP INVITE request as specified in subclause 7.2.2.1 "General";

· 2. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network as specified in the subclause 7.2.1.1a "SDP offer generation";

· 3. SHALL include the remaining MIME bodies with media contained into the incoming SIP INVITE request, if Included Media Content is supported by the PoC Server and if a MIME body with media was included and not removed as described in 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" or 7.2.1.3 "Pre-arranged PoC Group Session setup request" and if the SIP INVITE request is the result of an initialization of a PoC Session.

Editor’s note: Backward compatibility with PoC 1.0 when including a MIME body with media or text content in Subject header or text content in Alert-Info header is FFS.

· 4. MAY, in the establishment of an Ad-hoc PoC Group Session, include in the SIP INVITE request the MIME resource-lists body contained in the incoming SIP INVITE request according to rules and procedures of [draft-URI-list], and for the URIs without both the "capacity" and the "anonymize" attribute values in the list, set, based on the PoC Server's configuration, the "capacity" attribute to 'to' or 'cc', and if the URI is to be anonymous set the "anonymize" attribute to 'true', according to rules and procedures of [draft-URI-list-capacity];
· 5. MAY, for the SIP INVITE request which is to be sent for the URIs determined in the subclause 7.2.1.8 "Adding Participants to PoC Session request", include the MIME resource-lists body contained in the incoming SIP REFER request according to rules and procedures of [draft-URI-list], and for the URIs without both the "capacity" and the "anonymize" attribute values in the list, set, based on the PoC Server's configuration, the "capacity" attribute to 'to' or 'cc', and if the URI is to be anonymous set the "anonymize" attribute to 'true', according to rules and procedures of [draft-URI-list-capacity], and add to the list the URI(s) of the Invited PoC Client(s) already participating in the ongoing session along with their "capacity" and "anonymize" attribute values from the cached information.
· 6. SHALL include the text content in the Subject header contained into the incoming SIP INVITE request, if Text Content is supported by the PoC Server and if text is received in Subject header and not removed and if the SIP INVITE request is the initialization of a PoC Session.

· 7. SHALL include the text content in the Alert-Info header or the Call-Info header or both contained into the incoming SIP INVITE request, if Referenced Media Content is supported by the PoC Server and if text content  is received in Alert-Info header and not removed and if the SIP INVITE request is the initialization of a PoC Session.
· 8. SHALL, in case of an invitation to a Dispatch PoC Session, as specified in subclauses 7.2.1.3.1 "Dispatch PoC Session setup request from PoC Dispatcher", 7.2.1.3.2 "Dispatch PoC Session setup request from PoC Fleet Member" and 7.2.1.x "PoC Dispatcher role transfer request", include in the Authenticated Originator’s PoC Address and in the Contact header of the SIP INVITE request the Dispatch Type uri-parameter "dispatch=entire-group" or "dispatch=sub-group" as appropriate for the type of the Dispatch PoC Session, as specified in E.5.2 "Dispatch Type uri-parameter".

· 9. In case the PoC User is invited as PoC Dispatcher for a Dispatch PoC Session, as specified in subclauses 7.2.1.3.3 "Dispatch PoC Session setup request from PoC Fleet Member" and 7.2.1.x "PoC Dispatcher role transfer request", ,the PoC Server SHALL include an Accept-Contact header with the PoC Dispatcher feature tag '+g.poc.dispatcher' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841].
· 10. SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 183 "Session Progress" response containing a Require header with the option tag '100rel' and containing a P-Answer-State header with the value "Unconfirmed" in response to the SIP INVITE request the PoC Server SHALL according to rules and procedures of [RFC3262] send a SIP PRACK request to the other PoC Server according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP 180 "Ringing" response for the SIP INVITE request the PoC Server: 

· 1. MAY generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Invited PoC User is alerted to join to the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

· 2. MAY send the SIP NOTIFY request to the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving SIP provisional responses for the SIP INVITE request(s) the PoC Server:

· 1. SHALL cache the list of supported SIP methods if received in the Allow header; and

· 2. SHALL cache the contact received in the Contact header;

Upon receiving SIP 200 "OK" response for the SIP INVITE request the PoC Server 

· 1. SHALL cache the list of supported SIP methods if received in the Allow header; 

· 2. SHALL cache the contact received in the Contact header;

· 3. SHALL in the case of  an invitation to a Pre-arranged PoC Group Session or to a Chat PoC Group Session, check whether the privacy is allowed for this PoC Group, when anonymity is requested with the Privacy header containing the tag 'id'.  If not allowed, the PoC Server SHALL according to local policy either accept the SIP response ignoring the privacy request or release the PoC Client from the PoC Session immediately as specified in 7.2.2.4 "Removal of PoC Participant from the PoC Session".  Allowing privacy in the PoC Group is defined using <allow-anonymity> element as specified in [XDM-Shared-Groups].  If accepted, continue with the rest of the steps;

· 4. SHALL check if the feature tag 'automata' is contained in the Contact header and if that is the case the PoC Server either

a) SHALL perform actions in subclause 7.2.24 "Removal of Participant from PoC Session" if more than one PoC User was invited without  an explicit request to be routed to a PoC Boxthe PoC Box uri-parameter included in the Request-URI; or,

b) Continue with the rest of the steps in case of a 1-1 PoC Session or if all PoC Users were invited with the explicit request to be routed to a PoC BoxPoC Box uri-parameter included.

Editor’s note: The explicit request to be routed to a PoC Box (in bullet a and b above) is FFS.
· 5. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

· 6. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Invited PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

· 7. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedures of the SIP/IP Core.

NOTE 1: 
Procedures towards Inviting PoC Clients, when SIP 183 "Session Progress", SIP 180 "Ringing" SIP 200 "OK", or other SIP final response (4xx, 5xx, 6xx) is received, are specified subclause 7.2.1 "Requests Terminated at the Controlling PoC Function".

NOTE 2:
If a SIP 4xx response is received due to media included in a MIME body or in a Subject header or in an Alert-Info header or in a Call-Info header, the PoC Server does not resend the SIP INVITE request without the MIME bodies or headers or both causing the SIP 4xx response.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.













NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 11)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 11 (of 11)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

