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1. Scope

This document contains an endorsement of OMA IM Instant Messaging using SIMPLE document for the Discrete Media transmission of the Push to talk over Cellular (PoC) service. 
2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[OMA IM TS]
	"Instant Messaging using SIMPLE", 
URL:http://www.openmobilealliance.org/

	[OMA-POC-AD]
	OMA Push to talk over Cellular (PoC) – Architecture 

	[OMA-POC-CP]
	"OMA PoC Control Plane Document", Version 2.0, Open Mobile Alliance™, OMA-TS-POC-ControlPlane-V2_0, URL:http://www.openmobilealliance.org/


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Controlling PoC Function
	A function is implemented in a PoC Server, providing centralized PoC Session handling, which includes RTP Media distribution, Talk Burst Control, Media Burst Control, policy enforcement for participation in the PoC Group Sessions, and the Participant information.

	Discrete Media
	Media that itself does not contain an element of time (e.g. images, text).

	PoC Box
	A PoC functional entity where PoC Session Data and PoC Session Control Data can be stored. It can be NW PoC Box or UE PoC Box or both.

	PoC Client
	A PoC functional entity that resides on the PoC User Equipment that supports the PoC service. 

	PoC Server
	The PoC Server implements the 3GPP/3GPP2 IMS application level network functionality for the PoC service. A PoC Server may perform the role of the Controlling PoC Function or Participating PoC Function, or both at the same time. 

	PoC Session
	A SIP Session established by the procedures of this specification.  This specification supports the following types of PoC Sessions:  1-1 PoC Session, Ad-hoc PoC Group Session, Pre-arranged PoC Group Session, and Chat PoC Group Session. 


3.3
Abbreviations

	OMA
	Open Mobile Alliance

	PoC
	Push to talk over Cellular


4. Introduction
This specification contains the endorsement of [OMA-IM-TS] document for Discrete Media transmission in the Push to talk over Cellular (PoC) service on the POC-3, POC-4, POC-10, POC-12 as specified in [OMA-POC-AD]. 

The document is structured in the following way:

Clause 5: "Endorsement" contains the endorsement of [OMA-IM-TS] document. 
Appendix A: "Change History" describes the document version history.

Appendix B: "Static conformance requirements (SCR)" is an informative annex containing tables of mandatory and optional features.
5. Endorsement
This clause provides an endorsement of [OMA-IM-TS] for Discrete Media transmission. 

5.1 General

The following rules are valid through the whole document.

· 1. replace "IM Session" for "Discrete Media used in PoC Session"

· 2. replace "IM Conference Session" for "Discrete Media used in PoC Session"

· 3. replace "IM Conference" for "Discrete Media used in PoC Session"

· 4. replace "IM conference Server" for "PoC Server performing the Controlling PoC Function"

· 5. replace "IM Server acting as a MSRP Switch" for "PoC Server performing the Controlling PoC Function"

· 6. replace "Conference Server" for "PoC Server"
· 7. replace "IM Server acting as a MSRP Switch" for "PoC Server performing the Controlling PoC Function"

· 8. replace "IM" for "PoC"

· 9. replace "Controlling Server" for "PoC Server performing the Controlling PoC Function" 

In cases where the [OMA-IM-TS] text cannot be endosed by a set of rules, the whole subclause is copied to this document and the changes are markes as follows:

· the removed text is marked by strikethrough font

· the added text is marked by underline font
Any statement valid for PoC Client applies to PoC Box too.
5.2 Subclause endorsement
[OMA-IM-TS] subclauses are endorsed as follows:

Clause 1 "Scope" in [OMA-IM-TS] does not apply and is replaced by the clause 1 "Scope" in the present document.

Clause 2 "References" in [OMA-IM-TS] applies.

Clause 3 "Terminology And Conventions" in [OMA-IM-TS] applies.

Clause 4 "About Messaging Services" in [OMA-IM-TS] does not apply.

Clause 5 "Common Procedures" in [OMA-IM-TS] does not apply.

Clause 6 "Procedures At The Im Server" in [OMA-IM-TS] applies as follows:
· subclause 6.1.1.1 applies and is modified as follows:
6.1.1.1 General

Upon receiving from the served PoCIM Client a SIP Request, the PoCIM Server:

1. SHALL check whether the Authenticated Originator's IM Address is of an IM User that is allowed to send an Instant Message and if it is not the IM Server serving the originating IM Client SHALL respond with a SIP 403 "Forbidden" response to the IM Client. Otherwise, continue with the rest of the steps;

2. SHALL check

whether the Authenticated Originator's IM Address of an IM User has responded to system message requiring response from the IM client

and if the operator specified time period has expired or not.

If a required response to system message is not found and the timer has expired, the IM Server serving the originating IM Client SHALL respond with a SIP 403 "Forbidden" response to the IM Client.

The IM server SHOULD include an Error-Info header to explain the reason in a human readable textual form. Otherwise, continue with the rest of the steps;

3. If the IM server does not require any specific User Agent versions to be supported then continue with Step-5.

4. If the IM server requires a specific User Agent version to be supported then the IM Server SHALL check the “User Agent” header field to determine if the server supports the User Agent version as specified in subclause ‎Appendix F “Release version in User-agent and Server headers” and if not, the IM Server SHALL respond with SIP 403 “Forbidden” response to the IM Client . Also the IM Server SHALL include an “Error-Info” header to explain reason in a human readable textual form. Otherwise, continue with rest of the steps;

5. Shall apply the operator policies on message size and content as follows :

a. In case of pager mode message : SHALL check the message size and content against the Operator policies specified for the service and for the user as defined by originating network operator . If the size or content do not conform to the policies, the PoCIM Server SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

b. in case of large mode message, IM Conference session or file transfer : shall check the SIP INVITE SDP attributes against operator policies specified for the service and for the user as defined by originating network operator. If the size or content do not conform to the policies, the IM Server SHALL respond with the size and contents supported by operator policy. Otherwise, continue with the rest of the steps;

6. SHALL check the settings for the “Conversation History” feature and SHALL execute the procedures described in section ‎13 “History Function”.

7. SHALL format the SIP request destined to the Request-URI in the incoming SIP request according to rules and procedures of the SIP/IP Core, and as specified in the sections below for each request type.

8. SHALL include the Authenticated Originator's PoCIM Address received in the incoming SIP request in the outgoing SIP request;

9. SHALL include in the Contact header the feature-tag ‘+g.oma.sip-im’.

When sending SIP provisional responses, other than the SIP 100 "Trying" response and if the IM Server is acting as a B2BUA, the IM Server:

1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

2. SHALL include a Server header with the IM release version as specified in ‎Appendix F "Release version in User-agent and Server headers" if it has not already been sent in a provisional response for this dialog;

When sending a SIP 200 "OK" response and if the IM Server is acting as a B2BUA the IM Server:

1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

2. SHALL include a Server header to indicate the IM release version as specified in ‎Appendix F “Release version in User-agent and Server headers” if has not already been sent in a provisional response for this dialog;

3. SHOULD include an Allow header with all supported SIP methods, when responding to INVITE requests;

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoCIM Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
· subclause 6.1.1.3 applies and is modified as follows:
6.1.1.3 Pager Mode Messaging

6.1.1.3.1 Receiving SIP MESSAGE request for Pager mode

Upon receiving from the served PoCIM Client a SIP MESSAGE Request, the PoCIM Server:

1. SHALL perform the actions specified in subclause ‎6.1.1.1 “General” and continue with rest of the steps;

2. SHALL return a SIP 403 “Forbidden” response, if PoCIM Server does not allow anonymity and anonymity is requested. Otherwise, continue with the rest of the steps;

3. SHALL check if the message is still valid, if the “Expires” header is included. If not valid, the message is handled as specified in [RFC3428], otherwise continue with the rest of the steps;

4. SHALL check if the Request-URI contains a SIP URI corresponding to the Conference-factory-URI or pre-defined group URI known by the IM Server. If yes, continue as specified in subclause ‎8.3.1.1 “Receiving SIP MESSAGE request for group communication”. Otherwise, continue with the following step;

5. SHALL forward the SIP MESSAGE request to the SIP/IP Core.

Upon receiving SIP final response the PoCIM Server SHALL forward the SIP final response according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoCIM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
· subclause 6.1.2.1 applies and is modified as follows:
6.1.2.1 GeneralReceiving SIP MESSAGE request
Upon receiving an SIP MESSAGE IM request to be terminated at the served PoCIM user, the PoCIM Server:

1. SHALL check the incoming request barring settings, i.e., isb-settings for IM Conference Session and ipab-settings for IM Pager Mode message, as specified in Appendix ‎E.2 “IM Specific Service Settings XML Document”. If the settings result resolves into the barring of an IM request, the IM Server SHALL respond with an appropriate response as specified in RFC3261. Otherwise, continue with the rest of the steps;

2 SHALL check that the Authenticated Originator's IM Address in the initial SIP request is not rejected according to the Access Policy as follows:

a. In case of IM Conference Session with the value “reject” in the <allow-session> action defined for the receiving IM User as described in [IM-XDM Specification]; or,

b. in case of IM Pager Mode or Large message with the value “reject” in the <allow-pager-mode-message> action defined for the receiving IM User as described in [IM-XDM Specification].

If it is rejected, the IM Server SHALL respond with an appropriate response as specified in RFC3261. Otherwise, continue with the rest of the steps;

3. Shall apply the operator policies on message size and content as follows :

a. In case of pager mode message : SHALL check the message size and content against the Operator policies specified for the service and for the user as defined by terminating network operator . If the size or content do not conform to the policies, the PoCIM Server SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

b. in case of large mode message, IM Conference session or file transfer session : shall check the SIP INVITE SDP attributes against operator policies specified for the service and for the user as defined by terminating network operator. If the size or content do not conform to the policies, the IM Server SHALL respond with the size and content supported by operator policy. Otherwise, continue with the rest of the steps;

4. If the “Expires” header is included, it SHALL check if the message is still valid. If not, the message is handled based on local policy.

5. SHALL check the availability status of the subscriber based on the subscriber registration status. If the subscriber is unable to receive the message (i.e., the subscriber is not registered) and the SIP message request is for Large mode message or SIP MESSAGE as defined in ‎9.2.1 “IM client invited to Large Message Session” and ‎8.2.1 “ IM client receives a SIP MESSAGE” respectively, then the server SHALL execute the processing described in section “Request Terminated at the Served IM user” for deferred messages. Otherwise, continue with the rest of the steps.

6. SHALL check the “willingness” status of the subscriber as specified in [OMA-Pres-Spec]. If the subscriber is unwilling to receive the message, the server SHALL execute the processing described in section ‎12.2.2 “Request Terminated at the Served IM User” for Deferred messages. Otherwise, continue with the rest of the steps.

7. SHALL check the settings of “Conversation History” and SHALL execute the procedures described in section ‎13 “History Function”;

8. SHALL forward a SIP request towards the IM Client of the terminating IM User according to rules and procedures of the SIP/IP Core and to the subsections below.

Upon receiving a SIP final response the PoCIM Server SHALL forward the SIP final response along the signalling path towards the originating PoCIM Client according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoCIM Server SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
· other subclauses of clause 6 do not apply.


Clause 7 "Im Sessions" in [OMA-IM-TS] applies as follows:

· subclause 7.1.3.1 applies and is modified as follows:

7.1.3.1 General

- When inviting, being invited or joining a IM Session, the IM Clients SHALL negotiate the Media Parameters with the invited IM Client or the IM Server by using SDP within SIP communication.

- Allowed Media Parameters to be used in a near real-time communication are specified in 3GPP TS 26.141.

· subclause 7.1.3.2 applies without the subclause 7.1.3.2.2 and is modified as follows:

7.1.3.2 Generating MSRP requests in an Discrete Media used in PoC SessionIM Session
MSRP requests are generated by PoCIM Client according to the rules and procedures defined in [MSRP] and the following additional clarifications:

If the PoCIM Client does not want the content to be rendered automatically to the receiver, but only on express action of the receiver, then the sending PoCIM client:

· 1. MUST add a Content-Disposition header field ‘attachment’ according to rules and procedures of [RFC 2183] to the MSRP SEND;

· 2. MAY include into the Content-Disposition header a parameter "filename" with value containing the file name of the content according to rules and procedures of [RFC2183];

· 2. MAY refer to content external to the media session. Then the content type SHOULD be set to message/external body in according to rules and procedures in [RFC4483].

If the PoCIM Client wishes to know whether the MSRP message is delivered to the recipient(s) successfully or not, the PoCIM client SHALL set the delivery report request according to the rules and procedures of [MSRP];

7.1.3.2.1 Generating MSRP requests in an Discrete Media used in PoC SessionIM Conference
When the PoCIM Client sends a MSRP request to an PoCIM Session, the PoCIM Client SHALL generate the MSPR SEND request according to rules and procedures of [MSRP], and the following procedures:

· the content type of the request SHALL be set to message/CPIM [RFC 3862];

· the “To” header of the message/CPIM wrapper SHALL be is set to the IM Group Identity in case of Pre-defined Group and PoCIM Session Identity in case of Ad-hoc Group;

· the “From” header of the message/CPIM wrapper MAY be is set to the the PoC Address of the PoC User value of the entity attribute of the <user> element, which has “yourown” attribute extension as defined in ‎Appendix N “Conference Event Package”, in the SIP NOTIFY response received from subscribing to conference event package. If “yourown” attribute extension is not available, the “From” header of the Message/CPIM is set to the value of the entity attribute of the <user> element belonging to the User as defined in [RFC4575]

· the body of the message/CPIM, which is the actual instant message payload, may be of any type negotiated in SDP “accept-types” according to [MSRP].

· subclause 7.1.3.2 applies and is modified as follows:

7.1.3.3 Receiving MSRP requests in an Discrete Media used in PoC SessionIM Conference Session
When the PoCIM Client receives a MSRP request, the PoC Client SHALL follow the rules and procedures defined in [MSRP] and the following additional procedure:

· the PoCIM Client SHALL check the “From” header field of the message/CPIM for the original sender of the MSRP request;

· the IM Client SHALL check the “To” header field(s) of the Message/CPIM of a MSRP request. If the “To” header field(s) contains the IM Session Identity or IM Group Identity, the IM Client SHALL consider the request as a message sent to all participants of the IM Conference Session. If the “To” header field(s) contains IM Address of the recipient IM User(s) , the IM Client SHALL consider the request as a Private Message and SHOULD render the request differently

· The PoCIM Client SHALL check whether the message contains the request for delivery report. If true, the PoCIM client SHALL send a delivery notification with MSRP REPORT to the initiating PoCIM Client according to the rules and procedures of [MSRP].
· 


· 
· 
· 
· 
· 
· 
· 
· 
· 
· 
· 
· 
· subclause 7.2.3.1 applies and is modified as follows:

7.2.3.1 MSRP Switch

MSRP switch functions in a similar way as a conference mixer because it handles media sessions with each of the participants and bridges these streams together. However, unlike a conference mixer, the MSRP switch merely relays messages between participants but doesn't actually mix the streams in any way. Each conference participant establishes MSRP Session with the MSRP Switch.

In a group session /IM conferencePoC Session, the msrp switch

· SHALL support media type message/cpim

· SHALL maintain mappings of PoC Session IM conference participants' msrp sessions with their corresponding user identities (PoC Address, Nick nameSIP, nickname, display name), SDP attributes such as max-size, etc within a duration of an active session

· SHALL check the ‘From’ header of the message/cpim in each MSRP SEND against the identity of the sender in its mapping table, and if the ‘From’ header of the message/cpim corresponds to the sender’s identity in the mapping table, the msrp switch shall relay message to intended recipient(s), otherwise reject the message as described in [7.2.3.3 Receiving and Sending messages in an IM conference]

· SHALL allow the use of anonymity to keep participants real SIP URI identities hidden in the PoCIM conference without downgrading participant’s services as defined in [ 7.2.3.2 Chat Alias in an IM Conference]

· SHALL relay or distribute received message to the entire participants of the PoC SessionIM conference as defined in [7.2.3.3 Receiving and Sending messages in an IM conference]

· SHALL support sending of Private messages as define in [7.2.3.4 Receiving and Sending Private messages in an IM conference]

· SHOULD start relaying the MSRP chunks once the message/cpim wrapper information is received
· subclause 7.2.3.3 applies and is modified as follows:

7.2.3.3 Receiving and Sending messages in an PoC Server performing the Controlling PoC FunctionIM conference Server
· When the PoC Server performing the Controlling PoC FunctionIM Server acting as a MSRP Switch receives a MSRP request or response, the IM Server SHALL function according to the following rules and procedures: 
· The IM Server SHALL check the “From” header field of the message/CPIM of the MSRP request. If the “From” header field does not contain a valid value based on expected information described for the “From” header in 7.1.3.2.1 Generating MSPR requests in an IM Conference, the IM Server SHALL reject the request with MSRP 403 response. Otherwise, continue with the rest of the steps;

· The PoCIM Server SHALL check the “To” header field(s) of the Message/CPIM of a MSRP request. 
· If the “To” header field(s) contains the PoCIM Session Identity or IM Group Identity, the PoCIM Server SHALL consider the request as a message to be distributed to all Participants of the IM Conference SessionDiscrete Media used in PoC Session. In that case, the PoCIM Server:

· SHALL send the MSRP request to PoCIM Address of each Participant of the IM Conference SessionDiscrete Media used in PoC Session except the sender user’s PoCIM Address as follows:

· The PoC Server inserts the “From” header into the Message/CPIM of the body of the received MSRP request, if not there;
· The PoC Server sets the value of the “From” header of the Message/CPIM

· a) to the PoC Address and Nick Name of the Participant of the sending PoC Client, if privacy is not requested; or,

· b) to the anonymous identity of the sending PoC Client, if privacy is requested.
· The PoC Server sends the modified SEND request;
· The IM Server SHALL copy the originally received SEND request and SHALL not modify the body included in the original MSRP SEND request.The IMPoC Server should start distributing the MSRP request once received the message/CPIM wrapper information.

· If the “To” header field(s) does contains the PoC Session Identity, the PoC Server SHALL reject the request with MSRP 403 response and does not continue with the rest of steps;

· When an PoCIM Server receives an MSRP SEND request that includes;

· MSRP Success-Report with a value “yes”, the PoC ServerIM conference SHALL proceed according to rules and procedures in [MSRP]

· MSRP Success-Report with a value “yes” and an additional parameter “Include-Sent-Count”, the PoC ServerIM conference SHALL proceed as follows:

· SHALL include Success-Report with a value “yes” in each copy of the MSRP SEND request fan out to the participants of the chat room
· SHALL wait for a suitable time (implementation dependent) to receive the Report Request from the participants of the PoC SesssionIM conference and aggregates the number of successful delivery response

· SHALL send MSRP REPORT request as a response to the received MSRP SEND request, that has the Success-Report with a value “yes” as defined in [MSRP] and the parameter “Include-Sent-count”, with the following clarification

· Include a new header “Distribution-Count” and insert as a value to this new header , the number of successful delivery responses received from the PoC SesssionIM conference participants as described in ‎Appendix P “Message Distribution Count”.
· subclause 7.2.3.6 applies and is modified as follows:

7.2.3.6 Generating Failure Delivery report 

Upon receipt of an MSRP Failure response (e.g. 4XX), PoCIM Server:

· 1. SHALL check whether the corresponding MSRP request contains a failure delivery request, if true the PoCIM Server SHALL generate a Failure delivery notification with MSRP REPORT; Otherwise, end the procedures;

· 2. SHALL send the notification towards the recipient according to the rules and procedures of and [MSRP].

· other subclauses of clause 7 do not apply.

Clause 8 "Im Pager Mode" in [OMA-IM-TS] applies as follows
· subclause 8.1 applies and is modified as follows:

8.1 Originating Client Procedures

The PoCIM Client SHALL follow the procedures in ‎8.1.1 “Sending SIP message for Pager Mode” for Pager Mode messages when:

· the total size of the message is below 1300 bytes or

· the total size of the message is greater than 1300 bytes and the PoCIM Client has a positive knowledge of a guaranteed end-to-end connection of a ‘connection-oriented transport protocol’, as defined in [RFC 3428].

Otherwise, the IM client SHALL follow the procedures of ‎9 “IM Large Message Mode”.
8.1.1 Sending SIP MESSAGE for Pager Mode

The PoCIM Client SHALL generate a SIP MESSAGE according to rules and procedures of [RFC 3428] The PoCIM Client:

· 1. SHALL include an Accept-Contact header with the PoCIM feature-tag ‘+g.oma.sip-im' according to rules and procedures of [RFC3841] in all initial SIP requests;

· 2. SHALL include a User-Agent header to indicate the IM release version as specified in ‎Appendix F “Release version in User-agent and Server headers”[OMA-POC-CP] "Release version in User-agent and Server headers";

· 3. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

NOTE 1: If SIP MESSAGE is sent to a PoCIM Group and anonymity is not allowed for the PoCIM Group indicated with the Request-URI of the SIP MESSAGE based on the rules specified in the [XDM-Shared-Groups][XDM Specification] the pager mode MESSAGE will not be allowed by the PoCIM Server hosting the PoCIM Group

· 4. If the message is to be sent to one PoCIM user, the PoCIM Client SHALL set the Request-URI of the SIP MESSAGE request to the intended recipient PoCIM User; 

· 5. If the message is to be sent to more than one PoCIM user, then the client SHALL;

· a. SHALL include a MIME resource-list body with the receiving PoCIM Users as specified in [draft-ietf-sipping-uri-list-message-04.txt]

· b. SHALL set the Request-URI to the Conference-factory-URI for the PoCIM service in the Home PoCIM Network of the PoCIM User;

· c. SHOULD set the sessiontype parameter to “adhoc”, as specified in ‎E.5 “URI parameters”;

· 7. If the PoCIM message is to be sent to a pre-defined group, then the PoCIM client, 

· a. SHALL set the Request-URI to the identity of the PoCIM group

· b. SHOULD set the sessiontype parameter to “pre-defined”, as specified in ‎E.5 “Uri-parameters”

· 8. If the message is to be sent to the Participants of an on-going Session other than an IM PoC Session, the PoC Client:

· SHALL set the Request-URI of the SIP MESSAGE request to the PoCSIP Session Identity of the on-going PoC Session;

· 9. The PoCIM client MAY refer to content stored external to the message. Then the content type header field SHOULD be set to message/external body in according to rules and procedures in [RFC4483];

· 10. If the user wishes to know whether the message is delivered to the recipient(s) successfully or not, the PoCIM client shall set the delivery report request according to the rules and procedures of [IMDN];

· 11. The IM client shall send the SIP MESSAGE message towards the IM Server according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

NOTE 2: On receiving 202 Accept response and the client has requested a delivery report as defined in [IMDN], then the client SHOULD store at a minimum the message-ID in the IMDN request for a period of time (implementation dependent) to be able to correlate the delivery report with the original sent message 

· subclause 8.2 applies and is modified as follows:

8.2 Terminating Client procedures

8.2.1 PoCIM Client receives SIP MESSAGE

On receipt of a SIP MESSAGE request the PoCIM Client: 

· 1. MAY reject the SIP MESSAGE request with an appropriate reject code as specified in [RFC 3428] if any of the conditions described below apply; otherwise continue at step 2.

· a. when the PoCIM Client determines that there is not enough resources to handle the SIP MESSAGE; or,

· b. in case of any other reason outside the scope of this specification.

NOTE:
The decision to reject a SIP MESSAGE request can e.g. be based on procedures between the PoCIM Client and the PoCIM User outside the scope of this specification. 

· 2. If the Content-Type parameter is “vnd.oma.system-message” ; the IM Client SHALL present System Message to the User in a distinguished manner from regular SIP MESSAGE messages 

· 3. SHALL store the Message body and headers

· 4. If the body includes references to content external to the message having the Content-Type: message/external-body; the PoCIM Client SHOULD store and treat them according to rules and procedures in [RFC4483];

· 5. SHALL check whether the message contains the request for successful delivery report. If true, the PoCIM client SHALL send a successful delivery notification with SIP MESSAGE to the initiating PoCIM Client according to the rules and procedures of [IMDN].

The IM Client:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC 3428]; 

· 2. SHALL include User Agent header to indicate the PoCIM release version as specified in ‎Appendix F “Release version in User-agent and Server headers”;

· 3. SHALL include the PoCIM Address of the PoCIM User as the Authenticated Originator's PoCIM Address as specified in subclause ‎5.2[OMA-POC-CP] “Authenticated Originator's PoCIM Address”;

· 4. SHALL send the SIP response towards the initiating PoCIM Client according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoCIM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
· subclause 8.3 applies and is modified as follows:

8.3 Controlling ServerPoC Function procedures for Pager Mode

8.3.1 Requests Terminated at the Controlling PoC Function

8.3.1.1 Receiving SIP MESSAGE request for group communication

Upon receipt of a SIP MESSAGE request PoCIM Server:

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response, if the SIP MESSAGE request contains a URI-list and the PoCIM Server does not support the “MESSAGE URI-list service” as defined in [draft-uri-list-message]; otherwise continue with next step.

· 2. SHALL check whether the Request-URI contains an PoCIM Group Identity owned by the PoCIM Server if the SIP MESSAGE is received destined for PoCIM Group. If not, then it will perform the actions specified in subclause ‎11.2 "Conference URI does not exist"; otherwise continue with next step.

· 3. SHALL check the Conference URI is owned by the PoCIM Server if the SIP MESSAGE is received destined for URI-List. If not, then it will perform the actions specified in subclause ‎11.1"Conference Factory URI does not exist"; otherwise continue with next step.

· 4. SHALL check if the received Session Identity is that of an on-going Session known by the Server If the SIP MESSAGE received is destined for an on-going SIP Session. If not, then it will return a SIP 403 "Forbidden" response; Otherwise, continue with the rest of the steps;

· 5. SHALL check the Authenticated Originator's PoCIM Address and authorize the request and if it is not authorized the PoCIM Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 6. If anonymity is not allowed by PoCIM server and anonymity is requested, it SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 7. SHALL check whether the SIP MESSAGE contains Disposition-Notification header fields and the header contains the "aggregate" parameter, if true the PoCIM Server SHALL start a timer a with configurable period of time to wait for aggregating delivery notifications;

· 8. SHALL send the SIP MESSAGE requests towards each IM Address as specified in the subclause ‎8.3.2.1 "SIP MESSAGE requests”; 

· 9. SHALL send a SIP 202 "Accepted" response along the signaling path towards the initiating PoCIM Client according to [draft-uri-list-message].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoCIM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

8.3.1.2 Receiving a Delivery Notification

Upon receipt of an PoCIM delivery notification, PoCIM Server:

· 1. SHALL check whether the aggregating timer (Ts2) is set, if false the PoCIM Server SHALL forward the notification towards the recipient according to the rules and procedures of [IMDN]. Otherwise, continue with the rest of the steps;

· 2. SHALL store the notification to aggregate.

8.3.1.3 Delivery Notification Aggregation Timer Expired

When the PoCIM delivery notification aggregating timer (Ts2) is expired, the PoCIM Server:

· 1. SHALL aggregate all the stored notifications and send the aggregated notification towards the recipient according to the rules and procedures of [IMDN];

· 2.MAY restart the aggregate the aggregating timer (Ts2) according to the operator’s policy if not all notifications have been received.

8.3.1.4 Receiving SIP Failure response

Upon receipt of an SIP Failure response (e.g. 4XX), PoCIM Server:

· 1. SHALL check whether the corresponding SIP request contained a failure delivery request, if true the PoCIM Server SHALL generate a Failure delivery notification; Otherwise, end the procedure;

· 2. SHALL check whether the aggregating timer is expired, if true the PoCIM Server SHALL send the notification towards the recipient according to the rules and procedures of [IMDN]. Otherwise, continue with the rest of the steps;

· 3. SHALL store the notification to aggregate.

8.3.2 Requests Originated by the Controlling PoC Function

8.3.2.1 SIP MESSAGE requests

When the IMPoC Server receivessends a SIP MESSAGE, the PoCIM Server:

· 1. SHALL generate a SIP MESSAGE request according to rules and procedures of [RFC3428];

· 2. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im' according to rules and procedures of [RFC3841];

· 3. SHALL set the Authenticated Originator's PoCIM Address to the ‘P-Asserted-Identity’ header field as specified in subclause ‎5.2[OMA-POC-CP] “Authenticated Originator's PoCIM Address”; 

· 4. SHALL set the Request-URI to the PoCIM Address of the intended message recipient; 

· 5. SHALL perform one of the following if the SIP MESSAGE is to be sent to more than one PoCIM User:

· a. Generate a SIP MESSAGE for each member of the list according to procedures defined in [draft-ietf-sipping-uri-list-message-04.txt], if the SIP MESSAGE was received for an Ad-hoc Group; 

· b. Generate a SIP MESSAGE to each member of the PoCIM Group by retrieving the PoCIM Addresses of the members belonging to the PoCIM Group by interacting with XDMS, if the SIP MESSAGE was received for a Pre-defined Group , and shall set the “From” field to the value received in the original “From” header field; 
· c. Generate a SIP MESSAGE to each member of the participants of an on-going SIP session if the MESSAGE was received for an on-going PoCSIP Session Identity with the following additional clarification

· 6. SHALL set the ‘From’ header field to the PoCSIP Session Identity;

· 7. SHALL forward the SIP MESSAGE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoCIM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
· other subclauses of clause 8 do not apply.

Clause 9 "Im Large Message Mode" in [OMA-IM-TS] does not apply.

Clause 10 "File Transfer" in [OMA-IM-TS] applies as follows:
· subclause 10.1 applies and is modified as follows:

10.1 File Transfer with the extended SDP information
When an PoCIM client receives instruction to send one or more a files with the extended SDP information, the PoCIM Client:

1. SHALL follow the procedures defined in 9.1.1.2 “Establishment of a Large Message Session”either establish a new PoC Session with Discrete Media for each file to be transferred or SHALL add a new Discrete Media to an existing PoC Session for each files to be transferred with the following additional clarifications according to rules and procedures of [draft-sipping-file-transfer-mech-00.txt]:

a2. for each file to be transferred, SHALL add following media attribute to the SDP settings of the appropriate Discrete Media in the SDP offer
a=filename:

a=filetype:

a=filesize:

b3. for each file to be transferred, MAY define the wanted terminating IM Client behavior by adding the following to the appropriate Discrete Media in the SDP offer
a=disposition:

where the disposition can be set to “inline” or “attachment”

4. If more than one file is attached each set of file descriptors MUST be separated as described in [draft -sipping-file-transfer-mech-00.txt]

c5. If a file should be previewed by the terminating IM Client, then the IM Client SHALL MUST add an icon attribute and description as described in [draft -sipping-file-transfer-mech-00.txt] to the appropriate Discrete Media in the SDP offer.
After the PoC Session initiation or the PoC Session modification successfully finishes, the PoC Client sends the file using the appropriate Discrete Media MSRP transport.
- 6. When the file is completely sentthe 200 OK response for the last MSRP SEND is received, the PoCIM Client either SHALL start the PoC Session release, if there is only one Discrete Media in the PoC Session or SHALL remove the Discrete Media from the PoC Session, if there are other Media Types in the PoC Session. close the MSRP session for that particular file transfer by  setting the m line to zero i.e. m= 0,  according to the procedures defined in 10.2 “File Transfer Session  Release”.
· other subclauses of clause 10 do not apply.

Clause 11 "Error Handling" in [OMA-IM-TS] applies.

Clause 12 "Deferred Messages" in [OMA-IM-TS] does not apply.

Clause 13 "History Function" in [OMA-IM-TS] does not apply.

Clause 14 "System Concepts" in [OMA-IM-TS] does not apply.

Clause 15 "Timers" in [OMA-IM-TS] applies.

Clause A "Change History" in [OMA-IM-TS] does not apply.

Clause B "Static Conformance Requirements" in [OMA-IM-TS] does not apply.

Clause C "Initial Filter Criteria" in [OMA-IM-TS] does not apply.

Clause D "Examples Of Signalling Flows" in [OMA-IM-TS] does not apply.

Clause E "Im Service Setting" in [OMA-IM-TS] does not apply.

Clause F "Release Version In User-Agent And Server Headers" in [OMA-IM-TS] does not apply.

Clause G "Oma Sec Group Security Threats Analysis" in [OMA-IM-TS] does not apply.

Clause H "Presence Information Elements And Procedures" in [OMA-IM-TS] does not apply.

Clause I "The Parameters To Be Provisioned For Im Service" in [OMA-IM-TS] does not apply.

Clause J "Retrieve Deferred Messages" in [OMA-IM-TS] does not apply.

Clause K "Saving Im Content" in [OMA-IM-TS] does not apply.

Clause L "Im Client Using Pager Mode Message In Parallel During An Im Session To Communicate With The Same User(S)" in [OMA-IM-TS] does not apply.

Clause M "Extending One To One Session To A Conference" in [OMA-IM-TS] does not apply.

Clause N "Conference Event Package" in [OMA-IM-TS] does not apply.

Clause O "Emoticons" in [OMA-IM-TS] does not apply.

Clause P "Message Distribution Count" in [OMA-IM-TS] applies.

Clause Q "Charging Use Cases" in [OMA-IM-TS] does not apply.
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Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].
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B.2 SCR for PoC Server
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