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1 Reason for Change

Justification 

In Athens the group decided to add an editor´s note in UP saying that PoC Session establishment requests can be rejected when congestion exist; the decision to reject a PoC Session establishment request is done according to a QoE Profile threshold.

This procedure is done in the Control Plane, not in the User Plane, so new content is added in this documents.

Scope of change

Added definition of QoE Profile Threshold

The PoC Server MAY check if congestion exists and a QoE Profile Threshold has been set. If so, PoC Session establishment requests requesting a QoE Profile lower than the QoE Profile Threshold are rejected.
Requests are rejected by sending a SIP 503 Service Unavailable. This error response is considered as the best option, according to the following definition provided in RFC 3261:

RFC 3261: 21.5.4 503 Service Unavailable.


The server is temporarily unable to process the request due to a temporary 
overloading or 
maintenance of the server.
Impacted subclauses

3.2, 7.2.1.2, 7.2.1.3, 7.2.1.5, 7.3.1.2, 7.3.1.4 and 7.3.2.2
Consequence if not accepted

Behaviour of PoC Servers when congestion exists will be incomplete.
2 Impact on Backward Compatibility

None identified
3 Impact on Other Specifications

If this CR is accepted, the following editor´s note can be erased from OMA-TS-PoC_UserPlane-V2_0-20061024-D.

Editor's note: PoC Session establishment requests associated with a PoC Session priority that is lower than the threshold are rejected during periods of congestion needs to be considered. 

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed changes in the CP document and delete the editor´s note in UP document.
6 Detailed Change Proposal

Change 1:  Definition of QoE Profile threshold

3.2 Definitions

	1-1 PoC Session
	A feature enabling a PoC User to establish a PoC Session with another PoC User

	1-many-1 PoC Group Session
	A PoC Session established by a PoC User to a Pre-arranged PoC Group, in which one Participant is a Distinguished Participant and other Participants are Ordinary Participants.

	Access Control
	PoC User specified rules that define the interactions with other PoC Users, e.g. rules restricting other PoC Users that may try to establish PoC Sessions to the PoC User. 

	Active PoC Dispatcher
	PoC User currently taking the role of PoC Dispatcher for all the Dispatch PoC Sessions of a Dispatch PoC Group. The Active PoC Dispatcher can change along time between PoC Users that are allowed the role of PoC Dispatcher for the Dispatch PoC Group (e.g. through role transfer mechanisms)

	Ad-hoc PoC Group Session
	A PoC Group Session established by a PoC User to an Ad-hoc PoC Group.

	Anonymous PoC Address
	A PoC Address identifies a PoC User who has requested privacy. The Anonymous PoC Address is of the form that the hostname of URI is "anonymous.invalid" and 'user’ is of the form "anonymous-n".     Anonymous PoC Addresses are scoped within a given PoC Session.

	Answer Mode
	The current Answer Mode setting preference of the PoC User.

	Answer Mode Indication
	The Answer Mode Indication is the current Answer Mode PoC Service Setting of the PoC Client.

	Application Server
	An Application Server in 3GPP IMS or 3GPP2 MMD is a functional entity that implements the service logic for SIP Sessions. When the SIP/IP Core used for the PoC service is according to 3GPP IMS or 3GPP2 MMD specifications, the PoC Server implements the Application Server functionality.

	Audio
	General communication of sound with the execption of PoC Speech.

	Authenticated Originator's PoC Address
	The Authenticated Originator's PoC Address is the PoC Address of the PoC User at the originating or terminating PoC Client that has been validated by the SIP/IP Core or the PoC Group Identity used by the PoC Server performing the Controlling PoC Function when inviting PoC Users to a PoC Group Session.

	Automatic Answer Mode
	Automatic Answer Mode is a PoC Client mode of operation in which the PoC Client accepts a PoC Session establishment request without manual intervention from the PoC User; Media is immediately played when received.

	Chat PoC Group
	A Chat PoC Group is a persistent PoC Group where the <invite-members> element is set to "false" as specified in the [OMA-POC-XDM] "PoC Group" and in which a PoC User individually joins to have a PoC Session with other joined PoC Users, i.e., the establishment of a PoC Session to a Chat PoC Group does not result in other members of the Chat PoC Group being invited.

	Chat PoC Group Session
	A Chat PoC Group Session is a PoC Session established to a Chat PoC Group.

	Conference-factory-URI
	A Conference-Factory-URI for PoC service is a provisioned SIP URI that identifies the PoC service in the Home PoC Network.

	Confirmed Indication
	A Confirmed Indication is a signalling message returned by the PoC Server to confirm that the PoC Server,  all other network elements intermediary to the PoC Server and a terminating PoC Client are able and willing to receive Media.

	Control Plane
	The Control Plane is the specification of the signaling  between the PoC Client and PoC Server, and between PoC Servers for the Push to talk over Cellular (PoC) service.

	Controlling PoC Function
	A function is implemented in a PoC Server, providing centralized PoC Session handling, which includes RTP Media distribution, Talk Burst Control, policy enforcement for participation in the PoC Group Sessions, and the Participant information.

	Dispatch PoC Group
	A Pre-arranged PoC Group in which one member is assigned the role of PoC Dispatcher and the other member(s) are assigned the role of PoC Fleet Members.

	Dispatch PoC Session
	The PoC Session of a Dispatch PoC Group, or a subset of the Dispatch PoC Group, in which the 1-many-1 communication method is used.

	Distinguished Participant
	The Distinguished Participant is a Participant in a 1-many-1 PoC Group Session that sends RTP Media to all Ordinary Participants, and that receives RTP Media from any Ordinary Participant.

	Exploder URI
	An Exploder URI is an address of a SIP URI-list service. A URI-list service is a specialized application service that receives a SIP request with a list of URIs and generates a similar SIP request to each of the URIs on the list. The SIP URI-list service includes a copy of the body of the original SIP request in the generated SIP requests.

	Filter Criteria
	Filter Criteria is routing logic used in the 3GPP IMS or 3GPP2 MMD SIP/IP Core to route SIP requests to the correct Application Server.

	FDCFO
	Full Duplex Call Follow-On

	Full Duplex Call Follow-on Proceed
	A feature which allows PoC Session Participant to request the other PoC Session Participants to set up another independent full duplex voice call (either a circuit switched voice call or voice-over-IP call, subject to Service Provider Policy and configuration). The full duplex voice call set up is out of the scope of this specification.

	Group
	A Group is a predefined set of PoC Users that is identified by a SIP URI. A PoC Client uses the Group to establish PoC Sessions and to define PoC Session access policy.

	Group Advertisement
	A Group Advertisement is a feature that provides the capability to inform other PoC Users of the existence of a PoC Group.

	Group List
	A list of members in a Pre-arranged or restricted Chat PoC Group. Each member is identified by a SIP URI or a TEL URI.

	Home PoC Network
	The Home PoC Network is a network comprising a SIP/IP Core and PoC Server, both operated by the user's PoC service provider.  The Home PoC Network is the same as the home network defined in IMS and MMD specifications.

	Home PoC Server
	The Home PoC Server is the PoC Server owned by service provider that provides PoC service to the user.

	Included Media Content
	Media content included in an invitation to a PoC Session or in a Group Advertisement.

	Incoming Instant Personal Alert Barring
	Incoming Instant Personal Alert Barring is a PoC Service Setting for the PoC Client that conveys the PoC User's desire for the PoC service to block all incoming Instant Personal Alerts.

	Incoming PoC Session Barring
	Incoming PoC Session Barring is a PoC Service Setting for the PoC Client that conveys the PoC User's desire for the PoC service to block all incoming PoC Session requests.

	Instant Personal Alert
	Instant Personal Alert is a feature in which a PoC User sends a SIP based instant message to a PoC User requesting a 1-1 PoC Session.

	Invited PoC Client
	An Invited PoC Client is a PoC Client that is invited to a PoC Session.

	Invited PoC User
	The PoC User who has been invited to a PoC Session.

	Inviting PoC Client
	An Inviting PoC Client is a PoC Client that invites other PoC User(s) to a PoC Session.

	Manual Answer Mode
	Manual Answer Mode is a mode of operation in which the PoC Client requires the PoC User to manually accept the PoC Session invitation before the PoC Session is established.

	Media
	Forms of information that are exchanged between Participants. Media may come in different forms, which are referred to as Media Types.  

	Media Burst
	Flow of Media from a PoC Client that has the permission to send Media to the receiving PoC Client(s).   

	Media Burst Control
	Media Burst Control is a control mechanism that arbitrates requests from the PoC Clients, for the right to send Media and Multimedia.

	Media Burst Control Protocol
	Media Burst Control Protocol (MBCP) is a protocol for performing Media Burst Control, and is defined in these specifications.

	Media Burst Control Schemes
	Way of using Media Burst Control and/or Talk Burst Control according to predefined rules and procedures.

	Media-floor Control
	The mechanism to control separate Media streams.

	Media-floor Control Entity
	A state machine controlling the floor for Media. The state machine can control one or more Media as according to negotiation.

	Media Parameters
	Media Parameters are SIP/SDP based information exchanged between the PoC Server and the PoC Client that specify the characteristics of the Media for a PoC Session being established or that already exists.

	Media Time Compression
	A PoC Client operation on Media data to be transmitted, which compresses the Media in time such that the compressed Media data will be played out in a shorter time duration than the original uncompressed Media data.

	Media Type
	Media Types share a characteristic of human perception. Media Types are either realtime or non-realtime, like:

audio (e.g. speech, music)

video (without audio component)
still image 

text (formatted and non-formatted) 

file

	Multimedia
	Multimedia is the simultaneous existence of multiple Media Types like

audiovisual 

video plus subtitles 

Multimedia from a single source that involves real-time media types are assumed to be synchronized.

	Nick Name
	A user-friendly display name that might be associated to a PoC User or a PoC Group. The Nick Name can either be provided as a "display-name" in a SIP header or in the <display-name> child element of the <entry> element for the PoC User or for the PoC Group as specified in [OMA-POC-XDMS].

	NW PoC Box
	It is a PoC functional entity in the PoC Network where PoC Session Data and PoC Session Control Data can be stored

	On-demand Session
	An On-demand Session is a PoC Session set-up mechanism in which all Media Parameters are negotiated at PoC Session establishment.

	Originating PoC Service Point Trigger
	An Originating PoC Service Point Trigger is a filter criterion for a dialog initiating SIP request from a (PoC) SIP User Agent.  For a definition and addition information on "Service Point Triggers" when the SIP/IP core is IMS or MMD, see [3GPP TS 29.228] or [3GPP2 X.S0013.005] for more information.

	Participant
	A Participant is a PoC User in a PoC Session.

	Participating PoC Function
	The Participating PoC Function is implemented in a PoC Server, and provides PoC Session handling, which includes policy enforcement for incoming PoC Sessions and relays Talk Burst Control messages between the PoC Client and the PoC Server performing the Controlling PoC Function. The Participating PoC Function may also relay RTP Media between the PoC Client and the PoC Server performing the Controlling PoC Function.

	PoC Address
	An adreess identifying a PoC User. The PoC Address can be used by one PoC User to request communication with other PoC Users. If SIP/IP Core is the 3GPP/3GPP2 IMS the PoC Address is a public user identity.

	PoC Client
	A PoC Client is a PoC functional entity that resides on the PoC User Equipment that supports the PoC service.

	PoC Dispatcher
	PoC Dispatcher is a Participant in a 1-many-1 PoC Group Session that sends Media to all PoC Fleet Members and that receives Media from any PoC Fleet Member.

NOTE: The PoC Dispatcher is an enhancement to the PoC 1 Distinguished Participant.

	PoC Fleet Member
	A Participant in a 1-many-1 PoC Group Session that is only able to send Media to the PoC Dispatcher, and that likewise is only able to receive Media from the PoC Dispatcher.

NOTE: PoC Fleet Member is the same as Ordinary Participant in PoC 1.

	PoC Group
	A predefined set of PoC Users together with its attributes. A PoC Group is identified by a SIP URI (PoC Group Identity for PoC Prearranged and Chat PoC Groups). PoC User uses PoC Groups to establish PoC Group Sessions.

	PoC Group Identity
	A SIP URI identifying a Pre-arranged PoC Group or Chat PoC Group. A PoC Group Identity is used by the PoC Client to establish PoC Group Sessions to the Pre-arranged PoC Groups and Chat PoC Groups.

	PoC Group Name
	Indicates the name of the PoC Group that can be presented to the PoC User.

	PoC Group Session
	A PoC Group Session is a Pre-arranged PoC Group, Ad-hoc PoC Group or Chat PoC Group Session.

	PoC Media Traffic Optimisation
	A mechanism for reducing PoC Media traffic via the PoC-4 reference point.

	PoC Server
	The PoC Server implements the 3GPP IMS and 3GPP2 MMD application level network functionality for the PoC service. A PoC Server may perform the role of the Controlling PoC Function or Participating PoC Function, or both at the same time.

	PoC Service Setting
	A set of parameters indicating the capability of the PoC Client and the willingness of the PoC User to convey with related PoC Client and PoC Server functionalities, e.g. Answer Mode Indication, Incoming PoC Session Barring, Incoming Instant Personal Alert Barring and Simultaneous PoC Session Support.

	PoC Session
	A PoC Session is a SIP Session established by the procedures of this specification.  This specification supports the following types of PoC Sessions:  1-1 PoC, Ad-hoc PoC Group, Pre-arranged PoC Group, or Chat PoC Group Session.

	PoC Session Identity
	SIP URI, which identifies the PoC Session and which can be used for routing initial SIP requests.  It is received by the PoC Client during the PoC Session establishment in the Contact header and/or in the TBCP Connect message in case of using Pre-established Session.

	PoC User
	A PoC User is a user of the PoC service.

NOTE: In [PoC RD V1.0] the term "PoC Subscriber" is sometimes used to mean the same as term "PoC User" in [OMA PoC AD], [OMA PoC CP] and [OMA PoC UP].

	Pre-arranged PoC Group
	A Pre-arranged PoC Group is a persistent PoC Group, where the <invite-members> element is set to "true" as specified in the [OMA-POC-XDM] "PoC Group".  The establishment of a PoC Session to a Pre-arranged PoC Group results in all members being invited.

	Pre-established Session
	The Pre-established Session is a SIP Session established between the PoC Client and the Home PoC Server.   The PoC Client establishes the Pre-established Session prior to making requests for PoC Sessions to other PoC Users.  To establish a PoC Session based on a SIP request from the user, the PoC Server conferences other PoC Servers/Users to the Pre-established Session so as to create an end-to-end connection.

	Primary PoC Session
	The Primary PoC Session is a PoC Session that the PoC User selects in preference to other PoC Sessions.   When the user has Simultaneous PoC Sessions, the Primary PoC Session has a priority over Secondary PoC Sessions.

	QoE Profile Threshold
	QoE Profile value set by the PoC Servers during a congestion state; this value is used to decide which PoC Sessions are going to receive special restriction procedures like revocation or rejection of Talk Burst or Media Burst requests, or rejection of new PoC Session establishment requests. Possible values for the QoE Profile Threshold are: Premium, Professional or Official Government Use.

	Referenced Media Content
	Reference(s) to Media content to be included in an invitation to a PoC Session or in a Group Advertisement.

	Restricted Group
	A Group that can be joined only by a PoC User that is a member of the Group.  A Restricted Group has a Group List.

	RTP Media
	RTP Media is the media carried in an RTP payload.

	RTP Session
	A RTP Session is considered as an association that allows exchange of RTP Media streams and RTCP messages among a set of PoC functional entities.

	Secondary PoC Session
	A Secondary PoC Session is a PoC Session for which the PoC User receives media when there is no media present on the Primary PoC Session.

	Session Type
	A Session Type is a SIP URI-parameter used to convey the type of SIP URI, and may take on one of the following values: adhoc, prearranged, chat or 1-1.

	Served PoC User
	A PoC User that obtains a PoC service from a PoC Server located in the Home PoC Network.

	SigComp
	SigComp is a signaling compression mechanism specified in [RFC3320]; SigComp in PoC provides for the compression of SIP requests and responses.

	Simultaneous PoC Session
	When a PoC User is a Participant in more than one PoC Session simultaneously using the same PoC Client.

	Simultanoeus PoC Sessions Support
	Simultaneous PoC Sessions Support is a PoC Service Setting for the PoC Client that conveys the PoC Client is able and PoC User is willing to use Simultaneous PoC Sessions.

	SIP Session
	A SIP Session is a SIP dialog.  From RFC 3261, a SIP dialog is defined as follows: A dialog is a peer-to-peer SIP relationship between two UAs that persists for some time.  A dialog is established by SIP messages, such as a 2xx response to an INVITE request. A dialog is identified by a call identifier, local tag, and a remote tag.  A dialog was formerly known as a call leg in RFC 2543.

	SIP URI
	From RFC 3261: "A SIP or SIPS URI identifies a communications resource" and "follows the guidelines in RFC 2396 [5]".  PoC uses SIP URIs to identify PoC Clients, PoC Servers, and PoC Sessions, resource lists that point to URI lists, etc.

	SIP User Agent
	A SIP User Agent is any SIP peer that performs SIP signaling  [RFC3261].

	Talk Burst
	A Talk Burst is the flow of media from a PoC Client while that has the permission to send media.

	Talk Burst Control
	Talk Burst Control is a control mechanism that arbitrates requests from the PoC Clients, for the right to send media.

NOTE: In [PoC RD V1.0] the term "Floor Control" is used to mean the same as term "Talk Burst Control" in [OMA PoC AD], [OMA PoC CP] and [OMA PoC UP].

	Talk Burst Control Protocol
	Talk Burst Control Protocol (TBCP) is a protocol for performing Talk Burst Control, and is defined in these specifications.

	Talker Identification
	Talker Identification is the procedure by which the current talker's identity is determined and made known to listeners on the PoC Session.

	Terminating PoC Service Point Trigger
	A Terminating PoC Service Point Trigger is a filter criterion for a dialog initiating SIP request to a (PoC) SIP User Agent.  For a definition and additional information on "Service Point Triggers" when the SIP/IP core is IMS or MMD, see [3GPP TS 29.228] or [3GPP2 X.S0013.005] for more information.

	Text Content
	Text included in an invitation to a PoC Session or in a Group Advertisement.

	UE PoC Box
	It is a function co-located with the PoC Client in the User Equipment where PoC Session Data and PoC Session Control Data can be stored. 

	Unconfirmed Indication
	The Unconfirmed Indication is an indication returned by the PoC Server to confirm that it is able to receive media and believes the PoC Client is able to accept media; the PoC Server sends the Unconfirmed Indication prior to determining that all egress elements are ready or even able to receive media.

	Unrestricted Group
	An Unrestricted Group is a PoC Group that any PoC User may join.

	User
	A User is any entity that uses the described features through the User Equipment.

	User Equipment
	User Equipment is a hardware device that supports a PoC Client e.g., a wireless phone.

	User Plane
	The User Plane includes the media and media control signaling (e.g., Talk Burst Control Protocol) between the PoC Client and PoC Server as well as between PoC Servers.


Change 2:  CF: Ad-hoc and 1-1 PoC Session setup request
7.2.1.2 Ad-hoc PoC Group and 1-1 PoC Session setup request

Upon receiving of an initial SIP INVITE request the PoC Server:
1. MAY check if a congestion state exists and a QoE Profile Threshold has been set as specified in [OMA-PoC-UP] “7.7. Procedures at the PoC Server performing the Controlling PoC Function”, if QoE Profiles are enabled. If a QoE Profile Threshold has been set, the PoC Server:

a) MAY reject the SIP INVITE request with a SIP 503 “Service Unavailable” response and do not proceed with the rest of steps, if the QoE Profile attribute included in the SDP offer is lower than the QoE Profile set as threshold.
2. SHALL check whether the Conference-factory-URI contained in the Request URI is allocated and perform the actions specified in subclause 7.5.1 "Conference-factory URI does not exist" if it is not allocated;
3. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it does not the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

4. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request, and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

5. SHALL validate that the received SDP offer includes at least one Media Type for which the Media Parameters and at least one codec or Media format is acceptable by the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

6. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in an Ad-hoc PoC Group Session is not exceeded. If exceeded, PoC Server SHALL return SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text  set to '102 Too many participants'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps; 

NOTE 1:
With regards to "MAX-ADHOC-GROUP-SIZE" parameter, the initiator of the PoC Session is also counted as a Participant.

7. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if media is received in one or more MIME bodies:

a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, either,

i) send a SIP 403 "Forbidden" response. Otherwise continue with the rest of the steps; or,

ii) removed the MIME body containing the not allowed media.

NOTE 2:
One example of a local policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

b) Check the size of all MIME bodies containing media and if the size exceeds a configurable max size send a SIP 413 "Request Entity Too Large" response. Otherwise, continue with the rest of the steps.

8. SHALL check if a Resource-Priority header is included in the SIP INVITE request according to rules and procedures of [RFC4412], if the 'Official Government Use’ QoE Profile is supported. If included the PoC Server SHALL:

a) check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261]with warning code 399 and the warning text set to '114 QoE Assignment Error'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header"
b) assign 'Official Government Use' QoE Profile as the QoE Profile for the PoC Session.
c) apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps; 
9. SHALL assign the QoE Profile to the PoC Session according to the value indicated in the QoE Profile attribute included in the received SDP Offer, as specified in subclause E.3.2 "QoE Profile" if QoE Profiles are enabled. 
10. MAY remove the Subject header.
11. MAY remove the Alert-Info or the Call-Info header.
NOTE 3:
If no QoE Profile attribute is included in the request, it is considered that 'Basic' QoE Profile is requested.
NOTE 4:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.
12. SHALL allocate a PoC Session Identity for the PoC Session; and,

13. SHALL invite the PoC Users and Pre-arranged PoC Groups listed in the MIME resource-lists body as specified in subclause 7.2.2.2 "PoC Session invitation request".

NOTE 5:
How the multiple invited members are conveyed in the SIP INVITE request is specified in [draft-URI-list]. How each URI in the list is anonymized is specified in [draft-URI-list-capacity].
Change 3:  CF: Pre-arranged PoC Group Session setup request
7.2.1.3 Pre-arranged PoC Group Session setup request

This subclause describes the procedures that the PoC Server follows for the establishment of a Pre-arranged PoC Group Session.

Subclause 7.2.1.3.1: "General" is the starting point for the establishment of all Pre-arranged PoC Group Sessions.

Subclause 7.2.1.3.2: "Dispatch PoC Session setup request from PoC Dispatcher" describes the specific procedures to be followed, when indicated from subclause 7.2.1.3.1"General", for the establishment of a Dispatch PoC Session from a PoC Dispatcher

Subclause 7.2.1.3.3: "Dispatch PoC Session setup request from PoC Fleet Member" describes the specific procedures to be followed, when indicated from subclause 7.2.1.3.1"General", for the establishment of a Dispatch PoC Session from a PoC Fleet Member

7.2.1.3.1 General

Editor’s Note: SCR needs to be updated in order to consider this new subclause for Pre-arranged PoC Group Sessions

Upon receiving an initial SIP INVITE request the PoC Server:
1. MAY check if a congestion state exists and a QoE Profile Threshold has been set as specified in [OMA-PoC-UP] “7.7. Procedures at the PoC Server performing the Controlling PoC Function”, if QoE Profiles are enabled and the PoC Group does not already have an on-going PoC Session. If a QoE Profile Threshold has been set, the PoC Server:

a) MAY reject the SIP INVITE request with a SIP 503 “Service Unavailable” response and do not proceed with the rest of steps, if the QoE Profile attribute included in the SDP offer is lower than the QoE Profile set as threshold.

2. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

3. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL return a SIP 495 "URI-List Handling Refused" response according to the rules and procedures of [draft-URI-list-handling] containing the list of members of the Pre-arranged PoC Group. Otherwise, continue with the rest of the steps;

NOTE 1:
If the sender of the INVITE request is a Release 1.0 PoC Server, the procedure specified in [OMA-POC-1-CP] is used instead.
4. SHALL, if the PoC Dispatcher functionality is supported, check whether any of the PoC Users contained in the <list> element of the Pre-arranged PoC Group document is allowed the action <allow-dispatch>:

a) If it is allowed for at least one group member, the PoC Server SHALL check whether the Contact header of the incoming SIP INVITE request includes the PoC Dispatcher feature tag '+g.poc.dispatcher' according to rules and procedures of [RFC3840]. If it is present, the PoC Server SHALL proceed as specified in subclause 7.2.1.3.2 "Dispatch PoC Session setup request from PoC Dispatcher" and do not continue with the rest of the steps. Otherwise, the PoC Server SHALL proceed as specified in subclause 7.2.1.3..3 "Dispatch PoC Session setup request from PoC Fleet Member" and do not continue with the rest of the steps.

b) If it is not allowed for any group member, continue with the rest of the steps 

5. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14 "PoC Session initiation policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

6. SHALL check whether privacy is allowed for the Authenticated Originator’s PoC Address, when anonymity is requested with the Privacy header containing the value 'id'.  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [XDM-Shared-Groups].  Otherwise, continue with the rest of the steps;

7. SHALL validate that the received SDP offer includes at least one Media Type for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

8. if the PoC Group does not have already an on-going PoC Session then:

a) SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '114 QoE Assignment Error'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
ii. assign 'Official Government Use' QoE Profile as the QoE Profile for the PoC Session.

ii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps; 
b). SHALL, if QoE Profiles are enabled, 
i. if there is no <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], assign the QoE Profile indicated in the QoE Profile attribute as the QoE Profile of the PoC Session.

ii) if there is a <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], check whether value of the QoE Profile attribute is equal or higher, as specified in 5.8 "QoE Profiles", than the value of the <qoe>. If it is lower the PoC Server SHALL reject the invitation request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '114 QoE Assignment Error'; The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". Otherwise, the PoC Server SHALL assign the value of the <qoe> element as the QoE Profile of the PoC Session and SHALL mark it as "mandatory" and continue with the rest of the steps, 

Editor’s note: The element <qoe> of the PoC Group document needs to be specified by the PAG group.

NOTE 2:
If no QoE Profile attribute is included in the request, it is considered that 'Basic' QoE Profile is requested.

c) the PoC Server SHALL invite members of the Pre-arranged PoC Group as specified in subclauses 7.2.1.14 "PoC Session initiation policy" and 7.2.2.2 "PoC Session invitation requests".  

9. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if media is received in one or more MIME bodies:

a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, either,

i) send a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps; or,

ii) removed the MIME bodies containing the not allowed media.

NOTE 3:
One example of a local policy could be that the PoC Server only allows Included Media Content or Text Content or Referenced Media Content in special traffic scenarios.

b) Check the size of all MIME bodies containing media and if the total size exceeds a configurable max size send a SIP 413 "Request Entity Too Large" response. Otherwise, continue with the rest of the steps. 

c) SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization" and do not continue the rest of the steps.

10. MAY remove the Subject header.
11. MAY remove the Alert-Info or the Call-Info header.
NOTE 4: The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.
12. if the PoC Group has already an active PoC Session then PoC Server:

a) SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

b) SHALL check if <max-participant-count> as specified in [PoC XDM Specification] is already reached.  If reached, PoC Server SHALL return a SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '102 Too many participants' to the originating network. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

c) SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '114 QoE Assignment Error'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
ii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps;

d) SHALL check for a QoE Profile attribute contained in the request, if QoE Profiles are enabled. If the included QoE Profile is lower, as specified in subsection 5.8 "QoE Profiles" than the QoE Profile assigned to the active PoC Session and if the QoE Profile assigned tothe active PoC Session is marked as "mandatory", the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '114 QoE Assignment Error'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header ". Otherwise continue with the rest of the steps;
e) SHALL generate a SIP 200 "OK" response as specified in the 7.2.1.1 "General"; 

f) SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";
g) SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core;

h) SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

i) SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

j) SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Change 4:  CF: Chat PoC Group Session request
7.2.1.4 Joining Chat PoC Group Session request

Upon receipt of a SIP INVITE request that includes a PoC Group Identity, which identifies the Chat PoC Group in the request URI that is owned by the PoC Server, the PoC Server: 
1. MAY check if a congestion state exists and a QoE Profile Threshold has been set as specified in [OMA-PoC-UP] “7.7. Procedures at the PoC Server performing the Controlling PoC Function”, if QoE Profiles are enabled and the Chat PoC Group Session does not already exist. If a QoE Profile Threshold has been set, the PoC Server:

a) MAY reject the SIP INVITE request with a SIP 503 “Service Unavailable” response and do not proceed with the rest of steps, if the QoE Profile attribute included in the SDP offer is lower than the QoE Profile set as threshold.

2. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

3. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '105 Isfocus already assigned'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

4. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

5. SHALL check if <max-participant-count> as specified in [XDM-Shared-Groups] is already reached.  If reached, PoC Server SHALL return SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '102 Too many participants' to the originating network. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

6. SHALL check whether privacy is allowed for the Authenticated Originator's PoC Address, when anonymity is requested with the Privacy header containing the tag 'id'.  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator's PoC Address is defined using <allow-anonymity> element of the PoC Group's authorization rules as specified in [XDM-Shared-Groups]. Otherwise, continue with the rest of the steps;

7. SHALL validate that the received SDP offer includes at least one Media Type for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

8. If the Chat PoC Group Session does not already exist, Then the PoC Server:

a) SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '114 QoE Assignment Error'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
ii. assign 'Official Government Use' QoE Profile as the QoE Profile for the PoC Session.

ii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps; 
b) If QoE Profiles are enabled ,the PoC Server SHALL:

i) if there is no <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], assign the QoE Profile indicated in the QoE Profile attribute as the QoE Profile of the PoC Session.

ii) if there is a <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], check whether value of the QoE Profile attribute is equal or higher, as specified in 5.8 “QoE Profiles", than the value of the <qoe>. If it is lower the PoC Server SHALL reject the invitation request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '114 QoE Assignment Error'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".. Otherwise, the PoC Server SHALL assign the value of the <qoe> element as the QoE Profile of the PoC Session and SHALL mark it as "mandatory" and continue with the rest of the steps, 

Editor’s note: The element <qoe> of the PoC Group document needs to be specified by the PAG group

NOTE:
If no QoE Profile attribute is included in the request, it is considered that 'Basic' QoE Profile is requested.

c) SHALL create a Chat PoC Group Session.

9 If the Chat PoC Group Session already exists, then the PoC Server:

a). SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '114 QoE Assignment Error'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
ii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps;

b) SHALL check the QoE Profile attribute contained in the request, if QoE Profiles are enabled. If the included QoE Profile is lower, as specified in subclause 5.8 "QoE Profiles" than the QoE Profile assigned to the active PoC Session and if the QoE Profile assigned tothe active PoC Session is marked as "mandatory", the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '114 QoE Assignment Error'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".. Otherwise continue with the rest of the steps. 

10. SHALL accept the SIP request and generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General". The PoC Server: 

a) SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";
11. SHALL send the SIP 200 "OK" response towards the PoC Client according to rules and procedures of SIP/IP Core;

12. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

13. SHALL send a notification to the PoC Clients, which have subscribed to the conference state event package that a PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

14. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 5:  PF: Pre-established Session
7.3.1.2 Pre-established Session

Upon receipt of an initial SIP INVITE request that includes a Conference-factory-URI in the Request-URI but no invited member(s), the PoC Server performing the Participating PoC Function: 
1. MAY check if a congestion state exists and a QoE Profile Threshold has been set as specified in [OMA-PoC-UP] “7.7.2 Procedures at the PoC Server performing the Participating PoC Function”, if QoE Profiles are enabled. If a QoE Profile Threshold has been set, the PoC Server:

b) MAY reject the SIP INVITE request with a SIP 503 “Service Unavailable” response and do not proceed with the rest of steps, if the QoE Profile attribute included in the SDP offer is lower than the QoE Profile set as threshold.

2. SHALL check whether the Accept-Contact header included the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

3. SHALL return a SIP 403 "Forbidden" response according to rules and procedures of [RFC3261], if the PoC Server cannot accept the request. Otherwise, continue with the rest of the steps;

NOTE:
Pre-established Session is an optional function; hence, the above condition is for the case where the PoC Server does not support this optional function.

4. SHALL check whether the Conference-factory-URI is allocated and perform the actions specified in subclause 7.5.1 "Conference-factory URI does not exist" if it is not allocated.  Otherwise, continue with the rest of the steps;

5. SHALL perform the actions to verify the Authenticated Originator's PoC Address of the PoC Client and verify the request authorization. If the request cannot be authorized, the PoC Server SHALL return a SIP 403 "Forbidden" response and not continue with the rest of the steps;

6. SHALL validate that there is at least one Media for which the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable by the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

7. SHALL allocate a URI to be used as a conference URI that identifies to identify the Pre-established Session; 

8. SHALL cache the Nick Name contained in the Authenticated Originator's PoC Address;

9. SHALL check if a Resource-Priority header is included in the SIP INVITE request according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) perform actions to authorize the Resource-Priority header, as specified in subclause 5.8 "QoE Profiles". If the Resource-Priority header cannot be authorized, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response according to rules and procedures of [RFC4412] and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '115 <RequestedQoE> QoE Profile not authorized'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
b) check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '114 QoE Assignment Error'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
c) assign and cache 'Official Government Use' as the QoE Profile for the Pre-established Session.

d) apply preferential treatment to the SIP request, as specified in [RFC4412], skip the next step and proceed with the rest of the steps; 
10. SHALL perform actions to authorize a QoE Profile attribute included in the PoC Client SDP offer, as specified in subclause 5.8 "QoE Profiles", if QoE Profiles are enabled and a QoE Profile attribute is included in the PoC Client SDP offer. If the requested QoE Profile cannot be authorized, the PoC Server SHALL return a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '115 <RequestedQoE> QoE Profile not authorized'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". If the requested QoE Profile is authorized, the PoC Server SHALL assign and cache the requested QoE Profile as the QoE Profile for the Pre-established Session and continue with the rest of the steps.

NOTE:
If QoE Profiles are enabled but no QoE Profile attribute is included, it means that Basic QoE Profile is implicitly requested and therefore is always authorized.

11. SHALL check whether the Contact header includes the PoC Dispatcher feature '+g.poc.dispatcher', in case the PoC Dispatcher functionality is supported. If it is present, the PoC Server SHALL cache the presence of the PoC Dispatcher feature tag.
12. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as follows:

a) a Contact header containing the conference URI that identifies to identify the Pre-established Session along with the PoC feature tag '+g.poc.talkburst'  and the feature tag 'isfocus';

b) an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];
c) a Server header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

d) include the option tag 'timer' in a Require header;
e) a Session-Expires header according to rules and procedures of [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uac';
f) include the Conference-factory-URI in the Authenticated Originator's PoC Address as specified in the subclause 5.2 "Authenticated Originator's PoC Address"; and,

g) a MIME SDP body as an SDP answer based on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.1.1c "SDP answer generation";
13. SHALL send the SIP 200 "OK" response towards the PoC Client according to the rules and procedures of the SIP/IP Core;

14. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028]; and,
15. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Pre-established Session state diagrams – basic".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 6:  PF: PoC Session establishment or rejoin
7.3.1.4 PoC Session establishment or rejoin using On-demand Session

Upon receiving an initial SIP INVITE request containing a Request-URI with a Conference-Factory-URI owned by this PoC Server, the PoC Server:

NOTE 1:
The procedure as follows applies when a PoC Client initiates an Ad-hoc PoC Group Session or a 1-1 PoC Session. The PoC Session will be owned by this same PoC Server.
1. MAY check if a congestion state exists and a QoE Profile Threshold has been set as specified in [OMA-PoC-UP] “7.7.2 Procedures at the PoC Server performing the Participating PoC Function”, if QoE Profiles are enabled and if the PoC Server is acting as a B2BUA. If a QoE Profile Threshold has been set, the PoC Server:
a) MAY reject the SIP INVITE request with a SIP 503 “Service Unavailable” response and do not proceed with the rest of steps, if the QoE Profile attribute included in the SDP offer is lower than the QoE Profile set as threshold.
2. SHALL authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request manual answer override, if a Priv-Answer-Mode header with the value 'Auto' is present in the incoming SIP INVITE request and if not authorized or if manual answer override is not supported the PoC Server SHALL return a SIP 403 "Forbidden" response and not continue with the rest of the steps; 
3. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if media is included in one or more MIME body:
a) authorize the Media Type of the media in all MIME bodies using a Service Provider configurable setting and if all Media Types was not allowed send a SIP 415 "Unsupported Media Type", The SIP 415 "Unsupported Media Type" response SHALL include:
i.  the Accept header with the acceptable Media-Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
ii. the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
iii. both
and do not continue with the rest of the steps. 
b) Check the total size of all MIME bodies containing media and if the total size exceeds a configurable max size send a SIP 413 "Request Entity Too Large" response. Otherwise, continue with the rest of the steps.

4. SHALL check if 'a Resource-Priority header is included in the SIP INVITE request according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) perform actions to authorize the Resource-Priority header, as specified in subclause 5.8 "QoE Profiles". If the Resource-Priority header cannot be authorized, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response according to rules and procedures of [RFC4412] and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '115 <RequestedQoE> QoE Profile not authorized'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header",
b) check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '114 QoE Assignment Error', The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header",
c) cache 'Official Government Use' as the Local QoE Profile assigned to the PoC User, if the PoC Server is acting as a B2BUA.
d) apply preferential treatment to the SIP request, as specified in [RFC4412], skip the next step and proceed with the rest of the steps; 
5. SHALL perform actions to authorize a QoE Profile attribute included in the PoC Client SDP offer, as specified in subclause 5.8 "QoE Profiles", if QoE Profiles are enabled and a QoE Profile attribute is included in the PoC Client SDP offer. If the requested QoE Profile cannot be authorized, the PoC Server SHALL return a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to 115 <RequestedQoE> QoE Profile not authorized. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header" If the requested QoE Profile is authorized and the PoC Server is acting as a B2BUA, the PoC Server SHALL cache the authorized QoE Profile as the Local QoE Profile assigned to the PoC User and  continue with the rest of the steps.

6. MAY remove the Subject header.
7. MAY remove the Alert-Info or the Call-Info header.
NOTE 2:
The reason for removing the Alert-Info header or the Call-Info header may be a local policy in the PoC Server.

8. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded, if the PoC Service Settings for the Simultaneous PoC Sessions Support is set to "SSS active".  If exceeded, the PoC Server SHALL respond with a SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '104 Too many Simultaneous PoC Sessions'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

9. SHALL also adapt the role of a Controlling PoC Function and continue as specified in the subclause 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request".

NOTE 3:
The handling of SIP requests and SIP responses within the SIP dialog created by this SIP INVITE request is described in the 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request".

Upon receiving an initial SIP INVITE request that contains a Request-URI not owned by this PoC Server, the PoC Server:

NOTE 4:
The following procedure of this subclause applies when a PoC Client initiates or joins a Pre-arranged PoC Group Session, or when a PoC Client rejoins a PoC Session, or when a PoC Client joins a Chat PoC Group Session and in all these cases the PoC Session is owned by another PoC Server.

either
1. MAY check if a congestion state exists and a QoE Profile Threshold has been set as specified in [OMA-PoC-UP] “7.7.2 Procedures at the PoC Server performing the Participating PoC Function”, if QoE Profiles are enabled. If a QoE Profile Threshold has been set, the PoC Server:

a) MAY reject the SIP INVITE request with a SIP 503 “Service Unavailable” response and do not proceed with the rest of steps, if the QoE Profile attribute included in the SDP offer is lower than the QoE Profile set as threshold.
2. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it does not the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

3. SHALL perform the actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

4. SHALL validate that the new Media Parameters and at least one codec offered in the SIP INVITE request are acceptable by the PoC Server when staying on the media path and Talk Burst Control path and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

5. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session, when staying on the media path and Talk Burst Control path; 

6. SHALL authorize whether the served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request manual answer override, if a Priv-Answer-Mode header with the value 'Auto' is present in the incoming SIP INVITE request and if not authorized or if manual answer override is not supported the PoC Server SHALL return a SIP 403 "Forbidden" response and not continue with the rest of the steps;
7. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded, if the PoC Service Settings for the Simultaneous PoC Sessions Support is set to "SSS active". If exceeded, the PoC Server SHALL respond with a SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '104 Too many Simultaneous PoC Sessions'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

8. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if media is included in one or more MIME body:
a) authorize the Media Type of the media in all MIME bodies using a Service Provider configurable setting and if all Media Types was not allowed send a SIP 415 "Unsupported Media Type", 
The SIP 415 "Unsupported Media Type" response SHALL include:
i.  the Accept header with the acceptable Media-Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
ii. the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
iii. both
and do not continue with the rest of the steps.
b) Check the total size of all MIME bodies containing media and if the total size exceeds a configurable max size send a SIP 413 "Request Entity Too Large" response. Otherwise, continue with the rest of the steps.

Editor’s note: How to handle backward compatibility in case of pre-arranged PoC Group session is FFS.

9. SHALL check if a Resource-Priority header is included in the SIP INVITE request according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) perform actions to authorize the Resource-Priority header, as specified in subclause 5.8 "QoE Profiles". If the Resource-Priority header cannot be authorized, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response according to rules and procedures of [RFC4412] and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '115 <RequestedQoE> QoE Profile not authorized', The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
b) check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to '114 QoE Assignment Error', The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
c) cache 'Official Government Use' as the Local QoE Profile assigned to the PoC User.
d) apply preferential treatment to the SIP request, as specified in [RFC4412], skip the next step and proceed with the rest of the steps; 
10. SHALL perform actions to authorize the QoE Profile attribute included in the PoC Client SDP offer, as specified in subclause 5.8 "QoE Profiles", if QoE Profiles are enabled and a QoE Profile attribute is included in the PoC Client SDP offer. If the requested QoE Profile cannot be authorized, the PoC Server SHALL return a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with warning code 399 and the warning text set to 'xxx <RequestedQoE> QoE Profile not authorized'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header" . If the requested QoE Profile is authorized, the PoC Server SHALL cache the authorized QoE Profile as the Local QoE Profile assigned to the PoC User and continue with the rest of steps.

11. MAY remove the Subject header.
12. MAY remove the Alert-Info or the Call-Info header.
NOTE 5:
The reason for removing the Alert-Info header or the Call-Info header may be a local policy in the PoC Server.

13. SHALL generate a SIP INVITE request as specified in subclause 7.3.1.1 "General"; 

14. SHALL include as the contents of the Request-URI:

a) copy the received Request-URI including the Session Type uri-parameter and any other uri-parameter present in the received Request-URI; or,

b) resolve back the received Request-URI to the SIP URI received in the Contact header from the PoC Server performing the Controlling PoC Function within the SIP 200 "OK" response to the initial SIP INVITE request in the case of re-join.

15. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer based on the SDP offer in the received SIP INVITE request from the PoC Client as specified in the subclause 7.3.1.1a "SDP offer generation in case of On-demand session";
16. SHALL include the MIME bodies in the incoming SIP INVITE request into the outgoing SIP INVITE request as specified in [RFC2046], if Included Media Content is supported by the PoC Server and if media is included in one or more MIME body.

17. SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] set to the value indicated in the Resource-Priority header of the SIP INVITE request from the PoC Client, if the 'Official Government Use' QoE Profile is supported and if a Resource-Priority header was present in the SIP INVITE request from the PoC Client.

18. SHALL include the Subject header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Text Content is supported by the PoC Server and if text content is included in Subject header.
19.  SHALL include the Alert-Info header and Call-Info header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Referenced Media Content is support by the PoC Server and if a reference to media content is included in Alert-Info header or Call-Info header or both. 
20. SHALL include in the Contact header the feature tag '+g.poc.fdcfo', as specified subclause E.2.4 "FDCFO Proceed Feature Tag", if the PoC Server supports the FDCFO Proceed feature, and the SIP INVITE request from the PoC Client contains this feature tag; and,

21. SHALL send the SIP INVITE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core.

Change 7:  PF: PoC Session invitation request, invited PoC User
7.3.2.2
PoC Session invitation request

Upon receipt of an initial SIP INVITE request that includes a PoC Address in the Request-URI the PoC Server: 
1. MAY check if a congestion state exists and a QoE Profile Threshold has been set as specified in [OMA-PoC-UP] “7.7.2 Procedures at the PoC Server performing the Participating PoC Function”, if QoE Profiles are enabled and if the PoC Server is acting as a B2BUA. If a QoE Profile Threshold has been set, the PoC Server:
a) MAY reject the SIP INVITE request with a SIP 503 “Service Unavailable” response and do not proceed with the rest of steps, if the QoE Profile attribute included in the SDP offer is lower than the QoE Profile set as threshold.
2. SHALL check whether the Accept-Contact header including the PoC feature tag '+g.poc.talkburst' is included and if it is not then the PoC Server SHALL return a SIP 403 "Forbidden" response without continuing the rest of the steps;

3. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '106 Isfocus not assigned'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". Otherwise continuing the rest of the steps;

4. SHALL check the Invited PoC User's PoC Service Settings associated to the PoC Address received in the Request-URI. If the PoC Service Settings have not been received from the PoC Client yet or if PoC Service Settings expiration timer has expired, the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response. Otherwise continue with the rest of the steps;

5. SHALL check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the initial SIP INVITE request is not  'reject' in the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [PoC-XDM Specification].  If at least one of them is 'reject' then the PoC Server SHALL send SIP 403 "Forbidden" response towards the originating PoC Client according to rules and procedures of SIP/IP Core. Otherwise continue with the rest of the steps; 

6. SHALL, in case privacy is requested, check if the action is not <reject> associated to the <anonymous-request> element stored in the PoC XDMS as described in [PoC-XDM Specification].  If it is <reject> then the PoC Server SHALL send SIP 433 "Anonymity Disallowed" response as specified in [draft-ietf-sip-acr-code] towards the originating PoC Client according to rules and procedures of SIP/IP Core and not continue with the rest of the steps; 
7. SHALL check the Invited PoC User's Incoming PoC Session Barring setting associated to the PoC Address received in the Request-URI. If the Incoming PoC Session Barring is activated the PoC Server 

SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps if PoC Box functionality is not supported by PoC Server or the PoC User does not have a valid subscription  to the NW PoC Box service;

Editor’s note: the access rule is FFS.

8. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if media is included in one or more MIME body:
a) check the PoC Service Setting for Included Media Content in a Request Support and if set to 'false' or not set at all and if at least one Media Type is not allowed according to local policy, either

i) send a SIP 415 "Unsupported Media Type" The SIP 415 "Unsupported Media Type" response SHALL include:
1). the Accept header with the acceptable Media-Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
2).  the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
3) both.
and do not continue with the rest of the steps; or,

ii) remove all MIME bodies containing not allowed Media Types and continue with the rest of the steps.

b) check the total size of MIME bodies containing media and if the total size exceeds a configurable max size and if max size is exceeded, either,
i) send a SIP 413 "Message Too Large" response and do not continue with the rest of the steps; or,

ii) remove all MIME bodies containing media and continue with the rest of the steps.

Editor’s note:  The interaction between Included Media Content and the PoC Box is FFS.
9. MAY remove the Subject header.
10 MAY remove the Alert-Info or the Call-Info header.
NOTE 1:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.
11. SHALL, perform actions to authorize the requested QoE Profile, as specified in subclause 5.8 "QoE Profiles", if QoE Profiles are enabled and a QoE Profile attribute is included and marked  as mandatory in the received SDP Offer, as specified in subclause E.3.2 "QoE Profile". If the requested QoE Profile cannot be authorized, the PoC Server SHALL send a SIP 403 "Forbidden" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core, and do not continue with the rest of the steps. Otherwise, continue.

NOTE 2:
'Official Government Use' QoE Profile is automatically authorized at the terminating PoC Server to the invited PoC Client, if the PoC Server supports this QoE Profile.

· 12. SHALL determine whether to route the SIP INVITE request to a PoC Box as specified in subclause 7.3.2.2.5.1 "Determination of routing to a PoC Box upon an incoming invitation"if the PoC Server supports PoC Box functionality
· 13 SHALL route the request to a NW PoC as specified in subclause 7.3.2.2.5.3 "Forward invitations to a NW PoC Box".if it was determined to route the invitation to a NW PoC Box and not continue with the rest of the steps

· 14 SHALL route the request to a UE PoC as specified in subclause 7.3.2.2.5.4 "Forward invitations to a UE PoC Box".if it was determined to route the invitation to a UE PoC Box and not continue with the rest of the steps

15. SHALL check if either:

a) the received SIP INVITE request contained a Priv-Answer-Mode header with the value set to 'Auto'; if the manual answer override functionality is supported, or

b) all the following applies:

i. the Authenticated Originator's PoC Address indicated by the Request-URI in the initial SIP INVITE request is 'accept';

ii.  the conditions for each offered Media are 'accept' by the <allow-invite> action associated to the Invited PoC User, which is stored in the PoC XDMS as described in [PoC-XDM Specification];

iii.  the Answer Mode setting in the PoC Service Settings of the Invited PoC User is set to Automatic Answer;

iv.  the received SIP INVITE request did not contain an Answer-Mode header with the value set to 'Manual;Require'; 

and if the PoC Server does not have already a PoC Session with the PoC Client then perform the actions specified in subclause 7.3.2.2.2 "Automatic answer using the Pre-established Session" or 7.3.2.2.1 "Automatic answer Using On-demand Session" depending on whether the Invited PoC User has or has not, respectively, an ongoing Pre-established Session.  Otherwise the PoC Server SHALL perform actions specified in subclause 7.3.2.2.4 "Manual answer Using Pre-established Session" or 7.3.2.2.3 "Manual answer Using On-demand Session" depending on whether the Invited PoC User has or has not, respectively, a useable Pre-established Session.

Editor’s note: Further clarification needed on bullet list and text thereafter.
Editor’s note: It is FFS, if access rules are checked also in case of PoC Session modification (SIP re-INVITE/SIP UPDATE).
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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